Configuring LaunchDarkly

Configuring LaunchDarkly for single sign-on (SSO) enables administrators to manage users of Citrix
ADC. Users can securely log on to LaunchDarkly by using the enterprise credentials.

Prerequisite

Browser Requirements: Internet Explorer 11 and above

To configure LaunchDarkly for SSO by using SAML:
1. Inabrowser, type https://launchdarkly.com and press Enter.
2. Inthe home page, click Sign In.

3. Type your admin credentials in Email Address and click NEXT.

Sign in to LaunchDarkly

Email address

New to LaunchDarkly? Sign up
Joining a team? Request an invite



https://launchdarkly.com/

4. Type your LaunchDarkly Password and click SIGN IN.

5.

Sign in to LaunchDarkly

New to LaunchDarkly? Sign up
Joining a team? Request an invite

Under Default Project, click Account settings.
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6.

In the Account Settings page, under Single sign-on, click CONFIGURE SAML.

Account settings

Projects Team Roles Access tokens Billing Usage Security Profile

Multi-factor authentication

Requiring an additional authentication method adds another level of security
for your organization.

) Require multi-factor authentication for new members

Single sign-on

Configure your identity provider to manage authentication for your account.
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7. To create Single Sign-On, enter the values for the following fields:

Field Description

Sign-on URL IdP logon URL

X.309 certificate Copy and paste the 1dP certificate. The IdP certificate must begin and
end with
----- Begin Certificate- - - - - and - - - - -End Certificate- - - - -

Note: The IdP certificate is provided by Citrix and can be accessed
from the link below:
https://ssb4.mgmt.netscalergatewaydev.net/idp/saml/templatetest
/idp metadata.xml

Set up your SAML configuration

Configure your SAML application

These values are required when setting up the LaunchDarkly application in your identity provider.

Assertion consumer service URL
https://app.launchdarkly.com/trust/saml2/acs;

Entity ID
app.launchdarkly.com

Start URL
https://app.launchdarkly.com/

Enter your SAML identity provider details
Sign-on URL

https://templatetest.cloud.com

X.509 certificate
oflbinYUcE jNwkWfPnrtSAULLUnx2UF1bTgHSrBLGOIRBASIT2yuis/B4udvxKCt ~
qwleDiAYTh4xTgfDcNdU+mMFZFSGT2pkMkbjIRBU4B+QrC4IVetfyUETYRptBTUS
hLSEVbBI1IwIOjITZogAUbtpEKNEE1hc JTEIMcnNVE fdqDVSZ1QkMmScZ7Csps5G
m@ybOrT4189bttixXAisdmFvevloLlHhca7VSICgs IDOFTSOrXXfgkbSs/ tXx3+b4x
3WcS1et7IgaNpLiKYUGWIiTHUaOmhITyLiS08ndRArgSvspeEFx7 LAPKS JwSt634= hd

Paste your certificate above or upload one

=

8. Finally, click SAVE.
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