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新機能

October 12, 2021

Citrix Provisioningのこのリリースには、以下のセクションで説明されている機能強化が含まれています。過去の
リリース複数の問題に対する修正と、新しい問題が含まれています。

重要：

最新の Provisioningの機能を使用できるように、最新の Citrixライセンスサーバーを使用してください。

Citrix Provisioningを最新バージョンにアップグレードする場合は、最新のライセンスサーバーバージョンが
必要です。ライセンスサーバーを最新バージョンにアップグレードしないと、製品が 30日の猶予期間に入りま
す。

詳しくは、「ライセンス」を参照してください。

Windows Server 2022のサポート

特に明記されていない限り、Windows Serverオペレーティングシステムをサポートするコンポーネント、機能、
およびテクノロジは、Windows Server 2022もサポートするようになりました。詳しくは、「Windows Server
2022のサポート」を参照してください。

Windowsのサポート

Citrix ProvisioningがWindows 10 21H1をサポートするようになりました。

新しい Linuxストリーミングターゲットデバイスのサポート

Linuxストリーミングの場合、以下のオペレーティングシステムがサポートされるようになりました：

• Ubuntu 16.04、18.04.5、20.04
• Red Hat Enterprise Linux 8.3

UEFIモードでの Linuxターゲットデバイスの起動サポートも含まれています。

詳しくは、「Linuxターゲットデバイスのストリーミング」を参照してください。

新しいパフォーマンスカウンター

Provisioningサーバーは、IO障害を報告するために次の新しいパフォーマンスカウンターをサポートします。さら
に、すべてのパフォーマンスカウンターが 64ビットになりました。

|失敗した vDiskの書き込み | perf_counter_large_rawcount | vDiskファイルへの書き込みに失敗した試行の総
数。|
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|失敗した vDiskの読み取り | perf_counter_large_rawcount | vDiskファイルからの読み取りに失敗した試行の
総数。|
|失敗した IO応答の送信 | perf_counter_large_rawcount | vDisk IO応答の送信に失敗した試行の総数。|
|アクティブなデバイス数 | perf_counter_large_rawcount |この Provisioningサーバーが現在ストリーミング
しているデバイスの数。|
|タイムアウトしたデバイス数 | perf_counter_large_rawcount |ハートビートまたは IOアクティビティが 90秒
間（デフォルト）なく、Citrix Provisioningサーバーによってタイムアウトになったデバイスの総数。|
|キャッシュフェールオーバーしたデバイス数 | perf_counter_large_rawcount |書き込みキャッシュにローカル
ディスクを使用するように構成されているものの、予期せずフェールオーバーしてサーバー上の書き込みキャッシュ
を使用するデバイスの数。|
|強制再接続したデバイス数 | perf_counter_large_rawcount | Provisioningサーバーによって再接続を強制さ
れたデバイスの総数。|

パフォーマンスカウンターについて詳しくは、ストリーム配信パフォーマンスカウンターに関するセクションを参照
してください。

ストリーム配信仮想マシンおよび Citrix Virtual Desktopsのセットアップの開始仮想マシン番号

ストリーム配信仮想マシンセットアップウィザードには、Citrix Virtual Desktopsセットアップウィザードと同様
に、開始仮想マシン番号が含まれるようになりました。

解決された問題

October 4, 2021

Citrix Provisioning 2106には、次の解決された問題が含まれています：

• ボリュームの検出中に、イメージ作成ウィザードが「ターゲットディスクで!d!のうち!d!ボリュームを検出で
きません。」というエラーで失敗します。[CVADHELP‑17404]

• UEFI ターゲットデバイスがフェールオーバーして Citrix Provisioning サーバーに接続すると、Auto
Rebalanceは機能しなくなります [CVADHELP‑16929]

• ストアのデフォルトパスが空白の場合、Citrix Provisioningコンソールがフリーズします。[CVADHELP‑
17125]

• Citrix Provisioningでイメージをマージすると、Windows APIエラー「0xe000057‑parameter is incor‑
rect（パラメーターが間違っています」が発生します。[CVADHELP‑16921]

• vDiskで非同期 IOが有効になっている場合、ターゲットフェールオーバーはランダムに失敗します。ターゲ
ットがハングし、応答しなくなります。[CVADHELP‑16717]
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• 1912 CU1 にアップグレードした後、ターゲットデバイスは、ライセンスがないため猶予期間に入った
ことを示すメッセージを表示します。デバイスは、再起動が必要になるまで数日間実行され続けます。
[CVADHELP‑17157]

• 1912 CU2にアップグレードした後、TFTPコントロールパネルは TFTPサービスを再起動しません。2つ
の NICを備えたシステムに Citrix Provisioningサーバーをインストールし、構成ウィザードを使用して
TFTPサービスを他の NICにバインドし、TFTPサービスを再起動すると、サービスの開始に失敗します。
[CVADHELP‑16888]

• 1912 LTSR リリースを使用すると、Citrix Provisioning 仮想ディスクはサーバーへの接続を失います。
[CVADHELP‑16457]

• 1912リリースでは、大規模な Vmware展開のデバイスのエクスポートウィザードが、Citrix Cloudにエク
スポートできるターゲットデバイスをフィルタリングするのに時間がかかります。[CVADHELP‑16996]

• Citrix Provisioning LTSR 1912 CU1サーバーでは、CPU消費量が 90%以上です。[CVADHELP‑16495]

既知の問題と考慮事項

October 4, 2021

このリリースの Citrix Provisioningには、新しい問題はありません。

以前に報告された問題

以下の問題は、以前の Citrix Provisioningリリースで報告されており、最新リリースにも適用されます：

• Citrix Virtual Desktopsセットアップウィザードはターゲットを作成し、ターゲットを起動してキャッシュ
ドライブをフォーマットします。このプロセスは迅速に行われます。VDAは正しくシャットダウンされない状
態になることがあります。このプロセスが発生するのは、Citrix Provisioning Servicesおよびプロビジョニ
ングされたデバイスサービスが同時にキャッシュドライブのフォーマットを完了してからターゲットをシャッ
トダウンしている間に、VDAが初期化を行っているためです。この問題を解決するには、次の手順に従います。

1. 仮想ディスクのレジストリキーHKEY_LOCAL_MACHINE\SOFTWARE\Citrix\ProvisioningServices
で、RebootDelaySecという名前の DWORDを作成します。

2. 10進数値を使用して delay‑to‑shutdownを秒単位で設定します。[HDX ‑14474]

• Citrix Virtual Desktopsセットアップウィザードを使用するとき、7_20の VDAレベルがあってもデフォル
トの VDAレベルは 7_9になります。この動作は StudioのMachine Creationウィザードと同じです。ま
た、Citrix Virtual Desktopsセットアップウィザードの VDAレベル 7_20は、Studioバージョン 1811の
VDAレベルと同じです。
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• バージョン 7.17 からこのバージョンの Citrix Provisioning にアップグレードする前に、Provisioning
Servicesサーバー、コンソール、ターゲットデバイス上の CDFを手動でアンインストールする必要がありま
す。

• ストリーム配信仮想マシンセットアップウィザードで XenServerホストに仮想マシンを作成して 1つの
vCPUを指定した場合、その仮想マシンは 1つの vCPUと「2コア、1ソケット」のトポロジで作成されま
す。この方法で作成すると仮想マシンを起動できなくなり、XenCenterで次のエラーメッセージが表示され
ます。「’VCPU_max must be a multiple of this field’の値がフィールド’platforms:cores‑per‑socket’
に対して無効です。」結果として、トポロジと vCPU構成が適合しないため、XenCenterは VMを起動できま
せん。[PVS‑1126]

Citrix Cloud

Citrix Cloud機能を使用する場合、以下の点を考慮してください。

• リモートの PowerShell SDKを Provisioning Servicesサーバーにインストールするには、サーバーから
5つの Citrix Virtual Apps and Desktopsスナップインをアンインストールしたあとで SDKをインストー
ルする必要があります。

• コンソールをリモート PowerShell SDKとともにインストールし、プロビジョニングに使用すると、オンプ
レミスの Citrix Virtual Apps and Desktopsで機能しなくなります。

• Citrix Virtual Desktopsセットアップウィザードで、Citrix Virtual Apps and Desktopsのコントローラ
ーアドレスの入力を求められた場合、Citrix Cloud Connectorの IPアドレスを入力します。

• Provisioningコンソールでは、Citrix Virtual Desktopsセットアップウィザードを使用して連続して 2回
接続することはできません。ウィザードが Cloud Delivery Controllerに接続しようとする場合、接続が成
功かまたは失敗かにかかわらず、Provisioningコンソールを終了して閉じる必要があります。

廃止

October 4, 2021

以下の告知は、お客様が適宜ビジネス上の決定を下せるように、段階的に廃止される機能について前もってお知らせ
するためのものです。シトリックスではお客様の使用状況とフィードバックをチェックして、各プラットフォーム、
Citrix製品、機能を撤廃するかどうかを判断しています。このリストは以降のリリースで変更される可能性があり、
廃止される機能がすべて含まれるわけではありません。

以下の機能が廃止されました。これらは即時削除されるというわけではありません。Citrix Virtual Apps and
Desktopsの長期サービスリリース（Long Term Service Release：LTSR）の次のリリースに含まれる次の Citrix
Provisioningバージョンまでは引き続きサポートされます。廃止される項目は、次の LTSRに続く最新リリースで
削除されます。可能な場合、廃止される項目の代替が提案されます。

製品ライフサイクルサポートについて詳しくは、「製品ライフサイクルサポートポリシー」の文書を参照してください。
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• プリンター管理：［vDiskプロパティ］画面に［プリンター管理を有効にする］というラベルが付いています。
この項目はバージョン 7.12で発表されました。

•［起動デバイスの管理］画面の［BDMメディアプロパティ］部分の［BDMセキュアブート］という用語：こ
の項目はバージョン 7.12で発表されました。

代わりに、次のようになります：［SBDの保護］パラメーターが［BDMセキュアブート］に置き換わります。
新しいパラメーターは、BDMセキュアブートオプションと同様の機能を提供します。以下の手順で、この機
能を使用します。

1.［起動デバイスの管理］画面で、［SBDの保護］チェックボックスをオンにします。
2. オプションで、［ランダムパスワードを生成］（ライトワンスメディアを作成）を選択して、パスワード
と確認パスワードを入力します。

3.［書き込む］をクリックして、起動可能なデバイスを作成します。

•［vDiskプロパティ］画面が更新され、［キャッシュの種類］フィールドから次のオプションが削除されます：

– ハードディスクにキャッシュする。このオプションは［vDiskプロパティ］画面で利用可能なパラメー
ター一覧から削除されます。ただし、APIを使用してこのオプションを構成することはできます。

– ハードディスクに永続的にキャッシュする。［ハードディスクにキャッシュする］パラメーターは、ASLR
をサポートしていないため削除されます。

この項目はバージョン 7.12で発表されました。代わりに、使用可能なその他のオプションのいずれかを使用
してください。

システム要件と互換性

October 12, 2021

ここで説明するシステム要件は、この Citrix Provisioningバージョンがリリースされた時点で確認済みのもので
す。定期的に更新が行われます。このトピックで説明されていないコンポーネント（StoreFront、ホストシステム、
Citrix Receiverなど）については、各コンポーネントのドキュメントを参照してください。

長期サービス（LTSR）環境でのこの最新リリース（CR）の使用について、およびその他のよくある質問については、
Knowledge Centerの記事を参照してください。

重要：

Citrix Provisioningのインストール前に、インストール前の作業を確認してください。

特に明記されている場合を除き、コンポーネントの必須ソフトウェア（.NETや C++パッケージなど）のバージョン
がインストールされていないことが検出された場合、インストーラーにより自動的にインストールされます。これら
の必須ソフトウェアの一部は、Citrix製品のインストールメディアにも収録されています。

グローバル化対応についての情報は、Citrix社製品のグローバル化の状況を参照してください。
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データベース

次のデータベースがサポートされています：Microsoft SQL Server 2008 SP3～2019（x86、x64、および Express
エディション）。

データベースのクラスター化がサポートされます。

プロビジョニング用にデータベースを構成するときは、特定の SQL照合順序に優先設定がないことを考慮してくださ
い。照合は、構成ウィザードの使用時に Citrix Virtual Apps and Desktopsで推奨される標準的な方法がサポート
されます。管理者は、_CI_AS_KSで終わる照合順序を使用してデータベースを作成します。_100_CI_AS_KSで
終わる照合順序を使用することを Citrixではお勧めします。照合順序の要件は、以前の Citrix Provisioningリリー
スでは異なります。詳しくは、「FAQ: Recommended database collations for Citrix Products」を参照してく
ださい。

注：

サポートされるデータベースおよびクライアントについて詳しくは、Knowledge Centerの「Supported
Databases for Citrix Virtual Apps and Desktop Components」を参照してください。

ライセンス

Citrixライセンスサーバーのダウンロードファイルは、本リリースでは Citrix Virtual Apps and Desktopインス
トールメディアに収録されています。常に最新の機能を使用できるように、最新の Citrixライセンスサーバーを使用
してください。

重要：

Citrix Provisioningサーバーを正常に運用するには、ライセンスサーバーに接続する必要があります。常に最
新の機能を使用できるように、最新の Citrixライセンスサーバーを使用してください。Citrixでは、猶予期間
に関連するライセンスの競合を避けるため、Citrix Provisioningのアップグレード前にライセンスサーバーを
アップグレードすることをお勧めします。詳しくは、「ライセンス」を参照してください。

Provisioningサーバー

オペレーティングシステム

サーバー側でサポートされているオペレーティングシステムの一覧については、Citrix Virtual Apps and Desktops
のシステム要件に関するページを参照してください。

英語、日本語、簡体字中国語のバージョンがサポートされています。

プロセッサ

次のプロセッサがサポートされています：

• Intelまたは AMD社製の x64互換の、周波数が 2GHz以上のプロセッサ（3GHzを推奨）
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• サポートするターゲットデバイス数が 250を超える場合は、3.5GHzのデュアルコア/ハイパースレッディン
グプロセッサ相当のもの

ストレージ

Provisioningサーバーはローカルに多くの vDiskを格納し、各ディスクは数ギガバイトにも達する可能性がありま
す。RAIDアレイ、SAN、または NASを使用すると、ストリーミングのパフォーマンスを向上できます。

ハードディスクには vDiskの格納に十分な領域が必要です。たとえば、15GBのハードドライブには 14GBの仮想デ
ィスクしか作成できません。

追加要件は次のようないくつかの要素によって変わります。

• ハードディスク容量 ‑ターゲットデバイスで実行するオペレーティングシステムとアプリケーションに必要な
容量。Citrixでは、最終的なインストールイメージのサイズに、さらにその 20%を追加することをお勧めし
ます。

• プライベートイメージモード ‑プライベートイメージモードの仮想ディスクを使用するターゲットデバイスの
数。プライベートイメージモードの vDiskは、毎日バックアップされます。

• 標準イメージモード ‑標準イメージモードの仮想ディスクを使用するターゲットデバイスの数。各仮想ディス
クのコピーを作成することをお勧めします。共通ストレージの最小サイズは、次のとおりです（目安）：

– データベース：250MB
– 新規にインストールしたWindowsシステム：5GB
– Vistaクラスの仮想ディスクのイメージ：15GB

ネットワークアダプター

• 静的 IP。ギガビットイーサネットのネットワーク接続 1つ（またはそれ以上を推奨）
• サポートするターゲットデバイス数が 250を超える場合は、デュアルポート 1GBイーサネット
• 通常、2枚の NICの方が 1枚のデュアルポート NICよりも高パフォーマンス

Citrix Provisioningの依存関係

Citrix Provisioningサーバーのインストールプログラムを実行するには、Microsoft NET 4.8およびWindows
PowerShell 3.0が必要です。

ネットワーク

ここでは、ネットワークの種類と関連ポートについてそれぞれ説明します。

UDPおよび TCPポート

• Provisioningサーバー間の通信： Provisioningサーバー間でMessaging Managerを使用して通信する
には、各サーバーで同じ UDPポートを使用するように構成する必要があります。選択するポート範囲に少な
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くとも 5つのポートが存在する必要があります。ポート範囲は構成ウィザードの［Stream Service］ペー
ジで構成します。

注：

高可用性機能を構成する場合は、フェールオーバーサーバーとして選択した Provisioningサーバーを
同じサイトに配置する必要があります。高可用性機能はサイトを越えて機能する設計にはなっていませ
ん。

デフォルトのポート範囲（UDP）： 6890～6909

• Provisioningサーバーからターゲットデバイスへの通信： Provisioningサーバーがターゲットデバイス
と StreamProcessを使用して通信するには、各サーバーで同じ UDPポートを使用するように構成する必要
があります。ポート範囲は、コンソールの［サーバープロパティ］ダイアログボックスの［ネットワーク］タ
ブで構成します。

注：

最初の 3つのポートは、Citrix Provisioningで使用するために予約されています。

デフォルトのポート範囲（UDP）： 6910～6930

• ターゲットデバイスから Citrix Provisioning サーバーへの通信：構成ウィザードで構成できる Provi‑
sioning サーバーからターゲットデバイスへの通信の場合とは異なり、ターゲットデバイスから Citrix
Provisioningへ通信するときのポート番号は、クライアントのポート番号が静的であるため構成できません。

ヒント：

ポート 6901がターゲットデバイス通信用に開いていることを確認してください。インストールウィザードを
使用して手動でポートを開く場合は、ターゲットデバイスと Provisioningサーバー間の通信の問題を回避す
るために、必ずポート 6901を含めてください。

ポート（UDP）： 6901、6902、6905

• ログオンサーバーの通信：ログオンサーバーとして使用する各 Provisioningサーバーは、構成ウィザードの
［ストリーム配信サーバー起動一覧］ページで構成する必要があります。

デフォルトのポート（UDP）： 6910

• Citrix Provisioningコンソールの通信： Provisioningコンソールへのアクセスには SOAP Serverを使
用します。ポート（TCP）は構成ウィザードの［Stream Service］ページで構成します。PowerShellの場
合：MCLI-Run SetupConnectionMCLIの場合：MCLI Run SetupConnection

Trivial FTP（TFTP）

• TFTPポートの設定値は、レジストリHKEY_LOCAL_MACHINE\SYSTEM\CurrentControlSet\Services\BNTFTP\Parameters
Portに格納されます。

デフォルトのポート（TFTP）： 69
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TSB

• TSBポートの設定値は、レジストリHKEY_LOCAL_MACHINE\SYSTEM\CurrentControlSet\Services\PVSTSB\Parameters
Portに格納されます。

デフォルトのポート（UDP）： 6969

PortFast： PortFastは有効にする必要があります。

ネットワークカード： PXE 0.99j、PXE 2.1以上

アドレス処理： DHCP

ターゲットデバイス

ほとんどの実装において、単一の仮想ディスクを使用して複数のターゲットデバイスに標準イメージを提供します。
仮想ディスクとターゲットデバイスのメンテナンスを簡素化にするには、作成して保守する vDiskをより少なくし
て、各仮想ディスクにより多くのターゲットデバイスを割り当てます。

ヒント：

ターゲットデバイスで仮想ディスクイメージ作成ウィザードを使用すると、インストールされていない
Microsoftコンポーネントに関する問題が発生します。たとえば、Microsoft Visual C ++がインストールさ
れていないオペレーティングシステムでは、次のようなエラーメッセージが生成されます：

api-ms-win-crt-runtime-11-1-01.dll is missing

Citrix Provisioningをインストールする前に、Windowsのすべての更新プログラムとコンポーネントが最
新状態であることを確認してください。

ターゲットデバイスをプロビジョニングするときは、以下に注意してください：

• 単一の仮想ディスクで運用するには、すべてのターゲットデバイスに一定の類似性が必要です。これは、オペ
レーティングシステムの適切な動作に必要なドライバーが組み込まれていることを保証するためです。3つの
主要コンポーネントは、マザーボード、ネットワークカード、およびビデオカードです。

• ターゲットデバイスソフトウェアをインストールする前に、OEMの NICチーミングソフトウェアをインスト
ールして構成します。

• そのデバイスで動作するオペレーティングシステムで、ターゲットデバイスを識別します。

• デュアルブートの仮想ディスクイメージはサポートされません。

• プロビジョニングされたターゲットデバイスの仮想ディスクでは、BitLockerの暗号化はサポートされていま
せん。

• Citrix Provisioningでは、Citrix App Layering機能のレイヤー化イメージがサポートされています。詳し
くは、「システム要件」を参照してください。
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サポートされるオペレーティングシステム

ターゲットデバイス側でサポートされているオペレーティングシステムの一覧については、Citrix Virtual Apps and
Desktopsのシステム要件に関するページを参照してください。

ターゲットデバイスをプロビジョニングするときは、以下を考慮してください：

• Citrix Provisioningは、リリース時に公開済みのWindows OSバージョンをサポートします。
• Citrixでは各Windows更新プログラムをインストールしてから再起動することをお勧めします。

Windows 10の制限事項

ターゲットデバイスで、サポートされているバージョンのWindows 10を実行している場合、次の点に注意してく
ださい：

• Windows 10 v1803ターゲットデバイスの仮想ディスクキャッシュタイプを［デバイス RAMのキャッシュ］
に設定すると、起動時にクラッシュする可能性があります。

• Citrix ProvisioningではWindows 10 Fall Creator v1709がサポートされていますが、このオペレーティ
ングシステムの場合、プライベートイメージモードでは仮想ディスクからターゲットデバイスを起動できませ
ん。

• Windows 10 v1809（x86および x64）でページファイルエラーが発生します。Windows 10 1803の場
合、この問題はバージョン 17134.0～17134.523では発生しません。ただし、Windows 10 1803バージ
ョン 17134.556 を使用しているときは発生します。詳しくは、Microsoft 社のサイトを参照してくださ
い。Windows 10 1809の場合、この問題はバージョン 17763.0～17763.253で発生します。Windows 10
1809バージョン 17763.292で解決されています。詳しくは、Microsoft社のサイトを参照してください。

注：

Citrix Provisioningでは、Windows 10 IoT CoreおよびWindows 10 IoT Enterpriseはサポートされて
いません。詳しくは、Microsoft社のサイトを参照してください。

第 2世代仮想マシン（Gen 2 VM）

Gen 2 VMは、Microsoftが UEFIをサポートしているすべてのオペレーティングシステムでサポートされています。

注：

ストリーム配信仮想マシンウィザードのセットアップでは、SCVMM Gen 2 VMs\templatesがサポートされ
ていません。

Linuxストリーミング

Linuxストリーミングの場合、以下のオペレーティングシステムがサポートされます。

• Ubuntu 16.04、18.04.5、20.04
• Red Hat Enterprise Linux 8.3
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詳しくは、「Linuxターゲットデバイスのストリーミング」を参照してください。

その他の依存関係

.NET 4.8（デフォルト）

Microsoftライセンス

以下は、ターゲットデバイスでMicrosoftライセンスキーを使用する場合の考慮事項です。

• Windows 10、Windows Server 2016、Windows Server 2012 R2 は、キーマネージメントサーバー
（KMS）またはMicrosoftマルチライセンス認証キー（MAK）のボリュームライセンスキーを使用して展開し
ます。

• Windows Office 2010、Office 2013、およびOffice 2016は、KMSライセンスを使用して展開します。ボ
リュームライセンスは、マスターターゲットデバイスでイメージ作成ウィザードを実行する時に、仮想ディス
クイメージで構成します。仮想ディスクファイルのボリュームライセンスは、コンソールの［vDiskファイ
ルプロパティ］ダイアログボックスの［Microsoftボリュームライセンス］タブで構成します。

注：

MAK ライセンスを機能させるには、そのクライアントオペレーティングシステム用の VAMT（Volume
Activation Management Tool）をファーム内のすべてのログオンサーバーにインストールする必要があり
ます。また、プライベートイメージモードと標準イメージモードの両方で、MAKおよび KMSがサポートされ
ます。

ファイルシステムの種類

• NTFS
• Linuxストリーミングの場合、次のファイルシステムの種類がサポートされます：EXT4、BTRFS、XFS。

英語版でサポートされるオペレーティングシステムには、英語、日本語、ドイツ語、フランス語、スペイン語、簡体字
中国語、繁体字中国語、韓国語、およびロシア語があります。

Citrix Provisioningコンソール

プロセッサ： 1GHz以上。2GHz推奨。

メモリ： 1GB以上。2GB推奨。

ハードディスク： 500MB以上。

オペレーティングシステム：

• Windows Server 2022の Standardおよび Datacenterエディション。
• Windows Server 2019の Standardおよび Datacenterエディション
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• Windows Server 2016の Standardおよび Datacenterエディション。
• Windows Server 2012 R2の Standard、Essential、および Datacenterエディション
• Windows 10（32ビットまたは 64ビット）
• Windows 10 20H2
• Windows 10 21H1

その他の依存関係：

• MMC 3.0
• Microsoft .NET 4.8
• Windows PowerShell 3.0

ストア

ストアが Citrix Provisioningデータベースと通信できることを確認します。

Citrix Virtual Apps and Desktopsインストールウィザード

Citrix Virtual Apps and Desktopsインストールウィザードは、同等のバージョンの Citrix Virtual Apps and
Desktopsコントローラーでのみ動作します。バージョンレベルは同じでなければなりません。また、次のように指
定します：

• 同一テンプレートを構成した Citrix Virtual Apps and Desktopsホストがある。
• Citrix Provisioningサイトでデバイスコレクションを作成する。
• 各仮想マシンに割り当てられる仮想ディスクが標準イメージモードである。

以下は、追加の要件です：

アクセス許可：

以下に注意してください：

• 現在のユーザーがアクセス許可を持つ Citrix Virtual Apps and Desktopsのコントローラーが存在する必要
があります。

• vCenter、SCVMM、および XenServerの最小限のアクセス許可を構成する必要があります。
• Citrix Provisioningコンソールにアクセスするユーザーは、Citrix Virtual Apps and Desktops管理者と
して設定する必要があります。管理者は、Provisioningの SiteAdminグループにも存在する必要がありま
す。

• Citrix Virtual Apps and Desktopで Citrix Provisioningを使用している場合、SOAP Serverユーザーア
カウントには、Citrix Virtual Apps and Desktopsの完全な管理者権限が必要です。

• コンソールでアカウントを作成するときは、Active Directoryのアカウントを作成する権限が必要です。既
存のアカウントを使用するには、選択する既知の組織単位に Active Directoryアカウントが存在している必
要があります。
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• Citrix Virtual Apps and Desktopsでカタログを作成すると、起動デバイスファイルが自動的に作成されま
す。そのため、PXEによる起動は不要です。未フォーマットの書き込みキャッシュディスクが接続されます。
この書き込みキャッシュディスクは、仮想マシンの初回起動時にフォーマットされます。

• 仮想ディスクイメージ上の Virtual Delivery Agent（VDA）をアップグレードする場合は、Citrix Virtual
Apps and Desktopsの管理コンソールで Citrix Virtual Apps and Desktopsカタログの VDA機能レベル
を設定します。詳しくは、Citrix Virtual Apps and Desktopsのアップグレードのトピックを参照してく
ださい。

• Active Directoryの CSVファイルをインポートする場合は、次の形式を使用します：<name>,<type>,<
description>

• CSVファイルには列ヘッダーが必要です。たとえば、CSVファイルに次のように記述します：Name,Type,
Description, PVSPC01,Computer,,説明がない場合にも、3つの値を示すために末尾のコンマが必
要です。末尾のコンマの形式は、組織単位の内容をエクスポートするときにMMCスナップインの［Active
Directoryユーザーとコンピューター］で使用される形式と同じです。Citrix Virtual Apps and Desktopで
Personal vDiskを使用している場合、SOAP Serverユーザーアカウントには、Citrix Virtual Apps and
Desktopsの完全な管理者権限が必要です。

SCVMM：

• SCVMMサーバーに PowerShell 2.0がインストールされていて、計画された接続数に対応できるように構
成されている必要があります。

• 1台の SCVMMサーバーに必要な接続数は、仮想マシンの複製用のインストールウィザードで使用される、ホ
ストされるハイパーバイザーの数以上にしてください。例：PowerShellプロンプトで接続数を 25に設定する
には、次のコマンドを実行します：winrm set winrm/config/winrs @{ MaxShellsPerUser
="25"} winrm set winrm/config/winrs @{ MaxConcurrentUsers="25"}

• Microsoft SCVMMで Citrix Virtual Apps and Desktopsをサポートするには、SCVMMで PowerShell
コマンド（set-ExecutionPolicy unrestricted）を実行する必要があります。Microsoft SCVMM
の場合は、テンプレートを複製する前にテンプレートのMACアドレスが 00‑00‑00‑00‑00‑00でないことを
確認します。

• 必要であれば、テンプレートプロパティのダイアログボックスを使用してMACアドレスを割り当ててくださ
い。

その他の要件：

• vCenterサーバーで代替ポートを使用する場合は、Citrix Provisioningを使用して vCenterサーバーに
接続するために、次のとおりにレジストリを変更する必要があります：新しいキーを作成します HKLM
\Software\Citrix\ProvisioningServices\PlatformEsx ‑ Platform ESXキーに文字列値
「ServerConnectionString」を作成して、値のデータを次のように設定します：<http://{ 0 }
:PORT\##/sdk>

• ポート 300を使用する場合は、ServerConnectionStringの値を<http://{ 0 } :300/sdk>にしま
す。

• 複数の NICを使用する場合は、Citrix Virtual Apps and Desktopsインストールウィザードは最初の NIC
が Citrix Provisioningの NICであると想定して、ドメインコントローラー内の仮想マシンネットワークに
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従って変更します。このアイテム仮想マシンのプロパティに一覧表示されている最初の NICです。
• シンセティックスイッチオーバー機能を使用するには、第一のレガシー NICとシンセティック NICが同じネ
ットワーク上にある必要があります。

• Citrix Virtual Apps and Desktopsインストールウィザードを SCVMMと共に使用する場合、第一のレガシ
ーおよびシンセティックNICのネットワークは、ネットワークリソースに従って変更されます。これらのNIC
は、Citrix Virtual Apps and Desktopsによって設定されるか、SCVMMホストに複数のネットワークリソ
ースがある場合はユーザーによって設定されます。

• Citrix Virtual Apps and Desktopsには、複数の NICがサポートされています。
• 従来の Citrix Virtual Apps and Desktopsエージェントは、仮想マシン上でサポートされています。詳しく
は、Citrix Virtual Apps and DesktopsドキュメントのVDA要件を参照してください。

ストリーム配信仮想マシンウィザード

以下は、ストリーム配信仮想マシンウィザードの要件です：

• 構成済みのテンプレートを持つハイパーバイザーホストが存在する。
• Citrix Provisioningサイトにデバイスコレクションが存在する。
• 仮想マシンテンプレートに関連付ける、標準イメージモードの仮想ディスクが存在する。

以下は、追加の要件です：

テンプレート仮想マシン：

• 起動順序：ネットワーク/PXEが一覧の最初にある（物理マシンの場合と同様です）。
• ハードディスク：ローカル書き込みキャッシュを使用する場合は、キャッシュの作成に十分な容量の、NTFS
形式のディスクがある。そうでない場合は、ハードディスクは不要です。

• ネットワーク：静的なMACアドレスが割り当てられている。XenServerを使用する場合は、00‑00‑00‑00‑
00‑00のアドレスは使用できません。仮想マシンからテンプレートを作成しようとする前に、仮想マシンが完
全に動作することを確認してください。

アクセス許可：

• Citrix Provisioningコンソールのユーザーアカウントは、Provisioningの SiteAdminまたはそれより上
位のグループに追加されます。

• Active Directoryを使用する場合は、コンソールでアカウントを作成する時に、Active Directoryのアカ
ウントを作成する権限が必要です。既存のアカウントを使用するには、そのアカウントが既知の組織単位に存
在し、選択できる必要があります。

ESDサーバーの要件（仮想ディスク更新の管理）

ESDサーバーの要件は次のとおりです：

• WSUSサーバー： 3.0 SP2
• SCCM： SSCM 2016、SCCM 2012 R2、SCCM 2012 SP1、SCCM 2012
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ハイパーバイザー

以下のセクションでは、サポートされるハイパーバイザーの構成情報について説明します。

重要：

サポートされるハイパーバイザーの一覧については、「Supported Hypervisors for Virtual Desktops
(XenDesktop) and Provisioning Services」を参照してください。

Citrix Hypervisor 5.6以降

テンプレートのMACアドレスとして「00‑00‑00‑00‑00‑00‑00」を使用することはできません。

Citrix Provisioningでは、Citrix Hypervisor 8.1の機能、ゲストUEFIブート、およびセキュアブートがサポート
されます。この機能により、Windows 10（64ビット）、Windows Server 2016（64ビット）、またはWindows
Server 2019（64ビット）を実行している仮想マシンを UEFIモードで起動できるようになります。UEFIブートに
より、ゲストオペレーティングシステムがハードウェアとやり取りするための、充実したインターフェイスが提供さ
れるため、Windows仮想マシンの起動時間を大幅に短縮できます。詳しくは、Citrix Hypervisorのドキュメント
を参照してください。

UEFIでのセキュアブート

Citrix Provisioningは、次のプラットフォームの UEFIでセキュアブートをサポートします：

• UEFIファームウェアとセキュアブートオプションがある物理マシン。
•［セキュアブート］設定で Microsoft UEFI CAテンプレートを使用する Hyper‑V 2016以降の仮想マシン。
Hyper‑V 2012 R2はサポートされていません。

• Citrix 8.1 Hypervisor では、ゲスト UEFI ブートとセキュアブートがサポートされています。詳しくは、
Citrix Hypervisorのドキュメントを参照してください。

ヒント：

UEFIを使用する場合、このサポートは UEFIをサポートする物理マシンにも及ぶことを考慮してください。セ
キュアブートは Hyper‑V 2016以降のバージョンでのみサポートされています。セキュアブートの実装には、
ESXはバージョン 6.5以降を使用する必要があります。

Nutanix Acropolis

Nutanix Acropolisハイパーバイザーは、Citrix Virtual Apps and Desktopsインストールウィザードを使用して
サポートされています。以下はサポートされていません：

• Linux仮想マシン
• Boot Device Manager（BDM）パーティション

構成情報については、「Citrix Virtual Apps and Desktops構成ウィザードを使用して仮想デスクトップを仮想マシ
ンに展開する」を参照してください。
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重要：

Citrix Provisioningをサポートする Nutanix Acropolisハイパーバイザー（AHV）プラグインが必要です。
このプラグインはNutanixサポートサイトからダウンロードしてください。インストール情報については、
Nutanixドキュメントサイトを参照してください。

System Center Virtual Machine Manager（SCVMM）VMM 2012以降

以下は、この種類のハイパーバイザーを構成する場合の考慮事項です。

• Microsoft System Center Virtual Machine Manager（SCVMM）2019がサポートされています。
• VMM 2012、2012 SP1、および 2012 R2はそれぞれ異なります。
• VMM 2012専用のマシンテンプレートを作成する時は、ハードディスクドライブの構造が類似しており、プ
ライベートイメージモードの仮想ディスクから起動できることを確認してください。例：

– 書き込みキャッシュを備えた仮想マシンを PXE起動するには、1つのハードディスクドライブを持つ仮
想マシンを作成します。

– 起動デバイスマネージャー（BDM）を使用して書き込みキャッシュを備えた仮想マシンを起動するに
は、2つのハードディスクドライブを持つ仮想マシンを作成します。

– 起動デバイスマネージャー（BDM）を使用して Personal vDiskと書き込みキャッシュを備えた仮想マ
シンを起動するには、3つのハードディスクドライブを持つ仮想マシンを作成します。

• シンセティック NICのスイッチオーバーを使用するには、レガシー NICで起動した後でシンセティック NIC
でストリーム配信します。テンプレート仮想マシンのレガシー NICとシンセティック NICのどちらも、同じ
VLAN上にある必要があります。Citrix Virtual Apps and Desktopsセットアップウィザードは、両方の
NICの VLANを、ウィザード実行時に選択した VLANに変更します。このプロセスは 2つの IPアドレスを使
用します。

• イメージ作成ウィザードを実行する時は、レガシー NICのMACアドレスを選択してください。
• Citrix Provisioningでは、VMMの仮想マシンで複数のレガシー NICを構成することはサポートされません。
VMMでは最後のレガシー NICを使用します。Citrix Virtual Apps and Desktopsインストールウィザード
では、レガシー NICかシンセティック NICかに関わらず常に最初の NICが使用されます。

• VMMテンプレートを作成するときは、ゲスト OSプロファイルとして［オペレーティングシステムの構成］
メニューの［なし‑カスタマイズの必要なし］を選択してください。

• Citrix Virtual Apps and Desktopsセットアップウィザードを使用する場合、ターゲットは作成されますが、
起動できずに「Citrix Provisioningデータベースでデバイスが見つからない」という内容のエラーが発生
します。この問題は、テンプレートのレガシー NICとシンセティック NICの順番が逆で、NIC 1がシンセテ
ィックで NIC 2がレガシーである場合に発生します。この問題を解決するには、テンプレートの NICを両方
とも削除して、NIC 1がレガシーで NIC 2がシンセティックになるようにしてください。

VMware vSphere ESX 4.1以降

• サポートされる Citrix Provisioning PXE NIC： ESX 4.x ‑ E1000、ESX 5.0以降 ‑ VMXNET3
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• テンプレート仮想マシンおよびマスター仮想マシン：これらの仮想マシンのゲストオペレーティングシステム、
構成、および仮想マシンバージョンが同じである必要があります。同じでない場合、プロセスが異常停止する
ことがあります。

• Citrix Provisioningおよび ESX仮想マシンバージョン：
– vCenter 5.5のデフォルトでは、ESX 5.0用の仮想マシンバージョン 8が使用されます。
– 仮想マシンのバージョンは、オペレーティングシステムをインストールする前に変更しておく必要があ
ります。

– テンプレートおよびマスター仮想マシンの仮想マシンバージョンが同じである必要があります。
• ESX：

– ESX 5.0の場合は、Citrix Provisioningのブートストラップ上で Interrupt Safe Modeが有効にな
っている必要があります。無効になっていると、仮想マシンの再起動時に完全なMACアドレスが表示
されません。

– ESX 5.5の場合、Webクライアントではデフォルトで仮想マシンバージョン 10（ESX 5.5）が作成さ
れ、vSphereクライアントではデフォルトでバージョン 8（ESX 5.0）が作成されます。

– vSphere Webクライアントを使用して ESXi 5.5テンプレートを作成する場合は、ハードウェアバ
ージョン 10のテンプレートのみを作成できます。テンプレートの CD/DVDドライブの仮想モードを
SATAから IDEに必ず変更してください。VMXNet3ドライバーを使用する計画である場合は SATAコ
ントローラーを削除します。コントローラーの削除により、テンプレートが Citrix Virtual Apps and
Desktopsインストールウィザードと互換性を持つようになります。このウィザードでは、SCSIドラ
イバーで接続されるターゲットドライブが必要です。

– ESX仮想マシンで複数の NICを使用する場合は、仮想マシンのプロパティ、BIOS、およびオペレーテ
ィングシステムで NICの順番が異なります。この構成に注意してストリーミング用の NICを選択して
ください。これは、仮想マシンのプロパティの最初の NICです。PXE NICは BIOSで選択できます。

• ホストレコード：ESXのバージョンにかかわらず、Citrix Virtual Apps and Desktopsホストのアドレスは
vCenterシステムのアドレスになります。Webクライアントのアドレスを入力しないでください。

ライセンス

October 12, 2021

Citrix Provisioningは、Citrix Virtual Apps and Desktopsの使用権で利用可能であり、ターゲットデバイスご
とにライセンスが割り当てられます。プロビジョニングされた各ターゲットデバイスは、Windows Serverを実行
しているデータセンターであるか、Windowsデスクトップバージョンを実行しているデスクトップであるかにかか
わらず、1つの Citrix Cloudライセンスをチェックアウトします。

ファーム内のすべての Citrix Provisioningサーバーと通信できるサーバーに Citrixライセンスサーバーをインスト
ールする必要があります。Citrix Provisioningファームごとに 1台のライセンスサーバーが必要です。

最新の Provisioningの機能を使用できるように、最新の Citrixライセンスサーバーを使用してください。Citrix
Provisioningを最新バージョンにアップグレードする場合は、最新のライセンスサーバーバージョンが必要です。
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ライセンスサーバーをアップグレードしないと、製品が 30日の猶予期間に入ります。

重要：

Provisioning Servicesを正常に運用するには、ライセンスサーバーに接続する必要があります。常に最新の
機能を使用できるように、最新の Citrixライセンスサーバーを使用してください。Citrixでは、猶予期間に関
連するライセンスの競合を避けるため、Citrix Provisioningのアップグレード前にライセンスサーバーをアッ
プグレードすることをお勧めします。

ライセンスサーバーとして使用するサーバーを決定するときは、次のオプションを検討します。

• 単一システム：Citrix Provisioningと同じシステムにライセンスサーバーをインストールします。評価やテ
ストをする、または単一の Citrix製品とともに実装する場合にこのオプションを選択します。

• スタンドアロン：専用のシステム上にライセンスサーバーをインストールします。より大規模の実装をする、
または複数の Citrix製品を使用して実装する場合にこのオプションを選択します。

• 既存のライセンスサーバーを参照する。

Citrixライセンス情報について詳しくは、「ライセンス」を参照してください。

仮想ディスクのボリュームライセンスについて詳しくは、「vDiskでのMicrosoftボリュームライセンスの構成」を
参照してください。

ライセンスの猶予期間

猶予期間には 2つの種類があります。

• ライセンス猶予期間は 30日間（720時間）です。ライセンスサーバーの初回インストールにより、すべての
Citrix製品のスタートアップライセンスが提供されます。30日が経過すると、スタートアップライセンスの
猶予期間が切れます。30日間の猶予期間は、その製品でスタートアップライセンスが初めて要求されたとき
から始まります。この期間内に Citrix Provisioningの製品ライセンスをインストールする必要があります。
Citrix製品のスタートアップライセンスは、その製品のライセンスがインストールされた時点で無効になりま
す。

• ライセンスサーバー接続停止の猶予期間は 30日間（720時間）です。Citrixライセンスサーバーへの接続が
失われた場合、Citrix Provisioningではシステムのプロビジョニングが 30日間継続されます。

Citrix Provisioningが猶予期間内の場合、管理者には Provisioningコンソールでの警告メッセージによって通知
されます。

猶予期間が切れると、すべてのターゲットデバイスがシャットダウンします。

重要：

既存の Citrix Provisioningをアップグレードするときは、ライセンスサーバーもアップグレードしてくださ
い。このアップグレードを行わないと、Citrix Provisioningが 30日の猶予期間に入ります。新しい製品機能
はありません。
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ライセンスサーバーのインストール

ダウンロードページ（http://www.citrix.com/downloads/licensing.html）から、最新の Citrixライセンスサ
ーバーをダウンロードします。

注：

Citrix Provisioningがライセンスサーバーより後にインストールされたり、新しいライセンスが追加されたり
した場合は、Stream Serviceを再起動してください。

Citrix Cloudのライセンスの種類

ライセンスの種類PVS\\_CCLD\\_CCSは、Citrix Cloudの Citrix Virtual Apps and Desktopsサービスをサポ
ートしています。このライセンスの種類は、プロビジョニング済みのターゲットデバイスにサービスを提供するデス
クトップオペレーティングシステムとサーバーオペレーティングシステムの両方に適用されます。これは、既存のオ
ンプレミスの Citrix Provisioning for Desktopsおよび Citrix Provisioning for Datacentersのライセンスに代
わるものです。

注：

Citrix Cloudライセンスは、既存のオンプレミスの Citrix Provisioning for Desktopsおよび Provisioning
for Datacentersに置き換わります。Citrixライセンスをバンドルする場合、このライセンスにはオンプレミ
スライセンスと同じライセンス取得優先権があります。

オンプレミスのアップグレード機能は、Citrix Cloudライセンスには適用されません。各 Citrix Provisioning
ターゲットデバイスは、オペレーティングシステムの種類（データセンターやデスクトップなど）に関係なく、
1つの Citrix Cloudライセンスをチェックアウトします。

Citrix Provisioningは、Citrix Cloudのライセンスオプションを決定します。Citrix Provisioningでライセンス
サーバーを使用する場合、最初のセットアップで［クラウド］オプションが選択されていると、Citrix Cloudライセ
ンスが使用されます。Citrix Provisioningのセットアップ時に［オンプレミス］が選択されている場合、オンプレ
ミスライセンスが使用されます。

重要：

ライセンスオプションを変更した場合は、Citrix Provisioning Stream Serviceを再起動してください。たと
えば、Citrix Cloudのライセンスからオンプレミスのライセンススキーマに変更したときなどです。

Citrix Provisioning構成ウィザードを使用して、クラウドライセンスを指定します。ライセンスサーバー画面で、［ク
ラウド］をクリックし、［次へ］をクリックして構成プロセスを続行します：
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［ファームプロパティ］画面でライセンスの種類を表示または変更することもできます。［ライセンス］タブで、適切な
ライセンスの種類を選択します。［クラウド］を選択し、［OK］をクリックします：
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注：

オンプレミスのアップグレード機能は、Citrix Cloudライセンスには適用されません。各 Citrix Provisioning
ターゲットデバイスは、オペレーティングシステムの種類（データセンターやデスクトップなど）に関係なく、
1つの Citrix Cloudライセンスをチェックアウトします。

Microsoft Officeの高速ライセンス認証の使用

管理者は、システムの起動後すぐにMicrosoft Officeライセンスを認証できます。以前のリリースでは、プロビジョ
ニングされた仮想ディスクは、仮想マシンの起動時にライセンスを認証していました。この長いバックグラウンドプ
ロセスは、仮想マシンで Citrix Virtual Apps and Desktopsのログイン画面を表示すると発生していました。そ
の結果、ライセンスが競合し、仮想マシンにライセンスが存在しないとユーザーが思い込んでしまうことにつながっ
ていました。

この新機能を利用するには：

• 仮想ディスクの［プロパティ］画面で、［Microsoftボリュームライセンス］タブを使用します。［キー管理サ
ービス（KMS）］ラジオボタンをクリックしてから、［Officeの高速ライセンス認証］チェックボックスをオ
ンにします。［OK］を選択して、構成の変更を仮想ディスクに適用します。

• Citrix Provisioningイメージ作成ウィザードを使用します。［Microsoftボリュームライセンス］画面で、
仮想ディスクの適切なライセンス管理オプションをクリックします。［キー管理サービス（KMS）］ラジオボタ
ンをクリックしてから、［Officeの高速ライセンス認証］チェックボックスをオンにします。［次へ］を選択し
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て、構成の変更を仮想ディスクに適用し、仮想ディスクの構成を続行します。

ヒント：

Microsoft Active Directoryを使用する実装の場合、vDiskプロパティの［Microsoftボリュームライセン
ス］オプションを［なし］に設定します。オペレーティングシステムがMicrosoftによって設定された要件を
満たしている場合、Windowsは自動的にアクティブ化されます。Windows Active Directoryの追加情報と
前提条件については、「Activate using Active Directory‑based activation」を参照してください。

vDiskでのMicrosoftボリュームライセンスの構成

October 12, 2021

イメージ作成ウィザードの実行時に、vDiskにMicrosoft KMS（Key Management Service：キー管理サービス）
またはMicrosoftMAK（Multiple Activation Key：マルチライセンス認証キー）ボリュームライセンスを構成しま
す。イメージ作成ウィザードを使用して vDiskを構成しなかった場合も、Citrix Provisioningコンソールで構成で
きます。

重要：

Citrix Provisioningでは、Microsoft Office製品向けのMAKライセンス認証はサポートされていません。

MCLIおよび SOAP Serverコマンドラインインターフェイスを使用したMicrosoftボリュームライセ
ンスの構成

以下の手順に従って、MCLIおよび SOAP Serverコマンドラインインターフェイスを使用してMicrosoftボリュー
ムライセンスを構成できます：

1. Citrix Provisioningコンソールで vDiskを右クリックして［ファイルプロパティ］を選択します。［vDisk
ファイルプロパティ］ダイアログボックスが開きます。

2.［Microsoftボリュームライセンス］タブをクリックし、ライセンス方法としてMAKまたは KMSを選択し
ます。

3.［OK］をクリックします。

Microsoft KMSボリュームライセンスの構成

このセクションでは、Citrix Provisioningで KMSライセンスアクセスコードを使用する方法について説明します。

注：

KMS ライセンスをサポートするには、SOAP Server のユーザーアカウントが、ボリュームの保
守タスクを実行する権限のあるドメインユーザーである必要があります。ドメインユーザーは通
常、Local\\Computer Configuration\\Windows Settings\\Security Settings\\
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Local Policies\\User Rights Assignmentにあります。デフォルトでは、ローカルの管理者グ
ループのメンバーがこの権限を持っています。

KMSボリュームライセンスでは、集中型のライセンス認証サーバーを使用します。このサーバーはデータセンターで
動作し、ローカルのライセンス認証ポイントとして機能します。各システムはMicrosoftからインターネット経由で
認証を受けません。

注：

コピーまたはクローン作成された KMS構成の vDiskの準備または更新には、最終的な構成タスクの完了が含
まれます。vDiskのモードをプライベートイメージモードから共有イメージモードに変更します。vDiskをほか
の Provisioningサーバーにコピーまたは複製する前に、vDiskを用意します。また、pvpファイルとvhdxフ
ァイルをコピーして、元の vDiskのプロパティと KMS構成を保持します。

KMSボリュームライセンスを使用するように vDiskイメージを構成し、その vDiskを Citrix Provisioningファー
ムで管理するには、次の作業を行います：

• 作成した vDiskでの KMSライセンスの有効化。イメージ作成ウィザードの実行時に、［Microsoftボリュー
ムライセンス］タブで［KMS］を選択します。詳しくは、「イメージ作成ウィザード」を参照してください。

• 新しい基本 vDiskイメージの準備
• vDiskイメージの保守またはアップグレード

注：イメージ作成ウィザードの実行中に vDiskに KMSライセンスが構成されていない場合は、コンソールを使用し
て構成します。また、MCLIおよび PowerShellコマンドラインインターフェイスを使用して設定することもできま
す。

KMSボリュームライセンスを使用する新しい基本 vDiskイメージの準備

イメージ作成ウィザードで vDiskを作成した後は、リセットコマンドを vDiskに実行してライセンスが未認証の状
態にリセットする必要があります。

この操作は、プライベートイメージモードの vDiskから起動するシステムで実行します。このプロセスによって、マ
スターターゲットデバイスのハードディスクのリセット可能回数が減ることを防ぎます。

ヒント：インストール済みのオペレーティングシステムのイメージでリセットを実行できる回数は、Microsoftによ
り制限されています。許可されるリセット試行数を超過した場合は、オペレーティングシステムを再インストールし
ます。

1. ライセンス認証の猶予期間をリセットするために、ターゲットデバイスをプライベートイメージモードの
vDiskから起動します。

注：

昇格モードのコマンドプロンプトで、OSPPPREARM.EXEを実行する必要があります。

2. システムの再起動を促すメッセージが表示されますが、再起動しないでください。その代わりに、ターゲット
デバイスをシャットダウンします。
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3. vDiskイメージの作成時に KMSオプションを選択しなかった場合は、［Microsoftボリュームライセンス］
タブをクリックしてライセンスオプションを［KMS］に設定します。

4. vDiskのモードを標準イメージモードに設定します。

5. ターゲットデバイスに vDiskをストリーム配信します。

次のセクションの情報を使用して、さまざまな KMSのシナリオを構成します。

KMSボリュームライセンスを使用する vDiskイメージの保守またはアップグレード

KMSボリュームライセンスを使用するように構成された vDiskイメージを保守またはアップグレードするには

1. vDiskのモードをプライベートイメージモードに設定します。
2. vDiskをターゲットデバイスにストリーム配信します。
3. オペレーティングシステムまたはアプリケーションの Service Packや更新プログラムを適用し、ターゲット
デバイスをシャットダウンします。

4. vDiskのモードを共有イメージモードに戻します。
5. 共有イメージモードで vDiskをターゲットデバイスにストリーム配信します。
注： Office 2010を vDiskの更新の一部としてインストールする場合、つまりその vDiskの基本ディスクと
しての準備処理が既に終わっている場合は、次の手順に従って基本ディスクの準備を繰り返す必要があります：
a) Citrix Provisioning コンソールで vDisk を右クリックして ［ファイルプロパティ］を選択しま
す。［vDiskファイルプロパティ］ダイアログボックスが開きます。

b)［Microsoftボリュームライセンス］タブをクリックし、ライセンスオプションを［キー管理サービス
（KMS）］から［なし］に変更します。

c)［モード］タブで vDiskのアクセスモードをプライベートイメージモードに設定します。
d) ライセンス認証の猶予期間をリセットするために、プライベートイメージモードの vDiskから PXEで
起動します。
注：昇格モードのコマンドプロンプトで、OSPPPREARM.EXEを実行する必要があります。

e) システムの再起動を促すメッセージが表示されますが、再起動しないでください。その代わりに、ター
ゲットデバイスをシャットダウンします。

f) コンソールで構成中の vDiskを右クリックして［ファイルプロパティ］を選択します。［vDiskプロパ
ティ］ダイアログボックスが開きます。

g)［Microsoftボリュームライセンス］タブをクリックし、ライセンスオプションを［なし］から［KMS］
に変更します。

h)［モード］タブで vDiskのアクセスモードを共有イメージモードに設定します。
i) vDiskをターゲットデバイスにストリーム配信します。

現在 KMSを使用しているバージョン管理で有効になっている vDiskイメージの保守またはアップグレード

このシナリオでは、vDiskはすでに KMS用に構成されており、正常に展開されています。ディスクは vDiskバージ
ョン管理を使用できるようになっているため、バージョンが存在する可能性があります。次の点を考慮してください。
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• Microsoft WindowsとMicrosoft Officeの両方が存在する場合：vDiskはすでに KMS用に構成されてお
り、正常に展開されています。

• Microsoft WindowsのみまたはMicrosoft Officeのみが存在する環境の場合：vDiskはすでにWindows
のみまたは Officeのみ KMS用に構成されており、正常に展開されています。

vDiskを保守またはアップグレードするには、次を実行します：

1. Citrix Provisioningコンソールで仮想ディスクを右クリックして、［バージョン］を選択します。
2. ディスクバージョンを作成します。
3. ターゲットデバイスのプロパティにアクセスし、［種類］を［保守］に設定します。
4. ターゲットデバイスを起動します。
5. ターゲットデバイスマシンにアクセスし、プロンプトが表示されたら、BootメニューからMaintenanceを
選択します。

6. Application/Service Pack/Updateで必要なオペレーティングシステムを選択します。
7. ターゲットデバイスをシャットダウンします。
8. Citrix Provisioning Serverコンソールにアクセスし、vDiskを選択して右クリックし、コンテキストメニ
ューを表示します。

9.［バージョン］を選択します。vDiskを［保守］から［実稼働］または［テスト］に昇格させます。
10. Citrix Provisioning Serverコンソールにアクセスします。［ターゲットデバイスプロパティ］で、［種類］を
［実稼働］または［テスト］に変更します。

ターゲットデバイスにこのバージョンの vDiskをストリーム配信します。

保守中に既存の KMSが構成された vDiskにMicrosoft Officeをインストール

vDiskはすでに KMSを使用し、MicrosoftWindows用に構成されており、正常に展開されています。

保守中に vDiskにMicrosoft Officeをインストールするには、次を実行します：

1. Citrix Provisioningコンソールで vDiskを右クリックし、［プロパティ］を選択します。
2.［Microsoftボリュームライセンス］タブを選択し、ライセンスオプションを［KMS］から［なし］に変更し
ます。

3.［全般］タブで vDiskのアクセスモードをプライベートイメージモードに設定します。
4. ライセンス認証の猶予期間をリセットするために、プライベートイメージモードの vDiskから PXEで起動し
ます。
a) Office（64 ビットクライアント）：Program Files(x86)\Common Files\microsoft

shared\OfficeSoftwareProtectionPlatform\OSPPREARM.EXE
b) Office（32ビットクライアント）：Program Files\Common Files\microsoft shared\

OfficeSoftwareProtectionPlatform\OSPPREARM.EXE
c) 他のWindowsバージョンで繰り返し：cscript.exe slmgr.vbs –rearmを実行

5. システムの再起動を求めるメッセージが表示されます。再起動しないでください。その代わりに、ターゲット
デバイスをシャットダウンします。

6. コンソールで vDiskを右クリックし、［プロパティ］を選択します。

© 1999–2021 Citrix Systems, Inc. All rights reserved. 30



Citrix Provisioning 2106

7.［Microsoftボリュームライセンス］タブを選択し、ライセンスオプションを［なし］から［KMS］に変更し
ます。

8.［全般］タブで vDiskのアクセスモードを［標準イメージ］に変更します。
9. ターゲットデバイスに vDiskをストリーム配信します。

ヒント：

各デバイスのCMIDが一意であることを確認することで、KMSの構成を検証できます。Windowsバージョン
の場合は、cscript.exe slmgr.vbs –dlvを実行します。Officeバージョンの場合は、C:\Program
Files\Microsoft Office\Office14\cscript ospp.vbs /dcmidを実行します。

リセットに関する重要な情報

リセットするときは、次の点を考慮してください：

• インストール済みのオペレーティングシステムのイメージおよびMicrosoft Officeでリセットを実行できる
回数は、Microsoftにより制限されています。許可されるリセット試行数を超過した場合、オペレーティング
システムおよび Officeのイメージを適宜再インストールする必要があります。

• Citrix Provisioning vDiskを使用して KMSを正常に構成するときは、初めて構成する場合を除いてディス
クをリセットする必要はありません。

• vDiskから起動するシステムをプライベートイメージモードでリセットすることを Citrixではお勧めします。
これによって、マスターターゲットデバイスのハードディスクのリセット可能回数が減ることを防ぎます。

既存の KMSで構成されたWindows vDiskにMicrosoft Officeをインストール

vDiskはすでにMicrosoftWindowsを使用して KMS用に構成されており、正常に展開されています。既存の KMS
が構成されたMicrosoftWindowsにMicrosoft Officeをインストールするには、次を実行します：

1. Citrix Provisioningコンソールで vDiskを右クリックし、［プロパティ］を選択します。
2.［Microsoftボリュームライセンス］タブを選択し、ライセンスオプションを［KMS］から［なし］に変更し
ます。

3.［全般］タブで vDiskのアクセスモードをプライベートイメージモードに設定します。
4. ライセンス認証の猶予期間をリセットするために、プライベートイメージモードの vDiskから PXEで起動し
ます。OSのリセットは、Microsoft Officeのリセットとともに必要です。
a) MicrosoftWindowsの場合は、cscript.exe slmgr.vbs -rearmを実行します。
b) Microsoft Office 2010の場合は、%ProgramFiles%\Common Files\MicrosoftShared\

OfficeSoftwareProtectionPlatform\OSPPREARM.EXEを実行します。
c) Microsoft Office 2013 および 2016 の場合は、%ProgramFiles%\Microsoft Office\\%

Office%\OSPPREARM.EXEを実行します。
5. システムの再起動を求めるメッセージが表示されます。再起動しないでください。その代わりに、ターゲット
デバイスをシャットダウンします。

6. コンソールで vDiskを右クリックし、［プロパティ］を選択します。
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7.［Microsoftボリュームライセンス］タブを選択し、ライセンスオプションを［なし］から［KMS］に変更し
ます。

8.［全般］タブで vDiskのアクセスモードを標準イメージモードに変更します。
9. ターゲットデバイスに vDiskをストリーム配信します。

各デバイスのCMIDが一意であることを確認することで、KMS の構成を検証できます。Windows バージョ
ンの場合は、cscript.exe slmgr.vbs –dlvを実行します。Office バージョンの場合は、ディレクトリ
を%ProgramFiles%\Microsoft Office\\%Office%に変更してから、次のコマンドを実行します：

• cscript ospp.vbs /dcmid
• cscript ospp.vbs /dstatus。OSおよびMicrosoft Officeによる KMSの検出は、互いに独立して
います。/dstatusは、Microsoft Officeがネットワーク上に KMSを見つけた場合に表示されます。

• cscript ospp.vbs /act。このコマンドによって、ライセンス認証プロセスを効率的に行います。

ターゲットデバイスに vDiskをストリーム配信してから、以下を実行します：

1. Microsoft Wordを開き、ライセンス認証を確認します。任意のMicrosoft Officeアプリを 2回再起動する
ことで、ライセンス認証サービスを開始できます。

2. CMIDステータスが表示されない場合は、サービスを再起動します。
3. ターゲットデバイスをシャットダウンします。再起動しないでください。
4. Citrix Provisioningサーバーに接続します。コンソールで vDiskを右クリックし、［プロパティ］を選択し
ます。

5.［全般］タブで vDiskのアクセスモードを標準イメージモードに変更します。
6. ターゲットデバイスに vDiskをストリーム配信します。

既存の KMSで構成されたMicrosoftWindows vDiskにMicrosoft Officeをアップグレード

vDiskは、Microsoft WindowsおよびMicrosoft Officeを使用してすでに KMS用に構成されています。アップ
グレードするには

1. Citrix Provisioningコンソールで vDiskを右クリックし、［プロパティ］を選択します。
2.［全般］タブで vDiskのアクセスモードをプライベートイメージモードに設定します。
3. ターゲットデバイスを起動します。
4. 新しいMicrosoft Officeのセットアップを実行します。アップグレードの実行を選択します。
5. インストールで必要な場合、ターゲットデバイスを再起動します。
6. ターゲットデバイスをシャットダウンします。
7. Citrix Provisioningサーバーに接続します。コンソールで vDiskを右クリックし、［プロパティ］を選択し
ます。

8.［全般］タブで vDiskのアクセスモードを標準イメージモードに変更します。
9. ターゲットデバイスに vDiskをストリーム配信します。

リセットに関する重要な情報
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• インストール済みのオペレーティングシステムのイメージおよびMicrosoft Officeでリセットを実行できる
回数は、Microsoftにより制限されています。許可されるリセット試行数を超過した場合、オペレーティング
システムおよび Officeのイメージを適宜再インストールする必要があります。

• KMSライセンス認証を利用するWindowsおよび Office製品の場合、KMSホストサーバーに対するライセ
ンス認証が成功すると、使用可能なリセット回数が 0から 1に増加します。

• リセット回数が足りなくなった場合は、KMSホストを使用してライセンス認証すると、リセットを 1回実行
できます。このため、KMSクライアントをライセンス認証すると、クライアントはリセットを発行すること
ができます。たとえば、リセット回数が 1の KMSクライアントは、残りの 1つのリセットを使用してリセッ
トを発行し、再起動します。KMSクライアントのライセンス認証後に再起動すると、リセット可能回数は 1
に戻ります。

ヒント：

Citrix Provisioning vDiskで KMSを正常に構成すると、初めて構成する場合を除いて vDiskをリセットす
る必要はありません。

MicrosoftMAKボリュームライセンスの構成

ここでは、MAK（Multiple Activation Key：マルチライセンス認証キー）の使用方法について説明します。MAK
は、オペレーティングシステムの購入済みライセンスの一部に対応しています。各システムにオペレーティングシス
テムをインストールするときにMAKを入力します。このインストールでオペレーティングシステムのライセンスが
認証され、Microsoftが集中管理する購入済みライセンス数が減少します。または、VAMT（Volume Activation
Management Tool）を使用してライセンスを代理認証します。代理ライセンス認証は、インターネットへのアクセ
スを持たないシステムで機能します。Citrix Provisioningでは、ディスク作成時にMAKライセンスモードを選択
した標準イメージモードの vDiskに、この代理ライセンス認証のメカニズムを活用します。

VAMT（Volume Activation Management Tool）バージョン 3.1をファーム内のすべての Provisioningサーバ
ーにインストールして構成する必要があります。このツールは、Microsoft Windowsアセスメントデプロイメント
キット（Windows ADK）に含まれています。詳しくは、「VAMTのインストール」を参照してください。

VAMTを初めて実行するときに、VAMTデータベースが作成されます。このデータベースにはすべてのデバイスのラ
イセンス認証がキャッシュされ、Citrix Provisioningでライセンスを再認証できるようになります。

Volume Activation Management Tool 3.1には次のものが必要です。

• PowerShell 3.0 – Windows Server 2012またはWindows 8よりも前のオペレーティングシステム
• SQL 2012 Express以降

Citrix ProvisioningのMAKライセンス認証には、次の 3つのユーザータイプのいずれかを設定する必要がありま
す：

• Volume Activation Management Tool/Provisioning Servicesのインストールユーザー ‑このユー
ザーは SQL 2012以降（VAMT 3.1での要件）上に権限を持つローカル管理者です。これらの権限は、VAMT
のデータベースを作成するために使用されます。

© 1999–2021 Citrix Systems, Inc. All rights reserved. 33

https://docs.microsoft.com/en-us/windows/deployment/volume-activation/install-vamt


Citrix Provisioning 2106

• MAKユーザー ‑サイトのプロパティで定義されたユーザー。このユーザーは、サーバー側およびクライアン
ト側でMAKライセンス認証を行います。Provisioningサーバーおよびマスタークライアント上のローカル
の管理者である必要があります。また、VAMTデータベースに対するフルアクセス権限が必要です。

• Citrix Provisioningの Stream Serviceと SOAP Serverを実行するユーザーアカウント ‑ストリーム
プロセスにより、ターゲットデバイスの再起動時にライセンスが再認証されます。また、VAMTデータベース
に対する読み取りアクセス権限が必要です。

Provisioningサーバーは、PowerShellを使用して VAMTを操作します。以下の構成手順は、サーバーごとに 1回
実行する必要があります：

1. PowerShell 3.0をインストールします。
2. Volume Activation Management Tool/Provisioning Servicesのインストールユーザーアカウントで、
各 Provisioningサーバー上に VAMT 3.1をインストールします。

3. VAMT 3.1の初回実行時に、表示される手順に従って VAMTデータベースを構成します。VAMTでアクティ
ブ化された Citrix Provisioningターゲットデバイスをストリーム配信するのに使用するプロビジョニング済
みサーバーが、すべてこのデータベースにアクセスできる必要があります。

4. VAMT データベースを作成したユーザーが SOAP/Stream Service のユーザーではない場合、VAMT
設 定 フ ァ イ ルC:\\Users\\\\<VAMT installation user (dB creator)\>\\AppData
\\Roaming\\Microsoft\\VAMT\\VAMT.configをC:\\Users\\\\<Provisioning
Services soap/stream services user\>\\AppData\\Roaming\\Microsoft\\VAMT
\\VAMT.configにコピーします。

5. VAMTとのインターフェイスとして PowerShellが使用されるように Provisioningサーバーのセキュリテ
ィを構成します。
a) Set‑ExecutionPolicy ‑Scope \（Provisioning Servicesのサービスユーザー）を unrestrictedに
する。詳しくは、Set‑ExecutionPolicyを参照してください。

b) WinRM quickconfig
c) Enable‑WSManCredSSP ‑Role Client ‑DelegateComputer ‑Forceこのサーバーの完全修飾ドメ
イン名 >

d) Enable‑WSManCredSSP ‑Role Server –Force
6. クライアントの Windows ファイアウォールを VAMT 3.1 用に構成します。詳しくは、「クライアントコ
ンピューターの構成」を参照してください。Windows ファイアウォールを正しく構成しないと、Citrix
Provisioningターゲットデバイスのライセンスの認証および再認証に失敗します。

一般的なライセンス認証エラー

エラー：PSSessionを作成できませんでした。原因：MAKユーザーに Citrix Provisioningサーバーのローカル管
理者権限がない。

エラー：インデックスが範囲を超えています。負でない値で、コレクションのサイズよりも小さくなければなりませ
ん。パラメーター名：Index。

原因：MAKユーザーに VAMTデータベースに対するフルアクセス（読み取りと書き込み）権限がない。
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MAK用 vDiskのライセンスモードの設定

イメージ作成ウィザードの実行時に、vDiskでMicrosoftMAK（Multiple Activation Key：マルチライセンス認証
キー）ライセンスを使用するように構成できます。イメージ作成ウィザードの実行時にMAKライセンスを構成しな
い場合、vDiskのライセンスモードのプロパティは、コンソール、MCLI、または PowerShellのユーザーインター
フェイスを使用して設定できます。ライセンスモードはターゲットデバイスのライセンスを認証する前に設定します。

注：コマンドラインインターフェイスの使用方法について詳しくは、『MCLI Programmer’s Guide』または
『PowerShell Programmer’s Guide』を参照してください。

MAKユーザー資格情報の入力

MAKが有効な vDiskを使用するターゲットデバイスのライセンスを認証するには、MAKユーザー資格情報をサイト
に入力する必要があります。

注：このユーザーは、MAKが有効な vDiskを使用するすべてのターゲットデバイスおよび vDiskをターゲットデバ
イスにストリーム配信するすべての Provisioning Servicesサーバーに対して管理者権限を持っている必要があり
ます。

資格情報を入力するには：

1. ターゲットデバイスの存在するサイトを右クリックして、［プロパティ］を選択します。
2.［MAK］タブでユーザー名およびパスワードの情報を適切なテキストボックスに入力して、［OK］をクリック
します。

MAKが有効な vDiskを使用するターゲットデバイスのライセンス認証

MAKボリュームライセンスを使用するように vDiskを構成した後は、その vDiskに割り当てられたターゲットデバ
イスをMAKでライセンスを認証する必要があります。

注意：特定のMAKのすべてのライセンスを使用した後は、より多くのターゲットデバイスがこの vDiskイメージを
共有できるようにするための新しいキーが必要です。

MAKボリュームライセンスを使用するターゲットデバイスのライセンスをコンソールで認証するには：

1. ライセンスを認証するすべてのターゲットデバイスを起動します。

2. コンソールでMAKライセンス認証が必要なターゲットデバイスを含む各デバイスのコレクションまたはビュ
ーを右クリックします。［MAKライセンス認証の管理］を選択します。［MAKライセンス認証の管理］ダイア
ログボックスが開きます。

3.［マルチライセンス認証キー］ボックスに、ターゲットデバイスのライセンスを認証するために使用するMAK
を入力します。

4. ライセンス認証が必要な起動済みターゲットデバイスがダイアログボックスに表示されます。起動済みデバイ
スの一覧で、ライセンス認証が必要なターゲットデバイスのチェックボックスをオンにします。
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5.［OK］をクリックして、選択したすべてのターゲットデバイスのライセンスを認証します。ライセンス認証の
処理が完了するまでダイアログボックスを閉じないでください。［キャンセル］をクリックすると処理を停止
できます。ライセンス認証の処理が完了する前にダイアログボックスを閉じると処理が停止し、一部のターゲ
ットデバイスのライセンスが認証されない可能性があります。［状態］列にはターゲットデバイスのライセン
スが認証中であるのか、認証が失敗したのかが表示されます。すべてのターゲットデバイスのライセンスが認
証されたら、［OK］をクリックしてダイアログボックスを閉じます。ライセンス認証されていないターゲット
デバイスがあったり、正しくライセンスが認証されなかったデバイスがあったりした場合、ダイアログボック
スに未認証のデバイスが表示されます。問題を解決してからこの手順を繰り返して、残りのターゲットデバイ
スのライセンスを認証します。

注：

現在起動済みのターゲットデバイスのライセンスをすべて認証した後は、［MAKライセンス認証の管理］
がメニューに表示されなくなります。

MAKライセンス認証の維持

通常は、デバイスおよびその割り当て済み vDiskのライセンス認証は自動的に保存されます。MAKでライセンス認
証した vDiskを異なるターゲットデバイスに割り当てると、保存されていた既存のMAKの再ライセンス認証情報が
削除されます。将来 vDiskを再割り当てしても、ターゲットデバイスのライセンスは再認証されません。MAKライ
センス認証の損失を防ぐには、ターゲットデバイスからライセンス認証済みのディスクの割り当てを解除しないでく
ださい。

MAKライセンス認証を維持したままターゲットデバイスの vDiskを変更するには、次の方法のどちらかを選択しま
す。

• 割り当て済みの vDisk を削除せずに追加の vDisk をターゲットデバイスに割り当て、デフォルトの起動
vDiskを適宜に設定します。

• 追加の vDiskをターゲットデバイスに割り当て、MAKライセンス認証が有効な vDiskを一時的に無効にしま
す。

MAKでライセンス認証した vDiskを更新するには、自動更新機能を使用する必要があります。これにより、MAKラ
イセンス認証情報が維持されます。この処理は、共有デバイスの再ライセンス認証に必要です。

MAKに関するその他の考慮事項：

• 手動で vDiskを更新すると、（割り当てる vDiskの変更により）必要なMAKライセンス認証情報が失われま
す。この処理では、改めてライセンス認証が必要になり、別のライセンスが消費されます。

• 自動で vDiskを更新して、別のオペレーティングシステムから新しい vDiskを展開すると、MAKライセンス
認証情報が一致しなくなります。この場合、新しいライセンス認証はコマンドラインインターフェイスで実行
する必要があります。Citrix Provisioningコンソールではライセンス認証されていないターゲットデバイス
のみを認証できるためです。
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アーキテクチャ

October 4, 2021

ほとんどの企業では、運用環境内に急増するコンピューターの管理に対応するために多くの努力を払っています。コ
ンピューターがデスクトップ PCでも、データセンターのサーバーでも、またはキオスク型のデバイスでも、個々に
独立したものとして管理する必要があります。分散処理の利点は、分散管理という代償の上に成り立ちます。各コン
ピューターのセットアップ、更新、サポート、そして最終的な廃棄には、多くの時間と費用がかかります。コンピュ
ーターの初期費用は、運用費用に比べれば低額です。

Citrix Provisioningでは、ハードウェアとその上で実行するソフトウェアの関係を変えることにより、ほかのイメ
ージ作成ソリューションとは異なるアプローチを取ります。個々のマシンにイメージをコピーするのではなく、単一
の共有ディスクイメージ、仮想ディスクをストリーミングすることで、Citrix Provisioningで次のメリットを提供
します：

• マシンの数が増え続けても、組織は管理するディスクイメージの数を減らすことができます。
• 集中管理ソリューションの効率と分散処理の利点を同時に享受できます。

さらに、マシンは単一の共有イメージから動的にディスクデータをストリーミングしているため、マシンイメージの
整合性が保証されます。同時に、大規模なマシンプールでは、再起動までにその構成、アプリケーション、さらには
オペレーティングシステムまでもが完全に変更される可能性があります。

Citrix Provisioningのしくみ

Citrix Provisioningを使用して、どの仮想ディスクも標準イメージモードで構成できます。標準イメージモードで
は多くのコンピューターを同時に起動できるので、保守するイメージと必要なストレージの数を大幅に減らせます。
仮想ディスクは読み取り専用です。ターゲットデバイスはイメージを変更できません。

次の図は、Citrix Provisioningの基本的なインフラストラクチャの概要と、Provisioningのコンポーネントが環
境内にどのように配置されるかを示しています。
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Citrix Virtual Apps and Desktopsなどのサーバーファーム管理者にとっての利点

Citrix Virtual Apps and DesktopsサーバーやWebサーバーなど、ファームとして機能するサーバーのプールを
管理する場合、メンテナンスに問題が生じる場合があります。サーバーの更新プログラムの適用レベルを同一に保つ
のは難しく、時間がかかる作業になる可能性があります。従来のイメージ作成ソリューションでは、初期状態のゴー
ルデンマスターイメージからサーバーの構築を始めます。しかし、サーバーをマスターイメージで構築した後は、他
のサーバーに個別に更新プログラムを適用する必要があります。ファーム内の個々のサーバーにパッチを展開するの
は非効率的であるだけでなく、不確実な結果につながります。個別のサーバーへのパッチの適用は、失敗する可能性
が高くなります。ユーザーが競合するかサーバーに障害が発生するまで、問題は表面化しません。この問題が発生し
たサーバーをファームのほかのサーバーと同期するのは難しく、元のイメージを基にサーバーを完全に再構築する必
要がある場合があります。

Citrix Provisioningを使用すると、サーバーファームのパッチ管理は簡単で信頼性が高く、ゴールデンイメージの
管理から始めて、単一のゴールデンイメージの管理を継続できます。更新プログラムの適用はすべて 1か所で行い、
サーバーの開始時にストリーム配信します。すべてのサーバーでそのディスクイメージの単一の共有コピーを使用す
るため、サーバー構成の一貫性が保証されます。

サーバーが破損したときは、再起動するとすぐに既知の良好な状態のマスターイメージに戻せます。アップグレード
を短時間で実行できます。実稼働環境用にアップグレードしたイメージの準備ができたら、新しいバージョンのイメ
ージをサーバーに割り当て、サーバーを再起動します。マシンの再起動にかかる時間内に、任意の数のサーバーに新
しいイメージを展開できます。同じ方法でロールバックできるため、新しいイメージの問題がサーバーやユーザーに
対して長時間影響を与えることはありません。

デスクトップ管理者にとっての利点

Citrix Virtual Apps and Desktopsでは、デスクトップ管理者は、Citrix Provisioningのストリーム配信技術を
使用し、物理デスクトップおよび仮想デスクトップの配信を簡素化および統合して、そのコストを削減することがで
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きます。多くの組織がデスクトップの仮想化を検討しています。仮想化により IT管理のニーズを大幅に統合し簡素
化できる一方で、仮想化を構成するには仮想化をサポートするインフラストラクチャが必要でもあります。Citrix
Provisioningを使用しなければ、ストレージのコストのためにデスクトップ仮想化の予算が超過する可能性があり
ます。Citrix Provisioningを使用すると、仮想デスクトップインフラストラクチャに必要なストレージ量を 90パー
セントも削減できる可能性があります。それと同時に、数百、数千のデスクトップではなく単一イメージを管理する
だけで済むため、デスクトップ管理のコスト、努力、および複雑さが大幅に軽減されます。

企業内の作業者の種類はさまざまであり、異なる種類のデスクトップを必要とします。単純さと標準化が必要なもの
もあれば、高性能と個人用設定が求められるものもあります。Citrix Virtual Apps and Desktopsでは FlexCast™
配信テクノロジーを使用して、単一のソリューションでこれらの要件を満たすことができます。IT部門は FlexCast™
を活用して、各ユーザーのパフォーマンス、セキュリティ、および柔軟性の要件に合わせて調整したあらゆる種類の
仮想デスクトップを配信できます。

仮想デスクトップですべてのアプリケーションがサポートされるわけではありません。そのような場合でも、統合と
単一イメージの管理の利点を生かすことができます。デスクトップイメージをデータセンター内の一拠点で格納およ
び管理し、オンデマンドで物理デスクトップにストリーム配信します。実験室、研修環境、コールセンター、および
仮想デスクトップにアクセスするための「シンクライアント」などの標準化されたデスクトップに、このモデルは有
効です。

Citrix Provisioningのソリューション

Citrix Provisioningのストリーム配信技術を使用すると、単一の共有ディスクイメージからリアルタイムでコンピ
ューターをプロビジョニングしたり、再プロビジョニングしたりすることができます。単一の共有イメージの使用に
より、個々のシステムを管理、更新する必要性を完全に排除できます。その代わりに、すべてのイメージ管理をマス
ターイメージで行います。各システムのローカルのハードディスクドライブは、ランタイムのデータキャッシュに使
用されます。または、ディスクはシステムから完全に取り外せる場合があります。これにより、使用電力、システム
障害率、およびセキュリティリスクを抑えることができます。

Citrix Provisioningのインフラストラクチャは、ソフトウェアのストリーム配信技術に基づいています。Citrix
Provisioningコンポーネントをインストールして設定すると、デバイスのハードドライブから仮想ディスクが作成
されます。このディスクは、OSとアプリケーションイメージのスナップショットを作成し、そのイメージをネット
ワーク上の仮想ディスクファイルとして保存します。このプロセスで使用するデバイスはマスターターゲットデバイ
スとみなされます。それらの vDiskを使用するデバイスはターゲットデバイスと呼ばれます。

仮想ディスクは、以下のいずれかの場所に存在します：

• Citrix Provisioningサーバー
• ファイル共有
• iSCSI、SAN、NAS、または CIFS接続を使用して Provisioningサーバーと通信するストレージシステム

vDiskはプライベートイメージモードで単一のターゲットデバイスに割り当てることも、標準イメージモードで複数
のターゲットデバイスに割り当てることもできます。
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ターゲットデバイスに電源が入ると、ネットワークから起動し、Provisioningサーバーと通信するように設定され
ます。次のようになります。

1. 処理はターゲットデバイスで発生します。
2. ターゲットデバイスにより Provisioningサーバーから起動ファイルがダウンロードされ、起動シーケンスが
開始されます。

3. デバイスの起動構成に基づいて適切な仮想ディスクが検索され、Provisioningサーバーにマウントされます。

仮想ディスク上のソフトウェアが必要に応じてターゲットデバイスにストリーム配信されます。仮想ディスクは、タ
ーゲットデバイスからは標準のハードドライブのように見えます。

仮想ディスクのすべての内容を直ちにターゲットデバイスに取り込む代わりに、データは必要に応じてリアルタイム
でネットワークを介して配信されます。このアプローチでは、ワークステーションのある場所に実際に行かなくても、
新しいオペレーティングシステムとソフトウェアを再起動の時間内にターゲットデバイスに配信できます。このアプ
ローチでは、従来のディスクイメージ作成ツールに比べて必要なネットワーク帯域幅が軽減されるので、ネットワー
クの全体的なパフォーマンスに影響を与えずにより多くのターゲットデバイスをサポートできます。

コンポーネント

October 4, 2021

この記事では、Citrix Provisioningコンポーネントの概要について説明します。

ライセンスサーバー

ライセンスサーバーは共有インフラストラクチャ内にインストールします。既存の Citrixライセンスサーバーを選択
することもできます。初めて構成ウィザードを実行するときは、ライセンスサーバーを選択します。ファーム内のす
べての Citrix Provisioningサーバーがライセンスサーバーと通信する必要があります。
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Citrix Provisioningデータベース

データベースにはファーム内に存在するすべてのシステム構成設定が格納されます。次の点を考慮してください。

• 1つのファームには 1つのデータベースのみが存在できます。
• ファーム内のすべての Provisioningサーバーがデータベースと通信できる必要があります。
• 既存の SQL Serverデータベースを使用するか、または SQL Server Expressをインストールします。SQL
Server ExpressはMicrosoftが無償で配布しています。

注：

Citrix Provisioningサーバーで構成ウィザードを実行するときに、データベースサーバーを選択します。

Citrix Provisioningコンソール

Citrix Provisioningコンソールは Citrix Provisioningの実装を管理するために使用するユーティリティです。コ
ンソールを開いたら、接続するファームを選択します。割り当てられている管理者の役割に応じて、コンソールに表
示される項目とファームで管理できる項目が決まります。

ネットワークサービス

ネットワークサービスには、DHCPサービス、PXE（Preboot eXecution Environment）サービス、および TFTP
サービスがあります。これらのサービスオプションは、ブートプロセス中に IPアドレスを取得するために使用できま
す。これらのオプションを使用して、Provisioningサーバーからターゲットデバイスにブートプログラムを配置し
てダウンロードすることもできます。そのほかの起動オプションも使用できます。

ヒント：

ネットワークサービスは製品のインストール時にインストールし、その後、構成ウィザードを使用して構成で
きます。

ファーム

ファームは Citrix Provisioningのインフラストラクチャの最上位を表します。ファームはファームの最初の Citrix
Provisioningサーバーで構成ウィザードを実行して作成します。

単一のファーム内のすべてのサイトで、Microsoft SQL Serverデータベースを共有します。

コンソールはファームに直接関連付けられていません。ファームのネットワークと通信できるどのコンソールでもリ
モートからの管理がサポートされます。

ストア

ファームには 1つまたは複数のストアが含まれます。ストアは、仮想ディスクの物理または仮想ストレージの場所に
付ける論理的な名前です。ストア名は、ファーム内のすべての Provisioningサーバーで共通に使用される名前です。
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サイト

ファーム内には複数のサイトを配置できます。構成ウィザードで最初のサイトが作成され、ファーム内の最初の
Provisioningサーバーで実行されます。

サイトはコンソールに次のように表示されます：

Citrix Provisioningサーバー

Citrix Provisioningサーバーは、Stream Serviceがインストールされているサーバーです。Stream Serviceを
使用して、vDiskからターゲットデバイスにソフトウェアをストリーム配信します。実装方法によっては、vDiskを
Provisioningサーバー上に直接配置します。より大規模な実装では、Provisioningサーバーはネットワーク上の
共有ストレージの場所から仮想ディスクを取得する可能性があります。

Provisioningサーバーは、Citrix Provisioningデータベースとの構成情報の交換もします。Provisioningサーバ
ーの構成オプションを使用して、ターゲットデバイス接続の高可用性および負荷分散を保証します。

仮想ディスク

仮想ディスクは、Provisioningサーバーまたは共有ストレージデバイス上にディスクイメージファイルとして存在
します。仮想ディスクは、.vhdxベースのイメージファイル、関連するプロパティファイル（.pvp）、さらに当てはま
る場合は、参照される VHD差分ディスク（.avhdx）のチェーンから構成されます。

仮想ディスクはターゲットデバイスに割り当てられます。ターゲットデバイスは割り当てられた仮想ディスクイメー
ジから起動し、ソフトウェアをストリーム配信します。

環境内で仮想ディスクを導入すると、次の問題が発生することがあります：

• 仮想ディスクの更新スケジュール時刻を変更後に適用できません。これは Citrix SOAPサービスを再起動す
るまで機能します。

• App Layeringから公開した VHDXファイルをプロビジョニングされたディスクストアにインポートすると、
無効なディスクを使用していると誤って報告されることがあります。公開されたファイル名の日付と時刻のピ
リオド文字（.）を変更することで、このエラーを解消できます。有効なファイル名には、VHDXファイルの拡
張子にピリオドが 1つだけ含まれます。
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仮想ディスクプール

仮想ディスクプールはサイトで使用できる vDiskの集合です。仮想ディスクプールはサイトごとに 1つだけ存在しま
す。

仮想ディスク更新の管理

仮想ディスク更新の管理機能を使用して、仮想マシンを使用した vDisk更新の自動化を構成します。仮想ディスクの
自動更新はスケジュールに基づいて、またはコンソールから直接実行できます。この機能では、ESD（Electronic
Software Delivery：電子ソフトウェア配信）サーバーにより検出および配信される更新プログラム、Windows更
新プログラム、またはそのほかのプッシュ型の更新プログラムがサポートされます。

仮想ディスクモード

仮想ディスクイメージは、プライベートイメージモードまたは標準イメージモードで構成されます。仮想ディスクイ
メージを使用するときは、次の点を考慮してください：

• プライベートイメージモードでは、読み取り/書き込み特性をサポートする単一のデバイスとして仮想ディス
クイメージを使用します。

• 標準イメージモードでは、複数のデバイスで仮想ディスクイメージを使用できますが、さまざまなキャッシン
グオプションを使用する場合は読み取り専用になります。

仮想ディスクチェーン

仮想ディスクの基本イメージに対する更新はバージョン付きの差分ディスクに記録され、元の基本ディスクイメージ
は変更されずに残る場合があります。

仮想ディスクを更新するたびに、新しいバージョンの VHDX差分ディスクが作成されます。次の表に示すようにファ
イル名に含まれる数が 1つ増えます：

仮想ディスクイメージ VHDXファイル名

基本イメージ win7dev.avhdx

バージョン 1 win7dev.1.avhdx

バージョン 2 win7dev.2.avhdx

… …

バージョン N win7dev.N.avhdx
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仮想ディスクからの起動

次の図に、サーバー共有上の仮想ディスクの検索および起動方法を示します：

上の図は、次の手順を示しています。

1. ターゲットデバイスは Provisioningサーバーと通信しライセンスを取得して、起動処理を開始します。
2. Provisioningサーバーは仮想ディスクプールを確認して仮想ディスク情報を取得します。この情報には仮想
ディスクをターゲットデバイスに提供する Provisioningサーバーの識別情報が含まれます。サーバーは、仮
想ディスクにアクセスするために使用するパス情報も確認します。この例では、ターゲットデバイスに仮想デ
ィスクを提供できる Provisioningサーバーはこのサイトに 1つしかないことが示されます。仮想ディスクは
物理的に（ファームレベルの共有ストレージである）財務部用サーバーに存在します。

3. Provisioningサーバーは財務部用サーバー上の仮想ディスクを検索し、その仮想ディスクを必要に応じてタ
ーゲットデバイスにストリーム配信します。

仮想ディスクの例

次の例では、Citrix Provisioningが仮想ディスクイメージをどのように使用するかについて説明します。

例 1

Windows 10の物理的な仮想ディスクが、サイトが存在する Citrix Provisioningサーバーに存在しています。この
物理的な場所に付ける論理的な名前がストアです。

ストア名（論理名）は bostonwin10です。

仮想ディスクへの物理パスは C:\vDisksです。\

© 1999–2021 Citrix Systems, Inc. All rights reserved. 44



Citrix Provisioning 2106

例 2

Windows 10の物理的な仮想ディスクがファームレベルのネットワーク共有（FinancevDisks）に存在しています。

ストア名（論理名）は FinancevDisksです。

フ ァ ー ム 内 の す べ て の Provisioning Services サ ー バ ー に と っ て、 仮 想 デ ィ ス ク へ の 物 理 パ ス
は\financeserver\financevdisks\です。\

デバイスコレクション

デバイスコレクションは、ターゲットデバイスの論理的なグループです。ネットワーク上の仮想ディスクから起動し
ソフトウェアを取得する、デスクトップコンピューターやサーバーのようなデバイスをターゲットデバイスと呼びま
す。デバイスコレクションでは、物理的な場所、サブネットの範囲、またはターゲットの論理的なグループを表すこ
とができます。デバイスコレクションを作成すると、デバイスではなくコレクションの単位で操作を実行できるので、
デバイス管理を簡素化できます。

ビュー

ビューを使用すると、ターゲットデバイスのグループをすばやく管理することができます。通常ビューは、業務上の
必要に応じて作成します。たとえば、ビューで建物などの物理的な場所やユーザーの種類を表します。1つのターゲ
ットデバイスは、任意の数のビューに属することができますが、属することができるデバイスコレクションは 1つだ
けです。

ビューはコンソールに次のように表示されます：

ファームビューにはファーム内の任意のターゲットデバイスを含められます。サイトビューにはそのサイト内のター
ゲットデバイスのみが含まれます。

製品ユーティリティ

October 4, 2021

Citrix Provisioningには、環境の構成と管理のためのツールがいくつか組み込まれています。ソフトウェアをイン
ストールすると、次のツールを使用できるようになります。

• インストールウィザード ‑このウィザードを使用して、Citrix Provisioningのコンポーネントをインストー
ルし、Provisioningサーバーとマスターターゲットデバイスを作成します。

© 1999–2021 Citrix Systems, Inc. All rights reserved. 45



Citrix Provisioning 2106

• 構成ウィザード ‑このウィザードを使用して、ネットワークサービスやデータベースのアクセス許可など、
Provisioningサーバーのコンポーネントを構成します。このウィザードは Citrix Provisioningのインスト
ール時にインストールされます。

• イメージ作成ウィザード ‑ マスターターゲットデバイスで、Citrix Provisioning イメージ作成ウィザー
ドを実行します。このプロセスでは、データベースに仮想ディスクファイルが作成され、物理的に Citrix
Provisioningサーバーに移動することなくそのファイルのイメージが作成されます。このユーティリティは
ターゲットデバイスのインストール時にインストールされます。

• 仮想ディスクステータストレイ ‑このターゲットデバイスユーティリティを使用して、ターゲットデバイスの
接続状態とストリーム配信の統計情報を取得します。このユーティリティは Citrix Provisioningターゲット
デバイスのインストール時にインストールされます。

• Citrix Virtual Apps andDesktopsセットアップウィザード ‑既存のマシンテンプレートからCitrix Virtual
Apps and Desktopsのハイパーバイザーサーバー上に仮想マシンを作成します。ターゲットデバイスを作成
してそれらの仮想マシンに関連付けて、各ターゲットデバイスに仮想ディスクを割り当ててから、すべての仮
想デスクトップをカタログに追加します。

• ストリーム配信仮想マシンセットアップウィザード ‑既存のマシンテンプレートからハイパーバイザーサーバ
ー上に仮想マシンを作成し、ターゲットデバイスを作成してコレクション内の各マシンに関連付けてから、仮
想ディスクイメージをすべての仮想マシンに割り当てます。

• 仮想ホスト接続ウィザード ‑新しい仮想ホスト接続を仮想ディスク更新マネージャーに追加します。
• 管理対象仮想ディスクセットアップウィザード ‑新しい管理対象 vDiskを仮想ディスク更新マネージャーに追
加します。

• 更新タスクウィザード ‑仮想ディスク更新マネージャーと共に使用する新しい更新タスクを構成します。
• 起動デバイスマネージャー ‑このユーティリティを使用して、USBや CD‑ROMのような起動デバイスを構成
します。起動デバイスは Citrix Provisioningから起動プログラムを受信します。

• アップグレードユーティリティ ‑いくつかのアップグレード方法があります。選択すべき方法はネットワーク
の要件に応じて異なります。

• プログラミングユーティリティ ‑ Citrix Provisioningには管理アプリケーションのプログラミングユーティ
リティとコマンドラインユーティリティが組み込まれており、すべてのユーザーがアクセスできます。ただし、
割り当てられている管理者特権に関連するコマンドのみを使用できます。たとえば、デバイスオペレーターは
このユーティリティを使用して、アクセス権を持つすべてのターゲットデバイスの一覧を取得できます。

管理者の役割

October 12, 2021

ユーザーまたはユーザーのグループに割り当てる管理者の役割では、Citrix Provisioningの実装においてオブジェ
クトを表示し管理する能力を制御します。グループのすべてのメンバーが、ファーム内で管理者権限を共有します。
複数のグループに属する管理者には複数の役割があります。グループは、コンソールの［ファームプロパティ］ウィ
ンドウでファームレベルで管理します。
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Citrix Provisioningファームには次の役割が存在します。

• ファーム管理者：ファーム管理者はファーム内のすべてのオブジェクトを表示し管理できます。また、サイト
を作成したりファーム全体の役割の割り当てを管理したりできます。

• サイト管理者：サイト管理者はサイト内のすべてのオブジェクトに対する完全な管理アクセス権を持ちます。
たとえば、サイト管理者は Citrix Provisioning Servicesサーバー、サイトプロパティ、ターゲットデバイ
ス、デバイスコレクション、仮想ディスクのエレメントを管理します。サイト管理者はデバイス管理者とデバ
イスオペレーターのメンバーシップも管理できます。

• デバイス管理者：デバイス管理者は、権限を持つコレクションのすべてのデバイスコレクション管理タスクを
実行します。これらのタスクには、仮想ディスクのプロパティの表示（読み取り専用）、およびデバイスからの
仮想ディスクの割り当てまたは削除が含まれます。また、タスクには、権限を持つデバイスコレクション内の、
ターゲットデバイスの起動またはシャットダウン、デバイスプロパティの編集、ターゲットデバイスへのメッ
セージ送信も含まれます。

• デバイスオペレーター：デバイスオペレーターはターゲットデバイスのプロパティ（読み取り専用）を表示し、
ターゲットデバイスを起動またはシャットダウンします。また、デバイスオペレーターは、特権を持つデバイ
スコレクション内のターゲットデバイスにメッセージを送信します。

コレクション

October 4, 2021

デバイスコレクションでは、ターゲットデバイスの論理的なグループを作成し管理できます。デバイスコレクション
を作成するとデバイスではなくコレクションの単位で操作を実行できるので、デバイス管理を簡素化できます。

注：

1つのターゲットデバイスは 1つのデバイスコレクションにのみ属すことができます。

デバイスコレクションでは、物理的な場所、サブネットの範囲、またはターゲットの論理的なグループを表します。
たとえば、特定の仮想ディスクイメージを使用するターゲットデバイスのみでコレクションを構成したり、保守、テ
スト、および実稼働デバイスを含むコレクションを構成したりということが考えられます。

また、特定の仮想ディスクに対して、実稼働デバイス、テストマシン、および保守マシンごとに、3つのデバイスコレ
クションを作成するということも考えられます。ここまでの例では、1つのコレクション内のすべてのデバイスに同
じ仮想ディスクが割り当てられています。

サイトのニーズに応じて、テストデバイスや保守デバイスを 1つのデバイスコレクションに統合できます。コレクシ
ョンよりもデバイス単位で仮想ディスクの割り当てを管理することもできます。たとえば、「開発」という名前のデバ
イスコレクションを作成して、それぞれに異なる特定の仮想ディスクを割り当てた 5つのターゲットデバイスを追加
します。ファーム管理者は、構成するセキュリティ権限を持つサイトのデバイスコレクションを作成および管理しま
す。

コンソールツリーで［デバイスコレクション］フォルダーを展開すると、デバイスコレクションのメンバーを表示で
きます。デバイスコレクションのプロパティを表示または編集するには、コンソールで既存のデバイスコレクション

© 1999–2021 Citrix Systems, Inc. All rights reserved. 47



Citrix Provisioning 2106

を右クリックして、［プロパティ］を選択します。［デバイスコレクションプロパティ］ダイアログボックスが開きま
す。これを使って、そのコレクションを表示または変更します。

コレクション内のすべてのターゲットデバイスの再起動など、デバイスコレクションのメンバーに対して操作を実行
できます。

Citrix Provisioningコンソール

October 12, 2021

Citrix Provisioningコンソールを使用して、ファーム内のコンポーネントを管理します。コンソールは、ファーム
に接続できるどのコンピューターにもインストールできます。コンソールを使用して Citrix Provisioningを構成す
る方法について詳しくは、「コンソール」ページを参照してください。

ヒント

ファームに接続するには「ファームのタスク」を参照してください。

コンソールウィンドウについて

コンソールウィンドウでは、vDisk、ターゲットデバイス、および Citrix Provisioningサーバーについて、セット
アップ、変更、追跡、削除、関係の定義に必要なタスクを実行できます。
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コンソールツリーの使用方法

ツリーはコンソールウィンドウの左ペインに配置されています。ネットワーク環境とネットワーク内の管理対象オブ
ジェクトが階層的に表示されます。［詳細］ビューに表示される項目は、ツリーで選択したオブジェクトとユーザーの
役割によって異なります。

ツリーで管理対象オブジェクトのノードを展開するには「+」をクリックし、ノードを折りたたむには「‑」をクリッ
クします。

基本的なツリー階層

ファーム管理者はファーム内でサイト、ビュー、およびストアを作成できます。ファームレベルのツリーは次のよう
に組織されています：

• ファーム
– サイト
– ビュー
– ストア

概して、サイト管理者は権限を持つサイト内のこれらのオブジェクトを管理します。サイトには、Provisioningサ
ーバー、仮想ディスクプール、デバイスコレクション、およびビューが含まれます。サイトレベルのツリーは次のよ
うに組織されています：

• サイト
– サーバー
– デバイスコレクション
– 仮想ディスクプール
– 仮想ディスク更新の管理
– ビュー

詳細ビューの使用方法

コンソールウィンドウの右側のペインには詳細ビューが表示されます。このビューには、ツリーで選択したオブジェ
クトについて表形式で情報が表示されます。ビューに表示されるオブジェクトは、Provisioningサーバー、ターゲ
ットデバイス、および vDiskです。詳しい情報を得るには、オブジェクトを右クリックして［プロパティ］を選択し
ます。

詳細ビューに表示される表は、昇順および降順に並べ替えることができます。

コンソールに表示されるオブジェクトと実行できるタスクは、割り当てられる役割によって左右されます。
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Citrix Provisioningソフトウェアのインストール

October 4, 2021

Citrix Provisioningコンポーネントをインストールする前に、ここで説明するインストールウィザードについて把
握しておきます。その後、このセクションのインストールと構成処理を実行します。

重要：

Citrix Provisioningコンポーネントをインストールする前に、すべてのWindows更新プログラムが最新
であることを確認してください。場合によっては、多数の更新プログラムをインストールする必要がありま
す。CitrixではすべてのWindows更新プログラムをインストールしてから再起動することをお勧めします。
Windows 10 1709では、Provisioningコンポーネントをインストールする前に、オペレーティングシステ
ム更新プログラムKB4093105、またはそれ以降を適用する必要があります。

ヒント：

Linuxストリーミング機能を使用している場合、このリリースでは新しいインストールパッケージは提供され
ません。Provisioning Services 7.15 Linux DEB/RPMパッケージを使用してください。たとえば、Citrix
Provisioning 7.16 ISOイメージをダウンロードした後、CentOS/Red Hatのターゲットソフトウェアは
pvs_RED_HAT_7.15_18089_x86_64.rpmになります。

Citrixライセンスサーバー

CTX_Licensing.msiを使用して、実装内の Provisioningサーバーと通信できるサーバーに Citrixライセンスソフ
トウェアをインストールします。

Citrix Provisioningインストールウィザード

PVS_Server.exeまたは PVS_Server_x64.exeを実行して、ファームに以下の Citrix Provisioningコンポーネン
トをインストールします：

• Citrix Provisioning Stream Service
• ネットワーク起動サービス（オプション）
• 構成ウィザード（インストールウィザードの後に実行し、インストール済みのコンポーネントを構成して
Citrix Provisioningデータベースを作成します）

• プログラミングユーティリティ
• 起動デバイスマネージャー

注：

UNCパスからのインストールはサポートされません。

© 1999–2021 Citrix Systems, Inc. All rights reserved. 50

https://support.microsoft.com/en-us/help/4093105/windows-10-update-kb4093105


Citrix Provisioning 2106

Citrix Provisioningコンソールウィザード

PVS_Console.exeまたは PVS_Console_x64.exeを実行して Citrix Provisioningコンソールをインストールし
ます。コンソールには起動デバイスマネージャーも含まれます。コンソールは、Citrix Provisioningデータベース
と通信できる任意のコンピューターにインストールできます。

マスターターゲットデバイスインストールウィザード

Windows用：PVS_Device.exeまたは PVS_Device_x64.exe

マスターターゲットデバイスにターゲットデバイスソフトウェアをインストールします。マスターターゲットデバ
イスを使用して「ゴールデンイメージ」を作成します。ゴールデンイメージはイメージ作成ウィザードを使用して
vDiskファイルに保存します。

アップグレードウィザード

アップグレードウィザードのインストール先フォルダーおよび実行フォルダーの名前にサロゲートペア文字を使用す
ることはできません。サロゲートペア文字とは、Unicodeコードポイント 0x10000以降の文字です。アップグレー
ドウィザードによりアップグレード処理が自動化されます。また、このウィザードには次のユーティリティが組み込
まれています。

• UpgradeAgent.exe：ターゲットデバイスで実行し、以前にインストールした製品ソフトウェアをアップグ
レードします。

• UpgradeManager.exe：Provisioningサーバーで実行し、ターゲットデバイスでのアップグレード処理を
制御します。

アンインストール

システムからソフトウェアを削除するには、Provisioningサーバーとターゲットデバイスの両方のコンポーネント
をアンインストールする必要があります。

Citrix Provisioningのアンインストール

1. Provisioningサーバーでコントロールパネルを開きます。Windowsの［スタート］メニューの［設定］で
［コントロールパネル］を開きます。

2.［プログラムと機能］を開きます。
3. Citrix Provisioningを選択して［アンインストール］をクリックします。

Windowsターゲットデバイスソフトウェアのアンインストール

1. 元のハードドライブから起動するようにシステム BIOSを設定します。
2. ターゲットデバイスをハードドライブから直接再起動します。
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3. ターゲットデバイスでコントロールパネルを開きます。
4.［プログラムと機能］を開きます。
5. Citrix Provisioningを選択して［アンインストール］をクリックします。

Citrix Provisioningコンソールのアンインストール

1. コンソールがインストールされているコンピューターでコントロールパネルを開きます。
2.［プログラムと機能］をダブルクリックします。
3. Citrix Provisioningを選択して［アンインストール］をクリックします。

Windows 10 Creatorを使用するコンポーネントのアンインストール

Citrix Provisioningは、Windows 10 Creatorの［アプリと機能］画面を使用してアンインストールすることはで
きません。この問題は、すべてのMSIインストーラーで発生します。

ターゲットまたはコンソールプロビジョニングソフトウェアをアンインストールするには：

1. Windowsの［スタート］メニューで、削除する Citrix Provisioningコンポーネントにアクセスします。右
クリックしてコンテキストメニューを表示します。

2. コンテキストメニューで、［アンインストール］をクリックします。［プログラムと機能］画面が表示されます。
3.［プログラムと機能］画面で、削除するコンポーネントを選択します。

インストール前の作業

October 12, 2021

Citrix Provisioningをインストールして構成する前に、以下のタスクを完了します。

重要：

Citrix Provisioningコンポーネントをインストールする前に、すべてのWindows更新プログラムが最新で
あることを確認してください。CitrixではすべてのWindows更新プログラムをインストールしてから再起動
することをお勧めします。

Microsoft SQLデータベースの選択と構成

各 PVSファームには単一のデータベースがあります。次のいずれかでデータベースを提供できます：

• 既存の SQL Serverまたは SQL Server Expressインスタンス
• SQL Serverまたは SQL Server Expressを実行している新しいサーバー

ファーム内のすべての PVSサーバーがデータベースサーバーと通信できる必要があります。
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実稼働環境では、負荷分散のパフォーマンス低下を回避するため、データベースと Citrix Provisioningサーバーソ
フトウェアを異なるサーバーにインストールすることをお勧めします。

PVS 構成ウィザードでデータベースを作成できます。または、データベースを作成する権限がない場合は、
DbScript.exeユーティリティを使用して、データベース管理者が PVSデータベースを作成するために実行する
SQLスクリプトを作成できます。このユーティリティはプロビジョニングソフトウェアとともにインストールされま
す。

DbScript.exeユーティリティを実行してデータベースを作成または更新

データベースを作成する権限がない場合は、DbScript.exe を使用して、データベース管理者が PVS データベ
ースを作成または更新するために実行する SQLスクリプトを生成できます。C:\Program Files\Citrix\
Provisioning ServicesのWindowsコマンドプロンプトからスクリプトを実行します。

データベースを作成するためのスクリプトを生成するには、次の構文を使用します：

DbScript.exe -new <databaseName> <farmName> <siteName> <collectionName> <
farmAdminGroup> <adGroupsEnabled> <scriptName> <is2012orHigher>

データベースを更新するためのスクリプトを生成するには、次のように入力します：

DbScript.exe -upgrade <databaseName> <scriptName>

コマンドは次の引数を使用します：

• <databaseName>—作成または更新するデータベースの名前。

• <farmName>—新しいデータベースのファーム名。

• <siteName>—新しいデータベースのサイト名。

• <collectionName>—新しいデータベースのコレクション名

• <farmAdminGroup>—完全なパスで指定されたファーム管理者グループ。

注：
構成ウィザードを実行する場合、PVSサーバーをデータベースに追加するには、このグループ（Active
Directoryグループ）のメンバーである必要があります。

• <adGroupsEnabled> —ブール値として指定された AD グループを有効または無効にします。ここ
でtrueは ADグループを有効にし、falseは ADグループを無効にします。

• <scriptName>—生成するスクリプトの名前。完全なパスで指定されます。

• <is2012orHigher>—新しいデータベースの対象リリース。ブール値で指定されます。trueは 2012以
降、falseは 2008です。
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DbScript.exeの例

この例では、db1-2という名前の空の Citrix Provisioningデータベースを作成するスクリプトを生成します。スク
リプトは newDb.sqlという名前で、C:にあります。

C:\Program Files\Citrix\Provisioning Services> DbScript.exe -new db1-2
Farm1 Site1 Collection1 "test.local/Users/Domain Users"true c:\newDb.sql
true

この例では、Citrix Provisioning データベースtest1をアップグレードするスクリプトを生成します。スク
リプトは upgrade.sql という名前で、パスが指定されていないため、スクリプトが実行されたディレクトリ
（C:\Program Files\Citrix\Provisioning Services）にあります。

C:\Program Files\Citrix\Provisioning Services>DbScript.exe -upgrade test1
upgrade.sql

データベースのサイズ評価

詳しくは、データベースのサイズ評価に関する記事を参照してください。

データベースの作成時には、初期サイズとして 20MB、拡張サイズとして 10MBが設定されます。データベースログ
の初期サイズは 10MBで拡張サイズは 10%です。

基本データに必要な容量は 112KBで、このサイズは変更されません。基本イメージには以下の項目が含まれます：

• DatabaseVersionレコード。約 32KBが必要です。
• Farmレコード。約 8KBが必要です。
• DiskCreateレコード。約 16KBが必要です。
• Notifications。約 40KBが必要です。
• ServerMappedレコード。約 16KBが必要です。

オブジェクトに基づいて必要な容量は次のようになります。

• アクセスとグループ
– システムにアクセス権を持つ各ユーザーグループに約 50KBが必要です。
– 各 Siteレコードに約 4KBが必要です。
– 各コレクションに約 10KBが必要です。

• FarmView
– 各 FarmViewに約 4KBが必要です。
– 各 FarmView/Deviceリレーションシップに約 5KBが必要です。

• SiteView
– 各 SiteViewに約 4KBが必要です。
– 各 SiteView/Deviceリレーションシップに約 5KBが必要です。

• ターゲットデバイス
– 各ターゲットデバイスに約 2KBが必要です。
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– 各DeviceBootstrapに約 10KBが必要です。
– 各Device:Diskのリレーションシップに約 35KBが必要です。
– 各Device:Printerのリレーションシップに約 1KBが必要です。
– 各DevicePersonalityに約 1KBが必要です。
– デバイスの起動時の各DeviceStatusに約 1KBが必要です。
– 各DeviceCustomPropertyに約 2KBが必要です。

• ディスク
– 各一意のディスクに約 1KBが必要です。
– 各DiskVersionに約 3KBが必要です。
– 各DiskLocatorに約 10KBが必要です。
– 各DiskLocatorCustomPropertyに約 2KBが必要です。

• Provisioningサーバー
– 各サーバーに約 5KBが必要です。
– 各ServerIPに約 2KBが必要です。
– サーバーの起動時の各ServerStatusに約 1KBが必要です。
– 各ServerCustomPropertyに約 2KBが必要です。

• ストア
– 各 Storeに約 8KBが必要です。
– 各 Store:Serverリレーションシップに約 4KBが必要です。

• ディスク更新
– 各VirtualHostingPoolに約 4KBが必要です。
– 各UpdateTaskに約 10KBが必要です。
– 各DiskUpdateDeviceに約 2KBが必要です。
– 各DiskUpdateDevice:Diskリレーションシップに約 35KBが必要です。
– 各Disk:UpdateTaskのリレーションシップに約 1KBが必要です。

変更が発生するにつれて大きくなるレコードは以下のとおりです。

• 各タスク処理（例：仮想ディスクバージョンのマージ）に約 2KBが必要です。
• 監査機能が有効な場合、Citrix Provisioningコンソール、MCLI、または PowerShellインターフェイスで
管理者が加える変更ごとに、約 1KBが必要です。

データベースのミラーリング

Citrix ProvisioningでMicrosoft SQL Serverのデータベースミラーリングをサポートするには、データベースを
監視付きの高い安全性モード（同期）で構成する必要があります。

データベースミラーリング機能を使用する場合は、サーバーに SQL Native Clientが必要です。SQL Native Client
が存在しない場合は、SQLのインストール時に SQLネイティブクライアント x64または x86のインストールオプ
ションが表示されます。

必ずSQLネイティブクライアントをTLS1.2をサポートするバージョンに更新してください。詳しくは、KB3135244
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‑ TLS 1.2 support for Microsoft SQL Serverの「Client component downloads」を参照してください。

データベースのミラーリングの構成および使用方法について詳しくは、「データベースのミラーリング」を参照してく
ださい。

データベースのクラスター化

データベースのクラスター化を実装するには、Microsoft社の手順に従い、さらに Citrix Provisioning構成ウィザ
ードを実行します。クラスター化したサーバーはウィザードにより単一の SQL Serverとして認識されるため、これ
以上の手順は不要です。

認証の構成

Citrix Provisioningでは、データベースへのアクセスにWindows認証が使用されます。構成ウィザードの実行時
を除き、Microsoft SQL Server認証はサポートされません。

構成ウィザードのユーザーアクセス許可

構成ウィザードを実行するユーザーには、Microsoft SQL Serverの次のアクセス許可が必要です。

• dbcreator：データベースの作成に必要です。
• securityadmin：Stream Serviceと SOAP Serverの SQLログインの作成に必要です。

テスト環境でMicrosoft SQL Expressを使用する場合は、構成ウィザードを実行するユーザーにsysadmin特権
（データベースの最高レベル）を与えることを選択できます。

データベース管理者が DbScript.exeユーティリティを実行して空のデータベースを作成した場合は、構成ウィザ
ードを実行するユーザーはそのデータベースの所有者であり、VIEW ANY DEFINITION権限を持っている必要があ
ります。この権限は、データベース管理者が空のデータベースを作成するときに設定します。

サービスアカウントの権限

Stream Serviceと SOAP Serverのユーザーコンテキストには次のデータベースアクセス許可が必要です。

• db\\_datareader
• db\\_datawriter
• ストアドプロシージャの実行権限

構成ウィザードでは、Stream Serviceと SOAP Serverのユーザーアカウントに Datareaderおよび Datawriter
のデータベース役割が自動的に構成されます。ユーザーが security adminアクセス許可を持っている場合は、構成
ウィザードによりこれらのアクセス許可が割り当てられます。さらに、サービスユーザーには次のシステム特権が必
要です。

• サービスとして実行する
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• レジストリの読み取りアクセス
• Program Files\Citrix\Citrix Provisioningへのアクセス
• すべての仮想ディスクの場所への読み取りおよび書き込みアクセス

Stream Processおよび SOAP Serverを実行するアカウントを、以下のアカウントから選択します。

• Network Serviceアカウント

最小限の特権を持つローカルアカウントで、ドメインコンピューターアカウントとしてネットワーク上で認証
を受けるアカウントです。

• 指定ユーザーアカウント（Windows共有を使用する場合に必要）で、ワークグループまたはドメインのユー
ザーアカウントにできます。

Citrix Provisioningでキーマネージメントサーバーライセンスをサポートするには、SOAP Serverのユーザーア
カウントがローカルの Administratorsグループのメンバーである必要があります。

ヒント：

ワークグループ環境では認証はあまり使用されないため、最小限の特権を持つユーザーアカウントを各サーバ
ーに作成し、各インスタンスで資格情報を同一にする必要があります。

このファームで使用する適切なセキュリティオプションを決定します。ファームごとに選択できるオプションは 1つ
のみであり、ここで選択したオプションは役割に基づく管理機能に反映されます。セキュリティのオプションには以
下があります：

• セキュリティ保護に Active Directoryグループを使用する（デフォルト）：Active Directoryが動作す
るWindowsドメインにインストールする場合はこのオプションをクリックします。このオプションでは、
Citrix Provisioningの管理役割の割り当てに Active Directoryを利用できます。

注：

Windows 2,000のドメインはサポートされません。

• セキュリティ保護にWindowsグループを使用する。単一のサーバーまたはワークグループにインストールす
る場合はこのオプションをクリックします。このオプションでは、Citrix Provisioningの管理役割の割り当
てに特定サーバー上のローカルユーザーまたはグループを利用できます。

コンソールユーザーは直接データベースにアクセスしません。

その他のプロビジョニング機能に必要な最小限の権限は、次のとおりです：

• Citrix Virtual Apps and Desktopsセットアップウィザード、ストリーム配信仮想マシンセットアップウィ
ザード、および ImageUpdateサービス

– vCenter、SCVMM、および Citrix Hypervisorの最小限の権限
– 既存の Citrix Virtual Apps and Desktops Controllerの現在のユーザーの権限
– Citrix Provisioningコンソールのユーザーアカウントが Citrix Virtual Apps and Desktops管理者
として構成されていて、Provisioning SiteAdminまたはそれより上位のグループに追加されている

– コンソールでアカウントを作成する Active Directory作成アカウント権限。既存のアカウントを使用
するには、選択する既知の組織単位に Active Directoryアカウントが存在している必要があります。
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– Citrix Virtual Apps and Desktopで Personal vDiskを使用している場合、SOAP Serverユーザー
アカウントには、Citrix Virtual Apps and Desktopsの完全な管理者権限が必要です。

• ADアカウント同期：作成、リセット、および削除のアクセス許可
• 仮想ディスク：ボリュームの保守タスクを実行する特権

SQL Serverでのリモート接続の有効化

このセクションを参考に、SQL Serverへのリモート接続を確立します。

1. SQLManagement Studioを使用して SQL Serverにログインします。

2. オブジェクトエクスプローラーウィンドウで、SQL Serverを右クリックし、［プロパティ］を選択します。

3. オブジェクトエクスプローラーウィンドウで、［接続］ノードを選択します。［リモートサーバー接続］で、［こ
のサーバーへのリモート接続を許可する］チェックボックスをオンまたはオフにします。
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リモートサーバー接続を更新した後、次の手順を実行します：

1.［スタート］メニューで、［スタート］>［Microsoft SQL Server_バージョン _］>［SQL Server_バージ
ョン _Configuration Manager］の順にクリックします。［SQL Server Configuration Manager］ウ
ィンドウが表示されます。

2.［SQL Server ネットワーク構成］オプションを展開します。［（サーバー名）のプロトコル］を選択しま
す。［TCP/IP］を選択して右クリックします。コンテキストメニューで、［有効化］を選択します。［OK］をク
リックしてサービスを再起動します。

サービスを再起動した後、開始モードを変更します。［SQL Server ConfigurationManager］ウィンドウで、次
の手順を実行します：

1.［SQL Serverのサービス］を選択します。右側のウィンドウで、［SQL Server Browser］オプションを右
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クリックしてコンテキストメニューを表示します。
2.［プロパティ］を選択します。
3.［サービス］タブで、［開始モード］を［自動］に変更します。
4.［OK］をクリックします。

1.［SQL Server Browser］を選択して右クリックし、コンテキストメニューを表示します。［開始］をクリッ
クします。

2.［SQL Server（インスタンス名）］を選択して右クリックし、コンテキストメニューを表示します。［再起動］
をクリックします。

Windowsファイアウォールでの SQL Serverの例外の作成

このセクションを参考に、Windowsファイアウォールを使用する環境で SQL Serverの例外を作成します。

1. コントロールパネルを開き、［システムとセキュリティ］を選択します。

2.［Windows Defenderファイアウォール］を選択します。
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3.［Windows Defenderファイアウォールを介したアプリまたは機能を許可］をクリックします。Windows
ファイアウォールをオンにします。

4.［アプリにWindows Defenderファイアウォール経由の通信を許可する］ウィンドウで、［別のアプリの許
可…］をクリックします。
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5.［アプリの追加］画面で、［参照］をクリックします。

6. SQLサービスsqlserver.exeを選択し、［開く］をクリックします。sqlserver.exeへのデフォルト
のパスは次のとおりです：

• SQL2019–C:\Program Files\Microsoft SQL Server\MSSQL15.<SQL Instance
Name>\MSSQL\Binn

• SQL2017–C:\Program Files\Microsoft SQL Server\MSSQL14.<SQL Instance
Name>\MSSQL\Binn

7.［追加］をクリックします。
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1. 手順 4～7を繰り返して、次のアプリを許可します：C:\Program Files (x86)\Microsoft SQL
Server\90\Shared\sqlbrowser.exe.

2.［OK］をクリックします。

Kerberosセキュリティ

Active Directory環境で SOAP Serviceと通信するとき、Citrix Provisioningコンソール、イメージ作成ウィザ
ード、PowerShellスナップイン、およびMCLIでは、デフォルトで Kerberos認証が使用されます。Kerberosア
ーキテクチャの一部として、サービスはドメインコントローラー（Kerberosキー配布センター）に登録される、つ
まり SPN（Service Principal Name：サービスプリンシパル名）が作成されます。この登録処理により、SOAP
Serviceを実行するアカウントを Active Directoryで識別できるようになるため、この処理は不可欠です。登録処
理を実行しないと Kerberos認証に失敗し、Citrix Provisioningは NTLM認証にフォールバックします。

Citrix Provisioningの SOAP Serviceは、サービスを開始するたびに登録され、サービスを停止するたびに登録が
解除されます。ただし、SOAP Serverのユーザーアカウントに権限がない場合、登録に失敗します。デフォルトで
は、Network Serviceアカウントとドメイン管理者にはアクセス許可がありますが、通常のドメインユーザーアカ
ウントにはありません。

この権限の問題の発生を防ぐには、次のいずれかを実行します。

• アクセス許可を持つ別のアカウントを使用して SPNを作成します。

• サービスを実行するアカウントに権限を割り当てます。

|||
|アカウントの種類 |権限 |
|—|—|
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|コンピューターアカウント |サービスプリンシパル名への検証された書き込み |
|ユーザーアカウント |パブリックインフォメーションの書き込み |

ネットワークコンポーネント

October 4, 2021

ここでは、ストリーム配信の実装においてネットワークコンポーネントを管理するために必要なタスクについて説明
します。

ネットワークスイッチの準備

ネットワークスイッチはユーザー数の多いネットワークで使用されており、導入すると各ターゲットデバイスでより
多くの帯域幅を使用できます。ネットワーク内で Citrix Provisioningを使用するには、スイッチの構成に変更が必
要になる可能性があります。実装の計画時には、管理対象のスイッチに特別な注意を払ってください。

注：

Citrix Provisioningのネットワークでは、ターゲットデバイスが接続するすべてのネットワークスイッチのポ
ートをエッジポートとして指定する必要があります。

管理対象のスイッチには、通常ループ検出ソフトウェアが搭載されています。このソフトウェアによって、新しい接
続がネットワーク内にループを作成しないことが確実になるまでポートが無効になります。この機能は重要かつ便利
ですが、そのために生じる遅延によって、ターゲットデバイスの PXE起動が妨げられます。

この問題は、次のような現象として現れます。

• Windowsではなくターゲットデバイスのログオンに失敗する。
• ターゲットデバイスが起動処理中に停止しているように見える。
• ターゲットデバイスがシャットダウン処理中に停止しているように見える。

この問題を回避するため、ターゲットデバイスが接続するポートでループ検出機能を無効にする必要があります。タ
ーゲットデバイスが接続するすべてのポートをエッジポートとして指定します。すべてのポートを指定すると、古い
スイッチでファストリンク機能を有効にするのと同じ効果があります。

注：

ネットワーク速度を少なくとも 100MBとすることを強くお勧めします。10MBハブを使用する場合は、自動
ネゴシエーションをネットワークカードで無効にできるかどうか確認してください。自動ネゴシエーションを
無効にすると、潜在的な接続の問題を解決することができます。

スイッチの製造元

この機能は、スイッチの製造元によって異なる名前で呼ばれています。例：
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• Cisco：PortFast、スパニングツリープロトコル（STP）Fast Link、または switch port mode access
• Dell：STP Fast Link
• Foundry：Fast Port
• 3COM：Fast Start

汎用名前付け規則（UNC）の名前の使用

UNC（Universal Naming Convention：汎用名前付け規則）形式の名前によって、ネットワーク上のファイルや
そのほかのリソースの場所を定義します。UNCによって、共有リソースのそれぞれを固有のアドレスで特定すること
ができます。UNCはWindowsおよび多くのネットワークオペレーティングシステムでサポートされます。

Citrix Provisioningでは、UNC形式の名前を使用して、すべての Provisioningサーバー用のオペレーティングシ
ステムのストリーム配信データベースの場所を指定できます。UNC形式では、特定の仮想ディスクの場所も指定しま
す。

構文

UNC名は、\SERVERNAME\SHARENAMEという構文に従います。ここで、SERVERNAMEは Provisioningサー
バーの名前で、SHARENAMEは共有リソースの名前です。

ディレクトリやファイルの UNC名には共有名の下のディレクトリパスも含めることができ、次の構文で指定します。

\SERVERNAME\SHARENAME\DIRECTORY\FILENAME

たとえば、次のディレクトリにある構成データベースファイルを含むフォルダーを指定するとします。

C:\Program Files\Citrix\Provisioning Services

共有の Provisioningサーバー（server1）で、次のように入力します：

\server1\Citrix Provisioning

注：

UNC名を指定する上で、リソースがネットワーク共有である必要はありません。UNCはローカルコンピュー
ターでのみ使用するローカルストレージを指定するためにも使用できます。

リモートのネットワーク共有へのアクセス

UNC形式の名前を使用してリモートのネットワーク共有にアクセスするには、Stream Serviceの実行アカウント
がリモートシステムにも存在する必要があります。

UNC名を使用してリモートのネットワーク共有にアクセスするには

1. Provisioningサーバーで Stream Serviceを実行するアカウントを作成します。このアカウントにはパスワ
ードを割り当てる必要があります。そうしないと、Stream Serviceによるログオンに失敗します。Stream
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Serviceでほかのサービスとユーザーアカウントを共有することも、サービスごとにアカウントをセットアッ
プすることもできます。

2. 仮想ディスクと構成データベースのフォルダーを共有します。エクスプローラーを開いてフォルダーを右クリ
ックし、［プロパティ］を選択します。［共有］タブをクリックして［このフォルダーを共有する］をクリック
します。共有名を入力または選択します。

3. 仮想ディスクとデータベースのフォルダー内のすべてのファイルに対して、必ずフルコントロールのアクセス
許可を設定します。［共有］タブの［アクセス許可］をクリックするか［セキュリティ］タブをクリックして、
適切なアクセス許可を設定します。

4. Stream Service向け：
•［コントロールパネル］、［コンピュータの管理］、［コンポーネントサービス］の順に選択し、［Stream
Service］を右クリックして［プロパティ］を選択します。

•［ログオン］タブをクリックします。［ログオン］の［アカウント］をクリックし、手順 1.で構成したユ
ーザーとパスワードでログオンするように設定します。

5. すべての Stream Serviceを再起動します。構成ウィザードを使用すればこの手順が自動的に実行されます。
Stream Serviceはコンソールまたは管理ツールの［サービス］からも開始できます。

注：

Stream Serviceの構成時は、マップされるドライブ文字で仮想ディスクやデータベースのディレクトリを指
定しないでください。Stream Serviceでは、ディレクトリにマップされるドライブ文字を使用してフォルダ
ーにアクセスできません。起動時にサービスが開始されるとき、マップされるドライブは存在しないためです。

ネットワーク使用率の削減

Windowsには、サイズが大きく高速なハードディスクの使用を前提とする機能が搭載されています。これらの機能
の多くが、ディスクがネットワーク上にあるディスクレスシステムでも役に立ちますが、使用するとキャッシュの有
効性が低下し、ネットワークの使用率が増加します。ネットワーク使用率に影響を受けやすい環境では、これらの機
能を無効にしたりプロパティを調整したりして、機能の効果を軽減することを検討してください。

特に、オフラインフォルダーはディスクレスシステムの役に立たず、ディスクレスシステム上のWindowsのパフォ
ーマンスに弊害をもたらす可能性があります。オフラインファイルではネットワークファイルがキャッシュされるた
め、この機能はすべてのファイルがネットワーク上にあるシステムには適用できません。

これらの機能は、「標準的な vDiskでのWindows機能の構成」の手順に従って、すべてターゲットデバイス上で構
成できます。次の機能はWindowsグループポリシーで構成できます。

• オフラインファイル
• イベントログ

標準的な仮想ディスクでのWindows機能の構成

1. 構成する標準イメージの仮想ディスクを準備します。
• この標準イメージの仮想ディスクを使用するすべてのターゲットデバイスをシャットダウンします。
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• Citrix Provisioningコンソールでディスクアクセスモードを［プライベートイメージ］に変更します。
• ターゲットデバイスを 1つ起動します。

2. 機能を構成します。
3. 使用する標準イメージの仮想ディスクを準備します。

• この仮想ディスクの構成に使用したターゲットデバイスをシャットダウンします。
• コンソールで［アクセスモード］を［標準イメージ］に変更します。
• ターゲットデバイスを起動します。

ごみ箱の構成

ゴミ箱を無効にすると、ファイルが直ちに削除されます。したがって、ファイルシステムで各ディスクセクターとキ
ャッシュエントリがより早く再利用されます。

ごみ箱を構成するには

1. ターゲットデバイスのデスクトップまたはエクスプローラーでごみ箱を右クリックします。
2.［プロパティ］を選択します。
3.［グローバル］を選択します。
4. 次の設定を選択します。

• 全ドライブで同じ設定を使う
• ごみ箱にファイルを表示しないで、削除と同時にファイルを消す

オフラインフォルダーの構成

Windowsでネットワークファイルをローカルディスクにキャッシュすることを防ぐため、オフラインファイルを無
効にすることをお勧めします。ディスクレスシステムでこの機能を使用する利点はありません。この機能は、ターゲ
ットデバイスから、またはWindowsグループポリシーを使って構成します。

ターゲットデバイスで構成するには

1. エクスプローラーを開きます。
2.［ツール］>［フォルダーオプション］の順に選択します。
3.［オフラインフォルダー］タブをクリックします。
4.［オフラインファイルを使えるようにする］チェックボックスをオフにします。

Windowsグループポリシーで構成するには：

ドメインコントローラーのMicrosoft管理コンソールでグループポリシースナップインを開き、管理テンプレート、
ネットワーク、またはオフラインファイルのドメインポリシーを構成します。ポリシー設定オブジェクトは以下が含
まれます：

• ポリシー設定オブジェクト：［オフラインファイル］のユーザー構成を禁止する（有効）
• ポリシー設定オブジェクト：ログオフする前にすべてのオフラインファイルを同期する（無効）
• ポリシー設定オブジェクト：オフラインファイルフォルダーを使用できないようにする（有効）
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イベントログの構成

アプリケーション、セキュリティ、およびシステムのログの最大サイズを減らします。この機能は、ターゲットデバ
イスまたはWindowsグループポリシーで構成します。

ターゲットデバイスでイベントログを構成するには

1.［スタート］をクリックし、［設定］、［コントロールパネル］の順に選択します。
2.［管理ツール］の［イベントビューアー］を開きます。
3. 各ログのプロパティを開きます。
4.［最大ログサイズ］ボックスに比較的小さい値を設定します。512キロバイトにすることを検討してください。

Windowsグループポリシーで構成するには：

ドメインコントローラーのMicrosoft管理コンソールでグループポリシースナップインを開き、次のオブジェクトの
ドメインポリシーを構成します。

• ポリシー設定：ポリシーのアプリケーションログの最大サイズ比較的小さい値を設定します。512キロバイト
にすることを検討してください。

• ポリシー設定：ポリシーのアプリケーションログの最大サイズ比較的小さい値を設定します。512キロバイト
にすることを検討してください。

• ポリシー設定：ポリシーのアプリケーションログの最大サイズ比較的小さい値を設定します。512キロバイト
にすることを検討してください。

Windowsの自動更新の無効化

ターゲットデバイスでWindowsの自動更新サービスを実行している場合、定期的にMicrosoft社のWebサイトが
確認され、セキュリティの修正プログラムとシステムの更新プログラムが検索されます。アンインストールされたア
ップデートは自動的にダウンロードされインストールされます。通常は、自動更新はシステムを最新の状態に保つ便
利な機能です。ただし、標準イメージモードを使用する Citrix Provisioningの実装では、この機能によりパフォー
マンスが低下したり、より深刻な問題さえ生じたりする可能性があります。パフォーマンス低下の原因は、Windows
の自動更新サービスによりダウンロードされるプログラムにより、書き込みキャッシュがいっぱいになってしまうこ
とです。ターゲットデバイスの RAMをキャッシュとして使用する場合は、書き込みキャッシュがいっぱいになると
ターゲットデバイスが応答しなくなる可能性があります。

ターゲットデバイスを再起動すると、ターゲットデバイスと Citrix Provisioningの両方の書き込みキャッシュがク
リアされます。自動更新後に再起動すると自動更新による変更が失われるため、自動更新を実行する意味がありませ
ん

ヒント：

Windowsの更新プログラムを永久に適用するには、プライベートイメージモードの仮想ディスクに適用しま
す。

仮想ディスクの作成に使用するターゲットデバイスでは、書き込みキャッシュがいっぱいになることを防ぐため
Windowsの自動更新サービスを無効にしてください。
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Windowsの自動更新機能を無効にするには

1.［スタート］をクリックし、［設定］、［コントロールパネル］、［管理ツール］の順に選択します。
2.［システム］を開きます。
3. Automatic Updatesタブをクリックします。
4. Automatic Updatesをオフにします。
5.［Apply］をクリックします。
6.［OK］をクリックします。
7.［サービス］を選択します。
8. Automatic Updatesサービスをダブルクリックします。
9.［スタートアップの種類］メニューで［無効］を選択します。

10. 自動更新サービスが実行中の場合は、［停止］をクリックしてサービスを停止します。
11.［OK］をクリックして変更を保存します。

Windowsの更新プログラムを永久に適用するには

1. 仮想ディスクを共有するすべてのターゲットデバイスをシャットダウンします。
2. 仮想ディスクのモードを［プライベートイメージ］に変更します。
3. その仮想ディスクからターゲットデバイスを 1つ起動します。
4. Windowsの更新プログラムを適用します。
5. ターゲットデバイスをシャットダウンします。
6. 仮想ディスクのモードを［標準イメージ］に変更します。
7. 仮想ディスクを共有するすべてのターゲットデバイスを起動します。

移動ユーザープロファイルの管理

移動ユーザープロファイルはネットワーク共有上にあるユーザープロファイルで、ユーザーの個人設定とドキュメン
トを含むファイルとフォルダーから構成されています。ユーザーがドメイン内のターゲットデバイスシステムにログ
オンすると、Windowsによってそれぞれのプロファイルがネットワーク共有からターゲットデバイスのディスクに
コピーされます。ログオフすると、Windowsによってターゲットデバイスのハードディスクとネットワーク上のユ
ーザープロファイルが同期されます。

ディスクレスターゲットデバイスの場合は、実際には共有ストレージ上の仮想ディスクがディスクとして使用されま
す。そのため、プロファイルは仮想ディスクを格納する共有ストレージに戻されます。永続的なユーザーデータは常
に共有ストレージに格納されるため、Windowsでプロファイルをダウンロードする必要はありません。これにより、
時間、ネットワーク帯域幅、ファイルのキャッシュが節約されます。プロファイルに含まれるファイルの一部はサイ
ズが大きくなる可能性があるので、大きな節約になります。

ディスクレスシステムで移動ユーザープロファイルを使用するには、関連するポリシーを構成しフォルダーのリダイ
レクトを使用する必要があります。

移動ユーザープロファイルとは無関係ですが、オフラインファイルの機能はディスクレスシステムに同様の影響を与
えます。この機能を無効にすれば同じ影響を避けられます。
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ドメインコントローラーのMicrosoft管理コンソールでグループポリシースナップインを開き、次のオブジェクトの
ドメインポリシーを構成します。

移動ユーザープロファイルの構成

ディスクレスシステムのために移動ユーザープロファイルを構成すると、プロファイル内の潜在的にサイズの大きな
ファイルをダウンロードせずにローミングを行うことができます。

ドメインコントローラーのMicrosoft管理コンソールでグループポリシースナップインを開き、次のオブジェクトの
ドメインポリシーを構成します。

仮想ディスク上に移動ユーザープロファイルが累積することを防ぐには：

オブジェクト
コンピューターの構成\管理用テンプレート\システ
ム\ログオン

ポリシー 一時記憶された移動プロファイルのコピーを削除する

設定 Enabled

潜在的にサイズの大きなファイルを含むディレクトリをダウンロードから除外するには

オブジェクト
ユーザーの構成\管理用テンプレート\システム\ログオ
ン、ログオフ

ポリシー 特定のディレクトリを移動プロファイルから除外する

設定 Enabled

プロパティ Application Data、［デスクトップ］、［マイドキュメ
ント］、および［スタートメニュー］ディレクトリを移
動プロファイルから除外します。

移動ユーザープロファイルと併用するフォルダーのリダイレクトの構成

移動ユーザープロファイルおよびディスクレスシステムと共にフォルダーのリダイレクトを使用すると、ユーザード
キュメントの可用性を保持することができます。

ドメインコントローラーのMicrosoft管理コンソールでグループポリシースナップインを開き、次のオブジェクトの
ドメインポリシーを構成します。

フォルダーのリダイレクトを構成するには

1. リダイレクトするユーザーフォルダーを格納するネットワーク共有（\ServerName\ShareName）を作成
します。
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2. ネットワーク共有に対するフルコントロールのアクセス許可をすべてのユーザーに与えます。
3. フォルダーのリダイレクトを有効にします。

オブジェクト 構成\管理用テンプレート\システム\グループポリシー

ポリシー フォルダーリダイレクトポリシーの処理

設定 Enabled

Application Dataフォルダーをリダイレクトします。

オブジェクト
ユーザーの構成\Windowsの設定\フォルダーリダイ
レクト\Application Data

プロパティ 基本または詳細設定。対象のフォルダーの場所：
\ServerName\ShareName%username%\Application
Data

［デスクトップ］フォルダーをリダイレクトします。

オブジェクト
ユーザーの構成\Windowsの設定\フォルダーリダイ
レクト\デスクトップ

プロパティ 基本または詳細設定。対象のフォルダーの場所：
\ServerName\ShareName%username%\Desktop

［マイドキュメント］フォルダーをリダイレクトします。

オブジェクト
ユーザーの構成\Windowsの設定\フォルダーリダイ
レクト\デスクトップ

プロパティ 基本または詳細設定。対象のフォルダーの場所：
\ServerName\ShareName%username%\My
Documents

［スタートメニュー］フォルダーをリダイレクトします。
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オブジェクト
ユーザーの構成\Windowsの設定\フォルダーリダイ
レクト\デスクトップ

プロパティ 基本または詳細設定。対象のフォルダーの場所：
\ServerName\ShareName%username%\Start
Menu

オフラインファイルの無効化

オフラインファイルを無効にすると、ネットワーク共有と共に使用するディスクレスシステム上のファイルが不要に
キャッシュされることがなくなります。

ドメインコントローラーのMicrosoft管理コンソールでグループポリシースナップインを開き、次のオブジェクトの
ドメインポリシーを構成します。

オフラインファイルを無効にするには

オブジェクト
ユーザーの構成\Windowsの設定\フォルダーリダイ
レクト\デスクトップ

ポリシー設定 ［オフラインファイル］のユーザー構成を禁止する（有
効）。

ポリシー設定 ログオフする前にすべてのオフラインファイルの同期
をとる（無効）。

ポリシー設定 オフラインファイルフォルダーの使用を禁止する（有
効）。

ルーター経由の起動

ターゲットデバイスを、ネットワークルーター経由で起動できます。これにより、ターゲットデバイスと別のサブネ
ットに Provisioningサーバーを配置できます。環境により条件が異なるため、ネットワーク構成に応じて調整が必
要になります。

次の図に示す構成では、ルーターとして動作するWindows 2000 Serverを使用して、Provisioningサーバーとタ
ーゲットデバイスを分離しています。
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DHCPの構成

この構成では、ターゲットデバイスのローカルサブネット（197.100.x.x）上で DHCPサーバーがアクティブで
ある必要があります。上の構成例では 2つのサブネットの間のルーターとして動作するマシンで DHCPサービスを
実行しています。DHCPサービスをルーター自体で実行する必要はありません。この DHCPサーバーからターゲッ
トデバイスに、IPアドレスおよび PXE起動情報が提供されます。

ローカルサブネット（197.100.x.x）上で起動するすべてのターゲットデバイスに有効な IPアドレスを提供する
ように、DHCPサービスを構成します。

PXE起動情報をターゲットデバイスに提供するには、DHCPサーバーで次のオプションを構成します：

1. オプション 60（クラス ID）を無効にします。
2. オプション 66（ブートサーバーホスト名）を有効にします。TFTPサーバーの IPアドレスを入力します。こ
の構成では 10.64.0.10です。

3. オプション 67（ブートファイル名）を有効にします。ブートファイルの名前を入力します。標準構成の場合、
ファイル名は ARDBP32.binです。

PXEのための Provisioning Servicesの構成

コンソールを使用してブートストラップ設定を構成し、［ゲートウェイ］ボックスおよび［サブネットマスク］ボック
スに入力します。これらのボックスには、ターゲットデバイスで使用されるゲートウェイおよびサブネットマスクを
指定します。この場合、ゲートウェイは 197.100.x.xで、サブネットマスクは 255.255.255.0です。

Provisioningサーバーで TFTP Serviceが実行していることを確認します。

上の構成ではルーターの DHCPサービスでオプション 66および 67が設定されているので、Provisioningサーバ
ー上の PXE Serviceで提供する情報と同じ情報がターゲットデバイスに提供されます。そのため、Provisioningサ
ーバー上の PXEサービスは不要です。Provisioningサーバーが属するサブネット内に、PXEで提供する情報が必要
なターゲットデバイスがない場合は、Provisioningサーバー上の PXEサービスを停止します。Provisioningサー
バー上で実行する DHCPサービスにも同じことが当てはまります。
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同じコンピューターでの PXEと DHCPの実行

同じ Provisioningサーバーで PXEと DHCPを実行する場合は、DHCPの構成にオプションタグを追加する必要が
あります。両方が同じサーバーで実行されている場合、このタグにより、DHCPサーバーが PXEブートサーバーでも
あることがターゲットデバイスに示されます。DHCPスコープにオプションタグ 60が追加されていることを確認し
ます。Citrix Provisioningをインストールする前にMicrosoft DHCPサーバーをインストールし構成する場合は、
Citrix Provisioningのセットアップにより、このタグが自動的にスコープに追加されます。構成ウィザードを使用
して Provisioningを構成する場合、Tellurian DHCP Serverの構成ファイルがセットアップされます。

次に、オプション 60のタグを含む Tellurian DHCP Serverの構成ファイルの例を示します。

1 `max-lease-time 120;
2
3
4 default-lease-time 120;
5
6
7 option dhcp-class-identifier "PXEClient";
8
9

10 subnet 192.168.4.0 netmask 255.255.255.0 {
11
12
13
14 option routers 192.168.123.1;
15
16
17 range 192.168.4.100 192.168.4.120;
18
19
20 }
21 `

複数のネットワークインターフェイスカード（NIC）の管理

Citrix Provisioningでは、サーバーとターゲットデバイスの間で冗長なネットワークを運用できます。冗長なネッ
トワークは、サーバーとターゲットデバイスに複数のネットワークインターフェイスカード（NIC）を搭載する必要
があります。

ターゲットデバイス上の複数の NICを、製造元の NICチーミングドライバーを使用して 1つの仮想チームに構成し
たり、ProvisioningのNICフェールオーバー機能を使用して 1つのフェールオーバーグループにまとめたりします。

NICチーミングと NICフェールオーバーにより、システムの起動後に発生する NICの障害に対する耐性が提供され
ます。実際の NICチームまたは NICフェールオーバーグループが確立されるのは、オペレーティングシステムがロ
ードされた後です。確立後に NICに障害が起きた場合、次の処理が行われます。
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• NICチーミング機能によりシステムは引き続き機能します。仮想MACアドレスがプライマリ起動物理MAC
アドレスと同じであるためです。

• NICフェールオーバー機能によりシステムは引き続き機能します。このシステムのために構成済みのほかの
NICに自動的にフェールオーバーされるためです。

複数の NICが構成されたテンプレートを使用する場合、最初の NICの構成が Citrix Provisioningにより上書きさ
れます。ほかのNICの構成は変更されません。複数のネットワークリソースがあるホストでは、Citrix Virtual Apps
and Desktopsインストールウィザードに使用可能なネットワークリソースが表示されます。最初の NICに関連付
けるネットワークリソースを選択できます。

ヒント：

コンピューターの電源を投入すると、BIOSにより使用できる起動デバイスおよび起動順序の一覧が確認され
ます。起動デバイスには PXE起動が有効な NICを複数含めることができます。Citrix Provisioningでは一
覧内の最初の NICをプライマリ起動 NICとして使用し、NICの MACアドレスは、データベース内のターゲ
ットデバイスのレコードの検索キーとして使用されます。プライマリ起動 NICが起動時に使用できない場合、
Citrix Provisioningでデータベース内のターゲットデバイスのレコードの検索に失敗します。プライマリでな
い NICでのみ PXE起動の段階が処理されるということを考慮してください。回避策は、各システムの NICご
とに個別のターゲットデバイスエントリを追加してから、すべてのエントリの同期を維持することです。シス
テムのスタートアップを成功させることが、すでに実行中のシステムの継続的な運用に不可欠と考えるのでな
ければ、Citrixではこのプロセスをお勧めしません。

NICチーミング

NICチーミングを構成するときは、以下の点に注意してください。

• Citrix Provisioningは、Broadcom、HPの「Moonshot」ブランド、Mellanoxの NICおよび Intelの
NICチーミングドライバーをサポートします。Broadcom NICチーミングドライバー Version 9.52および
10.24bは、Citrix Provisioningのターゲットデバイスドライバーと互換性がありません。

• NICチーミングを構成した後で作成した仮想ディスクは、標準イメージモードでもプライベートイメージモー
ドでも実行できます。

• ネイティブの Windows のチーミングは、ターゲットデバイスではサポートされていませんが、Citrix
Provisioningサーバーではサポートされています。

• マルチポートネットワークインターフェイスのチーミングはサポートされません。
• Citrix Virtual Apps and Desktopの仮想マシンデスクトップで複数のNICがサポートされています。Citrix
Provisioningの NIC（NIC 0）に割り当てるネットワークは、ウィザードを使用して選択します。Delivery
Controllerにより、ホスト接続用に関連付けられているネットワークリソースの一覧が提供されます。

• ターゲットデバイスのオペレーティングシステムは、サーバー用のオペレーティングシステムである必要があ
ります。

• 新しい仮想チーム NICのMACアドレスは、PXE起動を実行する物理 NICのMACアドレスと一致している
必要があります。

• ターゲットデバイスソフトウェアの前に、NICチーミングソフトウェアをインストールし構成しておきます。
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• NICチーミングを構成し、選択したチーミングモードがアプリケーションとネットワークトポロジによりサポ
ートされる設定になっていることを確認します。少なくとも 1つの仮想チーム NICをオペレーティングシス
テムに対して公開します。

• SCVMMサーバーにマシンをプロビジョニングする場合、最初の従来型 NICおよび 2つ目のシンセティック
NICのネットワーク構成がセットアップウィザードにより変更されます。

• 変更が必要な場合は、チーミング構成を変更する前に Citrix Provisioningのターゲットデバイスソフトウェ
アをアンインストールする必要があります。変更が完了してから、ターゲットデバイスソフトウェアを再イン
ストールします。ターゲットデバイスソフトウェアがインストールされているマスターターゲットデバイス上
のチーミング構成を変更すると、予期しない動作が発生します。

• Citrix Provisioningのターゲットデバイスソフトウェアを複数 NIC環境内の NT6.xシステムにインストー
ルする場合、有効なすべてのNICを使用できます。そのため、bindcfg.exeは必要ではなくなり、ターゲット
デバイスソフトウェアでインストールされなくなります。

NICフェールオーバー

プロビジョニングターゲットデバイスまたはサーバーは、複数の NICの間でのフェールオーバーをサポートするよう
に構成できます。この機能のサポート対象は、NICのブランドやその組み合わせを問いません。Citrix Provisioning
では、プライベートイメージモードと標準イメージモードの両方の vDiskで NICフェールオーバーがサポートされ
ます。以下に注意してください：

• PXE起動に使用する NICのMACアドレスがターゲットデバイスのプライマリMACアドレスとみなされ、こ
の情報が Provisioningデータベースに格納されます。
xxxxx‑ NICのフェールオーバーグループは、マスターターゲットデバイス上で Citrix Provisioningのター
ゲットデバイスインストーラーを実行するときに定義します。

• ターゲットデバイスは、PXE起動に使用する NICと同じサブネットにある NICにのみフェールオーバーしま
す。

• Citrix Provisioningではマルチポートネットワークインターフェイスのチーミングはサポートされません。
• ネットワークケーブルの切断など、物理層で障害が発生した場合、ターゲットデバイスは次に使用できる NIC
にフェールオーバーします。フェールオーバーは即時に実行されます。

• NICフェールオーバー機能と Citrix Provisioningの高可用性機能は、互いを補完しネットワーク層でのフェ
ールオーバーをサポートします。より上位のネットワーク層で障害が発生した場合は、ターゲットデバイスは
高可用性規則に従って次の Provisioningサーバーにフェールオーバーします。

• NICに障害が発生しターゲットデバイスが再起動されると、フェールオーバーグループ内の次の NICが使用
されます。これらの NICは PXEをサポートし、PXEが有効に設定されている必要があります。

• 仮想 NIC（チーミングされた NIC）をフェールオーバーグループに追加すると、仮想ディスクはプライベート
イメージでのみ使用できるようになります。この機能は NICチーミングドライバーによる制限です。

• Citrix Provisioning のデフォルトでは、同一サブネット内に従来の Hyper‑V NIC とシンセテ
ィック NIC が存在する場合、自動的に Hyper‑V NIC がシンセティック NIC に切り替わりま
す。デフォルトの動作を無効にして、シンセティック NIC が存在しても従来の Hyper‑V NIC
を使用できるようにするには、次のようにターゲットデバイスのレジストリ設定を編集しま
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す：[HKEY_LOCAL_MACHINE\SYSTEM\CurrentControlSet\services\BNIStack\Parameters]
DisableHyperVLegacyNic”=dword:00000000

• NICフェールオーバーを実装すると負荷分散はサポートされなくなります。

NICドライバーのアップデート

随時、NIC用のドライバーをアップグレードしてください。NICドライバーをアップグレードするときは、指針に従
います。

ターゲットデバイスでのNICドライバーのアップグレード

ターゲットデバイスの NICドライバーをアップグレードするには

1. 仮想ディスクイメージの作成元のハードドライブを搭載したターゲットデバイスを入手します。
2. ハードドライブから起動するようにシステム BIOSを設定します。
3. ターゲットデバイスをハードドライブから直接再起動します。
4. ターゲットデバイスソフトウェアをハードドライブからアンインストールします。
5. 製造元の手順に従って NICドライバーをアップグレードします。
6. ターゲットデバイスソフトウェアをハードドライブに再インストールします。
7. ハードドライブのイメージを再作成して新しい仮想ディスクイメージを作成します。

注：

仮想ディスク上の NICドライバーをアップグレードしないでください。また、Provisioningサーバーがイン
ストールされているハードディスク上の NICドライバーをアップグレードしないでください。NICドライバー
を正しくアップグレードしないと、ハードドライブが起動しなくなります。

ProvisioningサーバーでのNICドライバーのアップグレード

Provisioningサーバーの NICドライバーをアップグレードするには、単純に製造元の手順に従います。

サーバーコンポーネントのインストール

October 12, 2021

このインストール手順は、Citrix Provisioningを新規に実装する場合のタスクです。アップグレード作業について
は、「アップグレード」を参照してください。このソフトウェアは、サイレントモードでインストールすることもでき
ます。「構成ウィザードのサイレント実行」を参照してください。

Windowsの Service Pack、ドライバー、および更新プログラムをインストールしてから Citrix Provisioningソ
フトウェアをインストールします。
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注：

以前のバージョンの.NETがインストールされているサーバーに Citrix Provisioningソフトウェアをインス
トールしていて、.NETのインストール中に再起動を促すダイアログボックスが表示された場合は、再起動する
ことをお勧めします。

1. 適切なプラットフォームのインストールオプションをクリックします。Citrix Provisioningの［ようこそ］
ページが開きます。

2.［次へ］をクリックします。［ライセンス契約］ページが開きます。
3. 契約書の末尾までスクロールして契約条項に合意し、［次へ］をクリックして続行します。［ユーザー情報］ペ
ージが開きます。

4. オプションで、適切なボックスにユーザー名と組織名を入力して、［次へ］をクリックします。［インストール
先のフォルダー］ページが開きます。

5.［変更］をクリックします。フォルダ名を入力するか、ソフトウェアがインストールされている適切なフォルダ
に移動します。または［次へ］をクリックして、Citrix Provisioningをデフォルトのフォルダにインストー
ルします。［セットアップの種類］ページが開きます。

6. 適切なラジオボタンを選択します。
• すべて ‑このコンピューターにすべてのコンポーネントとオプションをインストールします（デフォル
ト）。

• カスタム ‑インストールするコンポーネントとインストール先を選択します。
注：
ネットワーク起動サービスをインストールしてもそれらのサービスがアクティブになるわけでは
ありません。サービスが必要かどうかわからない場合は、［すべて］をクリックしてください。

7.［次へ］をクリックします。
8.［すべて］をクリックした場合は、［プログラムをインストールする準備ができました］ページが開きます。［カ
スタム］をクリックした場合は、［カスタムセットアップ］ページが開きます。このページの［機能の説明］ボ
ックスには、選択済みのコンポーネントの説明がそのコンポーネントのインストールに必要な領域と共に表示
されます。

• 各コンポーネントのアイコンを展開して、コンポーネントのインストール方法を選択します。
• コンポーネントを選択したら、［次へ］をクリックします。［プログラムをインストールする準備ができ
ました］ページが開きます。または［キャンセル］をクリックして、システムを変更せずにウィザード
を閉じます。

9.［プログラムをインストールする準備ができました］ページで［インストール］をクリックして、インストール
処理を続行します。インストール処理には数分かかります。

10. コンポーネントとオプションが正常にインストールされると、［インストールウィザードの完了］ページが開
きます。
注：後でインストールウィザードを再実行してコンポーネントを追加したり、別のコンピューターで再実行し
てコンポーネントをインストールしたりできます。

11.［完了］をクリックしてインストールウィザードを終了します。Citrix Provisioning構成ウィザードが自動
的に開きます。
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ヒント：

Citrix Provisioningでは製品ソフトウェアのインストール後にサーバーの再起動を必要としませんが、場合に
よって、Windowsにより再起動を求めるメッセージが表示されます。このメッセージが表示されたら、サーバ
ーを再起動する前に構成ウィザードを使用して、「ファームの構成」の作業を行います。このメッセージが表示
されたにもかかわらずサーバーを再起動しないと、リムーバブルドライブが表示されません。

Citrix Provisioningサーバーの追加

Citrix Provisioningサーバーを追加するには、ファームのメンバーの各サーバーにそのソフトウェアをインストー
ルします。各サーバーでインストールウィザードを実行してから、構成ウィザードを実行します。

ヒント：

サーバー名の長さの上限は 15文字です。サーバー名として完全修飾ドメイン名を入力しないでください。

構成ウィザードでサーバーを追加するサイトの入力ページが開いたら、既存のサイトを選択するかサイトを作成しま
す。

サーバーをサイトに追加したら、Citrix Provisioningコンソールを開始してファームに接続します。コンソールに
すべてのサイトとサーバーが適切に表示されることを確認します。

構成ウィザードのサイレント実行

October 12, 2021

製品ソフトウェアのサイレントインストール

ターゲットデバイス、Citrix Provisioningサーバー、およびコンソールは、次のコマンドを使用してデフォルトの
インストールディレクトリにサイレントインストールすることができます：

1 <Installer Name>.exe /s /v"/qn"
2 <!--NeedCopy-->

別の宛先を設定するには、INSTALLDIRオプションを使用します：

1 <Installer Name>.exe /s /v"/qn INSTALLDIR=D:\Destination"
2 <!--NeedCopy-->

注：

Citrix Provisioningクライアントのサイレントインストールを実行すると、クライアントを再起動できないた
め、その後のアップグレードウィザードを使用したアップグレードが失敗します。
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構成ウィザードのサイレント実行のワークフロー

ファーム内の複数サーバーをサイレントに構成するための基本手順は次のとおりです：

• ファーム内の構成済みの ProvisioningサーバーからConfigWizard.ansファイルを作成するか、手動で
作成します。ファイルを手動で作成するには、「ConfigWizard.ansファイルを手動で作成」を参照してくだ
さい。

• ConfigWizard.ansファイルをファーム内のほかのサーバーにコピーし、各サーバーと一致するよう
にConfigWizard.ansファイル内の IPアドレスを変更します。

• ConfigWizard.exeを/aパラメーターを付けて実行します。

構成ウィザードを使用して ConfigWizard.ansファイルを作成

1. 構成済みのサーバーで、ConfigWizard.exeを/sパラメーターを付けて実行します。
2.［Farm Configuration］ページで、［Join existing farm］をクリックします。
3. 引き続き構成ウィザードの残りのページで構成設定を選択して、［完了］を選択します。
4. この結果作成されるConfigWizard.ansファイルを、\\ProgramData\\Citrix\\Provisioning

Servicesにある Citrix Provisioningのアプリケーションデータフォルダーからコピーします。

ConfigWizard.ansファイルをコピーして変更

1. 各サーバーの Citrix ProvisioningのアプリケーションデータフォルダーにConfigWizard.ansファイル
をコピーします。

2. StreamNetworkAdapterIP=の値を、構成するサーバーの IPアドレスに変更します。サーバー上のCitrix
Provisioningで複数の IPアドレスを使用している場合、IPアドレスの間をコンマで区切ります。

構成ウィザードをサイレントに実行

サーバーを設定するには、各サーバー上でConfigWizard.exeを/aパラメーターを付けて実行します。
ConfigWizardパラメーターの有効なリストの場合は以下を行います：

1. ConfigWizard.exeを/?パラメーターを付けて実行します。
2. Citrix Provisioningのアプリケーションデータフォルダーで、この結果作成されるConfigWizard.outフ
ァイルを開きます。

3. ファイルの末尾へ移動し、すべての有効なパラメーターを表示します。

コマンドの一覧および説明を取得するには、/ cパラメーターを使用します。

ConfigWizard.ansファイルを手動で作成

ConfigWizard.ansファイルを最初から作成する場合は、Unicodeとして保存できるテキストエディタを使用
してConfigWizard.ansという名前のファイルを作成し、Unicodeとして保存します。以下の表のパラメータ
ーを入力します。構成に関連するすべてのパラメーターを含めます。
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画面 UIオプション 手動パラメーター

DHCPサービス このコンピューターで実行してい
るサービス：Microsoft DHCP

IPServiceType=0

Citrix Provisioning BOOTP
サービス

IPServiceType=1

他の BOOTPまたは DHCPサー
ビス

IPServiceType=2

別のコンピューターで実行してい
るサービス

含まれない

PXEサービス このコンピューターのMicrosoft
DHCP

PXEServiceType=0

このコンピューターの Citrix
Provisioning PXEサービス

PXEServiceType=1

別のコンピューターで実行してい
るサービス

PXEServiceType=0

ファーム構成 ファームは構成済みです FarmConfiguration=0

ファームを作成 FarmConfiguration=1

既存のファームに参加 FarmConfiguration=2

データベースサーバー（［ファーム
を作成］または［既存のファーム
に参加］の後）

サーバー名 DatabaseServer =<dBName>、
<NonDefaultSQLPort>（デフォ
ルトのポートの場合、ポート値を
省略）

インスタンス名 DatabaseInstance
=<InstanceName>

SQL Serverの
MultiSubnetFailoverを常時有
効にします

MultiSubnetFailover =<0また
は 1>

データベースミラーフェイルオー
バーパートナーを指定する：サー
バー名

FailoverDatabaseServer
=<dBName>,<
NonDefaultSQLPort>（デフォ
ルトのポートの場合、ポート値を
省略します）

インスタンス名 FailoverDatabaseInstance=<
InstanceName>
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画面 UIオプション 手動パラメーター

新しいファーム（新しいファーム
が作成される場合）

データベース名 DatabaseNew=<DbName>

ファーム名 FarmNew=<FarmName>

サイト名 SiteNew=<SiteName>

コレクション名 CollectionNew=<
CollectionName>

ファーム管理者グループ：PVSサ
ーバーが Active Directoryにあ
る場合

ADGroup=<ADグループへのパ
ス>例：test.local/Users/
Domain Users

PVSサーバーがWorkgroupに
ある場合

Group=<ローカルグループへのパ
ス>例：
PVS‑Server‑1/Administrators

新しいストア（新しいファームが
作成される場合）

ストア名 Store=<StoreName>

デフォルトパス DefaultPath=<ストアパス>

既存のファーム（既存のファーム
に参加する場合）

ファーム名 FarmExisting=<データベース
名>

サイト（既存のファームに参加す
る場合）

既存のサイト、サイト名 ExistingSite=<サイト名>

新しいストア、サイト名 Site=<サイト名>

コレクション名 Collection=<コレクション名>

ストア（既存のファームに参加す
るとき）

既存のストア、サイト名 ExistingStore=<ストア名>

新しいストア、サイト名 Store=<ストア名>

デフォルトパス DefaultPath=<ストアへのパス>

ライセンスサーバー ライセンスサーバー名 LicenseServer=<Citrixライセン
スサーバーの IP、ホスト名、
FQDN>

ライセンスサーバーポート LicenseServerPort=<
LicenseServerPort>（27000は
デフォルトのポート）

オンプレミス（ライセンスの種類） licenseSKU=0
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画面 UIオプション 手動パラメーター

使用できる Desktopsライセンス
がないときは Datacentersライ
センスを使用する

LicenseTradeup=<0または 1>

クラウド（ライセンスの種類） licenseSKU=1

ユーザーアカウント Network Serviceアカウント Network=1

指定されたユーザーアカウント、
ユーザー名/ドメイン

<ドメイン\ユーザー名>

パスワード UserName2=<パスワード>

Active Directoryコンピューター
アカウントのパスワード

パスワードの更新間隔日数 PasswordManagementInterval=<
日数>（このパラメーターを含める
と [コンピューターアカウントのパ
スワードを自動的に更新する]が有
効になります）

ネットワーク通信 ストリーム配信ネットワークカー
ド

StreamNetworkAdapterIP=<
IPofStreamingNIC1,IPofStreamingNIC2,…>
（コンマ区切りの IP一覧）

管理ネットワークカード ManagementNetworkAdapterIP=<
IPofManagementNIC>（1つの
IPのみ）

注：ネットワークカードは、スト
リーム配信と管理の両方に使用で
きます。

最初の通信ポート IpcPortBase=6890

サーバー通信に使用される合計ポ
ート数

IpcPortCount=20

コンソールポート SoapPort=54321

TFTPオプションおよびブートス
トラップの場所

Citrix Provisioning TFTPサー
ビスを使用する/BIOSブートスト
ラップの場所

BootstrapFile=C:\
ProgramData\Citrix\
Provisioning Services\
Tftpboot\ARDBP32.BIN（こ
のパラメーターを含めると
[Citrix Provisioning TFTPサ
ービスを使用する]が有効になりま
す）
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画面 UIオプション 手動パラメーター

ストリーム配信サーバー起動一覧 起動サーバーを指定してください
（最大数は 4、LS1～LS4）

LS#=<IP,デフォルトのサブネット
マスク,デバイスゲートウェイ,サ
ーバーポート >

デフォルトのサブネットマスクと
デバイスゲートウェイには、情報
が DHCPによって提供される場合
は 0.0.0.0を使用します

LS1=1.1.1.57,255.255.254.0,10.192.176.1,6910

LS2=2.2.2.92,0.0.0.0,0.0.0.0,6910

詳細なストリーム配信サーバー起
動一覧

詳細モード (診断情報を表示しま
す)

AdvancedVerbose=<0または
1>

インタラプトセーフモード (起動中
にデバイスが停止する場合に選択
します)

AdvancedInterruptSafeMode=<0
または 1>

拡張メモリのサポート AdvancedMemorySupport=<0
または 1>

ネットワーク復元方法 AdvancedRebootFromHD=<
ネットワーク接続を復元する場合
は 0、ハードディスクから再起動
する場合は 1>

復元時間 (秒) AdvancedRecoverSeconds=<
秒単位の時間>

ログオンポーリングタイムアウト AdvancedLoginPolling=<ミリ
秒単位の時間>

ログオン一般タイムアウト AdvancedLoginGeneral=<ミリ
秒単位の時間>

SOAP SSL構成 SSLポート SSLPort=54323

SSL証明書 SSLCert=<トークン>

問題の報告の構成 My Citrixユーザー名 CisUserName=<ユーザー名>

パスワード CisPassword=<パスワード>
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コンソールコンポーネントのインストール

October 4, 2021

Citrix Provisioningコンソールは、Citrix Provisioningデータベースと通信できる任意のコンピューターにイン
ストールできます。

コンソールのインストールには、起動デバイスマネージャーが含まれます。

注：

現在の実稼働バージョンからアップグレードする場合は、Citrix Provisioningサーバーソフトウェアが削除さ
れるときにコンソールソフトウェアも削除されます。以前のバージョンからのアップグレードでは、コンソー
ルソフトウェアは自動的に削除されません。

1. プラットフォームに応じて、PVS_Console.exeまたは PVS_Console_x64.exeを実行します。
2.［ようこそ］ページで［次へ］をクリックします。［ライセンス契約］ページが開きます。
3. 契約条項に合意し、［次へ］をクリックして続行します。［ユーザー情報］ページが開きます。
4. ユーザー名と組織名を適切なボックスに入力するか、ボックスの一覧から選択します。
5. 適切なアプリケーションユーザーをクリックし、［次へ］をクリックします。［インストール先のフォルダー］
ページが開きます。

6.［変更］をクリックします。ソフトウェアをインストールするフォルダー名を入力または選択するか、［次へ］
をクリックしてコンソールをデフォルトフォルダーにインストールします。［セットアップの種類］ページが
開きます。

7. 適切なラジオボタンを選択します。
• すべて ‑このコンピューターにすべてのコンポーネントとオプションをインストールします（デフォル
ト）。

• カスタム ‑インストールするコンポーネントとインストール先を選択します。
8.［次へ］をクリックします。
9.［すべて］をクリックした場合は、［プログラムをインストールする準備ができました］ページが開きます。［カ
スタム］をクリックした場合は、［カスタムセットアップ］ページが開きます。このページの［機能の説明］ボ
ックスには、選択済みのコンポーネントの説明がそのコンポーネントのインストールに必要な領域と共に表示
されます。各コンポーネントのアイコンを展開して、コンポーネントのインストール方法を選択します。コン
ポーネントを選択したら、［次へ］をクリックします。［プログラムをインストールする準備ができました］ペ
ージが開きます。または［キャンセル］をクリックして、システムを変更せずにウィザードを閉じます。

10.［プログラムをインストールする準備ができました］ページで［インストール］をクリックして、インストール
処理を続行します。インストール処理には数分かかります。

11. コンポーネントとオプションが正常にインストールされると、［インストールウィザードの完了］ページが開
きます。

注：

後でインストールウィザードを再実行してコンポーネントを追加したり、別のコンピューターで再実行してコ
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ンポーネントをインストールしたりできます。

イメージ作成に向けたマスターターゲットデバイスの準備

October 12, 2021

マスターターゲットデバイスとは、仮想ディスク上に作成および格納されるハードディスクイメージの基になるデバ
イスを指します。Citrix Provisioningにより、マスターターゲットデバイスから作成した仮想ディスクの内容がほ
かのターゲットデバイスにストリーム配信されます。

重要：

ターゲットデバイスをインストールする前に、すべてのWindows Updatesをインストールすることを Citrix
ではお勧めします。

ここでは、マスターターゲットデバイスのハードディスクを準備する手順について説明します。このプロセスに関連
する情報については、次の記事を参照してください：

• イメージ作成ウィザードによる新しい vDiskの作成
• vDiskを使用したターゲットデバイスの構成

マスターターゲットデバイスのハードディスクの準備

通常、仮想ディスクに対してイメージ作成されているハードディスクを初めに搭載しているという点で、マスタータ
ーゲットデバイスはそれに続くターゲットデバイスと異なります。必要であれば、イメージを作成した後でマスター
ターゲットデバイスからハードディスクを取り外します。

複数のターゲットデバイスで共有される 1つの仮想ディスクをサポートするには、それらのデバイスに一定の類似性
が必要です。これは、オペレーティングシステムに必要なドライバーがすべて組み込まれていることを保証するため
です。一貫している必要のある 3つの主要コンポーネントは次のとおりです。

• マザーボード
• ネットワークカード（PXEをサポートする必要があります）
• ビデオカード

ヒント：

プラットフォーム（物理または仮想）によっては、起動メディアに一貫したハードウェア構成が必要です。たと
えば、ターゲットデバイスが BDMを使用する場合、エンドターゲットデバイスが起動時に BDM構成を使用す
るため、マスターターゲットデバイスは、BDM構成と一致します。

ただし、Citrix Provisioningの共通イメージユーティリティにより、複数の異なるマザーボード、ネットワークカ
ード、ビデオカード、およびその他のハードウェアデバイスを、単一の仮想ディスクで同時にサポートできます。
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複数のターゲットデバイスで 1つの仮想ディスクを共有する場合は、ディスクのないターゲットデバイスをネットワ
ークに追加する時に、マスターターゲットデバイスが「テンプレート」として機能します。マスターターゲットデバイ
スのハードディスクを正しく準備し、すべてのソフトウェアを適切な順序でインストールすることは非常に重要です。

注：

Citrix Provisioningサーバーをインストールおよび構成し、ターゲットデバイスを作成した後で、次の手順に
従ってください。

ソフトウェアを次の順序でマスターターゲットデバイスにインストールする必要があります。

1. Windowsオペレーティングシステム
2. デバイスドライバー
3. Service Packなどの更新プログラム
4. ターゲットデバイスソフトウェア

ターゲットデバイスソフトウェアをインストールする前にも後にもアプリケーションをインストールできます。いく
つかのターゲットデバイスが同じドメインに属していて 1つの仮想ディスクを共有する場合は、追加の構成手順が必
要です。

重要：

デュアルブートの仮想ディスクイメージはサポートされません。

マスターターゲットデバイスの BIOSの構成

ターゲットデバイスのシステム BIOSとネットワークアダプターが提供する拡張 BIOSを構成して、ネットワークか
ら起動するための手順は次のとおりです。システムによって BIOSの設定インターフェイスは異なります。必要であ
れば、これらのオプションの構成については、システムの付属ドキュメントを参照してください。

1. ターゲットデバイスの BIOSが未構成の場合は、ターゲットデバイスを再起動してシステムの BIOS設定画面
を開きます BIOS設定画面を開くには、起動処理中に F1、F2、F10、または Delキーを押します。押すキー
は製造元によって異なります。

2. ネットワークアダプターで PXEをオンにします。

注：

システムの製造元によって、この設定は異なることがあります。

3. LANつまりネットワークから優先的に起動するようにターゲットデバイスを構成します。オプションで、MBA
（Managed Boot Agent）をサポートする NICを使用する場合は、UNDI（Universal Network Driver
Interface）から優先的に起動するように設定します。

注：

一部の古いシステムでは、BIOS設定プログラムでディスク起動セクターの書き込み保護を有効または
無効に設定できます。このオプションが無効になっていることを確認してから続行してください。

4. 変更を保存してから、BIOS設定プログラムを終了します。
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5. 仮想ディスクをターゲットデバイスに接続するため、ターゲットデバイスをネットワーク経由でハードドライ
ブから起動します。

ネットワークアダプターの BIOSの構成

この手順は古いシステムにのみ必要です。

1. マスターターゲットデバイスを再起動します。

2. 設定インターフェイスを使用して、ネットワークアダプターの拡張 BIOSを構成します。

システムの起動中、ネットワークアダプターの拡張 BIOSにより Initializing Intel ® Boot Agent Version
3.0.03 PXE 2.0 Build 078 (WfM 2.0) RPL v2.43などの初期化メッセージが表示されます。

ネットワークアダプターの拡張 BIOSの設定画面を開きます拡張 BIOSの設定画面を開くキーの組み合わせ
は、製造元によって異なります。たとえば、Intel Boot Agentの設定画面を開くには、Ctrl+Sキーを押し
ます。詳しくは、ネットワークアダプターのドキュメントを参照してください。

次のような画面が開きます。

3. 最初にネットワーク、次にローカルドライブから起動するように起動順序を変更します。

4. 変更を保存して設定プログラムを終了します。Intel Boot Agentの場合、変更を保存するには F4キーを押
します。

または、起動デバイスマネージャーを使用して、ターゲットデバイスに IPアドレスと起動の情報（起動ファイル）を
提供するデバイスを構成できます。

マスターターゲットデバイスソフトウェアのインストール
注：

マスターターゲットデバイスにソフトウェアをインストールする前に、BIOSレベルのアンチウイルス機能はす
べて無効にしてください。仮想ディスクイメージにアンチウイルスプログラムを含めるには、アンチウイルス
プログラムを有効にしてからイメージ作成ウィザードを実行します。
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ターゲットデバイスソフトウェアをインストールする前に、OEMの NICチーミングソフトウェアをインストールし
て構成します。

プロビジョニングされたターゲットデバイスで、Citrix Provisioningをインストールする前にWindowsデバイス
インストールサービスを開始します。

Citrix Provisioningのターゲットデバイスのソフトウェアコンポーネントは以下で構成されています。

• Citrix Provisioning仮想ディスク：オペレーティングシステムとアプリケーションのディスクコンポーネ
ントの格納に使用される仮想メディアです。

• Citrix Provisioningネットワークスタック：ターゲットデバイスと Provisioningサーバーの間で通信で
きるようにする専用フィルタードライバーで、NICドライバー上にロードされます。

• Citrix Provisioning SCSIミニポート仮想アダプター：仮想ディスクをターゲットデバイスのオペレーテ
ィングシステムにマウントするドライバーです。

• Citrix Provisioningイメージ作成ウィザード：仮想ディスクファイルを作成してマスターターゲットデバ
イスのイメージを作成するために使用します。

• 仮想ディスクステータストレイユーティリティ：仮想ディスクの全般的な状態と統計情報を提供します。この
ユーティリティにはヘルプシステムが含まれます。

• ターゲットデバイスオプティマイザーユーティリティ：パフォーマンスの向上を目的として、ターゲットデバ
イスの設定を変更するために使用します。

Citrix Provisioningターゲットデバイスソフトウェアは、32ビット版および 64ビット版のWindowsオペレーテ
ィングシステムで使用できます。

注：

Citrix Provisioningのターゲットデバイスソフトウェアを複数 NIC環境内の NT6.xシステムにインストール
する場合、有効なすべての NICを使用できます。そのため、bindcfg.exeは必要ではなくなり、ターゲットデ
バイスソフトウェアでインストールされなくなります。

Citrix ProvisioningのターゲットデバイスソフトウェアをWindowsデバイスにインストールするに
は

1. マスターターゲットデバイスをローカルハードディスクから起動します。

2. デバイス上のすべてのアプリケーションが閉じられていることを確認します。

3. 適切なインストーラーをダブルクリックします。製品のインストールページが開きます。

4. 表示される［ようこそ］ページで［次へ］をクリックし、末尾までスクロールしてライセンス契約書の条項に
同意します。

5.［次へ］をクリックして続行します。［ユーザー情報］ページが開きます。

6. ユーザー名と組織名を適切なボックスに入力します。
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7. 適切なインストールユーザーオプションをクリックします。このコンピューター上のすべてのユーザーがアプ
リケーションを共有するのか、それともインストールを実行するユーザーのみがアプリケーションを使用でき
るようにするのかに応じて、クリックするオプションが決まります。

8.［次へ］をクリックします。［インストール先のフォルダー］ページが開きます。

9.［次へ］をクリックして、ターゲットデバイスソフトウェアをデフォルトのフォルダー（C:\Program
Files\Citrix\Citrix Provisioning）にインストールします。オプションで、［変更］をクリック
して適切なフォルダー名を入力または選択してから、［次へ］、さらに［インストール］をクリックします。イ
ンストールの進捗状況がページに表示されます。

注：

インストール処理には数分かかる可能性があります。インストール中に［キャンセル］をクリックする
と、インストールがキャンセルされ、すべてのシステム変更がロールバックされます。Windowsロゴ
のメッセージが表示される場合は閉じます。

10. コンポーネントとオプションが正常にインストールされると、［インストールウィザードの完了］ページが開
きます。ウィザードを終了します。.NET 4.5以降がインストールされていて、Windowsの自動マウントが
有効になっている場合は、イメージ作成ウィザードがデフォルトで自動的に起動します。詳しくは、「イメージ
作成ウィザードによる新しい vDiskの作成」を参照してください。

注：

イメージ作成処理が完了する前にWindowsの再起動要求メッセージが表示された場合は、イメージ作
成が正常に完了するまで要求を無視してください。

11. 製品ソフトウェアのインストールと仮想ディスクイメージの作成が成功したら、デバイスを再起動します。

イメージ作成ウィザードによる新しい仮想ディスクの作成

October 4, 2021

イメージ作成ウィザードを使用して、マスターターゲットデバイスから基本仮想ディスクイメージを自動的に作成し
ます。

前提条件

Windows NT 6.x：

Citrix Provisioningイメージ作成ウィザードにより、ボリュームシャドウコピーサービス（VSS）と連動するブロ
ックベースの複製ソリューションが提供されます。

• 各ローカルディスクパーティションは、個別に仮想ディスクに複製されます。ローカルディスクに個別の「シ
ステム予約」パーティションがある場合は、ソースパーティションとしてそれを含める必要があります。
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• ソースパーティションの空き容量にかかわらず、各複製先パーティションはソースパーティションよりも大き
い必要があります。次の点を考慮してください。

– より大きな複製先パーティションが必要な場合は、イメージ作成が完了した後でWindowsの［ディス
クの管理］の［ボリュームの拡張］を使用します。

– より小さな複製先パーティションが必要な場合は、イメージを作成する前にWindowsの［ディスクの
管理］の［ボリュームの縮小］を使用することで、ソースパーティションのサイズを変更することがで
きます。

ヒント：

イメージ作成処理が完了する前にWindowsの再起動要求メッセージが表示された場合は、イメージ作成が正
常に完了するまで要求を無視してください。

イメージ作成ウィザードの制限

Citrix Provisioningのイメージ作成ウィザードには次の制限があります：

• ターゲットデバイスに別の名前を選択する必要があります。これは、実行中のマスター仮想マシンを表すホス
ト名とは異なる名前です。

• マスター仮想マシンがドメインメンバーである場合は、マスター仮想マシンのコンピューターアカウントを手
動で作成してから、生成された vDiskでマスター仮想マシンを再起動すします。

• ターゲットデバイスのストリーミングに使用する前に、生成された vDiskのキャッシュの種類をプライベート
から実稼働に変更することを忘れないでください。

イメージ作成

イメージ作成ウィザードでは、ファーム接続情報が求められます。その中には適切な資格情報や Active Directory、
ライセンス情報を設定するために必要な情報が含まれています。この情報は仮想ディスクに適用されます。

1. マスターターゲットデバイスで Windows の［スタート］ボタンをクリックし、［Citrix］>［Citrix
Provisioning］>［イメージ作成ウィザード］の順に選択します。ウィザードの［ようこそ］ページが開き
ます。

2.［次へ］をクリックします。［ファームへの接続］ページが開きます。
3. ファーム内の接続先 Citrix Provisioningサーバーの名前または IPアドレスを入力します。また、接続に使
用するポートも含めてください。

4. Windows資格情報を使用するか（デフォルト）、別の資格情報を入力して［次へ］をクリックします。Active
Directoryを使用する場合は適切なパスワード情報を入力します。

5.［Microsoftボリュームライセンス］ページでターゲットデバイスに使用するボリュームライセンスオプショ
ンを選択します。ボリュームライセンスを使用しない場合は［なし］をクリックします。

6. 仮想ディスクを作成する（デフォルト）か、既存の仮想ディスクの名前を入力してその仮想ディスクを使用す
るかを選択し、［次へ］をクリックします。

7. 仮想ディスクを作成する場合は、［新規 vDisk］ダイアログボックスが開きます：
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a) 仮想ディスクの名前を入力します。
b) 仮想ディスクを配置するストアを選択します。
c) メニューから vDiskの形式を選択します。［VHDX形式］が［動的］である場合は、［VHDXブロック
サイズ］メニューから［2MB］または［16MB］を選択します。

d)［次へ］をクリックして、［イメージボリュームの構成］ページでボリュームのサイズを定義します。
8.［次へ］をクリックします。［ターゲットデバイスの追加］ページが開きます。
9. ターゲットデバイス名を選択します。NICの 1つに関連付けられたMACアドレスを含めます。このMACア
ドレスは、マスターターゲットデバイスにターゲットデバイスソフトウェアをインストールしたときに選択さ
れます。さらに、このデバイスを追加するコレクションも含めます。［次へ］をクリックします。ターゲットデ
バイスが既にファームに属している場合は［既存のターゲットデバイス］ページが開きます。

10.［次へ］をクリックします。［ファームの変更の概要］ページが開きます。
11. オプションで（仮想マシンの起動に仮想ディスクが使用されない場合）、Citrix Provisioningで使用するため

に仮想ディスクを最適化することを選択します。
12. すべての変更を確認して［完了］をクリックします。確認メッセージが表示されます。
13. 確認メッセージに対して［はい］をクリックしてイメージ作成処理を開始します。

ハードディスクの最適化

イメージ作成前にハードディスクを最適化できます。このプロセスにより、I/Oインスタンス数が削減され、書き込
みキャッシュ機能が向上します。

Citrix Provisioningイメージ作成ウィザードを使用して最適化オプションにアクセスするには：

1. マスターターゲットデバイスのWindowsの［スタート］メニューをクリックします。
2.［Citrix］>［Citrix Provisioningデバイスオプティマイザー］を選択します。
3.［Citrix Provisioningのハードディスクを最適化する］画面で、［イメージ作成前に Citrix Provisioning
のハードディスクを再度最適化する］を選択します。

4.［最適化設定の編集］をクリックして、追加の構成オプションにアクセスします。
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アップグレード

October 12, 2021

Citrix Provisioningは 7.6 LTSR以降からの最新製品バージョンへのアップグレードをサポートしています。

重要：

Citrix Provisioning 1808をアップグレードする場合は、Citrix Provisioningサーバー 1808をアンインス
トールしてから、新しい Citrix Provisioningサーバーをインストールする必要があります。

Provisioning Services 7.17 からこのバージョンの Citrix Provisioning にアップグレードする場合は、
Provisioningサーバー、コンソール、ターゲットデバイス上の CDFを手動でアンインストールする必要があ
ります。

Citrix Provisioningファームをアップグレードする前に、次の作業を行います：

• 最もトラフィックが少なく保守に適した時間帯を選択します
• Citrix Provisioningデータベースをバックアップします
• すべての仮想ディスクをバックアップします
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ヒント：

高可用性を有効にする予定である場合はミラーリングします。詳しくは、「データベースのミラーリング」を参
照してください。いったんミラーリングがセットアップされた後は、アップグレード中に特別な操作は必要あ
りません。

Citrix Provisioningをアップグレードするときは、次の点を考慮してください：

• 最新のライセンスサーバーにアップグレードします。ライセンスサーバーをアップグレードするときは、次の
点に注意してください。

– ライセンスサーバーは後方互換性があり、最新のセキュリティ修正を提供します。
– 必要に応じて、個別のライセンスをアップグレードします。新しい機能を使用するには、Citrixライセ
ンスに最低限の Subscription Advantage（SA）日が必要です。

• Citrix Provisioningデータベースをバックアップします。Citrixは常にデータベースの正常なアップグレー
ドをテストしていますが、予期しない状況が発生する可能性があります。アップグレードする前にデータベー
スをバックアップしておくことを Citrixでは強くお勧めします。

• Citrix Provisioning仮想ディスクをバックアップします。Citrixではアップグレードする前に仮想ディスク
をバックアップすることをお勧めします。このプロセスは、プライベートイメージでリバースイメージ作成を
使用する場合にのみ必要です。

• インストーラーを実行してサーバーコンポーネントまたはコンソールコンポーネントのいずれかをアップデー
トしたときに、旧バージョンの Citrix Provisioningが検出された場合、両方のコンポーネントが自動的にア
ップデートされます。

• バージョン 7.17からこの Citrix Provisioning 1903にアップグレードする場合は、Provisioningサーバ
ー、コンソール、ターゲットデバイス上の CDFを手動でアンインストールする必要があります。

• C:\Program Files\Citrix\PowerShell SDKにあるファイルが、アップグレード後に消失してしまう可能
性があります。この問題は、Citrix Provisioningで使用される CDFのバージョンが、Citrix Virtual Apps
and Desktopsに関連付けられた他のコンポーネントで使用されているバージョンと一致しないために発生
します。その結果、新しい CDFファイルのバージョン番号が以前のバージョンよりも小さくなります。この
問題は、CPVデバイスコレクションを Citrix Virtual Apps and Desktopsマシンカタログにインポートす
る機能には影響しません。この問題を解決するには、次の手順に従います。

1. Citrix Studioを終了します。
2. 新しい Citrix Virtual Apps and Desktopsの ISOをマウントします。
3. マウントされた ISOで、\x64\DesktopStudioに移動します。
4.［PVS PowerShell SDK x64］を右クリックして、コンテキストメニューを表示します。
5.［修復］を選択します。
6. 修復オプションを実行します。インストールにより、必要に応じて 2つの CDFファイルが追加されます。

環境のアップグレード

以前のバージョンの Citrix Provisioningファームをアップグレードするには、次の手順を完了させる必要がありま
す：
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1. コンソールをアップグレードします。コンソールはアップグレードされたサーバーに個別にインストールでき
ます（PVS_Console.exeまたは PVS_Console_64.exe）。ファーム内の各 Provisioningサーバーごとに、
Provisioningコンソールとその次にサーバーソフトウェアをアップグレードすることを Citrixではお勧めし
ます。リモートコンソールは、いつでもアップグレードできます。

2. ファーム内の 1台目のProvisioningサーバーをアップグレードします。これにより、Citrix Provisioning
データベースがアップグレードされます。

3. ファーム内の残りの Provisioningサーバーをアップグレードします。
4. vDiskをアップグレードします。

重要：

Citrix Virtual Apps and Desktops環境内で仮想ディスクをアップグレードする場合は、マスターターゲッ
トデバイスソフトウェアをアップグレードしてから VDAソフトウェアをアップグレードしてください。

アップグレードユーティリティ

アップグレードウィザードには、以下のユーティリティが含まれます。

• UpgradeAgent.exe：ターゲットデバイスで実行し、以前にインストールした製品ソフトウェアをアップグ
レードします。

• UpgradeManager.exe：Provisioningサーバーで実行し、ターゲットデバイスでのアップグレード処理
を制御します。

アップグレードの概要

このセクションの情報は、Citrix Provisioningコンポーネントをアップグレードするためのステップバイステップ
のガイダンスを提供します。サーバーアップグレードについては、サーバーに関する記事を参照してください。vDisk
のアップグレードについては、「vDisk」を参照してください。

重要：

Citrix Provisioning 1808をアップグレードする場合は、Citrix Provisioningサーバー 1808をアンインス
トールしてから、新しい Citrix Provisioningサーバーをインストールする必要があります。

コンソールとサーバーのアップグレード

コンソールとサーバーをアップグレードするには、次の手順を実行します：

1. コンソールとサーバーの実行可能ファイルを実行して、自動的にアップグレード処理を開始します。最初にコ
ンソールをアップグレードしてから、サーバーをアップグレードすることを Citrixではお勧めします。

ヒント：

アップグレードプロセス中に Citrix Provisioning ファームとターゲットデバイスを稼働状態に保
つには、サーバーのローリングアップグレード手順に従います。このプロセスでは、一度に 1 つの
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Provisioningサーバーをアップグレードします。

2. サーバーのローリングアップグレードは、一度に 1台のサーバーでアップグレードを実行します。

注：

Provisioning Servicesサーバーをアップグレードしているときは、ターゲットデバイスにサービスを
提供することはできません。サーバーをアップグレードするとき、フェールオーバー処理中にファーム内
の残りのサーバーがターゲットデバイス（クライアント）をサポートしていることを確認してください。

ローリングアップグレードを実行するには、ファーム内の最初の Provisioningサーバーをアップデートしま
す：

a. サービスMSCファイル（services.msc）を開き、Citrix PVS Stream Serviceを停止します。このプ
ロセスにより、このサーバーに接続されているすべてのプロビジョニングターゲットがファーム内の他のサー
バーにフェールオーバーされます。終了したら、Provisioningサーバーおよびコンソールコンポーネントを
アップグレードします。

b. Citrix Provisioningデータベースをアップグレードします。このプロセスは 1回だけ実行されます：

• dbScript.exeを使用して SQLスクリプトを生成します。データベースをアップグレードするオプシ
ョンを選択し、データベースの名前を入力します。SQL Managementまたは SQLコマンドラインの
スクリプトを使用して、プロビジョニングデータベースをアップグレードします。

• 構成ウィザードを使用してプロビジョニングデータベースをアップグレードします。この方法を使用す
る場合は、以下を考慮してください：

• Provisioning Servicesサーバーが正常にアップグレードされ、［完了］ボタンが選択されると、Citrix
Provisioning構成ウィザードが自動的に起動します。

• Citrix Provisioning構成ウィザードが以前に構成した設定を使用するように、デフォルト設定を使用
します。［ファーム構成］ページで、［ファームが既に構成されています］オプションを選択します。すべ
ての構成情報を入力したら、［完了］ページの情報を確認します。［完了］をクリックして Provisioning
サーバーの構成を開始します。この時点では、プロビジョニングデータベースは構成されていません。
データベースがアップグレードされたことを示すメッセージが表示されます。［OK］をクリックしてメ
ッセージを確認し、データベースをアップグレードします。

• Citrix Provisioningプロセスが services.mscを使用して起動していることを確認し、ターゲットデ
バイスを起動して Provisioningサーバーに接続できることを確認します。

別の SQL Serverを使用した Provisioningデータベースの移行に関する考慮事項

データベースを別の SQL Serverに移行するときに、Citrix Provisioningコンソールがサイトに接続されている仮
想ディスクを表示できないことがあります。この状態は、別の SQL Serverを参照する構成ウィザードを使用する場
合に発生します。コンソールビューと異なり、データベースdbo.diskは更新された仮想ディスクエントリを表示し
ます。

データベースを移行するには：

1. データベースをバックアップします。
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2. 新しい SQL Serverにデータベースを復元します。
3. 構成ウィザードを実行して、データベース構成ページを除くすべてのページでデフォルト設定を保持します。
4.［ファームの構成］ページで［既存のファームに参加する］を選択します。
5.［データベースサーバー］ページで新しいデータベースサーバーとインスタンス名を入力します。［ファームの
構成］ページで、デフォルトのオプションは新しい SQL Serverにインポートされたデータベースです。

6. 構成ウィザードで、ウィザードによって表示される他のすべてのオプションでデフォルト値を選択します。

重要：

別の SQL Serverへの移行中は、サイトやストアを作成しないでください。上記の手順 4と 5は、新しい SQL
Server、インスタンス、データベースを参照します。

残りの Provisioningサーバーのアップグレード

最初の Provisioningサーバーをアップグレードしたら、ファーム内の残りのサーバーをアップグレードします：

1. サービスMSCファイル（services.msc）を開き、Citrix Provisioning Stream Serviceを停止します。
このプロセスにより、この Provisioningサーバーに接続されているすべてのプロビジョニングターゲットが
ファーム内の他のプロビジョニングサーバーにフェールオーバーされます。終了したら、Provisioningサー
バーおよびコンソールコンポーネントをアップグレードします。

ヒント：

サーバーが正常にアップグレードされたあと、［完了］ボタンをクリックすると Citrix Provisioning構
成ウィザードが自動的に起動します。プロビジョニングデータベースの更新は、最初の Provisioning
サーバーをアップグレードした後にだけ実行されます。

2. デフォルト設定を使用します。Citrix Provisioning構成ウィザードは以前に構成した設定を使用します。［フ
ァーム構成］ページで、［ファームが既に構成されています］オプションが選択されていることを確認します。
すべての構成情報を入力したら、［完了］ページの情報を確認します。［完了］をクリックして Provisioning
サーバーを構成します。

3. これらの手順を繰り返して、ファーム内の残りのプロビジョニングサーバーをすべてアップグレードします。

Citrix Provisioningクライアントの再配分

すべての Citrix Provisioningサーバーをアップグレードして構成したら、ファーム内ですべてのプロビジョニング
クライアント（ターゲットデバイス）を再配分することをお勧めします。プロビジョニングクライアントを再配分す
るには：

1. Citrix Provisioningコンソールを起動し、ファームにログインします。
2.［サーバー］タブに移動します。
3. 最近アップグレードされたプロビジョニングサーバーをすべて強調表示し、右クリックでコンテキストメニュ
ーを表示します。

4.［クライアントの再配分］を選択します。
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Citrix Provisioningターゲットデバイスのアップグレード

Citrix Provisioningでは、ターゲットデバイスをアップグレードする 3つの方法がサポートされています：

• インプレースアップグレード
• VHD\VHDX直接起動
• リバースイメージ作成を使用した手動アップグレード

重要：

Citrixではアップグレードプロセスでバージョン管理が使用されていない場合は、仮想ディスクをバックアッ
プすることを強くお勧めします。

Citrix Provisioningターゲットインストーラーを使用する場合：

• Provisioning Servicesバージョン 7.6.2（7.6 CU1）以降のターゲットデバイスが実行されている場合は、
新しいターゲットインストーラーを実行します。ターゲットデバイスにインストールされているものと同じバ
ージョンである必要があります。このプロセスにより、効率的にアップグレードを行えるようになります。

• Provisioning Servicesバージョン 7.6.0以前のターゲットデバイスが実行されている場合は、古いターゲ
ットデバイスソフトウェアをアンインストールします。再起動し、新しい Citrix Provisioningターゲットデ
バイスのバージョンをインストールします。

インプレースアップグレード

インプレースアップグレードの場合、保守バージョンの仮想ディスクとプライベートイメージは互換性があります。
ただし、Citrix Provisioningのバージョン管理を利用してインプレースアップグレードを実行することをお勧めし
ます。

インプレースアップグレードを実行するには：

1. 仮想ディスクの保守バージョンを作成します。
2. Provisioningコンソールを使用して、デバイスのプロパティに移動し、デバイスタイプを［保守］に設定し
ます。

3.［起動］メニューでオプション 1を選択し、保守バージョンを使用してクライアントを仮想ディスクモードで起
動します。

4. Windowsにログインし、新しいターゲットデバイスインストーラーを実行します。ソフトウェアをインスト
ールして、完全インストールを実行します。ターゲットデバイスインストーラーがアップグレードを実行しま
す。イメージ作成ウィザードを実行しないでください。再起動を確認するダイアログボックスが開いたら、タ
ーゲットデバイスを再起動します。

5. Windowsがロードされたら、システムにログインし、ステータストレイを表示して、ターゲットデバイスソ
フトウェアが期待したバージョンであることを確認します。ステータストレイが非表示になっている場合は、
ステータストレイアイコンの上向き矢印をクリックしてステータストレイを表示します。

6. ターゲットデバイスをシャットダウンします。
7. バージョン管理が呼び出された場合は、Provisioningコンソールを使用して保守バージョンを昇格させて、
バージョン機能をテストします。新しいバージョンを確認し、実稼働品質であると見なしたら、実稼働バージ
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ョンに昇格させます。この仮想ディスクを使用してすべてのターゲットデバイスを再起動して、このバージョ
ンをユーザーにロールアウトします。

VHD\VHDX起動によるアップグレード

この方法を使用してターゲットデバイスをアップグレードする場合は、次の点を考慮してください。

• Citrix Hypervisorは.vhdのみをサポートします
• Hyper‑V 2012および 2008 R2は.vhdのみをサポートします
• Hyper‑V 2012 R2および 2016は、.vhdと.vhdxの両方をサポートします

1. .vhdxファイルを入手します。次の点を考慮してください。

• 仮想ディスクにバージョンがない場合は、.vhdx ファイルを Hyper‑V Server にコピーするか、
XenCenter（［ファイル］>［インポート］）を使用してファイルを XenServerにインポートします。

• 仮想ディスクにバージョンがある場合は、基本マージを実行し、保守モードで.vhdxファイルを作成し
ます。

2. XenServerを使用して直接 VHD起動を実行します。

a. XenCenterを実行しているシステムに.vhdファイルをコピーし、［ファイル］>［インポート］を使用して
XenServerにインポートします。

b. インポートした.vhdファイルを使用してVMを作成します。詳しくは、Citrix Virtual Apps andDesktops
のマニュアルの「仮想マシンのインポートとエクスポート」セクションを参照してください。

c. VMを起動します。

d. ターゲットデバイスソフトウェアをアップグレードします。Citrix Provisioningターゲットデバイスイン
ストーラーの使用については、このセクションの冒頭の情報を参照してください。

3. Hyper‑Vを使用して VHD\VHDX直接起動を実行します。

a) Hyper‑V Serverに.vhdxファイルをコピーします。または

b)［既存の仮想ハードディスクを使用する］を使用して Hyper‑V VMを作成し、.vhdxファイルをポイン
トします。Hyper‑V 2012 R2および 2016の場合は、生成された VMが仮想ディスクの VMと次のよ
うに一致していることを確認します：

• 第 1世代 =従来の BIOS VMとシステム
• 第 2世代 = UEFI VMとシステム

詳しくは、「Create a virtual machine in Hyper‑V」を参照してください。

c) VMを起動します。

d) ターゲットデバイスソフトウェアをアップグレードします。ターゲットデバイスソフトウェアをアップ
グレードします。Citrix Provisioningターゲットデバイスインストーラーの使用については、このセ
クションの冒頭の情報を参照してください。

© 1999–2021 Citrix Systems, Inc. All rights reserved. 99

https://docs.microsoft.com/en-us/windows-server/virtualization/hyper-v/get-started/create-a-virtual-machine-in-hyper-v


Citrix Provisioning 2106

4. .vhdx.vhdファイルをコピー元の仮想ディスクストアの場所にコピーして戻します：

• .vhdx.vhdファイルを基本マージバージョンから取得した場合、このファイルはテストと検証の準備が
整っています。

• ファイルを基本仮想ディスクからコピーした場合は、［既存の vDiskの追加またはインポート］オプシ
ョンを使用して、仮想ディスクをプロビジョニングデータベースにインポートします。このオプション
は、Provisioningコンソールの仮想ディスクプール\ストアレベルから実行します。

P2PVSによる手動のリバースイメージ作成を使用するアップグレード

このセクションの情報を参照して、P2PVSによるリバースイメージ作成で Citrix Provisioningをアップグレード
します。

次の表は、サポートされているアップグレード方法です：

リバースイ
メージ作成
方式 Xenツール VMツール

Hyper‑V
との互換性

NICドライ
バー

Windows
10のアッ
プグレード

ウイルス対
策の更新

ファイアウ
ォール/ネ
ットワーク
セキュリテ
ィソフトウ
ェア

P2PVSリ
バースイメ
ージ作成

x x x x x x x
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リバースイ
メージ作成
方式 Xenツール VMツール

Hyper‑V
との互換性

NICドライ
バー

Windows
10のアッ
プグレード

ウイルス対
策の更新

ファイアウ
ォール/ネ
ットワーク
セキュリテ
ィソフトウ
ェア

ハイパーバ
イザーから
の VHD起
動

x x x x

VHD直接
起動

x x x x x x

1. プライベート\メンテナンスモードを使用して、Citrix Provisioningターゲットデバイスを仮想ディスクで起
動します。

2. ISOイメージのUpgradeフォルダーにある、PVS_UpgradeWizard.exeまたはPVS_UpgradeWizard_x64.exe
をインストールします。このフォルダーは最新の Citrix Provisioningリリース領域（最新の P2PVS.exeフ
ァイルが含まれる）にあります。アップグレードウィザードは、Citrix Provisioningのメタインストーラー
で［ターゲットデバイスのインストール］>［アップグレードウィザードのインストール］を選択してインス
トールできます。

3. Citrix Provisioningアップグレードウィザードのディレクトリから P2PVS.exeを実行します。デフォルト
では、このファイルは C:\ProgramFiles\Citrix\Citrix Provisioning Upgrade Wizardにあります。

4.［対象］ドロップダウンメニューをクリックして、［Citrix Provisioning仮想ディスク］を選択します。［次へ］
をクリックします。

5. パーティション画面で、リバースイメージを作成しているパーティションを選択します。ドライブ文字がある
かどうかにかかわらず、すべてのシステムパーティションが、リバースイメージ作成で使用されます。［次へ］
をクリックします。

6. 最後のページで［変換］をクリックし、リバースイメージを作成します。

注：

リバースイメージ作成を使用しているときは、次の点を考慮してください。

• BIOSシステムのリバースイメージ作成は、非破壊的です。システムのパーティションテーブルは
変更されません。Citrix Provisioningイメージ作成はブロックごとであるため、ローカルハード
ディスクのパーティションテーブルは、仮想ディスクのパーティションテーブルと同一である必要
があります。

• UEFIシステムのリバースイメージ作成は、破壊的です。ローカルハードディスクのパーティショ
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ンはすべて破壊され、仮想ディスクのパーティションテーブルと一致させるために変更されます。

7. リバースイメージ作成が完了したら、ネットワーク起動せずにハードディスクから VMを再起動します。

8. ターゲットデバイスをアップグレードします。詳しくは、このセクションの冒頭にある情報を参照してくださ
い。

9. 再度、オペレーティングシステムのイメージを仮想ディスクに作成します。このイメージ作成を実行するには、
新しい仮想ディスクを作成するか、既存の仮想ディスクを使用します。

リバースイメージ作成でWindows 10マシンをアップグレードする

リバースイメージ作成でWindows 10のイメージをアップグレードするには：

1. 仮想ディスクと同じサイズまたはそれ以上の仮想ハードディスクを持つターゲットデバイスを作成します。

2. 保守バージョンまたはプライベートイメージモードを使用して、仮想マシンを仮想ディスクにネットワーク起
動（PXE/ISO）します。

3. 仮想ディスクで Provisioning Services 7.15以前を使用している場合は、ISOイメージのUpgradeフォル
ダーにある、PVS_UpgradeWizard.exeまたは PVS_UpgradeWizard\x64.exeをインストールしま
す。このプロセスによって、最新の P2PVS.exeファイルを取得します。アップグレードウィザードは、［タ
ーゲットデバイスのインストール］>［アップグレードウィザードのインストール］を選択することで、Citrix
Provisioningのメタインストーラーと一緒にインストールすることもできます。

4. Citrix Provisioningターゲットデバイス\アップグレードウィザードのディレクトリから P2PVS.exeを実行
します。デフォルトのディレクトリは、C:\Program Files\Citrix\Citrix Provisioningまたは C:\Program
Files\Citrix\Citrix Provisioning Upgrade Wizardです。

5.［対象］ドロップダウンメニューから［Citrix Provisioning vDisk］を選択し、［次へ］をクリックします。

6. パーティション画面で、リバースイメージを作成するパーティションを選択します。ドライブ文字があるかど
うかにかかわらず、すべてのシステムパーティションが、リバースイメージ作成で使用されます。［次へ］をク
リックします。

7. 最後のページで［変換］を選択し、リバースイメージを作成します。

8. リバースイメージ作成が正常に完了したら、仮想マシンを HDDから起動し、その後再起動するように設定し
ます。

9. Citrix Provisioningターゲットデバイスをアンインストールします。

10. 仮想マシンをシャットダウンします。

注：

c:\パーティションの空き領域を確認します。C:のWindows.oldフォルダーを削除すると、使用され
ている一部の領域が解放されることがあります。詳しくは、Windowsのサポートページを参照してく
ださい。

11. C:\パーティションの空き領域を判断し、必要に応じて仮想マシンのハードディスクのサイズを増やします。
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注：

このオペレーティングシステムがWindows101607（コードネームはRedstone1またはAnniversary
Update）の場合、Windows 10の更新によって C:\パーティションの後に別のシステムパーティショ
ンが作成されます。現在、C:\パーティションのサイズを増やすことはできません。

12. VMを起動します。仮想マシンのローカル管理者を確認し、パスワードを記憶してください。

13. Windows 10の更新プログラムを実行してWindows 10をアップグレードします。

14. Windows 10のアップグレードプロセスが Active Directoryに影響を与える可能性があるため、ローカル管
理者の資格情報を使用してログインします。

15. 必要に応じて、仮想マシンを Active Directoryに再追加します。

16. 必要に応じて、新しいドライバーとWindows Updateをさらにインストールします。

17. 更新の終了後、Citrix Provisioningのターゲットデバイスソフトウェアをインストールします。

18. イメージ作成ウィザードまたは P2PVSを使用して仮想ディスクを作成します。手順 11で仮想マシンの仮想
ハードディスクのサイズを増やしていない場合は、古い仮想ディスクを使用できます。

サーバー

October 12, 2021

Citrix Provisioningファームにおいて、データベースは 1台目の Provisioningサーバーをアップグレードすると
きにアップグレードされます。ファーム内のデータベースと 1台目のサーバーをアップグレードした後で、ファーム
内の残りのサーバーをアップグレードできます。サーバーを構成するときは、以下の点を考慮してください：

• 1台目の Provisioningサーバーをアップグレードしている間、一部の管理機能は使用できません。
• 操作の失敗を避けるために、アップグレードが完了するまですべての Citrix Provisioningコンソールを閉じ
ておくことをお勧めします。

• サーバーをアップグレードすると、コンソールコンポーネントもアップグレードされます。

1台目の Provisioning Servicesサーバーのアップグレード
重要：

Citrix Provisioningサーバーバージョン 1808をアンインストールしてから、Citrix Provisioningサーバー
バージョン 1811をインストールします。

アップグレードするには

1. サーバーとデータベースをアップグレードするには、サーバー上で新しいバージョンのサーバーソフトウェア
を実行して、［アプリケーションを自動的に閉じ再起動を試行します］オプションを選択します。このオプショ
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ンを選択せず、［使用中のファイル］画面が開いたら、［アプリケーションを閉じません］オプションを選択し
ます。

2. このサーバー、またはファームの管理に使用するサーバーに Citrix Provisioningコンソールをインストール
します。コンソールのインストールについて詳しくは、「Citrix Provisioningサーバーソフトウェアのインス
トール」を参照してください。

3. 構成ウィザードで、既に設定されているファームに参加するオプションを選択します。ウィザードを実行する
と、サービスが開始されます。詳しくは、「構成ウィザードのタスク」で既存のファームへの参加方法を参照し
てください。

ファーム内の残存 Citrix Provisioningサーバーのアップグレード

ファーム内の最初のサーバーのアップグレードが完了したら、同じ手順で残りのサーバーをアップグレードします。

ヒント：

データベースは 1台目のサーバーをアップグレードしたときにアップグレードされているので、データベース
のアップグレード処理は無視されます。

サーバーのローリングアップグレード

アップグレード中に Citrix Provisioningコンポーネントを稼動状態に保つには、サーバーのローリングアップグレ
ードプロセスを使用します。このプロセスでは、一度に 1つの Provisioningサーバーをアップグレードします。

ヒント：

Provisioningサーバーをアップグレードしているときは、ターゲットデバイスにサービスを提供することはで
きません。この制約のため、環境内の残存 Provisioningサーバーが、アップグレードした Provisioningサ
ーバーからクライアントのフェールオーバーをサポートするようにします。

サーバーのローリングアップグレードを実行するには、ファーム内の最初の Provisioningサーバーをアップデート
します：

1. MMCのサービススナップイン（services.msc）を開き、Citrix Provisioning Stream Serviceを停止
します。このプロセスにより、この Provisioningサーバーに接続されたすべてのターゲットが、ファーム内
の他のサーバーにフェールオーバーします。終了したら、Provisioningサーバーおよびコンソールコンポー
ネントをアップグレードします。

2. Citrix Provisioningデータベースをアップグレードします。このプロセスは 1回だけ実行されます。データ
ベースをアップグレードするには、dbScript.exeおよび構成ウィザードを使用したサーバーのローリン
グアップグレードの 2つの方法があります。

スクリプトを使用したサーバーのローリングアップグレード

dbScript.exeを使用して SQLスクリプトを生成します。データベースをアップグレードするオプションを選択
し、それに関連付けられた名前を入力します。次に、SQL Managementまたは SQLコマンドラインのスクリプト
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を使用して、Provisioningデータベースをアップグレードします。

構成ウィザードを使用したサーバーのローリングアップグレード

構成ウィザードを使用して Provisioningデータベースをアップグレードします。以下に注意してください：

• Provisioningサーバーが正常にアップグレードされ、［完了］ボタンが選択されると、Citrix Provisioning
構成ウィザードが自動的に起動します。

• デフォルト設定を使用します。この設定により、構成ウィザードで前のインスタンスの設定が保持されま
す。［ファーム構成］ページで、［ファームが既に構成されています］オプションを選択します。すべての構成情
報を入力して確認したら、［完了］をクリックして Provisioningサーバーの構成を開始します。Provisioning
データベースがアップグレードされていない場合は、データベースがアップグレードされていることを示すメ
ッセージが表示されます。［OK］をクリックします。

ヒント：

Citrix Provisioningがservices.mscスナップインを使用して起動していることを確認し、ターゲットデ
バイスを起動して Provisioning Servicesサーバーに接続できることを確認します。

ファーム内の最初の Provisioningサーバーをアップグレードした後、他のすべてのサーバーをアップグレードしま
す：

1. MMCのサービススナップイン（services.msc）を開き、Citrix Provisioning Stream Serviceを停止
します。このプロセスにより、この Provisioningサーバーに接続されたターゲットデバイスの、すべてでは
ないにしてもほとんどが、アップグレードされたサーバーにフェールオーバーします。新しいサーバーとコン
ソールの実行可能ファイルを実行して、サーバーとコンソールのコンポーネントをアップグレードします。

2. Provisioningサーバーが正常にアップグレードされ、［完了］ボタンをクリックすると、構成ウィザードが自
動的に起動します。

注：

最初の Provisioningサーバーによって Provisioningデータベースが更新されます。

3. デフォルト設定を使用します。この設定により、構成ウィザードで前のインスタンスの設定が保持されま
す。［ファーム構成］ページで、［ファームが既に構成されています］オプションが選択されていることを確認し
ます。すべての構成情報を入力したら、［完了］ページの情報を確認し、［完了］をクリックして Provisioning
サーバーの構成を開始します。

4. 最初のサーバーをアップグレードしたら、手順 1～3を繰り返して、ファーム内の他のすべての Provisioning
サーバーをアップグレードします。

仮想ディスク

October 12, 2021
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重要：

新しい製品バージョンにアップグレードする前に、すべての仮想ディスクのバックアップを作成してください。

仮想ディスクをアップグレードする場合は、仮想ディスクイメージに新しいバージョンの Citrix Provisioningター
ゲットデバイスソフトウェアをインストールします。

重要：

Provisioning Services 7.6.1以降からアップグレードする場合は、インプレースアップグレードを実行でき
ます。可能な場合は、Citrixではこの方法を使用することをお勧めします。バージョン 7.6.0以前を使用してい
る場合は、インプレースアップグレードでアンインストールしてください。

インプレースアップグレード

必要なステップは 2つです：

1. クライアントをプライベートモードまたは保守モードで起動します。
2.「イメージ作成に向けたマスターターゲットデバイスの準備」に記載されたようにターゲットデバイスのイン
ストーラーを実行します。

注：

Citrix Provisioningのアップグレードにはローカル管理者特権が必要です。

旧バージョンからのアップグレード

7.6.1より前のバージョンからアップグレードする必要がある場合は、以下の仮想ディスクアップグレード方法がサ
ポートされています：

• Hyper‑Vを使用した vDiskのアップグレード。Citrix Provisioning 6.x、7.1、または 7.6からアップグレ
ードする場合は、このインラインアップグレードをお勧めします。再イメージ化よりも速く、使用するストレ
ージ容量も最小で済みます。

• 再イメージ化による vDiskのアップグレード。ほかの 2つの vDisksアップグレード方法がいずれも有用でな
い環境の場合、以下の再イメージ化によるアップグレード方法のうち 1つを選択してください：

– バージョン付けされた vDiskのアップグレード：仮想ディスクを Citrix Provisioning 6.xから 7.1ま
たは 7.6にアップグレードする場合で、Hyper‑Vを使用した vDiskのアップグレード方法が使用でき
ない場合は、この方法を使用します。この方法では仮想ディスクの保守バージョンとして再イメージ化
します。これにより実稼働デバイスは引き続き実行され、仮想ディスクの実稼働バージョンを起動する
ことができます。アップグレードした仮想ディスクのバージョンを実稼働バージョンに昇格した後は、
ターゲットデバイスはアップグレードした仮想ディスクのバージョンから起動します。

– 自動インラインアップグレード： Citrix Provisioning 5.1.x、5.6.x、6.x～7.1、または 7.6からアッ
プグレードする場合は、この方法をお勧めします。Hyper‑Vを使用して vDiskをアップグレードでき
ない場合、またはバージョン付きの仮想ディスクのアップグレード方法が使用できない場合は、この方
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法のみを採用できます。この方法ではアップグレードウィザードおよびアップグレードマネージャーを
使用して、仮想ディスクの手動アップグレード方法に含まれるいくつかの手順を自動化します。

– 手動 vDiskアップグレード： 5.1.x、5.6.x、6.x～7.1、または 7.6からアップグレードしている場合
は、この仮想ディスクアップグレード方法をお勧めします。手動の方法は、Hyper‑Vを使用した方法、
またはバージョン付きの仮想ディスクのアップグレード方法が使用できない場合のみ、採用してくださ
い。または、自動インラインアップグレード方法が失敗した場合です。この方法は、仮想ディスクに複
数のパーティションが存在し、再イメージ化に同じシステムとマシンを使用できる場合にも採用できま
す。ハードディスクドライブは同じである必要はありません。

Hyper‑Vを使用した仮想ディスクのアップグレード

Provisioning Services 6.x、7.1、または 7.6からアップグレードする場合は、このインラインアップグレードをお
勧めします。再イメージ化よりも速く、使用するストレージ容量も最小で済みます。

Microsoft Hyper‑Vを使用してアップグレードする前に、次の要件を確認してください。

• Hyper‑Vに関する一般的な知識が必要です。
• Hyper‑Vをインストールする必要があります。Citrix Provisioningサーバーには、Hyper‑Vは必要はあり
ません。

注：

Hyper‑Vでのアップグレードでは、ブロックサイズが 16MBの vDiskはサポートされません。仮想ディスク
イメージを作成するときは、ブロックサイズを 2MB以上にします。

1. Hyper‑Vサーバーから、以前にインストールした Provisioning Servicesソフトウェアをアンインストール
します。

2. 新しいバージョンの Citrix Provisioningソフトウェアをインストールします。
3. 新しく作成した仮想ハードドライブ（VHDX）ファイルを Hyper‑Vサーバーにコピーします：

a) 仮想ディスクのバージョンを作成します。
b) 新しいバージョンをテストモードに昇格させます。
c) 移行ベースをテストモードに実行します。
d) 手順 cから Hyper‑Vサーバーに VHDXをコピーします。

4. Hyper‑Vマネージャーで新しい仮想マシンを作成します。
5. 作成中、新しい VHDXの代わりに既存の.vhdxを接続します。新しい vDisk>
6.［操作］ペインの［設定］をクリックして新しい仮想マシンのプロパティを開き、ネットワークアダプターを削
除します。［ハードウェアの追加］へ移動し、［レガシNIC］を追加します。

7.［レガシ NIC］へ移動し、物理的なシステム NICを指定します。
8. 仮想マシンを起動します。
9. システムによる新しいドライバーのインストールを受け入れ、再起動を求められた場合は再起動します。

10. Citrix Provisioningのターゲットデバイスソフトウェアをアンインストールして再起動します。
11. オプション：Hyper‑Vの統合サービスをインストールします。このサービスは、VHDXを物理システムでも仮

想システムでも起動できるように作成する必要がある場合にのみ必要です。仮想マシンが起動した状態で、［操
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作］メニューの［統合サービスセットアップディスクの挿入］を選択してインストールします。
12. Citrix Provisioningのターゲットデバイスソフトウェアをインストールします。
13. Citrix Provisioningを非アクティブな NIC（元のターゲットデバイスの物理 NIC）にバインドすることを選

択します。ターゲットデバイスソフトウェアを複数 NIC環境内の NT6.xシステムにインストールする場合、
有効なすべての NICを使用できます。そのため、bindcfg.exeは必要ではなくなり、ターゲットデバイス
ソフトウェアでインストールされなくなります。

14. 仮想マシンをシャットダウンします。
15. 仮想マシンのプロパティに移動し（［操作］、［設定］の順に選択します）レガシ NICから起動するように設定

します。
16. VHDX（newvDisk.vhdx）を Provisioning Servicesサーバーに戻します（newvDiskは新しい vDisk

名）。
17. Citrix Provisioningコンソールで次の操作を行います：

a)［既存の vDiskの追加］を選択して、VHDXを Citrix Provisioningデータベースに追加します。
b) Hyper‑V仮想マシンをターゲットデバイスの一覧に追加します。
c) 仮想ディスクを適切なターゲットデバイスに関連付けます。
d) 仮想ディスクを標準イメージモードに設定します。

18. 物理ターゲットデバイスを起動してから、Hyper‑V仮想マシンを起動します。

これで、元の仮想ディスクはアップグレードされ、物理マシンと仮想マシンで共通のイメージも作成されました。

リバースイメージ作成を使用した仮想ディスクのアップグレード

ほかの 2つの vDiskアップグレード方法がいずれも有用でない環境の場合にのみ、再イメージ化によるアップグレー
ドを行います。

既存の Citrix Provisioningの実装とネットワーク要件に応じて、選択すべき再イメージ化によるアップグレード方
法は異なります。

バージョン付きの仮想ディスクのアップグレード

Version 6.xの仮想ディスクをターゲットデバイスソフトウェアの最新バージョンにアップグレードする場合は、こ
の方法を選択できます。この方法では仮想ディスクの保守バージョンとして再イメージ化します。これにより実稼働
デバイスは引き続き実行され、仮想ディスクの実稼働バージョンを起動することができます。アップグレードした仮
想ディスクのバージョンを実稼働バージョンに昇格した後は、ターゲットデバイスはアップグレードした仮想ディス
クのバージョンから起動します。

アップグレードの前提条件は次のとおりです。

• すべての Citrix Provisioningサーバーをアップグレードする
• Citrix Provisioningコンソールをアップグレードする
• 仮想ディスクのバックアップコピーを作成する

アップグレードするには、次の手順を実行します：
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1. 保守モードの管理対象の仮想ディスクから保守デバイスを起動します。
2. 製品のインストールディレクトリでP2PVS.exeを実行して、ボリュームからボリュームへのイメージ作成に
よりイメージを再構築します。仮想ディスクをソースとして、ハードディスクドライブをターゲットとして選
択します。イメージの作成先がパーティション 1以外のパーティションである場合は、ハードディスクドライ
ブから再起動する前にboot.iniを編集するか、bceditコマンドでパーティション設定を編集する必要が
あります。

3. 保守デバイスはハードディスクドライブから再起動します。PXE起動は行わないでください。
4. 保守デバイスで Version 6.xのターゲットデバイスソフトウェアをアンインストールして、最新バージョンの
ターゲットデバイスソフトウェアをインストールします。

5. Citrix Provisioningイメージ作成ウィザードを実行して仮想ディスクイメージを作成します。ターゲットデ
バイスがない場合は作成し、ターゲットデバイスに仮想ディスクを割り当てます。

6. 保守デバイスまたはテストデバイスをアップグレードされた仮想ディスクから起動して、新しい仮想ディスク
イメージのストリーム配信をテストします。

P2PVSを使用して手動でリバースイメージを作成する

以下は、P2PVSを使用して手動でリバースイメージを作成する場合の考慮事項です。

• プライベート\保守モードを使用して、プロビジョニングターゲットデバイスを仮想ディスクで起動します。
• ISO イ メ ー ジ の Upgrade フ ォ ル ダ ー に あ る、PVS\\_UpgradeWizard.exeま た はPVS\\
_UpgradeWizard\\_x64.exeをインストールして最新のP2PVS.exeを入手します。アップグレード
ウィザードは、Citrix Provisioningのメタインストーラーで［ターゲットデバイスのインストール］>［アッ
プグレードウィザードのインストール］を選択してインストールできます。

• Citrix Provisioningアップグレードウィザードのディレクトリから P2PVS.exeを実行します。デフォルト
では、このディレクトリは C:\Program Files\Citrix\Citrix Provisioning Upgrade Wizardです。

•［対象］メニューから Provisioning Services vDiskを選択し、［次へ］をクリックします。
• パーティション画面で、パーティションを選択します。ドライブ文字があるかどうかにかかわらず、すべての
システムパーティションが、リバースイメージ作成で使用されます。［次へ］をクリックします。

• 最後のページで［変換］を選択し、リバースイメージを作成します。

注：

BIOSシステムのリバースイメージ作成は、非破壊的です。システムのパーティションテーブルは変更されませ
ん。Citrix Provisioningイメージ作成はブロックごとであるため、ローカルハードディスクのパーティション
テーブルは、仮想ディスクのパーティションテーブルと同一である必要があります。
重要：

UEFIシステムのリバースイメージ作成は、破壊的です。ローカルハードディスクのパーティションはすべて破
壊され、仮想ディスクのパーティションテーブルと一致させるために変更されます。
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UEFI VMでのリバースイメージ作成について

リバースイメージ作成を使用して、ウイルス対策とマルウェアの定義を更新します。BIOSがこのタスクを実行でき
るので、UEFIは実行できません。

UEFI VMのリバースイメージを作成する場合、次について考慮してください。

• UEFI VMのリバースイメージ作成は、手動で P2PVS.exeを次のいずれかで使用してのみ可能です。
– GUI
– コマンドライン

重要：

UEFI VMでリバースイメージ作成を使用する場合、プロセスは破壊的であり、結果としてすべてのデータが失
われることに注意してください。

自動インラインアップグレード

5.1.x、5.6.x、または 6.0～6.1からのアップグレードで、自動 vDiskアップグレードを行います。Hyper‑Vアップ
グレードが使用できない場合にもこの方法を使用してください。このアップグレード方法では、アップグレードウィ
ザードとアップグレードマネージャーを使用して既存の仮想ディスクを現在のバージョンに変換します。

前提条件：

• すべての Citrix Provisioningコンソールがアップグレード済みである。
• すべての Citrix Provisioningサーバーがアップグレード済みである。
• アップグレードの前に仮想ディスクのコピーを作成済みである。

仮想ディスクの自動インラインアップグレードを実行するには、仮想ディスクのアップグレードが完了するまでター
ゲットデバイスに対して仮想ディスクがオフラインである必要があります。vDiskをオンラインのままにしておくに
は、仮想ディスクのコピーを作成してアップグレード処理に使用します。アップグレードが完了した後で、アップグ
レードされた仮想ディスクを使用するようにターゲットデバイスを移行できます。

1. マスターターゲットデバイスまたは保守デバイスで、プラットフォームに応じてPVS\\_UpgradeWizard
.exeまたはPVS\\_UpgradeWizard\\_x64.exeを実行します。

2. Provisioning Services 6.1 のターゲットデバイスソフトウェアのインストールディレクトリから Pro‑
visioning サーバーソフトウェアのインストールディレクトリに、UpgradeManager61.exeをコピ
ーします。デフォルトの製品インストールディレクトリはC:\Program Files\Citrix\Citrix
Provisioningです。

3. ProvisioningサーバーでUpgradeManager61.exeを実行します。
4. マスターターゲットデバイスで、Windowsの［スタート］メニューまたはインストールディレクトリから、

UpgradeConfig.exeを実行します：
a) 自動的にログオンするため、管理者特権を持つローカルアカウントを指定します。このローカルアカウ
ントには空のパスワードを設定しないでください。

b) リバースイメージ作成によりデータを複製するローカルパーティションを指定します。仮想ディスクの
複製元のハードドライブを指定することをお勧めします。
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注：パーティションに新しいハードドライブを指定する場合は、手動アップグレードの方法でハードド
ライブを初期化してください。

c) アップグレードマネージャーに接続するため、Provisioningサーバーの IPアドレス、ユーザーアカウ
ント、およびパスワードを指定します。このアカウントには空のパスワードを設定しないでください。

d)［OK］をクリックします。
e) Upgrade Configによりさまざまなパラメーターがチェックされます。すべてのチェックに成功すると

Upgrade Configが終了し、マシンが再起動されてアップグレードスクリプトが開始されます。
f) マシンが数回再起動した後、スクリプトが正常終了したことを示すメッセージが表示されます。

注：

アップグレードが完了すると、自動ログオン用の資格情報は消去されます。仮想ディスク環境で自動ログオン
を使用する場合は、必要に応じて自動ログオンを設定します。

vDiskの手動アップグレード

vDiskのアップグレードの汎用的なアプローチとして、または次のどちらかの条件に当てはまる場合は、手作業でア
ップグレードします。

• 仮想ディスクがプライベートイメージモードで何回も変更されている。
• 元のハードドライブを使用できない。

手動アップグレードには以下の作業を完了することも含まれます。

1. 仮想ディスクのイメージをマスターターゲットデバイスのハードドライブに復元します。
2. 最新の製品ソフトウェアをマスターターゲットデバイスにインストールします。
3. ターゲットデバイスのハードドライブのイメージを仮想ディスクファイルに作成します。
4. 仮想ディスクから起動します。

マスターターゲットデバイスのハードドライブへのイメージの復元

仮想ディスクをハードドライブに復元する手順は 2つあります。選択する手順は、復元先ディスクドライブの状態に
よって決まります。仮想ディスクを作成した元のハードドライブにイメージを復元できます。これがお勧めの方法で
す。未フォーマットの初期化されていないハードディスクを使用してイメージを復元することもできます。

仮想ディスクを作成した元のハードドライブへのイメージの復元

1. 仮想ディスクをプライベートまたは共有イメージモードで起動します。
2. Windowsの管理ツールで［コンピューターの管理］を選択します。［コンピューターの管理］ウィンドウが
開きます。

3. コンソールツリーで［記憶域］の［ディスクの管理］を選択します。
4. 元のハードディスクのアクティブなパーティションのドライブ文字を書きとめます。新しいハードディスクの
場合は、続行する前にフォーマットします。
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5. ターゲットデバイスでイメージビルダーを実行します。このユーティリティは\Program Files\Citrix\Citrix
Provisioning\P2PVS.exeです。

6. 新しく作成したパーティション、または元のブートディスクのパーティションのドライブ文字を［作成先ドラ
イブ］ボックスに指定します。［作成先ドライブ］ボックスの値は仮想ディスクの最初のパーティションにデフ
ォルト設定されます。

7. 仮想ディスクの作成先ドライブへハードドライブのイメージを複製します。
8. 仮想ディスクを Provisioningサーバーに接続するには、コンソールでターゲットデバイスがハードドライブ
から起動するように設定してから、PXEを使用して起動します。この手順を正しく行わないと、Provisioning
サーバーは仮想ディスクと接続できません。

9. 製品ソフトウェアをアンインストールします。詳しくは、Citrix Provisioningの削除に関するセクションを
参照してください。

未フォーマットの初期化されていないハードディスクドライブを使用したイメージの復元

1. 仮想ディスクをプライベートイメージモードで起動します。
2. Windowsの管理ツールで［コンピューターの管理］を選択します。［コンピューターの管理］ウィンドウが
開きます。

3. コンソールツリーで［記憶域］の［ディスクの管理］を選択します。
4. 最初のパーティションとして新しいプライマリパーティションを作成し、ドライブ文字を割り当て、フォーマ
ットします。

5. 新しく作成したパーティションを右クリックして［パーティションをアクティブとしてマーク］を選択します。
6. 仮想ディスクのルートから boot.ini.hdiskファイルを削除します。
7. ターゲットデバイスでイメージビルダーを実行します。このユーティリティは\Program Files\Citrix

\Citrix Provisioning\P2PVS.exeにあります。
8. 新しく作成したパーティション、または元のブートディスクのパーティションの作成先ドライブ文字に仮想デ
ィスクを指定します。仮想ディスクは最初に作成先ドライブのパーティションにデフォルト設定されます。

9. 仮想ディスクの作成先ドライブへハードドライブのイメージを複製します。
10. 仮想ディスクを Provisioningサーバーに接続するには、コンソールでターゲットデバイスがハードドライブ

から起動するように設定してから、PXEを使用して起動します。この手順を正しく行わないと、Provisioning
サーバーは仮想ディスクと接続できません。

11. 製品ソフトウェアをアンインストールします。詳しくは、Citrix Provisioningの削除に関するセクションを
参照してください。

マスターターゲットデバイスソフトウェアのインストール

マスターターゲットデバイスに最新の製品ソフトウェアをインストールするには、次の手順に従います。

1. ターゲットデバイスで新しい Citrix Provisioningサーバーのターゲットデバイスインストーラーを実行しま
す。

2. PXEを使用してターゲットデバイスを起動します。
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ハードドライブのイメージ作成

ターゲットデバイスのハードドライブのイメージを仮想ディスクファイルに作成するには、次の手順に従います：

1. ターゲットデバイスでイメージビルダーを実行します。このユーティリティは\Program Files\Citrix\Citrix
Provisioning\P2PVS.exeです。

2. 新しく作成したパーティション、または元のブートディスクのパーティションのドライブ文字を［作成先ドラ
イブ］ボックスに指定します。［作成先ドライブ］ボックスの値は仮想ディスクの最初のパーティションにデフ
ォルト設定されます。

3. 仮想ディスクの作成先ドライブへハードドライブのイメージを複製します。

仮想ディスクからの起動

Citrix Provisioningコンソールを使用して、Provisioningサーバー上のターゲットデバイスが仮想ディスクから
起動するように設定し、ターゲットデバイスを再起動します。これで、新しいターゲットデバイスは新しい仮想ディ
スクイメージを実行するようになりました。

インプレースアップグレードを使用したターゲット仮想ディスクのアップグレード

ここでは、インプレースアップグレードによってターゲットデバイス仮想ディスクをアップグレードする方法を説明
します。

重要：

このアップグレードの手順は、バージョン 7.6.1以降を使用している Citrix Provisioningターゲットデバイ
スにのみ使用できます。Provisioning Services 7.6.1以降では、アップグレードされたターゲットは、ター
ゲットインストール方法でインストールされます。バイナリ置換方法は使用できません。バージョン 7.6.0以
前を使用している場合は、Citrixではアンインストールすることをお勧めします。

ターゲットデバイスをプライベートイメージモードまたは保守バージョンで起動します

ここでは、ターゲットデバイスをプライベートモードまたは保守モードで起動する方法について説明します。

ヒント：

プライベートイメージモードで起動する前に、仮想ディスクのアップグレード前のバックアップを作成するこ
とをお勧めします。

プライベートイメージモードでの起動

1. ほかのすべてのデバイスをシャットダウンします。
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2. アップグレードする仮想ディスクをプライベートイメージモードに設定します：

a) 仮想ディスクを右クリックして、仮想ディスクの［プロパティ］ダイアログボックスを開き［プロパテ
ィ］を選択します。

b)［アクセスモード］から［プライベートイメージ (単一デバイス、R/Wアクセス)］を選択します。
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3. その仮想ディスクを使用してターゲットデバイスを起動します：

保守モードでの起動

1. 標準モードの仮想ディスクを右クリックし、［バージョン…］オプションを選択して［仮想ディスクバージョ
ン］画面を開きます。

2.［新規］（インターフェイスの右上部分）をクリックして、保守仮想ディスクバージョンを作成します：
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3. この仮想ディスクを使用しているターゲットデバイスをターゲットで右クリックして保守モードに設定し、［プ
ロパティ］オプションを選択します。

4. メニューのプロパティの種類で［保守］を選択します：
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5. 指定の仮想ディスクバージョンでターゲットデバイスを起動します。

6. ターゲットデバイスを起動すると表示される起動メニューで［オプション 1］を選択します。

7. デバイスのプロビジョニングステータストレイは次のようになります：
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ヒント：

仮想ディスクの名前は末尾を.xにします。xは 1以上の数字で、拡張子は.avhdxまたは.avhdにする必要
があります。

Citrix Provisioningターゲットデバイスソフトウェアのアップグレード

ここでは、プライベートイメージモードまたは保守バージョンでデバイスを起動した後、Citrix Provisioningター
ゲットデバイスソフトウェアをアップグレードする方法を説明します。

Citrix Provisioningターゲットデバイスソフトウェアをアップグレードするには：

1. クライアントデバイスにローカル管理者ログイン資格情報でログインします。

2. PVS_Device.exeまたは PVS_Device_x64.exeをターゲットデバイスにコピーします。

3. インストーラーを右クリックして、［管理者として実行］を選択します。

4. インストーラーを実行して、初回のバージョンインストールの場合と同様に、すべてのオプションを選択しま
す。

5.［完了］をクリックしてアップグレードを開始します。

6. ターゲットデバイスをシャットダウンします。

7. 仮想ディスクバージョンのインターフェイスを開きます。

8.［昇格］をクリックして、仮想ディスクをテストモードまたは実稼働モードに昇格します：
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ヒント

［新規］ボタンは淡色表示され、選択できません。

a) テストバージョン ‑実稼働バージョンに移行する前に、このバージョンを使用して仮想ディスクが完全
に動作するかを検証します。

b) 実稼働バージョン ‑仮想ディスクを実稼働環境に完全ロールアウトするときに、すべてのユーザーが使
用するバージョンです。

構成

October 12, 2021

このセクションの情報を使用して、コンソール、ファーム、サーバー、デバイスコレクション、ターゲットデバイス、
および vDiskを構成します。Citrix Provisioningは、読み取り専用形式の単一の共有ディスクイメージ（仮想ディ
スクとみなされます）を、コレクション内のターゲットデバイスにストリーミングします。これらのターゲットデバ
イスは、Citrix Provisioningサーバーと通信します。詳しくは、Citrix Provisioningの「アーキテクチャ」の記
事を参照してください。
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Console

October 12, 2021

Citrix Provisioningコンソールを使用して、Provisioningファーム内のコンポーネントを管理します。コンソー
ルは、ファームに接続できるどのコンピューターにもインストールできます。詳しくは、「コンソールの使い方」を参
照してください。

Citrix Provisioningコンソールの起動

コンソールを起動する前に、Citrix Provisioningサーバーで Stream Serviceが実行中であることを確認します。
構成ウィザードを実行した後は、Stream Serviceは自動的に開始します。

［スタート］メニューからコンソールを起動するには：

［すべてのプログラム］>［Citrix］>［Provisioning Services］>［Citrix Provisioningコンソール］の順に選
択します

コンソールのメインウィンドウが開きます。

共通のコンソール操作

次のメニューオプションはコンソール内のほとんどのオブジェクトに対して共通です：

ここから新しいウィンドウ：

• 新しいコンソールウィンドウを開くには、ツリーまたは詳細ペインでオブジェクトを右クリックします。［こ
こから新しいウィンドウ］を選択します。

• 新しいコンソールウィンドウが開きます。複数のウィンドウの中から前面に表示するものを切り替えるには、
ウィンドウを最小化します。

最新の情報に更新：

• コンソールの情報を更新するには、フォルダー、アイコン、またはオブジェクトを右クリックして、［更新］を
選択します。

一覧のエクスポート：

1. 詳細ペインからテキストまたはコンマ区切りのファイルに表情報をエクスポートするには、［操作］メニュー
の［エクスポート］を選択します。

2. ファイルを保存する場所を選択します。
3.［ファイル名］ボックスでファイル名を入力または選択します。
4.［ファイルの種類］ボックスの一覧でファイルの種類を選択します。
5.［保存］をクリックしてファイルを保存します。
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ヘルプ：
コンソールでオブジェクトを選択してから［操作］メニューの［ヘルプ］を選択すると、そのオブジェクトに関する
情報が表示されます。

表示オプション：コンソールビューをカスタマイズするには：

1.［表示］メニューの［列の追加と削除］または［カスタマイズ］を選択します。
•［列の追加と削除］を選択した場合は、［追加］および［削除］を使用して、表示する列を選択します。
•［カスタマイズ］を選択した場合は、コンソールウィンドウに表示するMMCおよびスナップインの各表
示オプションのチェックボックスをオンにします。

2.［OK］をクリックします。コンソールウィンドウが更新され、選択したオプションが表示されます。

コンソールでのタスクの実行

次のメニューオプションは、コンソールでタスクを実行するときに共通のオプションです：

•［操作］メニュー：［操作］メニューで、起動、再起動、メッセージの送信、プロパティの表示、プロパティのコ
ピーまたは貼り付けなど、オブジェクトに関連するタスクを選択します。

• 右クリック（コンテキストメニュー）：管理対象オブジェクトを右クリックして、オブジェクトに関連するタス
クを選択します。全タスクの一覧については、このガイド内のオブジェクトの管理に関する章を参照してくだ
さい。

• ドラッグアンドドロップ：ドラッグ機能を使用すると、コンソールでよく実行される次のようなタスクをすば
やく実行できます：

– デバイスコレクションからターゲットデバイスをドラッグして同じサイト内の別のデバイスコレクショ
ンにドロップし、ターゲットデバイスを移動します。

– 仮想ディスクをドラッグしてコレクションにドロップし、コレクション内のすべてのターゲットデバイ
スに仮想ディスクを割り当てます。仮想ディスクとコレクションは同じサイト内になければなりません。
コレクションに仮想ディスクを新しく割り当てると、以前の仮想ディスクの割り当てと置き換わります。

– ターゲットデバイスをドラッグしてコンソールツリー内のビューにドロップし、そのデバイスをビュー
に追加します。あるサイトの Provisioningサーバーをドラッグし、別のサイトにドロップします。注：
このサーバー特有の仮想ディスクの割り当ておよびストアの情報は失われます。

• コピーと貼り付け：コンソールウィンドウでオブジェクトを右クリックして［コピー］および［貼り付け］を
選択すると、仮想ディスク、Provisioningサーバー、またはターゲットデバイスのプロパティを、1つまた
は複数の既存の vDisk、Provisioningサーバー、またはターゲットデバイスにすばやくコピーできます。1
つのオブジェクトプロパティをコピーして、同じ種類の複数のオブジェクトに貼り付けるには、次の手順に従
います。
1. ツリーまたは詳細ペインで、コピーするプロパティを持つオブジェクトを右クリックし、［コピー］を選
択します。オブジェクト特有の［コピー］ダイアログボックスが開きます。

2. コピーするオブジェクトプロパティのチェックボックスをオンにして［OK］をクリックします。
3. コンソールツリーでオブジェクトが存在するフォルダーを展開し、ツリーまたは詳細ペインにオブジェ
クトを表示します。
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4. ツリーまたは詳細ペインでプロパティを貼り付けるオブジェクトを右クリックし、［貼り付け］をクリッ
クします。

• ビュー：ターゲットデバイスを含むビューを作成して、現在タスクを表示または実行する必要があるターゲッ
トデバイスのみを表示します。ビューにターゲットデバイスを追加すると、ビューのメンバーに対して次のよ
うなタスクをすばやく簡単に実行できます：起動、再起動、シャットダウン、メッセージの送信。

ビューはサイトまたはファームのレベルで作成できます。ビューのメンバーにタスクを実行するには

1. ビューアイコンを右クリックして［ビューの作成］を選択します。［ビュープロパティ］ダイアログボックス
が開きます。

2. 新しいビューの名前と説明を適切なボックスに入力し、［メンバー］タブをクリックします。
3. このビューにターゲットデバイスを追加するには［追加］をクリックします。［ターゲットデバイスの選択］ダ
イアログボックスが開きます。

4. ファームレベルでビューを作成する場合は、ターゲットデバイスのあるサイトを選択します。サイトレベルで
ビューを作成する場合は、サイト情報は既に入力されています。

5. メニューから、ターゲットデバイスを追加するデバイスコレクションを選択します。
6. 表示される一覧からターゲットデバイスを選択して［OK］をクリックします。
7. 必要な場合は、サイト内の別のデバイスコレクションからターゲットデバイスを引き続き追加します。
8.［OK］をクリックしてダイアログボックスを閉じます。

ビューについて詳しくは、「ビューの管理」を参照してください。

コンソールでのブートストラップの構成

Citrix Provisioningサーバーからターゲットデバイスを起動するため、Citrix ProvisioningのMBAまたは PXE
準拠の起動 ROMにより起動ファイルがダウンロードされます。このファイルに、Provisioningサーバーと通信す
るために必要な情報を構成する必要があります。［ブートストラップの構成］ダイアログボックスを使用して、最大で
4台の Provisioningサーバーの IPアドレスをブートストラップファイルに定義します。

注：

代替的な起動方法については、「起動デバイスマネージャーの使用方法」を参照してください。

［ブートストラップの構成］ダイアログボックスには、次のタブがあります：

• 一般
• ターゲットデバイスの IP
• サーバー参照
• オプション

［全般］タブ
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フィールド 説明

ブートストラップファイル 現在選択されている起動ファイルが表示されます。別
の起動ファイルを選択して構成する場合は、［追加］を
クリックするかデータベースボタンで［データベース
から読み取る］をクリックします。

IPの設定 ログオン処理を実行する最大で 4台の Provisioning
サーバーの IPアドレス、サブネットマスク、ゲートウ
ェイ、およびポートです。

追加 ファイルに新しい Provisioningサーバーを追加する
には、［追加］をクリックします。最大 4台の
Provisioningサーバーを指定します。

編集 一覧内の既存の Provisioningサーバーの IP設定を編
集するには、サーバーを強調表示して［編集］をクリ
ックします。

削除 使用できる Provisioningサーバーの一覧から既存の
サーバーを削除するには、サーバーを選択して［削除］
をクリックします。

上に移動と下に移動 一覧内の既存の Provisioningサーバーの順序を変更
するには、サーバーを選択してこれらのボタンをクリ
ックします。一覧内での Provisioningサーバーの順
序によって、Provisioningサーバーが停止したとき
に次にアクセスされるサーバーが決定されます。

データベースから読み取る データベースに構成済みの Stream Service IP設定
をブートストラップファイルに入力するには、［データ
ベース］から［データベースから読み取る］ボタンを
クリックします。これにより一覧の内容がいったんク
リアされ、データベースで見つかった最初の 4つのサ
ーバーが追加されます。

［ターゲットデバイスの IP］タブ

フィールド 説明

DHCPを使用してターゲットデバイスの IPアドレス
を取得する

ターゲットデバイスの IPアドレスを取得するにはこの
オプションをクリックします。これがデフォルトの方
法です。
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フィールド 説明

ターゲットデバイスの静的 IPアドレスを使用する この方法を選択するには、プライマリとセカンダリの
DNSサーバーとドメイン名を特定する必要がありま
す。

［サーバー参照］タブ

• DNSの使用： DNSを使用してサーバーを検索するには、このオプションをクリックします。［ホスト名］ボ
ックスにホスト名が表示されます。このオプションと［DHCPを使用してデバイスの IPアドレスを取得す
る］を一緒に選択した場合、DNSサーバーを指定するように DHCPサーバーを構成します。

注：

高可用性機能を使用する場合は、最大で 4台の Provisioning Servicesサーバーを同じホスト名で
DNSサーバーに指定します。

• 特定のサーバーを使用する：起動元の Provisioningサーバーの静的 IPアドレスを使用します。このオプショ
ンをクリックする場合は、［追加］をクリックして Provisioningサーバーの次の情報を入力してから、［OK］
をクリックしてダイアログボックスを閉じます：IPアドレス、サブネットマスク、ゲートウェイ、ポート（デ
フォルトは 6910）。

注：

高可用性機能（高可用性）を使用する場合は、最大で 4台の Provisioningサーバーを入力します。高
可用性を使用していない場合は、1台だけ入力してください。［上に移動］または［下に移動］をクリッ
クして、Provisioningサーバーの優先順位を並べ替えます。ターゲットデバイスは一覧の最初から順
に、そのサーバーからの起動を試行します。

［オプション］タブ

フィールド 説明

詳細モード ターゲットデバイスの起動処理を監視する、つまりシ
ステムメッセージを表示する場合は、［詳細モード］チ
ェックボックスをオンにします（オプション）。

インタラプトセーフモード ターゲットデバイスに問題があり起動処理の早い段階
で停止する場合は、［インタラプトセーフモード］チェ
ックボックスをオンにします。
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フィールド 説明

拡張メモリのサポート この設定により、ブートストラップがより新しい
Windowsオペレーティングシステムのバージョンを
サポートするようになります。この設定はデフォルト
で有効になっています。ターゲットデバイスが起動の
早い段階で停止または不安定になる場合にのみ、この
設定を無効にしてください。

ネットワーク復元方法 このフィールドには、次のオプションがあります：ネ
ットワーク接続を復元する。このオプションをクリッ
クすると、ターゲットデバイスによる Provisioning
サーバーへの接続復元が無制限に試行されます。ハー
ドドライブから再起動する。ハードドライブがターゲ
ットデバイス上に存在する必要があります。このオプ
ションをクリックすると、通信が再確立されない場合、
ターゲットデバイスによりハードウェアがリセットさ
れ、強制的に再起動されます。再起動の前に待機する
秒数はユーザーが決定します。ネットワーク接続を確
立できないと想定し、PXEが失敗します。そして、シ
ステムがローカルのハードドライブから再起動します。
デフォルトの秒数は 50秒です。これは高可用性の構
成と互換性を保つためです。

ログオンポーリングタイムアウト Provisioningサーバーのポーリングの再試行間隔を
ミリ秒単位で入力します。各サーバーに順番にログオ
ン要求が送信されます。最初に応答したサーバーが使
用されます。高可用性を設定していないシステムでは、
このタイムアウトによって、単に、単一の使用可能な
Provisioningサーバーに対して初回ログオン要求を
再試行する頻度を定義します。このタイムアウトで定
義されるのは、アクティブなサーバーの検索でサーバ
ーからサーバーへラウンドロビンルーチンを切り替え
る速度です。有効な範囲は 1,000～60,000ミリ秒で
す。
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フィールド 説明

ログオン一般タイムアウト ログオン関連のすべてのパケットのタイムアウトをミ
リ秒単位で入力します。初回ログオンポーリングのタ
イムアウトは含めないでください。このタイムアウト
はポーリングのタイムアウトよりも長くなります。サ
ーバーはすべての関連サーバーと通信する必要があり
ます。通信先サーバーの中には停止しているものがあ
り、サーバーからサーバーへと再試行しタイムアウト
まで待機する必要があります。このプロセスは、それ
らがオンラインかどうかを判定します。有効な範囲は
1,000～60,000ミリ秒です。

ブートストラップファイルの構成

1. コンソールツリーで［サーバー］フォルダー内の Provisioning Servicesサーバーを選択し、［操作］ペイン
またはコンテキストメニューから［ブートストラップの構成］を選択します。［ブートストラップの構成］ダ
イアログボックスが開きます。

Citrix Provisioningサーバーのセットアップ中に選択したディレクトリにコピーされているブートストラッ
プファイルを選択します。サーバーから、Citrix Provisioningの Program Dataにあるブートストラッ
プファイルが返されます。その結果、そのサーバーがアクティブでないと［ブートストラップの構成］メニュ
ー項目が表示されません。

重要：

このサーバーに以前のバージョンの Citrix Provisioningがインストールされていた場合、次の古いデフォル
トの場所を変更する必要があります。

1 C:\\Program Files\\Citrix\\Citrix Provisioning

新しい場所

1 C:\\Documents and Settings\\All Users\\Application Data\\Citrix\\
Citrix Provisioning\\Tftpboot

デフォルト設定を変更しないと、ブートストラップファイルをコンソールから構成できず、ターゲットデバイ
スが起動に失敗します。「Missing TFTP（TFTPが見つかりません）」というメッセージが表示されます。

コンソールを別のコンピューターにインストールした場合は、起動サービスがインストールされているリモー
トの Provisioningサーバーのパスを選択します。

2. 構成ウィザードにより、サーバーのデータベースに IPアドレスの一覧が書き込まれます。［データベースから
読み取る］を選択すると、サーバーの最初の IPアドレスとポート番号が取得され、一覧に追加されます。この
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手順は、一覧が空白の場合、または一覧のすべての内容を新しい値で置き換える場合に実行されます。これら
の値は、構成ウィザードの［ネットワーク通信］ページにある［ストリーム配信ネットワークカード］セクシ
ョンで設定されます。Citrix Provisioningでは、最初に選択したネットワークカードが使用されます。

3. ここでは、次のオプションを選択できます。

• ターゲットデバイスの起動処理を監視する場合は、［詳細］モードチェックボックスをオンにします（オ
プション）。このオプションにより、ターゲットデバイスにシステムメッセージが表示されるようになり
ます。

• ターゲットデバイスが起動処理中に停止する場合は、［インタラプトセーフモード］チェックボックスを
オンにします。

• ブートストラップがより新しいWindowsオペレーティングシステムのバージョンをサポートするよう
にするには、［拡張メモリのサポート］チェックボックスをオンにします。拡張メモリのサポートは、デ
フォルトで有効になっています。ターゲットデバイスが起動の早い段階で停止または不安定になる場合
にのみ、この設定を無効にしてください。

4.［ネットワーク復元方法］で次のどちらかをクリックします。

• ネットワーク接続を復元する：このオプションをクリックすると、ターゲットデバイスによる Citrix
Provisioningサーバーへの接続復元が無制限に試行されます。

• ハードドライブから再起動する ‑このオプションを選択すると、ターゲットデバイスはハードウェアリ
セットを実行します。このプロセスでは、定義した秒数の間に通信が再確立されない場合、強制的に再
起動されます。再起動の前に待機する秒数はユーザーが決定します。ネットワーク接続を確立できない
と想定し、PXEが失敗します。そして、システムがローカルのハードドライブから再起動します。デフ
ォルトの秒数は 50です。手順 1.で作成したフォルダーを検索して選択するには［参照］をクリックす
るか、フルパスつまり UNC名を入力します。

重要：

vDiskを含むパーティションが FATファイルシステムとしてフォーマットされている場合、パフォーマ
ンスが最適ではなくなる可能性があるというメッセージが表示されます。vDiskを含むパーティション
は NTFSでフォーマットすることを Citrixではお勧めします。［ポート］ボックスのアドレスは変更し
ないでください。

すべての起動サービス（PXE、TFTP）は同じ NIC（IPアドレス）で実行する必要があります。ただし、
Stream Serviceは別の NICで実行できます。Stream Serviceは複数の IPアドレス（NIC）にバイ
ンドできます。

5. 次のオプションを構成します：

ログオンポーリングタイムアウト

サーバーのポーリングの再試行間隔をミリ秒単位で入力します。各サーバーに順番にログオン要求が送信され
ます。最初に応答したサーバーが使用されます。このタイムアウトで定義されるのは、使用できる単一のサ
ーバーに初回ログオン要求を送信する頻度です。このタイムアウトで定義されるのは、アクティブなサーバ
ーの検索でサーバーからサーバーへラウンドロビンルーチンを切り替える速度です。有効な範囲は 1,000～
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60,000ミリ秒です。

ログオン一般タイムアウト

ログオン関連のすべてのパケットのタイムアウトをミリ秒単位で入力します。初回ログオンポーリングのタイ
ムアウトは含めないでください。有効な範囲は 1,000～60,000ミリ秒です。

6.［OK］をクリックして変更を保存します。

Citrix Provisioningコンソールを使用した非同期 I/Oの有効化

Provisioningコンソールから直接仮想ディスク用に非同期 I/Oストリーミング機能を有効化します。仮想ディスク
プロパティ画面で［非同期 IO］をクリックします。

ヒント：

詳しくは、「非同期 I/Oストリーミングによるパフォーマンスの向上」を参照してください。
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ファーム

October 12, 2021

この項の情報を使用して、Citrix Provisioningコンソールからファームを構成します。ここでは、以下の要素につ
いても説明します。

•［全般］タブ
•［セキュリティ］タブ
•［グループ］タブ
•［ライセンス］タブ
•［オプション］タブ
• 仮想ディスクのバージョンタブ
•［状態］タブ
•［問題の報告］タブ

ファームプロパティは次のタブに含まれています。表に［ファームプロパティ］ダイアログボックスの各タブの内容
を示します。

［全般］タブ
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フィールド 説明

名前 ファームの名前を入力または編集します。

説明 ファームの説明を入力または編集します。

［セキュリティ］タブ

フィールド 説明

［追加］ボタン ［追加］をクリックして、ファーム管理者の特権をグル
ープに追加します。ファーム管理者の特権を適用する
グループのチェックボックスをオンにします。

［削除］ボタン ファーム管理者の特権を削除するグループを選択して
［削除］をクリックします。ファーム管理者の特権を適
用しないグループのチェックボックスをオンにします。

［グループ］タブ

フィールド 説明

［追加］ボタン ［追加］をクリックすると［システムグループの追加］
ダイアログボックスが開きます。すべてのセキュリテ
ィグループを表示するには、デフォルト値の「*」をそ
のまま使用します。グループを表示するには、ワイル
ドカードの「*」を使用して名前の一部を入力します。
たとえば、MY_DOMAIN\Builtin\Usersを表示
する場合は、次を入力します：User*、Users、また
はser。ただし、「MY_DOMAIN\Builtin\*」と入
力すると、MY_DOMAIN\Builtinパスに含まれるグル
ープだけでなく、すべてのグループが表示されます。
このファームに含まれる各グループのチェックボック
スをオンにします。注： Version 5.0 Service Pack 2
より、効率を高めるため、セキュリティグループのフ
ィルター機能が組み込まれています。

［削除］ボタン ファームから削除するグループを選択して［削除］を
クリックします。特権を適用しないグループを強調表
示します。
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［ライセンス］タブ

フィールド 説明

ライセンスサーバー名 Citrixライセンスサーバーの名前を入力します。

ライセンスサーバーポート ライセンスサーバーで使用するポート番号を入力する
か、デフォルトの 27000を受け入れます。

［オプション］タブ

フィールド 説明

自動追加 この機能を使用する場合は、新しいターゲットデバイ
スが使用するサイトを選択します。**［］**を選択す
る場合は、ターゲットデバイスがログオンする Citrix
Provisioningサーバーのサイトが使用されます。サ
イトを対象範囲とする PXE/TFTPサーバーをファーム
で使用する場合は、**「」**を選択します。**重要：
**新しいターゲットデバイスを追加する場合はこの機
能を有効にします。この機能を有効にすると、ファー
ム管理者が承認していないコンピューターが追加され
ます。デフォルトのサイトなし >デフォルトのサイト
なし >

監査 ファームを対象に監査機能を有効または無効にします。

オフラインデータベースのサポート オフラインデータベースのサポートオプションを有効
または無効にします。このオプションを有効にすると、
接続が失われたときに、ファーム内のサーバーでデー
タベースのスナップショットを使用することができま
す。

仮想ディスクのバージョンタブ

フィールド 説明

基本イメージ以降のバージョン数が次の数を超えたら
通知する：

基本イメージ以降のバージョン数が特定の値を超える
と、通知が表示されます。
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フィールド 説明

新しいマージバージョンのデフォルトのアクセスモー
ド

マージ後の仮想ディスクバージョンのアクセスモード
を選択します。オプションは［保守］、［テスト］（デフ
ォルト）、または［実稼働］です。注：アクセスモード
を［実稼働］に設定し、テストバージョンが存在して
いる場合は、自動マージされたバージョンの状態は自
動的に［保守］または［テスト］に設定されます。保
守バージョンが存在する場合は、自動マージは実行さ
れません。

通知しきい値を超えた場合は自動更新の後に仮想ディ
スクをマージする

自動マージを有効にします。この機能を有効にすると、
仮想ディスクバージョンが通知しきい値を超えた場合
に自動的に仮想マシンがマージされます。最小値は 3
で、最大値は 100です。

［状態］タブ

フィールド 説明

ファームの状態 データベースの状態と、使用中のグループアクセス権
の種類についての情報が提供されます。

［問題の報告］タブ

フィールド 説明

Citrixユーザー名 Citrixのユーザー名を入力します。

パスワード Citrixユーザー名に関連付けられているパスワードを
入力します。

パスワードの確認 Citrixユーザー名に関連付けられているパスワードを
確認します。

注：

ログイントークンが取得されるため、このパスワードは保存されません。詳しくは、「CISの問題の報告」を参
照してください。
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コンソールを使用してファームを構成する

ファームを作成する、既存のファームに Provisioningサーバーを追加する、または既存の Provisioningサーバー
を再構成するときは、Provisioningサーバー上で構成ウィザードを実行します。

ファーム内のすべての Provisioningサーバーで、サイトやストアについて構成設定を共有する場合は、
構成ウィザードのサイレント実行を検討してください。

構成ウィザードの設定

構成ウィザードを実行する前に、次の選択を行うための準備をします：

• ネットワークトポロジ
• ファームの特定
• データベースの特定
• サイトの特定
• Citrixライセンスサーバーの設定
• Stream Serviceのネットワークカードの選択
• ブートストラップサーバーの構成

注：

処理中にエラーが発生した場合は、C:\ProgramData\Citrix\Citrix ProvisioningにあるConfigWizard.log
ファイルにログが記録されます。

ヒント：

構成ウィザードは Version 7.12で変更され、Linuxストリーミングをサポートするようになりました。Linux
ストリーミングコンポーネントについて詳しくは、「インストール」を参照してください。

構成ウィザードの開始

構成ウィザードは Citrix Provisioningソフトウェアがインストールされると自動的に開始します。ウィザード
は、［スタート］>［すべてのプログラム］>［Citrix］>［Citrix Provisioning］>［Provisioning Services構
成ウィザード］の順に選択して開始することもできます。

ネットワークトポロジ

次のネットワーク構成手順を完了します。

1. IPアドレスを提供するネットワークサービスの選択

注：可能な場合は既存のネットワークサービスを使用します。既存のネットワークサービスを使用できない場
合は、Provisioning Servicesサーバーと共にインストールされたネットワークサービスを選択します。

ターゲットデバイスに IPアドレスを提供するため、次のネットワークサービスオプションから選択します。
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• このサーバー上の動的ホスト構成プロトコル（DHCP）サービスを使用する場合は、使用する次のネッ
トワークサービスのいずれかをクリックして［次へ］をクリックします：
– Microsoft DHCP
– Citrix Provisioning BOOTPサービス
– 他の BOOTPまたは DHCPサービス

• このサーバー上に DHCPサービスがない場合は、［ほかのコンピューターで実行するサービス］をクリ
ックして［次へ］をクリックします。

2. PXE起動情報を提供するネットワークサービスの選択

各ターゲットデバイスは TFTPサーバーから起動ファイルをダウンロードします。

ターゲットデバイスに PXE起動情報を提供するネットワークサービスを選択します。

• Citrix Provisioningを使用して PXE起動情報を配信する場合は、［このコンピュータで実行するサー
ビス］を選択します。続いて次のいずれかのオプションから選択し、［次］をクリックします：
– Microsoft DHCP（オプション 66および 67）
– Citrix Provisioning PXEサービス

• Citrix Provisioningで PXE起動情報を配信しない場合は、［ほかのコンピューターで実行するサービ
ス］をクリックしてから［次へ］をクリックします。

ファームの特定

1. 次のファームオプションから選択します。
• ファームは構成済みです
既存のファームを再構成する場合は、このオプションをクリックし「ユーザーアカウントの構成」の手
順に進みます。このオプションは、ファームが存在する場合にのみ表示されます。

• ファームを作成する
a) ファームを作成する場合は、［ファームの構成］ページで［ファームを作成する］をクリックして
から［次へ］をクリックします。

b)［参照］をクリックしてネットワーク内の既存の SQL Serverデータベースのサーバーとインスタ
ンスを選択するか、サーバー名とインスタンス名を入力します。オプションで、このデータベース
サーバーとの通信に使用する TCPポート番号を入力します。
注：データベース名とファーム名の組み合わせは 54文字を超過しないようにしてください。この
数を超過すると、ファーム名のエントリが切り捨てられた状態で［既存のファーム］画面に表示さ
れます。

c) データベースのミラーリングを有効にするには、［データベースのミラーフェールオーバーパート
ナーを指定する］チェックボックスをオンにします。［参照］をクリックして、フェールオーバーデ
ータベースサーバーとインスタンスの名前を特定します。オプションで、このサーバーとの通信に
使用する TCPポート番号を入力します。

d)［次へ］をクリックして、データベースの場所を選択する手順に進みます。
• 既存のファームに参加する
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a) この Provisioningサーバーを既存のファームに参加させる場合は、［ファームの構成］ページで
［既存のファームに参加する］をクリックしてから［次へ］をクリックします。

b)［参照］をクリックしてネットワーク内の既存の SQL Serverデータベースのサーバーとインスタ
ンスを選択します。

c) デフォルトで表示されるファーム名を選択するかスクロールして参加するファームを選択します。
注：単一のサーバーに複数のファームを作成できます。この構成はテスト用の実装では一般的です。

d) データベースのミラーリングを有効にするには、［データベースのミラーフェールオーバーパート
ナーを指定する］チェックボックスをオンにし、入力するか［参照］をクリックして、フェールオ
ーバーデータベースサーバーとインスタンスの名前を指定します。オプションで、このサーバーと
の通信に使用する TCPポート番号を入力します。

e)［次へ］をクリックします。
f) 次のサイトオプションから選択して［次へ］をクリックします。

– 既存のサイト：既存のサイトに参加するには、メニューからサイトを選択します。
– 新規サイト：新しいサイトとコレクションの名前を入力してサイトを作成します。

ユーザーアカウントの構成の手順に進みます。

データベースの特定

1つのファームには 1つのデータベースのみが存在できます。データベースを特定するには：

1. データベースサーバーの場所とインスタンスをまだ選択していない場合は、次の手順に従います。

a)［データベースサーバー］ページで［参照］をクリックし、［SQL Server］ダイアログボックスを開き
ます。

b) SQL Serverの一覧から、対象のデータベースが存在するサーバー名を選択します。使用するインスタ
ンスを指定します（デフォルトのインスタンスである SQLEXPRESSを使用する場合は、インスタンス
名を空白のままにしておきます）。テスト環境では、テスト用のデータベースを使用できます。
注：データベースに Provisioningサーバーのエントリを追加するために構成ウィザードを再実行する
と、［サーバー名］列と［インスタンス名］列に値が入力されます。SQL Server Express Editionのデ
フォルトのインスタンス名は SQLEXPRESSです。

c)［次へ］をクリックします。該当のデータベースが新しいファームの場合は、ファームの定義の手順に進
みます。

2. データベースを新しいデータベースに変更するには

a) 古いデータベースサーバーで、データベースのバックアップファイルを作成します。
b) 新しいデータベースサーバーで、バックアップファイルからデータベースを復元します。
c) Citrix Provisioningサーバーで構成ウィザードを実行します。
d)［ファームの構成］ページで［既存のファームに参加する］をクリックします。
e)［データベースサーバー］ページで新しいデータベースサーバーとインスタンスを入力します。
f)［既存のファーム］ページで復元したデータベースを選択します。
g)［サイト］ページで、Provisioningサーバーがそれまでメンバーだったサイトを選択します。
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h) 構成ウィザードが完了するまで［次へ］をクリックします。

3. ファームを定義します。使用するセキュリティグループを選択します。

• セキュリティ保護に Active Directoryグループを使用する
注：メニューからファーム管理者として機能する Active Directory グループを選択するときは、
現在のユーザーが属するすべてのグループが選択項目として表示されます。これには現在のコン
ピューターのローカルグループであるビルトイングループが含まれます。テスト環境を除き、こ
れらのグループは管理者として使用しないでください。グループ名には誤解を招きやすく、実際
にはローカルドメイングループであるのにドメイングループのように見えるものがあります。例：
ForestA.local/Builtin/Administrators

• セキュリティ保護にWindowsグループを使用する

4.［次へ］をクリックします。

ライセンスサーバーの選択に進みます。

新しいファームのストアの作成

構成中の Citrix Provisioningサーバーに新しいストアを作成して、割り当てることができます。

注：構成ウィザードでは、データベースに未登録のサーバーについてのみ、新しいストアを作成したり既存のストア
を割り当てたりできます。データベースに登録済みのサーバーをファームに再参加させる場合、構成ウィザードでス
トアを割り当てるかストアを作成するページが開く可能性があります。このプロセスの間、選択は無視されます。

1.［新しいストア］ページで新しいストアに名前を付けます。
2. このストアにアクセスするために使用するデフォルトのパス（C:\PVSStoreなど）を、［参照］をクリックす
るかボックスに入力して、［次へ］をクリックします。無効なパスを選択するとエラーメッセージが表示されま
す。有効なパスを入力して続行してください。ストアの書き込みキャッシュのデフォルトの場所はストアパス
の配下で、C:\PVSStore\WriteCacheのようになります。

サイトの特定

既存のファームに参加するときは、該当の Provisioningサーバーがメンバーとして参加するサイトを指定します。
サイトを指定するには、サイトを作成するか、ファーム内の既存のサイトを選択します。サイトを作成すると、その
サイトのデフォルトのターゲットデバイスコレクションが自動的に作成されます。

ライセンスサーバーの選択

1. ライセンスサーバーの名前（または IPアドレス）とポート番号（デフォルトは 27000）を入力します。適切な
製品ライセンスを取得するため、Provisioningサーバーがライセンスサーバーと通信できる必要があります。

2. 任意で［ライセンスサーバーのバージョンと通信を検証する］チェックボックスをオンにします。このオプシ
ョンをオンにすると、ライセンスサーバーが Provisioning Servicesサーバーと通信できること、および適
切なバージョンのライセンスサーバーが使用されていることを検証します。ライセンスサーバーと通信できな
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い場合、または誤ったバージョンのライセンスサーバーが使用されている場合は、エラーメッセージが表示さ
れます。この場合、続行することはできません。

3.［次へ］をクリックしてユーザーアカウントの構成に進みます。

ユーザーアカウントの構成

Stream Serviceと SOAP Serverはユーザーアカウントで実行します。ユーザーアカウントにデータベースへのア
クセス権を付与するため、構成ウィザードではデータベースの Data readerと Data writerの役割が自動的に構成
されます。

1.［ユーザーアカウント］ページで、Stream Serviceと SOAP Serviceを実行するユーザーアカウントを次の
中から選択します。

• Network Serviceアカウント（最小限の特権を持つローカルアカウントで、ドメインコンピューター
アカウントとしてネットワーク上で認証を受けるアカウントです）。

• 指定ユーザーアカウント（Windows共有を使用する場合に必要です。ワークグループまたはドメイン
のユーザーアカウントです）。ユーザー名、ドメイン、およびパスワードの情報を適切なボックスに入力
します。

2.［次へ］をクリックして、Stream Serviceのネットワークカードの選択に進みます。

グループ管理サービスアカウント

Citrix Provisioningは、グループ管理サービスアカウント（gMSA）をサポートしています。gMSAは管理された
ドメインアカウントであり、複数のサーバーで自動パスワード管理と簡素化された SPN（service principal name：
サービスプリンシパル名）管理を実現します。
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Linuxストリーミングの自己署名証明書を作成する

Linuxデスクトップをストリーミングする場合、Linuxターゲットデバイスが SSL接続経由で Provisioning Soap
serverにリンクされている必要があります。CA証明書は、Provisioningサーバーおよびターゲットデバイスの両
方に存在している必要があります。

Citrix Provisioning構成ウィザードを使用すると、Provisioning SOAPコンテナから、Linuxデスクトップ用の
適切な証明書を選択して追加できます。

PowerShellで自己署名証明書を作成する

以下の PowerShellコマンドを（管理者として）使用し、自己署名証明書を作成して Provisioning SOAPコンテナ
に配置します。

1 $PVS_SERVER_FQDN = "PVS-01.fqdn"
2 $CERT_FILE = "C:\ProgramData\Citrix\Provisioning Services\cert.cer"
3 <!--NeedCopy-->

1. 自己署名証明書を作成します：

1 $cert = New-SelfSignedCertificate -DnsName $PVS_SERVER_FQDN -
CertStoreLocation cert:\LocalMachine\My
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2 $cert_thumbprint = $cert.Thumbprint
3 <!--NeedCopy-->

2. 証明書を秘密キーなしで.cerファイルにエクスポートします：

Export-Certificate -Cert $cert -FilePath $CERT_FILE

3. .cerファイルからローカルマシンのルートストアに証明書をインポートします：

1 $file = ( Get-ChildItem -Path $CERT_FILE )
2 $file | Import-Certificate -CertStoreLocation Cert:\LocalMachine\Root
3 <!--NeedCopy-->

ヒント：

［SOAP SSL構成］ページが最初にロードされたときには、選択された証明書が強調表示されます。証明書が選
択されていることを確認します。選択するとテーブルに青色で表示されます。

Stream Serviceのネットワークカードの選択

1. Stream Serviceで使用できるネットワークカードのチェックボックスをオンにします。

2. ネットワーク通信に使用するベースポート番号を［最初の通信ポート：］ボックスに入力します。
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注：

範囲には少なくとも 20個のポートを含める必要があります。同じファーム内のすべての Provisioning
サーバーで、同じポート割り当てを使用する必要があります。

3. コンソールアクセスに使用する SOAP Serverのポート（デフォルトは 54321です）を選択して［次へ］を
クリックします。

ブートストラップサーバーの選択に進みます。

ブートストラップサーバーの構成

1. ブートストラップサーバーを選択します。この Provisioningサーバーの TFTP Serviceを使用するには：
a)［Provisioning Services TFTP Serviceを使用する］チェックボックスをオンにして、ブートストラッ
プファイルを入力または参照して選択します。デフォルトの場所は C:\Documents and Settings\All
Users\ProgramData\Citrix\Provisioning Services\Tftpbootです。
以前のバージョンの Citrix Provisioningをこのサーバーにインストールしていた場合は、デフォルト
の場所は次のとおりです：
C:\Program Files\Citrix\Provisioning Services\TftpBoot
デフォルトの場所を次の場所に変更するには、構成ウィザードを実行します：
C:\DocumentsandSettings\AllUsers\ProgramDataまたはApplicationData\Citrix\Provisioning
Services\Tftpboot
デフォルト設定を変更しないと、ブートストラップファイルを Citrix Provisioningコンソールから構
成できず、ターゲットデバイスが起動に失敗します。「Missing TFTP（TFTPが見つかりません）」とい
うメッセージが表示されます。

b)［次へ］をクリックします。
2. 起動処理に使用する Provisioning Servicesサーバーを選択します：

a)［追加］をクリックして Provisioningサーバーをリストに追加します。［編集］をクリックして既存の情
報を編集するか、一覧から Provisioningサーバーを削除します。［上へ移動］または［下へ移動］をク
リックして、サーバーの起動優先順位を変更します。サーバー名の長さの上限は 15文字です。サーバー
名として完全修飾ドメイン名を入力しないでください。高可用性の実装においては、起動サーバーとし
て少なくとも Provisioningサーバーを 2つ選択する必要があります。

b) オプションで、ターゲットデバイスの起動元の Provisioningサーバーの IPアドレスを強調表示して
［詳細］をクリックします。［ストリーム配信サーバー起動一覧の詳細］ダイアログボックスが開きます。
次のリストは、選択できる詳細設定を示しています。選択したら［OK］をクリックしてダイアログボッ
クスを閉じ、［次へ］をクリックして続行します。

• 詳細モード：ターゲットデバイス上の起動処理を監視する、つまりシステムメッセージを表示する場合
は、［詳細モード］チェックボックスをオンにします（オプション）。

• インタラプトセーフモード：ターゲットデバイスに問題があり起動処理の早い段階で停止する場合
は、［インタラプトセーフモード］チェックボックスをオンにします。これにより、タイミングまたは起
動動作に問題があるターゲットデバイスのドライバーをデバッグできます。
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• 拡張メモリのサポート：この設定により、ブートストラップが、より新しいWindowsオペレーティン
グシステムのバージョンをサポートするようになります。この設定はデフォルトで有効になっています。
PXEをサポートしていない 32ビット版のWindows Server OSでは、この設定を無効にします。また
はターゲットデバイスが起動の早い段階で停止または不安定になる場合にのみ、このオプションを無効
にしてください。

• ネットワーク復元方法：
– ネットワーク接続を復元する：このオプションをクリックすると、ターゲットデバイスによる
Provisioningサーバーへの接続復元が無制限に試行されます。
注：
［ネットワーク接続を復元する］を選択すると、待機秒数の値は適用されないため、ボックス
に入力できなくなります。

– ハードドライブから再起動する：（ハードドライブがターゲットデバイス上に存在する必要があり
ます）。このオプションをクリックすると、定義した秒数の間に通信が再確立されない場合、ター
ゲットデバイスによりハードウェアがリセットされ、強制的に再起動されます。再起動の前に待機
する秒数はユーザーが決定します。ネットワーク接続を確立できないと想定し、PXEが失敗しま
す。そして、システムがローカルのハードドライブから再起動します。デフォルトの秒数は 50秒
です。これは高可用性の構成と互換性を保つためです。

• ログオンポーリングタイムアウト： Provisioningサーバーのポーリングの再試行間隔をミリ秒単位で
入力します。各サーバーに順番にログオン要求が送信されます。最初に応答したサーバーが使用されま
す。高可用性を設定していない構成の場合、このタイムアウトによって定義されるのは、単一の使用可
能なサーバーに対して初回ログオン要求を再試行する頻度になります。このタイムアウトによって、ラ
ウンドロビンルーチンがアクティブな Provisioningサーバーの検索時にサーバーからサーバーへと切
り替わる速さを定義します。有効な範囲は 1,000～60,000ミリ秒です。

• ログオン一般タイムアウト：初回ログオンポーリングのタイムアウトを除く、ログオン関連のすべての
パケットのタイムアウトをミリ秒単位で入力します。このタイムアウトは、ポーリングタイムアウトよ
りも長くなります。これは、サーバーが、関連付けられているすべてのサーバー（一部は到達不可能）と
通信するのに時間がかかるためです。到達不可能なサーバーは、接続の再試行とタイムアウトによるサ
ーバーから他のサーバーへの切り替えを繰り返して、Provisioningサーバーがオンラインかどうかを
判断する必要があります。有効な範囲は 1,000～60,000ミリ秒です。

3. すべての構成が正しいことを確認し、［完了］をクリックします。

コンソールの［操作］メニューで［ブートストラップの構成］を選択すると、ブートストラップ構成を再構成できま
す。

サーバー

October 12, 2021

ファーム内の Citrix Provisioningサーバーを構成する場合は、一般的には次のタスクを実行します。
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重要：

Provisioningサーバーのプロパティを変更した後は、Stream Serviceを再起動して変更を有効にします。サ
ービスを再起動するときは注意してください。ターゲットデバイスが Provisioningサーバーに接続している
場合は、変更のためにデバイスが再接続できなくなることがあります。［ネットワーク］タブの［IPアドレス］
ボックスには、Provisioningサーバーの実際の静的 IPアドレスを入力する必要があります。

注：

単一の Provisioningサーバーは最大 4,095のターゲットデバイスをサポートします。

Provisioningサーバープロパティ

Citrix Provisioningコンソールで［サーバープロパティ］ダイアログボックスを使用して、Provisioningサーバ
ーの構成設定を変更できます。既存のプロパティを表示するには、次の方法のいずれかを選択します。

• Provisioningサーバーを強調表示して［操作］メニューの［プロパティ］を選択します。
• Provisioningサーバーを右クリックして［プロパティ］を選択します。
• 詳細ペインが開いている場合は、Provisioningサーバーを強調表示して、操作の一覧から［プロパティ］を
選択します。

［サーバープロパティ］ダイアログボックスには次のタブがあります：

• 一般
• ネットワーク
• ストア
• オプション
• ログ

ヒント：

［サーバープロパティ］ダイアログボックスで行った変更によりサーバーの再起動が必要になった場合は、Citrix
Provisioningにメッセージが表示されます。

［全般］タブ

フィールド 説明

名前と説明 Provisioningサーバーの名前と簡潔な説明を表示し
ます。サーバー名の長さの上限は 15文字です。サーバ
ー名として完全修飾ドメイン名を入力しないでくださ
い。
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フィールド 説明

性能等級 各サーバーに割り当てて、どのサーバーの処理能力に
最も余裕があるかを判断するために使用します。使用
する等級は管理者が定義します。たとえば、1から 10
まで、または 100から 1000までの等級ですべてのサ
ーバーを評価できます。1から 10の等級で、2等級の
サーバーは 1等級のサーバーの 2倍の処理能力がある
とみなされ、2倍の数のターゲットデバイスが割り当
てられます。100から 1000の等級を使用する場合、
200等級のサーバーは 100等級のサーバーの 2倍の処
理能力があるとみなされ、2倍の数のターゲットデバ
イスが割り当てられます。すべてのサーバーにデフォ
ルトの 1.0を使用する場合、サーバー間で均等にデバ
イスが分散されます。この場合、負荷分散アルゴリズ
ムで各サーバーの性能は考慮されません。等級は 0.1
から 1000.0の間で指定できます。1.0がデフォルト
です。

サーバーのイベントログにイベントを記録する この ProvisioningサーバーのWindowsイベントロ
グにイベントを記録するには、このチェックボックス
をオンにします。

［サーバー］タブ

［サーバープロパティの詳細］ウィンドウでは、次のオプションを選択できます。

フィールド 説明

1ポートあたりのスレッド数 UDPポートで受信する UDPパケットを処理する、ス
レッドプール内のスレッド数です。適切な設定は 4か
ら 8です。スレッド数が多いとターゲットデバイスか
らの要求をより多く同時に処理できますが、より多く
のシステムリソースを消費します。
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フィールド 説明

1スレッドあたりのバッファー数 スレッドプール内の各スレッドに割り当てられたパケ
ットバッファー数です。1スレッドあたりのバッファ
ーは、ターゲットデバイスからの 1つの I/Oトランザ
クションを単一のスレッドで読み取るのに十分なだけ
の数が必要です。理想的には、スレッドごとのバッフ
ァーは、IOBurstSize /
MaximumTransmissionUnit + 1に設定され
ます。設定値を大きくしすぎると過剰にメモリが消費
されますが、効率が下がることはありません。設定値
を小さくしすぎると RAMの消費が下がりますが、効
率に悪影響を及ぼします。

サーバーキャッシュのタイムアウト 各サーバーは Citrix Provisioningデータベースに定
期的に状態情報を書き込みます。この状態情報には書
き込むたびにタイムスタンプが付きます。サーバーキ
ャッシュのタイムアウトの秒数よりデータベース内の
状態情報が新しいと、サーバーはファーム内のほかの
サーバーからアクセス可能です。ファーム内の各サー
バーは、2秒間隔で、つまりタイムアウトの 2倍の頻
度で状態情報を書き込もうとします。サーバーキャッ
シュのタイムアウト値を小さくするとオフラインのサ
ーバーをよりすばやく検出できますが、データベース
処理が余分に発生します。サーバーキャッシュのタイ
ムアウト値を大きくするとデータベースの負荷が下が
りますが、停止したサーバーの検出により長い時間が
かかります。
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フィールド 説明

ローカルおよび同時 I/Oの制限 ストレージデバイスに送信される可能性のある、未処
理の同時 I/Oトランザクション数を制御します。スト
レージデバイスはローカルのドライブ文字（C:や D:
など）または UNCパスのベース（\ServerNameな
ど）として定義されます。Citrix Provisioningは高度
にマルチスレッド化されたサービスのため、数百の
I/O要求を同時にストレージデバイスに送信する可能
性があります。要求はデバイスによって生成され、時
間があるときに処理されます。一部のストレージデバ
イス、とりわけWindowsネットワーク共有は、この
ような多数の同時要求に十分に処理できません。ある
種の状況では、接続が切断されたり、トランザクショ
ンの処理に異常に時間がかかったりする可能性があり
ます。同時 I/Oトランザクションを調整すると、この
種のデバイスでより良いパフォーマンスが得られます。
ローカルデバイスはドライブ文字で定義するデバイス
です。リモートデバイスは UNCサーバー名で定義す
るデバイスです。デバイスの定義は、ネットワーク共
有とローカルドライブで別々の制限をかける簡単な方
法です。ネットワーク共有を提供するマシンの速度、
つまりそのマシン上のドライブの速度が遅い場合、リ
モート同時 I/Oの制限値として 1から 3を指定する必
要があります。この構成は、共有で最高のパフォーマ
ンスを実現します。高速なローカルドライブを使用す
る場合は、ローカル同時 I/Oの制限値として非常に高
い値を設定できる可能性があります。特定のハードウ
ェア環境に最適な設定は、実地テストをして導き出す
必要があります。どちらか一方の値を 0にすると機能
が無効になり、Citrix Provisioningが制限なしで実
行されます。高速なローカルドライブを使用する場合
は、この構成が望ましい可能性があります。ネットワ
ーク共有に過剰な負荷がかかると、デバイスを一斉に
起動するときに多くのデバイスで再試行および再接続
が発生します。ブートストームは、ファイルの読み取
り/書き込みや、ファイルを開くためにかかる時間が
60秒を超えると発生します。共有上での同時 I/Oトラ
ンザクションを調整すると、この種の問題をかなり減
らすことができます。
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フィールド 説明

［ネットワーク］タブ

フィールド 説明

最大転送ユニット 単一の UDPパケットに含めるバイト数です。標準的
なイーサネットでは、デフォルト値が適切です。WAN
経由で運用する場合は IPパケットの断片化を防ぐため
に、より小さい値を設定する必要があります。Citrix
Provisioningでは、IPパケットの断片化と再構築を
現在サポートしていません。たとえばセキュリティ上
の理由から各パケットにバイトを追加するデバイスま
たはソフトウェアレイヤーを使用する場合は、より小
さい値を設定する必要があります。インフラストラク
チャ全体がジャンボパケットをサポートする場合は、
ジャンボパケットの最大値より 50バイト少ない値を
最大転送単位に設定することで、非常に高いネットワ
ークスループットを得られます。

I/Oバーストサイズ ACK信号がサーバーまたはデバイスから送信される前
に、単一の読み取り/書き込みトランザクションで転送
されるバイト数です。I/Oバーストが大きいほど個々
のデバイスに対するスループットは高速になりますが、
サーバーとネットワークインフラストラクチャには負
荷がかかります。また、I/Oバーストが大きいほどパ
ケットの喪失と高コストな再試行が発生する可能性が
高くなります。I/Oバーストが小さいと単一のクライ
アントネットワークスループットは低くなりますが、
サーバー負荷も軽減されます。また、再試行が発生す
る可能性も低くなります。I/Oバーストサイズを最大
転送ユニットで割った値は 32以下である必要があり
ます。つまり、ACK信号が必要になる前に単一の I/O
バーストに含められるのは 32パケットのみです。

ソケット通信 ネットワーク通信で非ブロッキング I/Oを有効にしま
す。

［ペース］タブ
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フィールド 説明

起動一時停止レコード ［最大起動デバイス数］ボックスの値を超える数のデバ
イスが起動したときにデバイスが一時停止する時間で
す。デバイスはメッセージをユーザーに表示し、起動
の続行前に待機します。サーバーがデバイスの起動を
許可するまで、［起動待機時間］ボックスの秒数の間隔
で、デバイスはサーバーに問い合わせます。

最長起動時間 デバイスが起動途中であるとみなされる時間です。デ
バイスが起動を開始すると［最長起動時間］ボックス
の値が経過するまで、そのデバイスは起動途中である
とみなされます。この期間が経過した後は、実際に起
動を完了していなくても、デバイスは起動途中とみな
されなくなります。最長起動時間は、起動ペースの計
算上のデバイスごとの起動状態の時間制限です。

最大起動デバイス サーバーが一度に起動できる最大デバイス数です。こ
の数を超えると新しい起動途中のデバイスが一時停止
されます。起動途中のデバイスの数がこの制限値より
少なくならなければ、さらに多くのデバイスを起動す
ることはできません。

仮想ディスク作成ペース この Provisioningサーバーで仮想ディスクを作成す
るときの待機ペースです。値を大きくすると vDiskの
作成時間が長くなりますが、Provisioningサーバー
のオーバーヘッドが小さくなり、実行中のターゲット
デバイスが効率的に動作します。

［デバイス］タブ

フィールド 説明

ライセンスタイムアウト ターゲットデバイスからライセンス保持要求を受信し
てから、保持していたライセンスをほかのターゲット
デバイスで使用するために解放するまでの時間で
す。（停電などで）ターゲットデバイスが異常終了した
場合、指定されたタイムアウト期間内そのデバイス用
にライセンスが保持され続けます。

［ネットワーク］タブ
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フィールド 説明

IPアドレス ターゲットデバイスがこの Provisioningサーバーと
通信するときに、Stream Serviceで使用される IPア
ドレスです。新しいサーバーを追加するときは、新し
いサーバーの有効な IPアドレスを入力します。IPア
ドレス情報を表示する場合は、次のフィールドが含ま
れます：追加‑選択したサーバーの IPアドレスを追加
します。編集 ‑［IPアドレス］ダイアログボックスを
開きます。このダイアログボックスで、選択した
Provisioningサーバーの IPアドレスを変更できま
す。削除 ** ‑選択した Provisioningサーバーの IPア
ドレスの一覧から、選択した IPアドレスを削除しま
す。

ポート ターゲットデバイスの通信のために Stream Service
で使用されるポートの範囲を示す、最初と最後のUDP
ポート番号を入力します。注：範囲には最低でも 5つ
のポートを含めます。デフォルトの最初のポート番号
は 6910で、最後のポート番号は 6930です。

［ストア］タブ

フィールド 説明

ストア この Provisioningサーバーで使用できるすべてのス
トア（vDiskへの物理パスを表す論理名）を一覧表示
します。このフィールドには次のオプションがありま
す：追加 ‑［ストアプロパティ］ダイアログボックスを
開きます。このダイアログボックスで、新しいストア
とそのプロパティをストア一覧に含めます。この設定
はデフォルトパスより優先されます。編集 ‑［ストア
プロパティ］ダイアログボックスを開きます。このダ
イアログボックスで、ストアプロパティを変更できま
す。既存のストアのストアプロパティを変更するには、
そのストアを選択して［編集］をクリックします。削
除 ** ‑選択したストアをこの Provisioningサーバー
で使用できるストアの一覧から削除します。
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フィールド 説明

［ストアプロパティ］ダイアログボックス 次のフィールドが含まれています：ストア ‑ストアの
名前。このフィールドは、既存のストアを編集すると
きに表示されます。新しいストアの場合は、メニュー
からストアを選択します。ストアへのアクセスに使用
するパス ‑このストアパスは、ストアプロパティで構
成するデフォルトパスを上書きする必要がある場合に
のみ必要です。ストアプロパティのデフォルトパスが
このサーバーで有効な場合は、サーバーのストアプロ
パティでストアパスを空白のままにしておきます。注：
サーバーの［プロパティ］ダイアログボックスで優先
ストアパスを設定する場合は、新しいバージョンの仮
想ディスクを作成する前にパスを設定しておきます。
このパス情報は.vhdxヘッダー情報に格納され参照さ
れるため、バージョン付けの後にパスを変更すると予
期しない結果になる可能性があります。書き込みキャ
ッシュパス ‑［書き込みキャッシュパス］ダイアログ
ボックスを開いてこのストアに適切な書き込みキャッ
シュパスを入力するには、［追加］または［編集］をク
リックします。一覧から既存のパスを選択して［削除］
をクリックすると、ストアとのパスの関連付けが削除
されます。［上に移動］および［下に移動］をクリック
して、キャッシュパスの優先順序を変更します。高可
用性機能を構成する場合は、一覧内のキャッシュパス
の順序が各サーバーで同じである必要があります。

［オプション］タブ

フィールド 説明

Active Directory コンピューターアカウントのパスワードを自動的に更
新する ‑ターゲットデバイスがドメインに属していて、
コンピューターのパスワードをWindows Active
Directoryとターゲットデバイスの間で再ネゴシエー
トする必要がある場合は、［コンピューターアカウント
のパスワードを自動的に更新する］チェックボックス
をオンにします。スライダーを使用して、再ネゴシエ
ーションの間隔（日数）を設定します。
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フィールド 説明

仮想ディスクの自動更新の有効化 vDiskを自動的に更新するにはチェックボックスをオ
ンにして、更新を確認する時刻を設定します。

［ログ］タブ

フィールド 説明

ログレベル 次のログレベルオプションから選択します：トレース‑
すべての有効な操作が記録されます。デバッグ ‑特定
の操作の詳細が記録されます。デバッグは最高度のロ
グレベルです。ログレベルをデバッグに設定すると、
ほかのすべてのレベルのログ情報もログファイルに記
録されます。情報 ‑デフォルトのログレベルです。操
作がどのように発生したかを大まかに説明するワーク
フローが記録されます。警告 ‑正常終了したが、問題
のあった操作が記録されます。エラー ‑エラー条件を
生成した操作が記録されます。重大 ‑システムが正常
な状態に回復できないエラーを引き起こした操作が記
録されます。

最大ファイルサイズ ログファイルの最大サイズを入力します。このサイズ
に達すると新しいファイルが作成されます。

最大バックアップファイル数 保持するバックアップログファイルの最大数を入力し
ます。この数に達すると、最も古いファイルが自動的
に削除されます。

プロパティのコピーと貼り付け

Provisioningサーバーのプロパティをコピーしてほかの Provisioningサーバーに貼り付けるには：

1. プロパティのコピー元の Provisioningサーバーを右クリックして［サーバープロパティのコピー］を選択し
ます。［サーバープロパティのコピー］ダイアログボックスが開きます。

2. コピーするプロパティのチェックボックスをオンにするか、［すべて選択］をクリックしてすべてのプロパテ
ィをコピーします。

3.［コピー］をクリックします。プロパティを貼り付ける Provisioningサーバーを右クリックし、［貼り付け］を
選択します。
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Citrix Provisioningサーバーの手動構成

リモートの Provisioningサーバーをセットアップする場合や特別な要件がある場合は、Stream Serviceを手動で
構成して開始します。確実にすべての設定が正しく設定されるように、リモートの Provisioningサーバーで構成ウ
ィザードを実行します。構成ウィザードを実行できないと、仮想ディスクをマップできなくなります。

構成ウィザードの再実行

構成ウィザードは、Provisioningサーバーの IPアドレスを変更した場合に Stream Serviceを更新するときに使
用できます。何らかの理由で Provisioningサーバーの IPアドレスを変更した場合は、構成ウィザードを再実行し、
入力を求められたときに新しい IPアドレスを選択します。構成ウィザードを完了すると、構成内の適切な IPアドレ
スが再設定され Stream Serviceが再起動されます。

Stream Serviceの手動起動と構成

Stream Service を構成した後は、変更が有効になるようにサービスを開始する必要があります。Citrix では
Provisioningサーバーの起動時にサービスが自動的に開始する設定にすることを強くお勧めします。

注：

構成ウィザードにより、必要なサービスが開始され、また自動的に開始するように構成されます。このセクショ
ンの手順を使用します（サービスを手動で開始し構成する必要がある場合）。

Provisioningサーバーが動作するには Stream Serviceを開始します。開始していない場合は、次の起動サービス
を開始します。

• BOOTPサービスまたは PXEサービス
• TFTPサービス

サービスを手動で開始するには：

1. Windowsの［スタート］メニューの［設定］で［コントロールパネル］を開きます。
2.［コントロールパネル］の［管理ツール］アイコンをダブルクリックします。
3.［管理ツール］ウィンドウの［サービス］アイコンをダブルクリックします。［サービス］ウィンドウが開きます。
4.［サービス］ウィンドウで開始するサービスを右クリックし、［開始］を選択します。

Provisioningサーバーの起動時に自動的に開始するようにサービスを手動で構成するには

1. Windowsの［スタート］メニューの［設定］で［コントロールパネル］を開きます。

2.［コントロールパネル］の［管理ツール］アイコンをダブルクリックします。

3.［管理ツール］ウィンドウの［サービス］アイコンをダブルクリックします。［サービス］ウィンドウが開きます。

4. 構成するサービスを右クリックし、［プロパティ］を選択します。

5.［スタートアップの種類］ボックスの一覧で［自動］を選択し、システムが起動するたびにサービスが自動的に
開始するように構成します。
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Provisioningサーバーの削除

ファーム内の使用できる Provisioningサーバーの一覧から、Provisioningサーバーを削除する必要があることが
あります。

注：

Provisioningサーバーを削除するには、まずサーバーを停止状態にする、つまりオフラインにします。そうし
なければ［削除］メニューオプションは表示されません。Stream Serviceは削除できません。

Provisioningサーバーを削除しても、仮想ディスクのイメージファイルまたはサーバードライブの内容は影響を受
けません。ただし、そのサーバー上の仮想ディスクのイメージファイルへのすべてのパスが失われます。

サーバーを削除した後は、ターゲットデバイスにそのサーバー上の仮想ディスクのイメージファイルが割り当てられ
ることはなくなります。ターゲットデバイスの記録は仮想 LANドライブデータベースに残りますが、削除されたサ
ーバーに関連付けられていた仮想ディスクにデバイスからアクセスすることはできません。

注：

削除する Provisioningサーバーに関連付けられている vDiskがある場合は、Citrixでは削除の前にバックア
ップコピーを作成して、仮想ディスクディレクトリに格納することをお勧めします。

Provisioningサーバーを削除するには：

1. Citrix Provisioningコンソール内で削除する Provisioningサーバーを強調表示して、［操作］メニュー、右
クリックメニュー、または［操作］ペインの［接続しているデバイスの表示］を選択します。［接続済みのタ
ーゲットデバイス］ダイアログボックスが開きます。

2.［ターゲットデバイス］ボックスの一覧ですべてのデバイスを強調表示して、［シャットダウン］をクリックし
ます。［デバイスのシャットダウン］ダイアログボックスが開きます。

3. ターゲットデバイスに Provisioningサーバーがシャットダウンされることを通知するメッセージを入力しま
す。

4. スクロールして、メッセージが受信されてから待機する秒数を選択します。
5. Provisioningサーバー上で Stream Serviceを実行中の場合は、Stream Serviceを停止します。詳しく
は、「Stream Serviceの開始、再起動、または停止」を参照してください。

6. Provisioningサーバーですべてのターゲットデバイスの割り当てを解除します。
7. 削除するサーバーを強調表示して、［操作］メニューの［削除］、右クリックすると表示されるポップアップメ
ニュー、または［操作］ペインを選択します。削除を確認するメッセージが表示されます。

8.［はい］をクリックして削除を確定します。Provisioningサーバーが削除され、コンソールに表示されなくな
ります。

Provisioningサーバーを使用停止にするには：

1. プロビジョニングされたクライアントのいずれかが、削除する Provisioningサーバーによって所有されてい
るかどうかを確認します。プロビジョニングされたクライアントが存在する場合は、シャットダウンします。

2. プロビジョニングされたクライアントが複数のサーバーによって所有されている場合は、Stream Serviceを
停止します。
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3. 残りのプロビジョニング済みサーバーの Citrix Provisioningコンソールで、サーバーがダウンまたはオフラ
インとして表示されます。サーバーを選択して右クリックしてコンテキストメニューを表示し、［削除］を選択
します。

4. システムをシャットダウンするか、Provisioningサーバーをアンインストールします。

サーバーの開始、停止、または再起動
ヒント：

Citrix Provisioningは、開始、再起動、または停止によって予期しない動作をすることがあります。詳しく
は、「サーバー」を参照してください。

Provisioningサーバー上の Citrix Provisioning Servicesを開始、再起動、または停止するには：

1. コンソール内で Provisioningサーバーを強調表示し、［操作］メニュー、右クリックメニュー、または［操
作］ペインで［Stream Service］を選択します。［サーバー］ダイアログボックスが開きます。

2. 次のメニューオプションから選択します。
3. 構成する Provisioningサーバーを強調表示して、操作ボタンをクリックします。
4.［閉じる］をクリックしてダイアログボックスを閉じます。

フィールド 説明

起動 Stream Serviceを開始します。

停止 Provisioningサーバーをオフラインモードにします。

再起動 IPアドレスの追加または削除など、Provisioningサ
ーバーの設定を変更した後で、Stream Serviceを再
起動します。

重要な注意事項

Provisioningサーバー上の SOAP Serviceまたは Stream Serviceを開始したり停止したりするには、Windows
アクセス許可が必要です。この制限は、Windowsのセキュリティ上の問題によるものです。

この問題を解決するには、subinaclツールを使用し、次のコマンドを実行して Stream Serviceのアクセス許可
を設定します：

1 `subinacl /service streamservice /grant=NetworkService=TOP`

subinaclツールの使用方法について詳しくは、Microsoftサポートに問い合わせてください。
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Citrix Provisioningコンソールを再起動または停止できない

ネットワークサービスアカウントで Stream Serviceを実行すると、コンソールが再起動または停止できないこと
があります。この問題が発生すると、サービスは開始状態として表示されるものの、コンソールによって Stream
Serviceが再起動または停止できません。

ヒント：

デフォルトでは、ネットワークサービスアカウントにサービスを開始または停止する権限がありません。

たとえば、サービスがネットワークサービスアカウントで構成されると、構成ウィザードの実行がエラー状態になり
ます。状態は仮想ディスクを実行中およびストリーミング中と表示されますが、サービスは再起動または停止できま
せん：
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この問題は、Stream Serviceをデータベースへのアクセス権限があるアカウントに割り当てることで解決できます。
サービスが特定のアカウント（anuj.com\administratorなど）で設定されている場合は、ステータスは開始
済みとして表示されます。プロビジョニングコンソールからサービスを再起動または停止できます：
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デフォルトの ProvisioningサーバーのWindowsファイアウォールポートをすべて開く

Citrix Provisioningサーバーのインストールには、デフォルトのサーバーのWindowsファイアウォールポート
をすべて開くオプションが含まれます。この構成は、管理者が開くポートを手動で指定するのではなく、すべての
Citrix Provisioningポートを自動的に開くことによってインストールプロセスを簡素化するのに役立ちます。
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インストール中に、［デフォルトのファイアウォールポート］インストール画面にある次のオプションのいずれかを使
用します：

• すべての Citrix Provisioningポートを自動的に開く
• CPVポートを手動で開く

ヒント：

［デフォルトのファイアウォールポート］画面は、Windowsファイアウォールが有効になっている場合にのみ
使用できます。

Provisioningサーバーのセットアップ時の重要な注意事項

Provisioningサーバーを最初にセットアップすると、次のメッセージが表示される場合があります：「Windowsフ
ァイアウォールが有効なため、サービスの運用が妨げられます。無効にするか、必要なポートを開いてください。」詳
しくは、「Citrixテクノロジで使用される通信ポート」および「Windowsファイアウォールポートを開放する」を参
照してください。

Provisioningサーバーのパフォーマンス更新

Citrix Provisioningのこのリリースでは、Provisioningサーバーのパフォーマンス統計が更新されています。これ
らの統計により、Provisioningサーバーに関する動的な情報を生成するパフォーマンスカウンタープロバイダーを
導入することで、プロビジョニングされたサーバーの状態を他の Citrixアプリケーションで特定できるようにます。
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注：

Citrix Provisioningバージョン 1909では、プロビジョニングされたターゲットデバイスのこの機能拡張に関
連する機能が導入されました。詳しくは、「新機能」を参照してください。

機能

このバージョンでは、サーバーまたはリモートマシンで実行されている外部アプリケーションを使用して
Provisioningサーバーに関する動的情報を取得するパフォーマンスカウンタープロバイダーが追加されています。
このアプリケーションは、Windowsパフォーマンスカウンターを使用してサーバーのパフォーマンスデータを照会
します。このプロバイダーでは、CPU、メモリ、ディスク、ネットワーク構成情報など、標準のWindowsオブジェ
クトを使用してシステムから取得された情報が複製されません。

次の点を考慮してください。

• データベースサービスおよび Stream Service の再起動イベントを含む新しい Windows イベントは、
Windowsイベントログに書き込まれます。

• プロビジョニングされたサーバーの状態は、Citrix Provisioningのオブジェクト指向 PowerShell APIから
取得されます。

• Citrix Provisioningサーバーのインストーラーで、新たにインストールされたパフォーマンスカウンタープ
ロバイダーが登録されます。

更新されたパフォーマンスカウンター

このバージョンをインストールすると、標準的なインストールおよびアップグレードプロセスの一環として、プロビ
ジョニングされた各サーバーに更新されたパフォーマンスカウンターが追加および登録されます。次の図は、ストリ
ーム配信プロセスの中でのカウンターを示しています：
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更新されたストリーム配信プロセスには、次の追加パフォーマンスカウンターが含まれています：

カウンターセット：Citrix Provisioningストリーム配信プロセス

このプロバイダーはroot/Citrix/PVS名前空間にPVS_TargetおよびPVS_VDisk WMIオブジェクトを作成
します。プロビジョニングされた各ターゲットデバイスには、PVS_Targetオブジェクトの単一インスタンスがあ
ります。PVS_Targetオブジェクトは、インストールされている Citrix Provisioningバージョンと、最新の起動
操作の統計に関する情報を提供します。

カウンター名 種類 説明

ターゲットの合計ログイン試行回
数

perf_counter_large_rawcount ターゲットデバイスの合計ログイ
ン試行回数。

ターゲットの合計再接続回数 perf_counter_large_rawcount ターゲットデバイスの合計再接続
回数。

拒否されたログイン回数 ‑デバイ
スなし

perf_counter_large_rawcount デバイスがデータベースで見つか
らなかったために拒否されたター
ゲットデバイスのログイン回数。
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カウンター名 種類 説明

拒否されたログイン回数 ‑仮想デ
ィスク使用不可

perf_counter_large_rawcount 仮想ディスクをデバイスで使用で
きなかったために拒否されたター
ゲットデバイスのログイン回数。

拒否されたログイン回数 ‑サーバ
ービジー

perf_counter_large_rawcount サーバーが起動できるデバイスの
最大数に達したために一時停止さ
れたターゲットデバイスのログイ
ン回数。

拒否されたログイン回数 ‑サーバ
ーを仮想ディスクで使用不可

perf_counter_large_rawcount 仮想ディスクで使用できるサーバ
ーがないために拒否されたターゲ
ットデバイスのログイン回数。

失敗した vDiskの書き込み perf_counter_large_rawcount vDiskファイルへの書き込みに失
敗した試行の総数。

失敗した vDiskの読み取り perf_counter_large_rawcount vDiskファイルからの読み取りに
失敗した試行の総数。

失敗した IO応答の送信 perf_counter_large_rawcount vDisk IO応答の送信に失敗した試
行の総数。

アクティブなデバイス数 perf_counter_large_rawcount この Provisioningサーバーが現
在ストリーミングしているデバイ
スの数。

タイムアウトしたデバイス数 perf_counter_large_rawcount ハートビートまたは IOアクティビ
ティが 90秒間（デフォルト）な
く、Citrix Provisioningサーバー
によってタイムアウトになったデ
バイスの総数。

キャッシュフェールオーバーした
デバイス数

perf_counter_large_rawcount 書き込みキャッシュにローカルデ
ィスクを使用するように構成され
ているものの、予期せずフェール
オーバーしてサーバー上の書き込
みキャッシュを使用するデバイス
の数。

強制再接続したデバイス数 perf_counter_large_rawcount Provisioningサーバーによって
再接続を強制されたデバイスの総
数。

ストリーム配信プロセスでは、次の新しいイベントがWindowsイベントログに書き込まれます：
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• オフラインデータベースのサポートが有効な状態で DBがオンラインからオフラインへ
• オフラインデータベースのサポートが無効な状態で DBがオンラインからオフラインへ
• オフラインデータベースのサポートが有効なイベント
• オフラインデータベースのサポートが無効なイベント

StreamServiceでは、次の新しいイベントがWindowsイベントログに書き込まれます：

• ストリーム配信プロセスの再起動イベント
• 管理デーモンの再起動イベント
• 通知の再起動イベント
• インベントリの再起動イベント

デバイスコレクション

October 4, 2021

デバイスコレクションプロパティは次のタブに含まれています：

• 一般
• セキュリティ
• 自動追加

［全般］タブ

フィールド 説明

名前 デバイスコレクションの名前です。

説明 デバイスコレクションの説明です。

ターゲットデバイステンプレート 既存のターゲットデバイスの設定をテンプレートとし
て使用するには、メニューからデバイスを選択して
［OK］をクリックします。

［セキュリティ］タブ
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フィールド 説明

デバイス管理者のグループ ［追加］または［削除］をクリックして、このコレクシ
ョンのデバイス管理者を割り当てたり、割り当てを解
除したりします。デバイス管理者は特権を持つすべて
のデバイスコレクションに対してタスクを実行できま
す。

デバイスオペレーターのグループ ［追加］または［削除］をクリックして、このコレクシ
ョンのデバイスオペレーターを割り当てたり、割り当
てを解除したりします。デバイスオペレーターには、
次の特権があります：ターゲットデバイスの起動と再
起動、ターゲットデバイスのシャットダウン、ターゲ
ットデバイスプロパティの表示、割り当てられたター
ゲットデバイスの仮想ディスクプロパティの表示。

［自動追加］タブ

フィールド 説明

ターゲットデバイステンプレート ターゲットデバイスの名前を表示します。または、デ
バイスがすでに選択されているかどうか、あるいはデ
バイスが選択されていない場合
は\<No template device>が表示されます。メ
ニューを使用して、このコレクションに新しく追加す
るデバイスのデバイステンプレートを選択します。選
択したデバイスのプロパティを表示するには、［プロパ
ティ］をクリックします。読み取り専用のダイアログ
ボックスが開きます。
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フィールド 説明

前 このコレクションに追加するすべてのデバイスの特定
に役立つ、静的なプレフィックスを入力します。たと
えば、「Tokyo」と入力して東京に配置したデバイスを
示します。プレフィックスはサフィックスとともに使
用できますが、サフィックスを指定する場合はプレフ
ィックスは必須ではありません。プレフィックス、番
号の桁数、およびサフィックスを合わせて、最大で 15
文字のデバイス名を付けられます。たとえば、次のデ
バイス名は有効とみなされます：Tokyo000Floor2
（プレフィックス、増分番号の桁数、サフィックスの指
定あり。最大の 15文字に達している）、Tokyo000
（サフィックスなし）、000Floor2（プレフィックスな
し）プレフィックスの末尾に数字は使用できません。
プレフィックスとサフィックスの組み合わせは、各コ
レクションで固有のものにする必要があります。

桁数 このコレクションに追加するデバイスに関連付ける、
増分番号の桁数を入力します。この番号はデバイスを
追加するたびに増加します。たとえば、番号の桁数を
「3」に設定すると、Citrix Provisioningにより最初の
デバイスには「001」が割り当てられます。番号が
「999」に達すると番号の割り当てつまりデバイスの追
加を停止します。指定した桁数と同じになるように番
号の前に自動的に 0を追加するには、［0で埋める］チ
ェックボックスをオンにします。たとえば、番号の桁
数が 3である場合は、最初のターゲットデバイスには
「001」という番号が割り当てられます。指定した桁数
と同じになるように番号の前に自動的に 0を追加する
には、［0で埋める］チェックボックスをオンにします。
たとえば、番号の桁数を「4」に設定すると、最初のタ
ーゲットデバイスには「0001」という番号が割り当て
られます。番号の桁数は 3から 9の間で指定する必要
があります。
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フィールド 説明

サフィックス このコレクションに追加するすべてのデバイスの特定
に役立つ、静的なサフィックスを入力します。たとえ
ば、Tokyo001Floor2とすると、そのデバイスが設置
されている階がわかりやすくなります。サフィックス
はプレフィックスとともに使用できますが、プレフィ
ックスを指定する場合はサフィックスは必須ではあり
ません。プレフィックス、番号の桁数、およびサフィ
ックスを合わせて、最大で 15文字のデバイス名を付
けられます。サフィックスの冒頭に数字は使用できま
せん。プレフィックスとサフィックスの組み合わせは、
各コレクションで固有のものにする必要があります。

最終増分番号 このコレクション内でデバイスに最後に割り当てられ
た増分番号を示します。この番号は「0」にリセットで
きますが、同じプレフィックス/サフィックスの組み合
わせに対する最も大きい番号より小さい数にはできま
せん。

デバイスコレクションの作成

新しいデバイスコレクションを作成するには：

1. Citrix Provisioningコンソールで新しいコレクションを追加する［デバイスコレクション］フォルダーを右
クリックし、［デバイスコレクションの作成］を選択します。［デバイスコレクションプロパティ］ダイアログ
ボックスが開きます。

2.［全般］タブの［名前］テキストボックスにこの新しいデバイスコレクションの名前を入力します。［説明］ボ
ックスにこのコレクションの説明を入力して、［セキュリティ］タブをクリックします。

3.［デバイス管理者のグループ］ボックスの下の［追加］をクリックします。［セキュリティグループの追加］ダイ
アログボックスが開きます。

4. グループにデバイス管理者の役割を割り当てるには、適切なドメイン/グループ名のチェックボックスをオン
にして［OK］をクリックします。

5. オプションで手順 2.と 3.を繰り返し、引き続きデバイス管理者としてグループを割り当てます。
6.［デバイスオペレーターのグループ］ボックスの下の［追加］をクリックします。［セキュリティグループの追
加］ダイアログボックスが開きます。

7. グループにデバイスオペレーターの役割を割り当てるには、適切なドメイン/グループ名のチェックボックス
をオンにして［OK］をクリックします。

8. オプションで手順 2.と 3.を繰り返し、引き続きデバイスオペレーターとしてグループを割り当てます。
9.［OK］をクリックしてダイアログボックスを閉じます。

© 1999–2021 Citrix Systems, Inc. All rights reserved. 164



Citrix Provisioning 2106

デバイスコレクションの削除

デバイスコレクションを削除すると、コレクション内のターゲットデバイスメンバーのレコードがすべて削除されま
す。手作業で追加するか自動追加機能を使用して、レコードを再作成します。

ヒント

ターゲットデバイスを削除すると、そのデバイスが関連付けられていたビューからも削除されます。

同じサイト内であれば、コレクションからコレクションへとターゲットデバイスを移動できます。コレクションの移
動後、移動元のコレクションを削除できます。デバイスコレクションを別のサイトに移動する必要があったり、サイ
トが廃止されたりした場合は、エクスポートとインポートの機能を使用して別のサイトのコレクションにデバイスを
追加します。その後、元のコレクションは削除できます。

デバイスコレクションを削除するには：

1. Citrix Provisioningコンソールツリーで削除するコレクションを右クリックし、［削除］を選択します。確認
のメッセージが表示されます。

2.［OK］をクリックしてコレクションを削除します。コレクションがコンソールツリーに表示されなくなります。

ターゲットデバイス

October 12, 2021

プロビジョニングコンポーネントをインストールして設定すると、デバイスのハードドライブから vDiskが作成され
ます。このディスクは、OSとアプリケーションイメージのスナップショットを作成し、そのイメージをネットワー
ク上の vDiskファイルとして保存します。このプロセスで使用するデバイスは主なターゲットデバイスとみなされま
す。それらの vDiskを使用するデバイスはターゲットデバイスと呼ばれます。

vDiskを使用したターゲットデバイスの構成

vDiskテクノロジを使用した Citrix Virtual Apps and Desktopsはエンタープライズデスクトップの高性能な仮想
化ソリューションです。個人用に設定されたデスクトップが必要な作業者に、プールされた、静的仮想マシンによる
VDIが提供されます。

Personal vDiskを使用するターゲットデバイスは、Citrix Virtual Apps and Desktopsセットアップウィザー
ドを使用して作成します。Citrix Provisioningファーム内で、このウィザードを使用して、サイトの既存のコレク
ションに Personal vDisk付きのターゲットデバイスを作成および追加します。その後、そのデバイスに既存の共有
モードの vDiskを割り当てます。

ウィザードでは、各デバイスに関連付ける仮想マシンも作成されます。Citrix Studioのカタログの種類により、デ
スクトップへのユーザー割り当て（静的割り当て）を保持できます。ユーザーは次回以降のセッションでも常に同じ
デスクトップに割り当てられます。さらに、ログオン前に各ユーザー専用のストレージディスクが作成され、デスク
トップセッションで追加された個人用設定がそのディスク上に格納されます。イメージの更新によって生じる vDisk
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イメージまたはデスクトップへの変更以外は、変更が個人用設定に含まれます。アプリケーションの設定、追加、削
除、変更、およびドキュメントなどがこの個人用設定の対象となります。

Personal vDiskを使用するターゲットデバイスは、Personal vDiskを使用するほかのターゲットデバイスからの
みプロパティを継承することができます。

ヒント：

Personal vDiskを使用するターゲットデバイスのプロパティを構成、表示、または変更するには、［Personal
vDisk付きデバイスプロパティ］ダイアログボックスを使用します。

ターゲットデバイスの操作とパフォーマンスの統計

Citrix Provisioningを使用して、ターゲットデバイスの操作とパフォーマンスの統計を表示できます。これには以
下が含まれます：

• ターゲットデバイスに関する静的情報のWMIプロバイダー。
• ターゲットデバイスに関する動的情報のパフォーマンスカウンタープロバイダー。
• ターゲットデバイスまたはリモートマシンで実行されている外部アプリケーション。このアプリケーションは、
WMI APIを使用してオブジェクトを照会し、プロビジョニングされたターゲットで実行されているかどうか
を判断し、デバイスの構成と状態に関連する情報を収集します。

Citrix Provisioningターゲットデバイスの標準インストールの一部として、WMIプロバイダー DLLがインストー
ルされ、プロビジョニングされた各ターゲットデバイスに登録されます。この DLLは、BNIStackドライバーからタ
ーゲットデバイス情報を取得します。

機能

このプロバイダーはroot/Citrix/PVS名前空間にPVS_TargetおよびPVS_VDisk WMIオブジェクトを作成
します。プロビジョニングされた各ターゲットデバイスには、PVS_Targetオブジェクトの単一インスタンスがあ
ります。PVS_Target objectは、インストールされている Citrix Provisioningバージョンと、最新の起動操
作の統計に関する情報を提供します。

WMIプロバイダーがターゲットデバイスに照会したときにPVS_Targetのインスタンスがない場合は、デバイスが
Citrix Provisiongのターゲットデバイスではないか、ターゲットデバイスソフトウェアの古い Citrix Provisioning
バージョンを実行しています。

PVS_Targetオブジェクト

PVS_Targetオブジェクトについては、次の表を参照してください：
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アイテム名 種類 単位 説明

Target_Software_Version文字列 ‑ PVSターゲットのバージ
ョン

Boot_Time_In_Sec Int 秒 オペレーティングシステ
ムの起動段階で経過した
秒数

Boot_Retry_Count Int ‑ 起動中の再試行回数

Boot_Bytes_Read_MB Int MB 起動中に読み取られたバ
イト数

Boot_Retry_Written_MB Int MB 起動中に書き込まれたバ
イト数

PVS_VDiskオブジェクト

プロビジョニングされたターゲットデバイス上にPVS_VDiskオブジェクトの 1つのインスタンスがあります。この
オブジェクトには、vDisk、書き込みキャッシュモード、キャッシュディスクサイズに関する情報が含まれています。

PVS_VDiskオブジェクトについては、次の表を参照してください：

アイテム名 種類 単位 説明

VDisk_Name 文字列 ‑ vDiskファイル名

Write_Cache_Type 文字列 ‑ 使用されている書き込み
キャッシュの種類

Write_Cache_Volume_SizeInt MB 構成された書き込みキャ
ッシュのボリュームサイ
ズ

Boot_From 文字列 ‑ vDiskまたはローカルハ
ードディスクから起動

Write_Cache_Volume_Drive_Letter文字列 ‑ 書き込みキャッシュボリ
ュームのドライブ文字

更新されたパフォーマンスカウンター

Citrix Provisioningには、プロビジョニングされた各ターゲットデバイスに自動的にインストールおよび登録され
るパフォーマンスカウンターが含まれています。
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BNIStackドライバーは、次のパフォーマンスカウンターを提供します：

カウンター名 種類 説明

UDP retry perf_counter_counter PVSの UDP再試行回数

Server reconnect perf_counter_counter PVSサーバーの再接続回数

以下に注意してください：

• プロビジョニングされたターゲットデバイスインストーラーは、WMIプロバイダーおよびパフォーマンスカ
ウンタープロバイダーを登録します。プロビジョニングされたターゲットデバイスで追加のインストールオプ
ションの構成は必要ありません。

• 現在のCVhdMpパフォーマンスカウンタープロバイダーは、ハードディスクオーバーフローありデバイス
RAMにキャッシュを使用したターゲットデバイスの VHDXのみをサポートします。

CVhdMpドライバーによって提供されるパフォーマンスカウンター

• Citrix Provisioningイメージ作成ウィザードを使用します。［Microsoftボリュームライセンス］画面で、
vDiskの適切なライセンス管理オプションをクリックします。［キー管理サービス（KMS）］ラジオボタンをク
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リックしてから、［Officeの高速ライセンス認証］チェックボックスをオンにします。［次へ］を選択して、構
成の変更を vDiskに適用し、構成を続行します。

カウンター名 種類 説明

File bytes perf_counter_large_rawcount VHDXファイルのサイズ

File reads/sec perf_counter_counter VHDXファイルからの読み取り速
度（操作回数/秒）

File writes/sec perf_counter_counter VHDXファイルへの書き込み速度
（操作回数/秒）

File read bytes/sec perf_counter_bulk_count VHDXファイルからの読み取り速
度（バイト/秒）

File write bytes/sec perf_counter_bulk_count VHDXファイルからの書き込み速
度（バイト/秒）

RAM cache types perf_counter_large_rawcount RAMキャッシュが使用するメモリ
の量

RAM reads/sec perf_counter_counter RAMキャッシュからの読み取り速
度（操作回数/秒）

RAMwrites/sec perf_counter_counter RAMキャッシュへの書き込み速度
（操作回数/秒）

RAM read bytes/sec perf_counter_bulk_count RAMキャッシュからの読み取り速
度（バイト/秒）

RAMwrite bytes/sec perf_counter_bulk_count RAMキャッシュへの書き込み速度
（バイト/秒）

Parent reads/sec perf_counter_counter 親からの読み取り速度（操作回
数/秒）

Parent read bytes/sec perf_counter_bulk_count 親からの読み取り速度（バイト/秒）

ターゲットデバイス情報の取得

以下のセクションには、［Personal vDisk付きデバイスプロパティ］ダイアログボックスに関する情報が記載され
ています。
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［全般］タブ

読み取り専用のフィールドを更新する場合は、デバイスを削除して Citrix Virtual Apps and Desktopsセットアッ
プウィザードで再作成する必要があります。

メニューオプション 説明

名前 ターゲットデバイスの名前またはターゲットデバイス
を使用するユーザーの名前です。最長で 15バイトの
名前を付けることができます。ただし、ターゲットデ
バイスの名前はイメージを作成するコンピューターと
同じ名前にはできません。このフィールドは読み取り
専用です。ターゲットデバイスがWindowsドメイン
に属している場合は、そのドメインでの名前を使用し
ます（その名前がイメージを作成したコンピューター
の名前と同じである場合を除く）。vDiskからターゲッ
トデバイスが起動するとき、ここに表示される名前が
ターゲットデバイスのコンピューター名になります。

説明 このターゲットデバイスに関連付ける説明です。

MAC ターゲットデバイスに搭載されているネットワークイ
ンターフェイスカードのMAC（Media Access
Control：メディアアクセス制御）アドレスです。こ
のフィールドは読み取り専用です。

ポート UDPポート値が表示されます。ほとんどの場合、この
値を変更する必要はありません。ただし、ターゲット
デバイスソフトウェアでほかの IP/UDPソフトウェア
との競合が発生する場合、つまり両方のソフトウェア
で同じポートを共有する場合は、この値を変更する必
要があります。

vDisk このデバイスで使用する vDiskの名前です。このフィ
ールドは読み取り専用です。

変更 このデバイスに割り当てる vDiskを変更しま
す。［vDiskの割り当て］ダイアログボックスが開き、
割り当てられている vDiskの［ストア］情報が表示さ
れます。割り当てる vDiskを変更する場合は、現在割
り当てられている vDiskと同じ基本イメージの vDisk
を選択する必要があります。
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メニューオプション 説明

Personal vDiskドライブ Personal vDiskに割り当てられるドライブ文字です。
デフォルトは P:です。許可される文字の範囲は E:か
ら U:およびW:から Z:です。このフィールドは読み
取り専用です。

［パーソナリティ］タブ

メニューオプション 説明

名前および文字列 追加できるフィールド名の数に、定まった制限はあり
ません。ただし、［名前］ボックスに入力できるのは最
大 250文字、［文字列］ボックスに入力できるのは最大
1000文字です。［名前］ボックスには任意の名前を入
力できますが、同じターゲットデバイスに重複するフ
ィールド名を定義することはできません。フィールド
名は大文字と小文字が区別されませ
ん。「FIELDNAME」と「fieldname」は同じ名前とし
て扱われます。フィールド名の前後に入力された空白
文字は自動的に削除されます。パーソナリティ名の冒
頭に $を使用することはできません。この記号は
$DiskNameや $WriteCacheTypeなどの予約され
た値に使用されます。

［状態］タブ

ターゲットデバイスの状態について次の情報が表示されます。

• 状態：このデバイスの状態です（アクティブまたは非アクティブ）。
• IPアドレス：IPアドレスまたは「不明」と表示されます。
• サーバー：このデバイスと通信している Provisioningサーバーです。
• 再試行：このデバイスに接続するときに許可される試行回数です。
• vDisk：vDisk名または「不明」と表示されます。
• vDiskバージョン：この vDiskの現在アクセスされているバージョンです。
• vDiskフルネーム：現在アクセスされているバージョンのフルファイル名です。
• vDiskアクセス：実稼働バージョンであることを示します（保守またはテストであることはありません）。
• ライセンス情報。デバイスベンダーによっては、このフィールドに製品のライセンス情報が表示されます。
ライセンス情報には以下が含まれています：n/a、デスクトップライセンス、データセンターライセンス、
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XenAppライセンス、または Citrix Virtual Apps and Desktopsライセンス。

［ログ］タブ

次の中からログレベルを選択するか［オフ］を選択してログを無効にします：

• オフ：Provisioningサーバーでログを無効にします。
• 重大：システムが正常な状態に回復できないエラーを引き起こした操作が記録されます。
• エラー：エラー条件を生成した操作が記録されます。
• 警告：正常終了したが、問題のあった操作が記録されます。
• 情報：デフォルトのログレベルです。操作がどのように発生したかを大まかに説明するワークフローが記録さ
れます。

• デバッグ：特定の操作の詳細が記録されます。デバッグは最高度のログレベルです。ログレベルをデバッグに
設定すると、ほかのすべてのレベルのログ情報もログファイルに記録されます。

• トレース：すべての有効な操作が記録されます。

Personal vDiskのテストモード

Personal vDiskテストデバイスを使って、テスト環境内で Personal vDiskデバイスの vDisk更新をテストしま
す。その後で、Personal vDisk実稼働環境内で実際の環境との互換性をテストすることができます。

注意事項

• Personal vDiskデバイスおよび実稼働デバイスをテストできます。
• プライベートイメージまたは保守バージョンのイメージを Personal vDiskデバイスで起動しようとすると、
Citrix Provisioningにエラーメッセージが表示されます。プライベートイメージや保守バージョンのイメー
ジを起動できるのは、Personal vDiskを持たないデバイスのみです。

• vDiskの割り当てを変更するには、Citrix Provisioningコンソールで以下のいずれかの操作を行います。
–［ターゲットデバイスプロパティ］ダイアログボックスの［vDisk］タブで割り当てを変更します。
– ターゲットデバイスプロパティをコピーして貼り付けます。
– vDiskをコレクションまたはビューまでドラッグします。

• Personal vDiskデバイスの vDisk割り当てを変更すると、警告メッセージが表示されます。
• Personal vDiskデバイスの種類を変更するには、Stream Serviceと SOAP Serverを実行するユーザーア
カウントに追加の権限が必要になります。

– Citrix Provisioning Servicesサーバー上のローカルの管理者権限。
– Citrix Virtual Apps and Desktopsの完全な管理者権限。
– Citrix Virtual Apps and Desktopsデータベースに対する完全なアクセス権（これは Citrix Virtual
Apps and Desktopsの要件でもあります）。

• マージする場合、Citrix Provisioningによりデバイスが自動的に再起動され、Personal vDiskで必要に応
じてインベントリが実行されます。
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• Citrixではカタログ内で Personal vDiskデバイスの少数のグループを指定してテストモードにすることをお
勧めします。また、使用しない場合はデスクトップグループを保守モードにしておいてください。メンテナン
スモードにしておかないと、Citrix Virtual Apps and Desktops電源管理の制御下でデバイスがオンになっ
たりオフになったりします。この構成はマージを妨げる可能性があります。

• Citrix Studioのデフォルトでは、Personal vDiskステージの情報は表示されません。
• Personal vDiskのテストモード環境では、2つのカタログが必要です。1つは Personal vDiskテストデバ
イス用で、もう 1つは Personal vDiskプロダクションデバイス用です。Personal vDiskのテストデバイス
と実稼働デバイスの両方がカタログに含まれている環境でこの機能を使用する場合は、Personal vDiskの実
稼働デバイスをテストデバイスに変更してください。この構成により、該当のカタログ内のすべてのデバイス
が再起動されます。Personal vDisk実稼働デバイスをテストデバイスに変更してからテストバージョンの
vDiskを作成してください。

SCCMの相互運用性

SCCMとプロビジョニングされたデバイスを使用する場合：

• C:\Program Files\Citrix\personal vDisk\Bin\CtxPvd.exeコマンドをシャットダウンスクリプトに追加し
ます。

• 通常アップデートでは何度も再起動する必要があるため、デバイスを再起動またはシャットダウンするたびに、
プロビジョニングされたすべてのデバイスをインベントリする必要があります。

Personal vDiskテストデバイスについて

プロビジョニングされた環境で Personal vDiskデバイスを使用する場合は、このセクションの情報を使用します：

• Personal vDiskデバイスは、テストまたは実稼働モードである必要があります。
• プライベートバージョンまたは保守バージョンを Personal vDiskデバイスで起動しようとすると、Citrix
Provisioningにエラーメッセージが表示されます。プライベートイメージや保守バージョンのイメージを起
動できるのは、Personal vDiskを持たないデバイスのみです。

• vDiskの割り当ては、Citrix Provisioningコンソールから次の方法によって変更できます：
– デバイスのプロパティを使用して割り当てを変更します。
– デバイスのプロパティをコピーして貼り付けます。
– vDiskをコレクションまたはビューまでドラッグします。

• Personal vDiskデバイスの vDisk割り当てを変更すると、Citrix Provisioningに警告メッセージが表示さ
れます。

• Personal vDiskデバイスの種類を変更するには、SOAP/Stream Serviceユーザーに次の権限を追加する必
要があります：

– Provisioningサーバーシステムのローカル管理者権限。
– Citrix Virtual Apps and Desktopsシステム（データベースを含む）の完全な管理者権限。

• マージすると、Citrix Provisioningは自動的にデバイスを再起動します。Personal vDiskデバイスは必要
に応じてインベントリを実行します。
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• 小規模な Personal vDiskデバイスグループをテストモードに割り当てることを Citrixではお勧めします。こ
のグループの Personal vDiskデバイスを使用していないときは保守モードにしておきます。保守モードにし
ていない場合、Citrix Virtual Apps and Desktopsの電源管理機能によってこれらのデバイスが初期化され、
マージプロセスに支障が出る可能性があります。

次の点を考慮してください。

• この環境は、PVDテスト用と Personal vDisk実稼働用の 2つのカタログを利用できる場合に適しています。
Personal vDiskのテストデバイスと実稼働デバイスの両方がカタログに含まれている環境でこの機能を使用
する場合は、Personal vDiskの実稼働デバイスをテストデバイスに変更してください。これにより該当のカ
タログ内のすべてのデバイスが再起動されます。

• テストバージョンの vDiskを作成する前に、実稼働用 Personal vDiskデバイスをテストモードに変更しま
す。

Personal vDiskを使用するターゲットデバイスへの vDiskの割り当てまたは再割り当て

Personal vDiskを使用するターゲットデバイスに、同じ基本 vDisk（.vhdx）から作成したほかの vDiskを割り当
てることができます。たとえば、既存の vDiskを更新する場合は、ターゲットデバイスに割り当てられている vDisk
のコピーを作成します。新しい vDiskを更新してから、更新された vDiskをそのデバイスに割り当てます。

vDiskを割り当てまたは再割り当てするには

1.［Personal vDisk付きデバイスプロパティ］ダイアログボックスの［全般］タブで、［変更］をクリックしま
す。デフォルトでは、現在 vDiskストアがある場所に［vDiskの割り当て］ダイアログボックスが表示され
ます。また、そのストアで利用できるすべての vDisk（現在割り当てられている vDiskを除く）が一覧表示さ
れます。

2.［フィルター］セクションでは、任意で以下のことを行えます：

a. vDiskを選択するストアの場所を変更する。

b. 特定の配信サーバーの vDiskだけを一覧に表示する。

3. ターゲットデバイスに割り当てる vDiskを選択します。

データベースへのターゲットデバイスの追加

Citrix Provisioningデータベースにターゲットデバイスのエントリを作成するには、次の方法のいずれかを選択
します：

• コンソールにおけるターゲットデバイスエントリの手作業での作成
• 自動追加によるターゲットデバイスエントリの作成
• ターゲットデバイスエントリのインポート

ターゲットデバイスをデータベースに追加した後に、vDiskをデバイスに割り当てることができます。詳しくは、「デ
バイスへの vDiskの割り当て」を参照してください。
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コンソールにおけるターゲットデバイスエントリの手作業での作成

1. コンソールでこのターゲットデバイスがメンバーになるデバイスコレクションを右クリックして、［デバイス
の作成］を選択します。［デバイスの作成］ダイアログボックスが開きます。

2. 適切なボックスにこのターゲットデバイスの名前、説明、およびMACアドレスを入力します。

注：

ターゲットデバイスがドメインのメンバーである場合、Windowsドメインでの名前と同じものを使用
します。ターゲットデバイスが vDiskから起動するとき、デバイスのコンピューター名はここで入力す
る名前になります。ターゲットデバイスと Active Directoryまたは NT 4.0ドメインについて詳しく
は、「自動パスワード管理の有効化」を参照してください。

3. このコレクションのデバイステンプレートが存在する場合は、［この新しいデバイスにコレクションのデバイ
ステンプレートを適用する］チェックボックスを任意でオンにすることもできます。

4.［デバイスの追加］をクリックします。ターゲットデバイス名とMACアドレスを除き、ターゲットデバイスは
テンプレートのすべてのプロパティを継承します。

5.［OK］をクリックしてダイアログボックスを閉じます。ターゲットデバイスが作成され、vDiskに割り当てら
れます。

ターゲットデバイスエントリのインポート

ターゲットデバイスエントリは.csvファイルから任意のデバイスコレクションにインポートできます。その後、その
コレクションに関連付けられているターゲットデバイステンプレートのプロパティを、インポートしたターゲットデ
バイスに継承させることができます。詳しくは、「ターゲットデバイスのコレクションへのインポート」を参照してく
ださい。

自動追加ウィザードの使用方法

自動追加ウィザードでは、自動追加機能を使用して Citrix Provisioningデータベースに新しいターゲットデバイス
を自動的に追加する規則の構成が自動化されます。

自動追加ウィザードは、ファーム、サイト、コレクション、またはデバイスから開始できます。ファームより下のレ
ベルから開始すると、開始点のオブジェクトによりデフォルトの選択項目が決まります。たとえば、特定のターゲッ
トデバイスから開始すると次のように処理されます。

• そのデバイスのサイトがデフォルトのサイトとして選択されます。
• そのデバイスのコレクションがデフォルトのコレクションとして選択されます。
• そのデバイスがデバイステンプレートとして選択されます。

自動追加ウィザードの各ページには、ウィザードの開始点に基づいて、事前に選択された項目が表示されます。

Provisioningファーム管理者は、自動追加を有効または無効にしたり、デフォルトのサイトを選択したりできます。
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サイト管理者は、デフォルトのサイトが管理者の管理するサイトである場合はそれを選択します。サイト管理者が現
在選択されているデフォルトのサイトの管理者でない場合は、アクセス権を持つサイトのみを構成できます。

自動追加設定（サイトのデフォルトコレクション、デフォルトコレクションのデバイステンプレート、およびターゲ
ットデバイスの命名規則）を構成するには

1. コンソールでファームを右クリックして、［自動追加ウィザード］を選択します。［自動追加ウィザードへよう
こそ］ページが開きます。

2.［次へ］をクリックします。［自動追加の有効化］ダイアログボックスが開きます。

注：

ファーム管理者のみがこのページの設定を変更できます。

3.［自動追加を有効にする］チェックボックスをオンにしてこの機能を有効にし、［次へ］をクリックします。［サ
イトの選択］ページが開きます。

注：

サイト管理者はアクセス許可を持つサイトのみを選択できます。

4.［サイト］メニューで、デバイスを追加するサイトを選択して［次へ］をクリックします。デフォルトのコレク
ションが入力された状態で［コレクションの選択］ページが開きます。

5. デフォルトのコレクションを受け入れるか［コレクション］メニューの一覧で別のコレクションを選択し
て、［次へ］をクリックします。［デバイステンプレートの選択］ページが開きます。

6. 新しいデバイスに既存のターゲットデバイスの基本的なプロパティ設定が継承されるように、デバイステンプ
レートを選択して［次へ］をクリックします。

7. 選択したデバイスのプロパティを表示するには［プロパティ］をクリックします。選択したデバイスのプロパ
ティを表示する、読み取り専用のダイアログボックスが開きます。プロパティを確認したらダイアログボック
スを閉じます。

8.［次へ］をクリックします。［デバイスの自動命名］ページが開きます。

9. このコレクションに追加するすべてのデバイスの特定に役立つ、静的なプレフィックスを入力します。たとえ
ば、「Tokyo」と入力して東京に配置したデバイスを示します。

注：

プレフィックスはサフィックスとともに使用できますが、サフィックスを指定する場合はプレフィック
スは必須ではありません。プレフィックス、番号の桁数、およびサフィックスを合わせて、最大で 15文
字のデバイス名を付けられます。たとえば、次のデバイス名は有効とみなされます。

• Tokyo0000Floor2（プレフィックス、増分番号の桁数、およびサフィックスから構成されています。
長さは上限の 15文字です）

• Tokyo0000（サフィックスは指定されていません）
• 000Floor2（プレフィックスは指定されていません）
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プレフィックスの末尾に数字は使用できません。

10. このコレクションに追加するデバイスに関連付ける、増分番号の桁数を入力します。この番号はデバイスを追
加するたびに増加します。たとえば、番号の桁数を「3」に設定すると、最初のデバイスには「001」が割り当
てられ、番号が「999」に達すると番号の割り当てつまりデバイスの追加を停止します。

注：

指定した桁数と同じになるように番号の前に自動的に 0を追加するには、［0で埋める］チェックボックスをオ
ンにします。たとえば、番号の桁数を「4」に設定すると、最初のターゲットデバイスには「0001」という番号
が割り当てられます。

番号の桁数は 3から 9の間で指定する必要があります。

このコレクションに追加するすべてのデバイスの特定に役立つ、静的なサフィックスを入力します。たとえば、
Tokyo001Floor2とすると、そのデバイスが設置されている階がわかりやすくなります。

サフィックスはプレフィックスとともに使用できますが、プレフィックスを指定する場合はサフィックスは必須では
ありません。

プレフィックス、番号の桁数、およびサフィックスを合わせて、最大で 15文字のデバイス名を付けられます。

サフィックスの冒頭に数字は使用できません。

プレフィックスとサフィックスの組み合わせは、各コレクションで固有のものにする必要があります。

1.［次へ］をクリックします。［完了］ダイアログボックスが開きます。

2. 自動追加ウィザードのすべての設定を確認して［完了］をクリックします。これで、自動追加が構成されまし
た。

ターゲットデバイスの無効化

ターゲットデバイスの無効化機能により、新しいターゲットデバイスの起動を防ぎます。自動追加オプションが有効
であれば、新しいターゲットデバイスが起動するたびにデータベースに新しいレコードが自動的に作成されます。タ
ーゲットデバイスに次のメッセージが表示されます：

This target device has been disabled. Please Contact your system administrator
.

問い合わせを受けた管理者は、ターゲットデバイスを検証することができます。管理者がこのオプションを無効にす
ると、ターゲットデバイスを起動できるようになります。

ターゲットデバイスを無効または有効にするには、コンソールでターゲットデバイスを右クリックします。［無効化ま
たは有効化］メニューオプションを選択します。

ヒント：
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コレクションに追加されたすべてのターゲットデバイスを無効にするには、ターゲットデバイステンプレート
の［このデバイスを無効にする］チェックボックスをオンにします。

ターゲットデバイスの削除

ターゲットデバイスを削除するには

1. コンソールでコレクション内の削除するターゲットデバイスを右クリックします。［詳細］ビューで複数のデ
バイスを選択できます。［削除］を選択します。

2.［はい］をクリックして削除要求を確認します。コレクションおよび関連するビューからターゲットデバイスが
削除されます。ただし、ターゲットデバイスの vDiskイメージは削除されません。

非同期 I/Oストリーミングによるパフォーマンスの向上

バージョン 1808以前の Citrix Provisioningリリースでは、ターゲットデバイスは 3つの異なる階層（RAMキャ
ッシュ、VHDXファイル、ネットワークストリーミング）を横断することによって、受信のオペレーティングシステ
ムのストレージ要求を処理していました。このプロセスは要求を完了するために順次発生しました。この横断処理で
は、新しいサブ I/O要求を送信する前に、サブ I/Oの完了を待っているときに遅延が発生するため、パフォーマンス
が悪くなってしまいます。

ターゲットデバイスは、プロビジョニングの書き込みキャッシュコンポーネントの 3つの階層（RAMキャッシュ、
VHDXファイル、ネットワークストリーミング）すべてで非同期 I/Oをサポートし、効果的にパフォーマンスを改善
します。

重要：

非同期 I/Oストリーミングによりパフォーマンスは向上しますが、メモリ消費量は一時的に高くなります。こ
の機能をテストする際は、Citrixでは本番環境以外の環境を使用し、パフォーマンスに問題がないことを確認
してから本番環境に展開することをお勧めします。

次の vDiskキャッシュモードでは、非同期 I/Oがサポートされています。

• ハードドライブへのオーバーフローありでデバイス RAMにキャッシュする
• サーバーに永続的にキャッシュする

注：

ハードディスクにキャッシュする機能のオプションは現在製品で表示されていますが、動作しません。

Provisioningコンソールを使用した非同期 I/Oの有効化

このリリースでは、非同期 I/Oストリーミング機能を改善し、Provisioningコンソールから直接 vDisk用にこの機
能を有効化できるようになりました。vDiskプロパティ画面で［非同期 IO］をクリックします。
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ブートストラップファイルの取得

October 4, 2021

ターゲットデバイスでは、最初にブートストラッププログラムをロードすることによって起動処理を開始します。ブ
ートストラッププログラムは、オペレーティングシステムがロードされる前に実行されます。Citrix Provisioning
では特別なブートストラッププログラムを使用して、ターゲットデバイスと Citrix Provisioningサーバー間のスト
リーム配信セッションを開始します。このセッションが開始された後で、起動された vDiskからオペレーティングシ
ステムのロードとストリーム配信が開始されます。

ターゲットデバイスにブートストラッププログラムをロードするには 3つの方法があります。

• ネットワーク経由で PXE（Preboot eXecution Environment）を介して
• 接続したメディアに格納されている起動デバイスから
• BIOSに埋め込まれているブートストラップから（OEMバージョンのみ）

ターゲットデバイスの BIOSを構成した後、ネットワークから起動すると、デバイスは Provisioningサーバーから
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vDiskの割り当てを受けとります。ターゲットデバイスのファームウェアでは、標準的なネットワークプロトコルを
使用してブートストラップファイルを取得します。

注：

デバイスのファームウェア（NIC）で PXE 0.99j、PXE 2.1またはそれ以降をサポートしている必要があります。

ターゲットデバイスのネットワーク起動

DHCPサービスにより IP構成がターゲットデバイスに送信されます。また、オプション 67、および 60または 66
を使用して、ブートストラップファイルの場所も送信できます。サービスの数を減らし信頼性を高めるため、DHCP
サービスでブートストラップファイルの場所を送信することを検討してください。

注： BOOTPサービスで、BOOTPタブに従って IP構成をターゲットデバイスに送信できます。また、省略可能な
オプションを使用して、起動プログラムの場所も送信できます。現在このサービスはあまり使用されなくなりました。
DHCPが環境の要件を満たさない場合に限り、このサービスを使用します。

PXEサービスでは PXE仕様バージョン 2.1に従って、ブートストラップファイルの場所をターゲットデバイスに送
信します。DHCPサービスが既に導入されていて設定を変更できない場合、または、PXEサービスが使用されていな
い場合は、PXEサービスを使用します。

TFTPサービスでは要求に応じて、ブートストラップファイルをターゲットデバイスに送信します。ほかの TFTPサ
ービスを使用できない場合はこのサービスを使用します。

次の図と手順は、PXEを使用する場合と使用しない場合の起動処理を示しています。

DHCPを使用した IPアドレスとスコープオプションの取得（PXEを使用しない）

1. ターゲットデバイスがネットワークから起動するとき、DHCPから Provisioningサーバーへ、IPアドレス
とスコープオプションの設定（オプション 66と 67）を問い合わせる要求が送信されます。Provisioningサ
ーバーにより、要求された情報が返されます。

2. ターゲットデバイスから Provisioningサーバーへ、ブートストラップファイルを求める要求が TFTPを使用
して送信されます。サーバーによりターゲットデバイスへブートストラップファイルがダウンロードされます。

3. ターゲットデバイスが割り当てられた vDiskイメージを起動します。
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DHCPと PXEと共に使用した IPアドレスとスコープオプションの取得

1. ターゲットデバイスがネットワークから起動するとき、DHCPから Provisioningサーバーへ、IPアドレス
とスコープオプションの設定（オプション 60、PXEClient ID）を問い合わせる要求が送信されます。サーバ
ーにより、要求された情報が返されます。

2. ターゲットデバイスからサーバーへ、ブートストラップファイル名と PXEサービスの場所を問い合わせる要
求が送信されます。PXEサービスからターゲットデバイスへ、情報が返されます。

3. ターゲットデバイスからサーバーへ、ブートストラップファイルを求める要求が TFTPを使用して送信されま
す。Provisioning Servicesサーバーによりターゲットデバイスへブートストラップファイルがダウンロー
ドされ、ターゲットデバイスが起動します。

オプションの起動デバイスからの起動

PXEを使用する方法の代替として、起動デバイスマネージャー（BDM）を使用して、ローカルハードドライブ、USB
フラッシュドライブ、または ISOイメージにブートストラップファイルを作成することができます。このブートスト
ラップファイルを使用して、ターゲットデバイスを起動します。
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注： BIOS埋め込み型のブートストラップによる起動方法もあります。OEMベンダーはこの方法を採用して、ブー
トストラップファイルをターゲットデバイスに埋め込むことができます。

BIOSが有効なブートストラップの構成

この OEM特有の機能により、エンドユーザーは Citrix Provisioningの構成があらかじめ組み込まれたシステムを
使用できます。これにより、最小限の労力をかけるだけで Citrix Provisioningが有効な環境を展開することができ
ます。この機能は、従来の PXEによる起動の代替方法になります。

このソリューションの一部として、ターゲットデバイスの BIOSに工場でブートストラップが埋め込まれています。
製品のライセンスアクセスコードもあらかじめデバイスに構成されています。

BIOS埋め込み型のブートストラップ機能を出荷時の構成のまま自動的に機能させるには、対象のネットワークが次
のサービスをサポートしている必要があります。

• DHCPサーバーが、ターゲットデバイスの IPアドレス、サブネット、およびゲートウェイのアドレスを提供
できる。さらに、DHCPサーバーがクライアントのデフォルトの DNSサーバーを提供する必要があります。

• DNSサーバーがネットワーク上でアクティブになっている。
• <IMAGESERVER1>という名前を各 Provisioning Servicesサーバーのアクティブな IPアドレスに解決す
る DNSエントリが定義されている。ターゲットデバイスはこの DNSエントリを使用してアクティブなサー
バーを検索します。

BIOS埋め込み型のブートストラップを使用してターゲットデバイスを起動する場合、構成設定はデバイスの BIOS
から取得されます。これらの BIOS設定に、DHCPを DNSと共に使用して IPアドレスとサーバーの情報を参照する
か、BIOSに指定されている最大 4台のサーバーの静的 IPアドレスを使用することを指定します。

ターゲットデバイスが最初に起動するときに、BIOSから製品ライセンスアクセスコードと構成情報が読み込まれま
す。この情報を取得した後、Stream Serviceが検索され、デバイス登録メッセージがサーバーに送信されます。この
メッセージには、デバイスコレクションのテンプレートから継承される情報などの、デバイスを Citrix Provisioning
データベースに追加するために必要な情報が含まれます。

BIOS埋め込み型のブートストラップの構成

追加設定をしなくてもブートストラップが機能するように、BIOS埋め込み型のブートストラップは工場で構成済み
です。設定を変更する必要がある場合は、［BIOSブートストラップの構成］機能を Citrix Provisioningコンソール
に表示します。構成変更は、次にターゲットデバイスが起動するときに自動的に更新されます。ただし、新しい設定
と異なる BIOS設定のみが更新されます。

注：

ターゲットデバイスが Citrix Provisioningサーバーと初期通信を行うには、BIOSに十分な情報が格納され
ている必要があります。
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［全般］タブ

1. コンソールで Provisioningサーバーを右クリックし、［BIOSブートストラップの構成］を選択します。［ブ
ートストラップの構成］ダイアログボックスが開きます。

2. ターゲットデバイスの BIOS設定を自動的に更新するには、［全般］タブの［ターゲットデバイスの BIOSを
これらの設定で自動的に更新する］チェックボックスをオンにします。次にターゲットデバイスが起動したと
きに、これらの設定が自動的に適用されます。

ターゲットデバイスの IP

1.［BIOSブートストラップの構成］ダイアログボックスの［ターゲットデバイスの IP］タブをクリックします。
2. ターゲットデバイスの IPアドレスの取得に使用する方法を次の中から選択します。

• DHCPを使用してターゲットデバイスの IPアドレスを取得する：デフォルトの方法です。
• ターゲットデバイスの静的 IPアドレスを使用する。この方法を選択するには、プライマリとセカンダリ
の DNSサーバーとドメイン名を特定する必要があります。

［サーバー参照］タブ

［サーバー参照］タブで、起動元になる Provisioningサーバーをターゲットデバイスが検索する方法を選択します。

• DNSを使用してサーバーを検索する。DNSを使用してサーバーを検索する場合は、このオプションをクリッ
クします。［ホスト名］ボックスにホスト名が表示されます。注：DNSを使用する場合は、DNSサーバーでサ
ーバーの名前と IPアドレスを解決できる必要があります。

• 特定のサーバーを使用する。Provisioningサーバーのデータを手作業で入力する場合は、このオプションを
選択します。この情報がまだ未入力の場合は、データは表示されません。データベース内のすべてのサーバー
をすばやく一覧表示するには、データベースボタンで［データベースから読み取る］をクリックします。情報
を変更または新しく入力するには、［編集］をクリックし［サーバーアドレス］ダイアログボックスに手作業
で情報を入力します。注：［デフォルトにリセット］を押すと確認メッセージが表示されます。このメッセージ
は、ターゲットデバイスの BIOSの自動更新が無効になっていることを示しています。DNSを使用してサー
バーを検索します。

［オプション］タブ

1.［オプション］タブで、次のネットワークオプションを設定します。

• ターゲットデバイスの起動処理を監視する場合は、［詳細］モードチェックボックスをオンにします（オ
プション）。このモードにより、ターゲットデバイスにシステムメッセージが表示されるようになります。

• ターゲットデバイスが起動処理中に停止する場合は、［インタラプトセーフモード］チェックボックスを
オンにします。

• ブートストラップがより新しいWindowsオペレーティングシステムのバージョンで機能するようにす
るには、［拡張メモリのサポート］チェックボックスをオンにします。この設定はデフォルトで有効にな
っています。古い XPや PXEをサポートしていない 32ビット版のWindows Server OSでは、この
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設定を無効にします。またはターゲットデバイスが起動の早い段階で停止または不安定になる場合にの
み、このオプションを無効にしてください。

2.［ネットワーク復元方法］で次のどちらかをクリックします。

• ネットワーク接続を復元する：このオプションをクリックすると、ターゲットデバイスによる Citrix
Provisioningサーバーへの接続復元が無制限に試行されます。

• ハードドライブから再起動する：このオプションをクリックすると、定義した秒数の間に通信が再確立
されない場合、ターゲットデバイスによりハードウェアがリセットされ、強制的に再起動されます。再
起動の前に待機する秒数はユーザーが決定します。ネットワーク接続を確立できないと想定し、ターゲ
ットデバイスがサーバー接続に失敗します。そして、システムがローカルのハードドライブから再起動
します。デフォルトは 50秒です。

注：vDiskを含むパーティションが FATファイルシステムとしてフォーマットされている場合、パフォーマン
スが最適ではなくなる可能性があるというメッセージが表示されます。vDiskを含むパーティションは NTFS
でフォーマットすることを Citrixではお勧めします。［ポート］ボックスのアドレスは変更しないでください。

注意：すべての起動サービスは同じNIC（IPアドレス）で実行する必要があります。ただし、StreamService
は別の NICで実行できます。Stream Serviceは複数の IPアドレス（NIC）にバインドできます。

3. 次のオプションを構成します：

• ログオンポーリングタイムアウトサーバーのポーリングの再試行間隔をミリ秒単位で入力します。各サーバー
に順番にログオン要求が送信されます。最初に応答したサーバーが使用されます。このタイムアウトで定義さ
れるのは、使用できる単一のサーバーに初回ログオン要求を送信する頻度です。このタイムアウトで定義され
るのは、アクティブなサーバーの検索でサーバーからサーバーへラウンドロビンルーチンを切り替える速度で
す。有効な範囲は 1,000～60,000ミリ秒です。

• ログオン一般タイムアウトログオン関連のすべてのパケットのタイムアウトをミリ秒単位で入力します。初回
ログオンポーリングのタイムアウトは含めないでください。有効な範囲は 1,000～60,000ミリ秒です。

［OK］をクリックして変更を保存します。

起動デバイスマネージャーの使用方法

October 5, 2021

起動デバイスマネージャーは、ターゲットデバイスに IPおよび起動の情報（起動デバイス）を提供するオプショ
ンの方法です。これは、従来の DHCP、PXE、および TFTPを使用する方法の代替です。ターゲットデバイスは起
動時に起動デバイスから起動情報を直接取得します。ターゲットデバイスはこの情報を使用して、適切な Citrix
Provisioningサーバーを検索および通信して、そのサーバーから起動することができます。ユーザー認証の後、サ
ーバーからターゲットデバイスに vDiskイメージが提供されます。
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ヒント：

［ISO起動］を使用してターゲットデバイスを起動すると、問題が発生します。詳しくは、「Citrix Knowledge
Center」を参照してください。

以下の起動デバイスがサポートされます。

• USB
• CD‑ROM（ISO）
• ハードディスクのパーティション

無線 NICはサポートされません。

警告：

起動デバイスとして 1つのハードドライブ全体を選択すると、既存のディスクパーティションが消去され単一
のアクティブなパーティションが再作成されます。対象のパーティションは起動デバイスとして予約され、オ
ペレーティングシステムまたはデータのために使用されません。

起動デバイスとしてハードディスクパーティションを選択すると、選択したディスクパーティションのデータ
が削除されアクティブなパーティションに設定されます。このアクティブなパーティションが起動デバイスに
なります。

起動デバイスの構成

起動デバイスは、起動デバイスマネージャーを使用して構成します。このウィザードのようなアプリケーションを使
用すると、起動デバイスをすばやくプログラムできます。

起動デバイスをインストールした後で、次の手順に従います。以下に注意してください：

• vDiskは、BDM.exeを実行する前に事前準備としてフォーマットしておく必要があります。
• ターゲットデバイスのハードディスクドライブを起動デバイスとして使用する場合は、サーバー上の製品のイ
ンストールディレクトリからターゲットデバイス上の製品のインストールディレクトリに、BDM.exeをコピ
ーします。

• Citrix Provisioningコンソールでのターゲットデバイス設定では vDiskから起動するように設定されていま
すが、実際のデバイスではハードディスクから起動するように設定されています。

1. Citrix Provisioningのインストールディレクトリから、BDM.exeを実行します。［起動デバイスの管理］ウ
ィンドウが開き、［ログオンサーバーの選択］ページが表示されます。

2.［サーバー参照］で Provisioning Servicesサーバー情報を取得する方法を選択します。
• DNSを使用してサーバーを検索する：このオプションをクリックし、［DHCPを使用してデバイスの IP
アドレスを取得する］をクリックする場合は、DHCPサーバーが DNSサーバーを指定するように構成
する必要があります。
注：起動デバイスはホスト名、およびオプションで DHCPオプション 15（ドメイン名）を完全修飾ド
メイン名として使用し、DNSサーバーと通信して IPアドレスを解決します。
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高可用性機能を使用する場合は、最大で 4台の Provisioning Servicesサーバーを同じホスト名で
DNSサーバーに指定します。

• 起動元の Provisioning Servicesサーバーの静的 IPアドレスを使用します。このオプションを選択す
る場合は、［追加］をクリックして Provisioning Servicesサーバーの情報を入力します。
– IPアドレス
– ポート（デフォルトは 6910です）

高可用性機能を実装する場合は、最大で 4台の Citrix Provisioningサーバーを入力します。高可用性
を使用していない場合は、1台だけ入力してください。［上に移動］または［下に移動］をクリックして、
Provisioningサーバーの優先順位を並べ替えます。ターゲットデバイスは一覧の最初の Provisioning
サーバーから順に、そのサーバーからの起動を試行します。

3.［次へ］をクリックします。［オプションの設定］ページが開きます。
4. 次のローカル起動オプションを構成してから、［次へ］をクリックします。

• 詳細モード。起動と診断の詳しい情報の表示を有効または無効にします。詳細モードは、デバッグの問
題に役立ちます。

• インタラプトセーフモード：デバッグの問題に対して有効または無効にします。このモードは、タイミ
ングまたは起動動作に問題があるドライバーに必要なことがあります。

• 拡張メモリのサポート。オペレーティングシステムの設定と一致するように、アドレス拡張を有効また
は無効にします。このオプションは、デフォルトで有効になっています。ターゲットデバイスが起動の
早い段階で停止または不安定になる場合にのみ、このオプションを無効にしてください。

• ネットワーク復元方法。ターゲットデバイスが Provisioning Servicesサーバーとの接続を失ったと
きに、この方法を使ってネットワーク接続を復元するか、ハードドライブから再起動します。また、接
続を待機する期間を秒単位で指定します。

• ログオンポーリングタイムアウト：通常、ポーリングタイムアウトと一般的なタイムアウトには 1秒を
指定するところから始めます。暗号に 3DESを使用する場合はログオンポーリングタイムアウトの値を
増やしてください。さらにタイマーを増やす場合は、ワークロードに基づいて行います。ネットワーク
に 3DESを使用する 100台のターゲットデバイスがある場合、適切な設定は 3秒です。

• ログオン一般タイムアウト：ネットワークに 3DESを使用する 100台のターゲットデバイスがある場
合、一般的なタイムアウトに適切な設定は 10秒です。

5.［起動デバイスの作成］ページで、ターゲットデバイスの IPアドレスを構成します。［DNSを使用してサーバ
ーを検索する］を選択し、DHCPサービスでオプション 6（DNSサーバー）を提供しない場合は、次の必須情
報を入力します：

• プライマリ DNSサーバーのアドレス
• セカンダリ DNSサーバーのアドレス
• ドメイン名

6.［起動デバイス］を構成します。
• アクティブな起動パーティションを追加します。起動パーティションを追加するにはこのオプションを
使用します。注：デバイスのハードドライブから起動する場合は、起動パーティションが必要です（た
とえば、小さなパーティションまたはパーティションオフセットを持つXENPVDISK起動デバイスを選
択するときなど）。
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• デバイスの一覧から起動デバイスを選択します。
パーティションオフセットのサイズが設定されている場合は、作成先のサイズを確認するメッセージが
表示されます。大文字と小文字を区別して Yesと入力して続行します。

7. 当てはまる場合は、［メディアプロパティ］を構成します。
8.［作成］をクリックします。起動デバイスが作成されたことを示すメッセージが表示されます。ISO形式を選択
する場合は、CD書き込みソフトウェアを使用して ISOイメージを書き込みます。

9.［終了］をクリックしてユーティリティを閉じます。
10. ターゲットデバイスを起動して BIOS設定画面を開きます。起動デバイスを起動順序の一覧の最上位に移動し

ます。変更を保存してターゲットデバイスを起動します。

起動デバイスをプログラムした後は、コンソールの［ターゲットデバイスプロパティ］ダイアログボックスでターゲ
ットデバイスの起動順序を構成します。ターゲットデバイスが Provisioningサーバーに接続した後は、これらの起
動動作が使用されます。コンソールで、複数の vDiskイメージを 1つのターゲットデバイスに割り当てることができ
ます。この vDiskを起動する方法は、選択した起動動作によって変わります。

起動デバイス（USBまたは ISOイメージ）に BIOSを構成するとき、NICの PXEオプションは必ず有効にします。
起動前処理中に NICのオプション ROMをメモリ上に常駐させるには、PXE起動オプションが必須です。これによ
り、起動デバイスでUNDIを使用してNICを正しく初期化できるようになります。そうしなければ、起動デバイスに
より「APIが見つかりません」というメッセージが表示されます。

Linuxターゲットデバイスのストリーミング

October 12, 2021

ここでは、Linuxターゲットデバイスのストリーミングについて説明します。この機能を使用すると、Citrix Virtual
Apps and Desktops環境で直接 Linux仮想デスクトップをプロビジョニングできます。Citrix Provisioningバー
ジョン 2106以降、UEFIブートおよびセキュアブートがサポートされます。

重要：

シトリックスでは、Citrix_Provisioning_2106.isoの Citrix Provisioning実行可能ファイルに含
まれる最新リリースのインストールパッケージを使用することをお勧めします。使用する Linuxディストリビ
ューションに応じたパッケージを使用します。Linuxストリーミングエージェント 2106以降を使用するには、
Citrix Provisioningサーバー 2106以降が必要です。

Linuxターゲットデバイスをプロビジョニングするときは、以下を考慮してください：

• プロビジョニングされた Linux仮想マシンセッションにクライアントドライブを割り当てることができない
場合があります。この問題を解決するには、Citrix Provisioningターゲットデバイスをインストールする前
にservice ctxcdm stopを使用して CDMサービスを停止し、pvs-imagerコマンドを実行して変換
します。

• Linuxストリーミングでは、Windowsドメインに参加するためのツールとしてWinbindのみがサポートさ
れます。Samba 4.5以降で提供されるWinbindは、古いリリースを含めてサポートされています。
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• Linuxデバイスで RAMキャッシュを有効にする場合、キャッシュサイズを 8MB（最小値）に設定します。
Linuxは、書き込みキャッシュに、必要最大限のサイズの RAM（すべての使用可能なメモリを含める）を使用
します。コンソールで指定されたサイズは、当面予約されたサイズです。Citrixでは Linuxがメモリ使用量を
効率的に管理できるように、最小限のメモリを予約することをお勧めします。

• Citrix Provisioning imager UIのターゲットデバイス名は通常、im\\_localhostがデフォルトで設定
されています。この値は、複数の vDiskを作成するときには変更する必要があります。同じターゲットデバイ
ス名を使用すると、imagerコマンドが失敗します。

• インストール（およびそれに続く更新）はスーパーユーザーモードで実行する必要があります。スーパーユー
ザーとしてインストールするには、次の 2つの方法があります：

– suコマンドを使用してターミナルでユーザーモードを入力します。
– このコマンドの前にsudoを入力します。たとえば、sudo yum install tdb-toolsのようにし
ます。各コマンドにsudoを入力してください。

• Linuxクライアントのシステムクロックは、Active Directoryコントローラーと同期している必要がありま
す。

• VMMはサポートされていません。
• 書き込みキャッシュドライブが書き込みキャッシュとして使用されるためには、PVS_Cacheというラベルに
する必要があります。パーティション全体が使用されます。

• 英語版以外のインストールでは、英語のローカライズ版が表示されます。
• SE Linuxはサポートされていません。
• XenServerで実行されるターゲットは HVMモードで実行される必要があります。
• Linuxターゲットデバイスの起動後、SE Linux Alert Browserを示す警告メッセージが表示されることがあ
ります。

• サポートされている Linuxディストリビューションは次のとおりです。
– Ubuntu 16.04
– Ubuntu 18.04
– Ubuntu 20.04
– Red Hat Enterprise Linux 8.3

• ESXiでホストされているストリーミングされた 2台の Ubuntu 18.04仮想マシンまたは Ubuntu 20.04仮
想マシンは、DHCP経由で同じ IPアドレスを取得します。この問題を解決するには、MACアドレスを一意の
IDとして使用して DHCP経由で IPアドレスを取得するように仮想マシンを構成します。

• Ubuntu 18. 04では、インストールパッケージをインストールすると、エラーが表示される場合があります：
dracut-install: Failed to find module ‘crc32c’。これは Ubuntu 18.04の既知の問
題です。この問題を解決するには、/etc/dracut.conf.d/10-debian.confでadd_drivers+=
”crc32c”をコメントして、パッケージを再インストールします。

• UEFIブートを使用してマスター VMから vDiskを作成します。
• ストリーム配信仮想マシンでセキュアブートを使用するために、vDiskを作成するマスター VMがセキュアブ
ートを有効にする必要はありません。
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インストールオプション

Linuxストリーミングコンポーネントをインストールするには、管理者としてログオンしている必要があります。イ
ンストール時には、以下のコマンドがルートシェルで発行されているか、sudo権限で発行されている必要がありま
す。

自己署名証明書のインストール

Citrix Provisioning Linuxターゲットデバイスをストリーミングする場合、自己署名証明書を作成する必要があり
ます。SOAP Serverでは SSL接続を使用しますが、その場合 SOAP Server上に X.509証明書を構成する必要があ
ります。

証明書の CA証明書は、Provisioning Servicesサーバーおよび Linuxターゲットデバイスの両方に存在する必要
があります。自己署名証明書の作成について詳しくは、「Linuxストリーミングの自己署名証明書を作成する」を参照
してください。

次のコマンドを使用して、自己署名証明書をインストールします：

• Ubuntu：

1 sudo cp certificate.crt /usr/local/share/ca-certificates/
2 sudo update-ca-certificates
3 <!--NeedCopy-->

• RHEL：

1 sudo yum install ca-certificates
2 sudo update-ca-trust force-enable
3 sudo cp certificate.crt /etc/pki/ca-trust/source/anchors/
4 sudo update-ca-trust extract
5 <!--NeedCopy-->

trust listを使用して、証明書が正しくインストールされているかどうかを確認します。

Linuxストリーミングパッケージのインストール

Ubuntu 16.04ディストリビューションの場合：

1 apt-get -y install dracut dracut-network
2 dpkg -r nbd-client
3 dpkg -i pvs_<version>_ubuntu16.04_amd64.deb
4 apt-get -fy install
5 <!--NeedCopy-->

Ubuntu 18.04ディストリビューションの場合：
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1 apt-get -y install dracut dracut-network
2 apt-get -y install pvs_<version>_ubuntu18.04_amd64.deb
3 <!--NeedCopy-->

Ubuntu 20.04ディストリビューションの場合：

1 apt-get -y install pvs_<version>_ubuntu20.04_amd64.deb`
2 <!--NeedCopy-->

RHEL 8.3ディストリビューションの場合：

1 yum --nogpgcheck localinstall pvs_<version>_rhel8.3_x86_64.rpm
2 <!--NeedCopy-->

GUIを使用して Linuxゴールデンイメージ機能をインストールする

次の手順で、この機能をインストールする GUIを呼び出します。

1. 管理者としてログオンします。

2. 以下を実行します：

pvs-imager

ヒント：

pvs-imagerコマンドが、ホスト名の問題で失敗した場合、ネットワーク構成が正しいかを確認する必要が
あります。システムのホスト名はlocalhostに設定しないでください。RHEL 8.3では、GUIを使用するた
めに、Waylandではなく X11ディスプレイサーバーでログインします。GUIを使用するには、PyQt5また
はpython3-pyqt5が必要です。

コマンドの実行後、UIページが開きます：
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コマンドラインインターフェイスを使用して Linuxストリーミング機能をインストールする

次の手順で、この機能をインストールするコマンドラインを呼び出します。

1. 管理者としてログオンします。
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2. 次のコマンドを実行します：

pvs-imager -C

コマンドラインのインストールには以下の 2つのオプションがあります。

• \-Cは管理者が vDiskを作成することを許可する
• \-Uは管理者が既存の vDiskを更新することを許可する

次の情報は、GUI以外で Linuxストリーミング機能をインストールするオプションを示しています：

1 Usage: ./pvs-imager [-hCU] [-a|--address=<IPaddr>] [-u|--username=<
username>] [-p|--password=<password>] [-P|--port=<port>] [-d|--
domain=<domain] [-S|--store=<store>] [-v|--vdisk=<vdisk name>] [-s
|--size=<vdisk size] [-D|--device=<sourceDevice>] [-c|--collection=<
collection>] [-n|--name=<name>]

2 Non-GUI Modes:
3 -C - Create a new vDisk
4 ---OR----
5 -U - Update an existing vDisk
6
7 General Options:
8 -a <server IP> - Address or hostname of PVS server
9 -u <username> - Username for API login

10 -p <password> - Password for API login
11 -d <domain> - AD domain for API login
12 -P <port> - Base port for API login (default: 54321)
13 -S <store> - Store containing vDisk
14 -c <collection> - Collection to store imaging device in
15 -n <name> - Device name for imaging device
16 -v <name> - vDisk name
17 -s <size> - vDisk size (Create Mode only, default: sourceDevice

size)
18 -D <sourceDev> - devnode to clone
19 -V - increment debug verbosity (up to 5 times)
20 -g <grubMode> - Supported Grub settings ('debug')

イメージ作成でサポートされるファイルシステムは、ext4、xfsまたはbtrfsです。

ヒント：

-VVVVVスイッチを使用して作成されたpvs-imagerのデバッグログは、pvs-imagerツールを実行した
フォルダーに作成されます。ログファイルの名前はpvs-imager.logです。

© 1999–2021 Citrix Systems, Inc. All rights reserved. 192



Citrix Provisioning 2106

ディスクキャッシュについて

Citrix Virtual Apps and Desktopsインストールウィザードを使用しない場合、ハードディスクキャッシュまたは
ハードディスクオーバーフローキャッシュを使用するには、フォーマットされたパーティションを使用してターゲッ
トデバイスディスクをフォーマットします。また、ラベルPVS_Cacheを含めます。このオブジェクトは、ターゲッ
トデバイスでmkfs –L PVS_Cacheコマンドを使用して作成できます。このキャッシュには大文字小文字が区別
された任意のファイルシステムを使用できますが、XFSの使用をお勧めします。

ヒント：

起動時に実行される bashスクリプトを書き込むことで、管理者は環境に応じたキャッシュディスクの選択ロ
ジックを作成できます。このスクリプトは、環境に最適なメカニズムに対応して、キャッシュデバイス候補を検
出し、mkfsを実行し、再起動します。

ディスクキャッシュを構成する場合：

• Citrix Virtual Apps and Desktopsインストールウィザードを使用して仮想マシンを作成することをお勧め
します。

• ラベルを手動で作成する場合、構成の競合を避けるために、大文字と小文字を厳格に区別する必要があります。
• または、手動による書き込みキャッシュの作成を検討してください。

ターゲットデバイスの書き込みキャッシュを手動で作成

デフォルトでは、Citrix Virtual Apps and Desktopsのインストールウィザードは、現在のテンプレートに接続さ
れているドライブを無視します。このウィザードは、指定されたパラメーターに基づいて書き込みキャッシュを作成
します。ウィザードを使用した自動作成中、または作成されたドライブで問題が発生した結果、ターゲットデバイス
がサーバー側のキャッシュに継続的にフォールバックした場合、書き込みキャッシュドライブに問題が発生すること
があります。この問題を解決するには、ターゲットデバイスでmkfs –L PVS_Cacheコマンドを使用してオブジェ
クトを手動で作成します。

Citrix Virtual Apps and Desktopsのインストールウィザードでは、UseTemplatecacheパラメーターを使用
すると、ターゲットデバイスに対して手動で作成された書き込みキャッシュの変更がデフォルトで認識されます。
Citrix Virtual Apps and Desktopsのインストールウィザードを実行する Provisioningサーバー、またはリモー
トプロビジョニングコンソールが参照するプロビジョニングサーバーで、レジストリ設定を変更します：

1. Provisioningコンソールマシンで次のレジストリキーを作成し、テンプレートキャッシュを無効にします：

HKEY_LOCAL_MACHINE\SOFTWARE\Citrix\ProvisioningServices

Name: UseTemplateCache

Type: DWORD

Value: 0

1. Citrix Virtual Apps and Desktopsのインストールウィザードを実行します。［仮想マシン］ページでローカ
ル書き込みキャッシュサイズを 0GBに変更します（デフォルトは 6GB）。
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SANポリシーについて

October 12, 2021

vDiskモードが［ハードディスクへのオーバーフローありでデバイス RAMにキャッシュする］に設定されている場
合、Citrix Provisioningクライアントは起動時に常にサーバー側キャッシュにフェールオーバーします。

ヒント：

［vDiskプロパティ］ウィンドウの［キャッシュの種類］フィールドからオプションが 1つ削除されました。リ
ストからオプション［デバイスハードディスクにキャッシュする］がなくなりました。ASLRをサポートして
いないためです。このフィールドに代わるのが、［ハードディスク上のオーバーフローがあるデバイス RAMに
キャッシュする］です。詳しくは、「今後のリリースから削除される機能」を参照してください。

起動時のサーバー側キャッシュへのフェールオーバーの解決

1. プライベート vDiskモードで起動したプロビジョニングターゲットデバイスまたは保守 vDiskバージョンで、
管理者権限でコマンドプロンプトを開きます。

2. 次のコマンドを使用して、DiskPartユーティリティを実行します：

diskpart

3. SANポリシーを検証するには、次のコマンドを実行します：

Diskpart > san

SANポリシーは、PVSターゲットデバイスのためにすべてオンラインとして構成されます。この設定によ
り、［ハードディスクのオーバーフローありデバイス RAMにキャッシュ］モードの間に PVSターゲットデバ
イスが正しく機能できるようになります。

4. SANポリシーを変更するには、次のコマンドを実行します：

Diskpart > san policy=OnlineAll

5. ターゲットデバイスをシャットダウンして、vDiskモードを標準イメージに変更するか、保守バージョンから
テストバージョンまたは実稼働バージョンに昇格させます。

注：

書き込みキャッシュドライブは、SANポリシーが原因でオフラインのままになります。起動中、ターゲットデ
バイスは、書き込みキャッシュドライブが書き込みキャッシュとして使用できないと判断します。その結果、サ
ーバー側キャッシュにフェールオーバーします。

重要な注意事項

マシンテンプレートを作成するときは、ハードディスクドライブの構造が類似していることを確認してください。マ
シンテンプレートは、プライベートイメージモードの vDiskから起動する必要があります。例：

© 1999–2021 Citrix Systems, Inc. All rights reserved. 194

https://docs.citrix.com/ja-jp/provisioning/2106/deprecated-features.html


Citrix Provisioning 2106

• 書き込みキャッシュを備えた仮想マシンを PXE起動するには、1つのハードディスクドライブを持つ仮想マ
シンを作成します。

• 起動デバイスマネージャー（BDM）を使用して書き込みキャッシュを備えた仮想マシンを起動するには、2つ
のハードディスクドライブを持つ仮想マシンを作成します。

• 起動デバイスマネージャー（BDM）を使用して Personal vDiskと書き込みキャッシュを備えた仮想マシン
を起動するには、3つのハードディスクドライブを持つ仮想マシンを作成します。

ターゲットデバイスでのステータストレイの使用方法

October 4, 2021

仮想ディスクステータストレイを使用すると、ターゲットデバイス上でデバイスと製品エディションの情報を表示で
きます。このツールは仮想ディスクの管理とトラブルシューティングをしやすくすることを目的としています。

注：

このツールは、インストール処理中に自動的にインストールされます。

仮想ディスクステータストレイの開始

仮想ディスクステータストレイを手作業で開始するには、システムトレイ内のステータストレイアイコンをダブルク
リックします。［仮想ディスクステータストレイ］ダイアログボックスが開きます。

［全般］タブの使用

次の一覧は、［全般］タブの各フィールドについて説明しています。

• vDisk情報：

状態：仮想ディスクの現在の状態を示します。次の値があります。

アクティブ（ターゲットデバイスがこの仮想ディスクにアクセスしています）
非アクティブ（ターゲットデバイスがこの仮想ディスクにアクセスしていません）

Server: Indicates the IP address and port of the Provisioning Server providing access to the
virtual disk.

Boot from: Indicates if this virtual disk is set to boot from a local hard drive or from a virtual
disk.

Virtual Disk: Represents the name of the virtual disk accessed by the target device.

Mode: The current access mode for the virtual disk. Values include:

– Read only
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– Read and write

• バージョン：

エディションを特定し、バージョンと Service Packの情報を提供します。

また、特定の製品ビルドを示します。

• 環境設定：

システムトレイに状態メッセージを表示する：ユーザーがターゲットデバイスにログオンしたときに仮想ディ
スクステータストレイを自動的に開始するには、このチェックボックスをオンにします。

システムトレイにアイコンを表示する：仮想ディスクへの接続状態を表示するには、このチェックボックスを
オンにします。このプログラムが実行されると、Windowsのシステムトレイにアイコンが表示されます。

［統計］タブの使用

次の一覧は、［統計］タブの各フィールドについて説明しています。

• ブート統計：

起動時間：オペレーティングシステムの起動段階で経過した秒数です。この値には、POST、BIOS、PXE、
DHCPまたは TFTPの処理にかかった時間は含まれません。

再試行：起動段階で生じたパケット再試行の回数です。

読み取りバイト：起動段階で読み取られたバイト数の合計です。

書き込みバイト：起動段階で書き込まれたバイト数の合計です。

スループット：起動段階でのソフトウェアの全体的なスループットの計算値です。スループットは、読み取り
バイトと書き込みバイトの和を起動時間（秒単位）で割った値です。

• セッション統計：

稼働時間：ターゲットデバイスが起動してからの時間です。形式は HHHH：MM：SSです。

再試行：再試行回数の合計です。

読み取りバイト：読み取られたバイト数の合計です。

書き込みバイト：書き込まれたバイト数の合計です。

• 診断統計：

稼働時間：ターゲットデバイスが起動してからの時間です。形式は HHHH：MM：SSです。

再試行：再試行回数の合計です。

読み取りバイト：読み取られたバイト数の合計です。

書き込みバイト：書き込まれたバイト数の合計です。
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仮想ディスクステータストレイの基本設定の設定

［仮想ディスクステータス］ダイアログボックスの［全般］タブで、ターゲットデバイスが起動したときに自動的に実
行するか、または手作業で開始するようにトレイを構成できます。仮想ディスクステータストレイのアイコンを、シ
ステムトレイに表示することを選択します。

仮想ディスクステータストレイを構成するには、次の方法から選択します。

• 各ターゲットデバイスが起動したときに自動的に表示されるように構成する。
• システムトレイに仮想ディスクステータストレイのアイコンを追加する。

各ターゲットデバイスが起動したときに自動的に表示されるように構成するには

1. 仮想ディスクステータストレイを開始して［全般］タブをクリックします。
2.［基本設定］の［システムトレイに状態メッセージを表示する］をオンにします。ターゲットデバイスが次に起
動したときに、トレイが自動的に開始します。

ステータストレイに仮想ディスクステータストレイのアイコンを追加するには

1. 仮想ディスクステータストレイを開始して［全般］タブをクリックします。
2.［基本設定］の［システムトレイにアイコンを表示する］チェックボックスをオンにします。ターゲットデバイ
スが次に起動したときに、システムトレイに仮想ディスクステータストレイのアイコンが表示されます。

Personal vDisk

October 12, 2021

Personal vDiskテクノロジを搭載した Citrix Virtual Apps and Desktopsは、高性能のエンタープライズデスク
トップ仮想化ソリューションです。このソフトウェアではプールされた静的仮想マシンを使用することで、作業者が
個人用に設定された VDIにアクセスできるようにします。

Personal vDiskを使用する Citrix Provisioningのターゲットデバイスは、Citrix Virtual Apps and Desktops
セットアップウィザードを使用して作成します。Provisioningファーム内で、このウィザードを使用してターゲッ
トデバイスを作成し、サイトの既存のコレクションに追加します。次に、標準イメージモードの既存の vDiskをこの
デバイスに割り当てます。

ウィザードによって、各 Citrix Provisioningターゲットデバイスに関連付ける仮想マシンも作成されます。Citrix
Studioでは、デスクトップに対するユーザー割り当てを保持できるカタログが使用できるため、ユーザーは次回以
降のセッションでも常に同じデスクトップに割り当てられます。さらに、ログオン前に各ユーザー専用のストレージ
ディスクが作成され、そのユーザーのデスクトップに関するすべての個人用設定がそこに格納されます（Personal
vDisk）。イメージの更新によって生じる vDiskイメージまたはデスクトップへの変更以外は、あらゆる変更が個人用
設定として含まれます。アプリケーションの設定、追加、削除、変更、またはドキュメントなどがこの個人用設定の
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対象となります。Personal vDiskを使用するターゲットデバイスを、同じ基本 vDiskから作成したほかの vDiskに
再割り当てすることもできます。

vDiskが構成または更新されると、インベントリが実行されます。Personal vDiskイメージとして使用する vDisk
イメージの構成または更新に使用する方法によって、環境内で vDiskインベントリが実行されるタイミングは異なり
ます。以下の内容では選択可能なさまざまな方法を挙げ、各方法に関連する高度なタスクに関する情報を提供すると
ともに、各方法でインベントリが実行されるタイミングについて説明します。

Personal vDiskイメージを構成して追加した後は、ゴールデン仮想マシンをマシンテンプレートとして使用しない
でください。それを行うと、書き込みキャッシュディスク（元の HDDのサイズ）と同サイズの大容量のディスクが
不必要に作成されてしまいます。

新しい Personal vDiskイメージの構成と展開

構成方法は次のとおりです。

• 次の順序で構成します：Citrix Provisioning、イメージのキャプチャ、Citrix Virtual Apps and Desktops
• 次の順序で構成します：Citrix Provisioning、Citrix Virtual Apps and Desktops、イメージのキャプチャ
• 次の順序で構成します：Citrix Virtual Apps and Desktops、Citrix Provisioning、イメージのキャプチャ
• Machine Creation Services（MCS）で構成する。

Citrix Provisioning、イメージのキャプチャ、XenDesktopの順に構成する

1. 仮想マシンにオペレーティングシステムをインストールして構成します。
2. 仮想マシンに Citrix Provisioningターゲットデバイスソフトウェアをインストールします。
3. Citrix Provisioningイメージ作成ウィザードを実行して vDiskを構成します。
4. 再起動します。
5. Citrix Provisioningイメージ作成ウィザードの第 2段階が実行され、Personal vDiskイメージがキャプチ
ャされます。

6. Citrix Provisioningコンソールで、ターゲットデバイスを vDiskから起動するように設定します。
7. 仮想マシンをネットワークから起動するように構成して再起動します。
8. 仮想マシンに Citrix Virtual Apps and Desktopsソフトウェアをインストールして Personal vDiskの詳細
オプションを設定します。

9. 手動でインベントリを実行してから仮想マシンをシャットダウンします。
10. コンソールで vDiskを標準イメージモードに設定します。これでイメージを展開する準備ができました。

Citrix Provisioning、Citrix Virtual Apps and Desktops、イメージのキャプチャ

1. 仮想マシンにオペレーティングシステムをインストールして構成します。

2. 仮想マシンに Citrix Provisioningターゲットデバイスソフトウェアをインストールします。
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3. Citrix Virtual Apps and Desktopsソフトウェアをインストールして Personal vDiskの詳細オプションを
有効に設定します。

4. 再起動します。

5. 仮想マシンにログオンします。

6. 仮想マシンで Citrix Provisioningイメージ作成ウィザードを実行して vDiskを構成します。仮想マシンが
正しくシャットダウンして再起動すると、インベントリが自動的に実行されます。

7. イメージ作成ウィザードの第 2段階が実行され、Personal vDiskイメージがキャプチャされます。

8. 仮想マシンをシャットダウンします。

9. コンソールで Personal vDiskを標準イメージモードに設定します。これで Personal vDiskを展開する準備
ができました。

10. VMテンプレートを使用して複数の仮想マシンを Citrix Virtual Apps and Desktopsサイトにプロビジョニ
ングする前に、仮想マシンから新しい vDiskで正常に起動できることを確認します。この仮想マシンは、（ゴ
ールデン仮想マシンではなく）マシンテンプレートとして作成したものです。この仮想マシンを使用し、次の
ようにして書き込みキャッシュディスクが正常に認識されていることを確認します：

a. vDiskイメージをプライベートイメージモードに設定します。

b. 新しい vDiskイメージを仮想マシンから起動します。

c. 新しい書き込みキャッシュパーティションを手作業でフォーマットします。

d. 仮想マシンをシャットダウンします。シャットダウン時にメッセージが表示されたら、Personal vDiskの
インベントリを実行します。

e. この仮想マシンをテンプレートに変換します。

Citrix Virtual Apps and Desktops、Citrix Provisioning、イメージのキャプチャ

1. 仮想マシンにオペレーティングシステムをインストールして構成します。

2. 仮想マシンに Citrix Virtual Apps and Desktopsソフトウェアをインストールして Personal vDiskの詳細
オプションを有効に設定します。

3. 再起動します。

4. 仮想マシンにログオンしてシャットダウンします。シャットダウン時にインベントリが自動的に実行されます。

5. ログオンして Provisioning Servicesターゲットデバイスソフトウェアをインストールします。

6. 仮想マシンで Citrix Provisioningイメージ作成ウィザードを実行して vDiskを構成します。

7. 再起動します。仮想マシンが正しくシャットダウンして再起動すると、インベントリが自動的に実行されます。

8. イメージ作成ウィザードの第 2段階が実行され、Personal vDiskイメージがキャプチャされます。

9. 仮想マシンをシャットダウンします。
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10. vDiskを標準イメージモードに設定します。これで Personal vDiskを展開する準備ができました。

11. VMテンプレートを使用して複数の仮想マシンを Citrix Virtual Apps and Desktopsサイトにプロビジョニ
ングする前に、仮想マシンから新しい vDiskで正常に起動できることを確認します。この仮想マシンは、（ゴ
ールデン仮想マシンではなく）マシンテンプレートとして作成したものです。この仮想マシンを使用し、次の
ようにして書き込みキャッシュディスクが正常に認識されていることを確認します：

a. vDiskイメージをプライベートイメージモードに設定します。

b. 新しい vDiskイメージを仮想マシンから起動します。

c. 新しい書き込みキャッシュパーティションを手作業でフォーマットします。

d. 仮想マシンをシャットダウンします。シャットダウン時にメッセージが表示されたら、Personal vDiskの
インベントリを実行します

e. この仮想マシンをテンプレートに変換します。

MCSを構成するには

1. MCS仮想マシンにオペレーティングシステムをインストールして構成します。
2. Citrix Virtual Apps and Desktopsソフトウェアをインストールして Personal vDiskの詳細オプションを
設定します。

3. 仮想マシンを再起動します。
4. 仮想マシンにログオンしてシャットダウンします。シャットダウン時にインベントリが自動的に実行されます。
5. これで Personal vDiskイメージを展開する準備ができました。

既存の Personal vDiskイメージの更新

既存の Personal vDiskの更新には次の方法があります：

• Citrix Provisioning
• MCS

Citrix ProvisioningでもMCSでも、更新は Personal Disk付きではない仮想マシンで実行する必要があります。

Citrix Provisioning

1. vDiskのバージョンを作成します。
2. 保守モードの vDiskイメージから仮想マシンを起動します。
3. vDiskの新しいバージョンに更新をインストールします。
4. 仮想マシンをシャットダウンします。仮想マシンのシャットダウン時にインベントリが自動的に実行されます。
5. 新しいバージョンをテストモードまたは実稼働モードに昇格します。ほかの仮想マシンからは、更新された

vDiskバージョンには仮想マシンの再起動後にアクセスできるようになります。
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MCS

1. いわゆる「ゴールデンイメージ」の仮想マシンを再起動します。
2. 更新を仮想マシンにインストールします。
3. 仮想マシンをシャットダウンします。仮想マシンのシャットダウン時にインベントリが自動的に実行されます。

Personal vDiskを使用する Citrix Provisioningターゲットデバイスを作成する方法について詳しくは、「Citrix
Virtual Apps and Desktopsセットアップウィザードを使用して仮想デスクトップを仮想マシンに展開する」を
参照してください。Personal vDiskを使用するように構成されたターゲットデバイスのプロパティを表示するに
は、「Personal vDiskを使用するターゲットデバイスの構成」を参照してください。

オンプレミスの Provisioningサーバーを使用したマシンカタログの作成

クラウド Desktop Delivery Controller を使用してマシンカタログを作成し、Citrix Provisioning を使用して
マシンを展開して、プロビジョニングコレクションをポイントすることができます。このコレクション内のマシ
ンにはすべて、関連付けられた ADアカウントが必要です。クラウド Desktop Delivery Controllerが使用する
PowerShellスナップインは、プロビジョニングデータベースからデバイスレコードを取得してから、それらのデバ
イスレコードでドメイン SIDを検索します。デバイスレコードにドメイン SIDが含まれていない場合、スナップイン
は ADと直接通信を試みますが、該当のドメインがクラウドに存在しないため、このプロセスは失敗します。

コンソールを使用した vDiskプロパティの表示

コンソールの［vDiskプロパティ］ダイアログボックスで、vDiskの構成設定を変更できます。既存の vDiskのプ
ロパティを表示するには、次の方法のいずれかを選択します。

• コンソールで vDiskを強調表示して［操作］メニューの［プロパティ］を選択します。

• コンソールで vDiskを右クリックし、［プロパティ］を選択します。

• コンソールの詳細ペインの vDiskをダブルクリックします。
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［全般］タブ

次のリストは、［全般］タブの各メニューオプションについて説明しています：

• サイト：この vDiskがメンバーである vDiskプールの属するサイトの名前です。このタブでこのプロパティ
を変更することはできません。

• ストア： vDiskが存在するストアの名前です。このタブでこのプロパティを変更することはできません。

• ファイル名： vDiskを作成したときに付けたファイル名です。このタブでこのプロパティを変更することはで
きません。

• サイズ：この vDiskのファイルサイズです。

• アクセスモード：アクセスモードオプションです。
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• vDiskのアクセスモードを選択する：

– 標準イメージ（複数のデバイスが読み取り専用でアクセスする、キャッシュオプションを伴うモード）
– プライベートイメージ ‑単一のターゲットデバイスと共に使用します。このターゲットデバイスから仮
想ディスクに読み書きすることができます。

– ローカルハードディスクドライブ ‑（読み取り/書き込み可能）

• キャッシュの種類を選択する：標準イメージのみ、次の書き込みキャッシュの種類から選択します：

– デバイスハードドライブにキャッシュする（NTFSファイル形式）
– デバイスハードドライブに永続的にキャッシュする（試験段階）
– デバイス RAMにキャッシュする
– ハードディスクへのオーバーフローありでデバイス RAMにキャッシュする
– サーバーにキャッシュする
– サーバーに永続的にキャッシュする

• キャッシュサイズ（MB単位）を選択する：標準イメージモードでターゲットデバイスの RAMにキャッシュす
る設定にする場合は、キャッシュサイズを選択します。デフォルトは 4096です。32ビットシステムの場合、
RAMの書き込みキャッシュの最大サイズは BNIStackパラメーターのレジストリ値WcMaxRamCacheMB
により決定されます。このエントリは DWORD値です。デフォルトでは 3584MBが使用されます。

• BIOSメニューテキスト：このボックスはオプションであり、ターゲットデバイスの起動時にターゲットデバ
イスに表示するメニューテキストを入力できます。ここで、ユーザーは起動する vDiskを選択できます。

重要：

別々のストアにある複数の vDiskに同じ名前が付いていて同じターゲットデバイスに割り当てられてい
ると、同じ名前が重複して表示されます。同じ名前が表示されないようにするには、メニューテキスト
または説明で区別する必要があります。

• Active Directoryコンピューターアカウントのパスワード管理を有効にする： Active Directoryパスワー
ド管理機能を有効にします。複数のターゲットデバイスが同じドメインに属していて 1つの vDiskを共有す
る場合は、［サーバープロパティ］ダイアログボックスの［オプション］タブの［Active Directory］のコン
トロールを参照してください。

• プリンター管理を有効にする：各ターゲットデバイスに有効なプリンターをインストールする別のプリンター
システムを使用していない場合は、プリンター管理オプションを有効にします。各ターゲットデバイスのプリ
ンターの詳細を表示するには、［ターゲットデバイスプロパティ］の［vDisk］タブで［プリンター］をクリッ
クします。

• この vDiskのストリーム配信を有効にする：この vDiskでのターゲットデバイスへのストリーム配信を有効
にします。

［ID］タブ

次のリストは、［ID］タブの各メニューオプションについて説明しています：
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• 説明：この vDiskの説明です。
• 日付：情報としてのみ使用します。初期値としてイメージファイルの作成日時を示す文字列が設定されます。
• 作成者：情報としてのみ使用します。運用環境に適切な値を設定します。
• タイトル：情報としてのみ使用します。運用環境に適切な値を設定します。
• 会社：情報としてのみ使用します。運用環境に適切な値を設定します。
• 内部名：情報としてのみ使用します。運用環境に適切な値を設定します。
• 元のファイル：情報としてのみ使用します。運用環境に適切な値を設定します。
• ハードウェアターゲット：情報としてのみ使用します。運用環境に適切な値を設定します。

vDiskファイルの［Microsoftボリュームライセンス］タブ

［Microsoftボリュームライセンス］タブには、次のメニューオプションが表示されます：

注：

vDiskのライセンスモードは、ターゲットデバイスのライセンスを認証する前に設定する必要があります。

• Microsoftボリュームライセンス：この vDiskイメージを使用してターゲットデバイスでMicrosoftキーマ
ネージメントサーバー（KMS）またはMAKボリュームライセンスを使用する場合は、次に表示されるリスト
からそのライセンスオプションを選択します。ボリュームライセンスを使用しない場合は、［なし］をクリック
します。

– なし
– キー管理サービス（KMS）
– マルチライセンス認証キー（MAK）

注：

MAKライセンスを機能させるには、Volume ActivationManagement Tool（VAMT）をファーム
内のすべてのログオンサーバーにインストールする必要があります。このツールは、Microsoft社から
入手できます。

［自動更新］タブ

次のリストは、［自動更新］タブの各メニューオプションについて説明しています：

注：

この vDisk更新方法は、関連付けられた VHDXバージョンがない基本ディスクにのみ使用できます。

• この vDiskの自動更新を有効にする：この vDiskファイルの自動更新処理を有効にします。

• クラス： vDiskファイルに関連付けるクラスを入力します。このボックスの値は、自動ディスク更新およびデ
ィスク管理機能で新しい vDiskファイルと適切なターゲットデバイスを一致させるために使用されます。40
文字まで入力できます。
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• 種類： vDiskファイルに関連付ける種類を入力します。このボックスの値は、自動ディスク更新機能で新しい
vDiskファイルと古いファイルを一致させるために使用されます。40文字まで入力できます。

• メジャー番号、マイナー番号、ビルド番号：新しい vDiskのバージョンが古いイメージのバージョンより大き
い場合、クラスと種類が一致する vDiskイメージを置き換えます。優先順位は、メジャー、マイナー、最後に
ビルドです。

注：

更新処理中に、バージョン番号の増分が行われなかったために同じバージョン番号の vDiskが複数存在
する場合は、Citrix Provisioningにより一覧内の最初の更新済み vDiskが使用されます。

• シリアル番号：初期値としてランダムな GUID（Globally Unique Identifier：グローバル一意識別子）が設
定されます。必要に応じてユーザーがシリアル番号を設定できます。差分ファイルが必ず正しい vDiskイメー
ジファイルに適用されるように、シリアル番号を使用します。

vDiskのアクセスモードの構成

コンソールを使用して、vDiskのアクセスモードを次の中から選択します：

• 標準イメージ：複数のターゲットデバイスで共有する vDiskにはこのモードを選択します（書き込みキャッシ
ュオプションが有効になります）。

• プライベートイメージ：単一のターゲットデバイスのみで使用する vDiskにはこのモードを選択し、読み取
り/書き込みアクセスを有効にします。

標準イメージモード

標準イメージモードでは、複数のターゲットデバイスで単一の vDiskイメージを同時にストリーム配信できます。こ
れにより、vDisk管理の手間とストレージ要件が軽減されます。

vDiskを標準イメージモードに構成すると、読み取り専用になります。各ターゲットデバイスで書き込みキャッシュ
が作成されます。オペレーティングシステムに必要な書き込みは、このキャッシュに格納されます。キャッシュ書き
込みにはいくつかのオプションがあります。vDiskは読み取り専用のため、ターゲットデバイスが起動するときはい
つでも、クリーンな vDiskから起動します。コンピューターがウイルスやスパイウェアに感染した場合は、ターゲッ
トデバイスを再起動してイメージを戻すだけで済みます。

標準イメージモードの vDisk に更新を適用すると、基本 vDisk イメージに対する変更が差分ディスクファイル
（.avhdx）に記録され、それが基本イメージの新しいバージョンになります。新しいバージョンのそれぞれは、基本
イメージに直接関連付けられたままで残ります。バージョン管理機能により、差分ディスクに記録された更新は、実
稼働デバイスで使用できるようになる前に段階付けされます。あるバージョンで問題が発生した場合は、そのバージ
ョンを取り消すことができます。詳しくは、「vDiskの更新」を参照してください。

各ターゲットデバイスは同じ vDiskを使用しますが、Citrix Provisioningではターゲットデバイスごとに、個人用
に設定されたイメージをストリーム配信します。これにより、デバイスをネットワーク上で一意に識別するための情
報が付与されます。各デバイスに、追加のパーソナリティ設定を指定することもできます：この機能により、アプリ
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ケーション特有の値をデータベースに格納し、ターゲットデバイスがロードするときにデバイス固有の値を取得する
ことができます。詳しくは、「ターゲットデバイスの管理」を参照してください。

プライベートイメージモード

プライベートイメージモードの vDiskは、通常のハードドライブがコンピューターで使用される方法にならって使用
されます。つまり、あるプライベートイメージを一度に使用できるのは 1つのターゲットデバイスのみです。

次の図は、それぞれが 1台の実稼働デバイスに割り当てられているプライベートイメージ vDisk（読み取りと書き込
み）のしくみを示しています。標準イメージ vDisk（読み取り専用）は、実稼働デバイスのコレクションに割り当て
られて共有されます。標準イメージの vDiskの書き込みキャッシュオプションに含まれるのは、サーバーへのキャッ
シュ、デバイスハードドライブへのキャッシュ、またはデバイス RAMへのキャッシュです。

vDiskモードおよび適切なキャッシュの書き込み先を構成するには
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注：

標準アクセスモードでサポートされるキャッシュ書き込み先のみが有効になります。

1. コンソールでアクセスモードを構成する vDiskを右クリックして［vDiskプロパティ］を選択します。［vDisk
プロパティ］ダイアログボックスが開きます。

2.［全般］タブをクリックし、［アクセスモード］メニューから vDiskに適用するイメージモード（標準またはプ
ライベート）を選択します。

3. 標準イメージを選択した場合は、［キャッシュの種類］メニューから適切なキャッシュの書き込み先を選択し
ます

4.［OK］をクリックして［vDiskプロパティ］ダイアログボックスを閉じます。

vDiskの作成

October 12, 2021

この記事の情報を使用して基本 vDiskイメージを作成します。

vDiskはターゲットデバイスのハードディスクとして機能する、Citrix Provisioningサーバーまたは共有ストレー
ジデバイスに存在するディスクイメージファイルです。vDiskは、VHDXベースのイメージファイル、関連するプロ
パティファイル（例：.pvpファイル）、さらに当てはまる場合は、参照される VHDX差分ディスク（.avhdx）のチ
ェーンから構成されます。

以下は、vDiskのイメージファイルを作成するときの注意事項です：

• Provisioningサーバーに十分な空き容量がある限りは、必要な分だけの vDiskイメージファイルを作成しま
す。vDiskイメージファイルを格納するストレージデバイスに十分な空き容量を確保します。

• vDiskファイルは、FAT（File Allocation Table）ファイルシステムまたは NTFS（New Technology File
System）ファイルシステムをMicrosoftオペレーティングシステムに使用します。

• vDiskの格納に使用するファイルシステムに応じて、1つの VHDXファイル（vDisk）のサイズの上限が決ま
ります。NTFSでは 2TB、FATでは 4,096MBです。

• 1つの vDiskを複数のターゲットデバイスで共有する（標準イメージ）ことも、単一のターゲットデバイスか
らのみアクセスする（プライベートイメージ）こともできます。

注：

ハードディスクにキャッシュする機能のオプションは現在製品で表示されていますが、動作しません。

vDiskの作成は、vDiskのライフサイクルの第 1段階です。vDiskを作成するには、イメージ作成用のマスターター
ゲットデバイスを準備する必要があります。イメージの準備ができたら、vDiskを置く場所に vDiskファイルを作成
して設定を行います。マスターターゲットデバイスのイメージをそのファイルに作成します。この手順で新しい基本
vDiskイメージを作成できます。この処理はイメージ作成ウィザードを使用して自動的に実行することも、手動で実
行することもできます。Citrix Provisioningでは、単一のターゲットプラットフォームまたは複数のターゲットプ
ラットフォームで使用する共通イメージを作成することもできます。
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注：

管理者の役割によって、Citrix Provisioningコンソールに表示される項目と実行されるタスクが決まります。
たとえば、サイト管理者はサイト内の vDiskを表示し管理できます。ただし、ファーム管理者がサイトをスト
アの保有サイトに設定していなければ、サイト管理者はストアの管理タスクを実行できません。

ヒント：

Citrix Provisioningは vDiskの自動キャプチャのみをサポートします。追加の手順には、キャプチャ中のマ
シンに接続された vDiskが必要です。これにより、P2PVSスイッチを P2PVSまたはイメージ作成ウィザード
で使用できるようになります。これらのシナリオに対応するには、自動化手順を使用してください。

次の図は、vDiskを自動および手動で作成するために必要な手順の概要を示しています。

イメージ作成ウィザードを使用した vDiskイメージの自動作成

新しい vDiskを作成するときはこの方法をお勧めします。

注：

オペレーティングシステムをインストールして構成することにより、物理的または仮想のマスターターゲット
デバイスを準備します。また、基本 vDiskイメージ内にアプリケーションを構成します。詳しくは、「イメージ
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作成に向けたマスターターゲットデバイスの準備」を参照してください。

マスターターゲットデバイスのイメージを作成するには、イメージ作成ウィザードを実行します。すると、vDiskフ
ァイルが自動的にサーバーまたは共有ストレージに作成されます。ウィザードを実行した後、マスターターゲットデ
バイスのイメージをそのファイルに作成します。

vDiskファイルの手動作成および Citrix Provisioningイメージ作成ツールによるイメージ作成

この方法は vDiskを作成するときのオプションとして選ぶことができます。

1. オペレーティングシステムをインストールして構成することにより、物理的または仮想のマスターターゲット
デバイスを準備します。基本 vDiskイメージでアプリケーションを準備します。次に Provisioningサーバー
または共有ストレージに vDiskファイルを作成します。vDiskを提供する Provisioningサーバーを使用し
て、作成した vDiskにアクセスします。コンソールを使用するかターゲットデバイスから、ファイルを手動で
マウントし、フォーマットし、マウントを解除する必要があります。

注：

新しい vDiskファイルを作成するには、Citrix Provisioningコンソールで vDiskプールまたはストア
を右クリックして［新しい vDiskを作成する］を選択します。いったん vDiskを作成した後は、サイ
トの vDiskプールまたはファーム内のストアが選択されているときに、詳細ペインに表示されます。
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2. Citrix Provisioningイメージ作成ツールを使用して、新しい vDiskファイルにマスターターゲットデバイス
のイメージを作成します。

注：

イメージ作成ツールを使用すると、Windowsを実行するオンラインの物理マシンを、サーバーまたは
デスクトップワークロードとして XenServer仮想マシンまたはプロビジョニングされた vDiskに変換
できます。任意のゲストオペレーティングシステムを実行するサーバーまたはオフラインの仮想マシン
やディスクのデスクトップワークロードについては、XenServer仮想マシンに変換されます。

vDiskファイルの手動作成

次の手順では、vDiskファイルを手動で作成する方法について説明します：

1. コンソールツリーで vDiskを追加するサイトの vDiskプールを右クリックし、［vDiskの作成］を選択しま
す。［vDiskの作成］ダイアログボックスが開きます。

2. サイトの vDiskプールからこのダイアログボックスにアクセスした場合は、メニューで vDiskを追加するス
トアを選択します。ストアからこのダイアログボックスにアクセスした場合は、メニューで vDiskを追加する
サイトを選択します。

3.［vDiskの作成に使用するサーバー］メニューで vDiskを作成する Provisioningサーバーを選択します。
4. vDiskのファイル名を入力します。オプションで、vDiskの説明を［説明］ボックスに入力します。
5.［サイズ］ボックスで vDiskファイルに割り当てる適切なサイズを選択します。vDiskを格納するディスクが

NTFSでフォーマットされている場合は、上限は約 2TBです。FATファイルシステムでは、上限は 4,096MB
です。

6.［VHDX形式］ボックスの一覧で［固定］または［動的］（SCSIをエミュレートする VHDXでは 2,040GB、
IDEをエミュレートする VHDXでは 127GBです）のどちらかの形式を選択します。VHDX形式が動的である
場合は、［VHDXブロックサイズ］メニューから 2MBまたは 16MBを選択します。

7.［vDisk の作成］をクリックすると、進行状況を示すダイアログボックスが開きます。ディスクサイズと
そのほかの要素によっては、vDisk の作成に数分かかることがあります。vDisk が作成されると、Citrix
Provisioningコンソールの詳細ペインに表示され、フォーマットできるようになります。

8. コンソールで vDiskを右クリックし、［vDiskのマウント］を選択します。正常にマウントされると、vDisk
アイコンにオレンジ色の矢印が表示されます。

ターゲットデバイスが Citrix Provisioningデータベースになければ、vDiskイメージを割り当てたり、ターゲット
デバイスを vDiskから起動したりすることはできません。ターゲットデバイスを作成したら、コンソールでハードデ
ィスクから起動するオプションを選択します。

共通 vDiskイメージ機能について

共通イメージ機能により、単一の vDiskを複数のターゲットデバイスプラットフォームでサポートできます。これに
より、管理者が保守する必要のある vDiskの数を大幅に減らすことができます。共通イメージの作成手順は、ターゲ
ットデバイスプラットフォームによって異なります。
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サポートされるターゲットデバイスプラットフォームは次のとおりです。

• XenServer仮想マシンと物理デバイスの組み合わせ（仮想‑仮想、仮想‑物理）。詳しくは、「vDisk」を参照し
てください。

• 複数の種類の物理デバイス（異なるマザーボード、ネットワークカード、ビデオカード、およびそのほかのハ
ードウェアデバイス）。詳しくは、「複数の種類の物理デバイスで使用する共通イメージの作成」を参照してく
ださい。

• ブレードサーバー。詳しくは、「vDisk」を参照してください。

XenServer仮想マシンと物理デバイス、またはブレードサーバーで使用する共通イメージの作成

XenServer Platinum Editionでは、同じワークロードイメージから物理サーバーと仮想サーバーをプロビジョニ
ングできます。

前提条件：

• XenServer Platinum Editionの適切なライセンス。
• ローカルネットワークでの PXEサポート。
• ローカルネットワークに DHCPをインストールして構成する必要があります。

次のいずれかのターゲットデバイスプラットフォームを選択します：

• 物理または仮想サーバーから起動する共通イメージを作成します。
• ブレードサーバーから起動する共通イメージを作成します。

物理または仮想サーバーから起動する共通イメージの作成

物理または仮想マシンから起動する共通イメージを作成するには、次の手順に従います。

マスターターゲットデバイスの準備

サポートされるWindowsオペレーティングシステムと最新の更新プログラムおよびデバイスドライバーを、物理マ
シンにインストールします。この物理マシンがマスターターゲットデバイスの役割を果たします。

Citrix Provisioningのターゲットデバイスソフトウェアのインストール

1. ローカルへのインストール特権を持つドメイン管理者またはドメインユーザーとして、マスターターゲットデ
バイスにログオンします。

2. 物理マシンに Citrix Provisioningサーバーのターゲットデバイスソフトウェアをインストールします。
3. 画面の指示に従ってインストールのデフォルト設定を受け入れます。
4. 画面上の要求に従い、ハードディスクドライブからマスターターゲットデバイス起動します。

XenConvertソフトウェアのインストール
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XenConvertソフトウェアとそのインストール手順は、Citrix Provisioningまたは XenServerの製品ダウンロー
ドサイトからダウンロードします。

ターゲットデバイスに XenConvertをインストールしたら、次の作業を行います。

1. ターゲットデバイスで XenConvertを実行して、物理マシンを XenServer仮想マシンに変換します。

2. 仮想マシンの vCPU設定を物理システムの vCPU設定と同じに設定します。

注：

この手順は、NT5オペレーティングシステムにとって重要です。

3. XenServer仮想マシンのMAC（NICの物理システムMACアドレスが使用されます）を変更するか、NICを
削除して新しい NICを追加します。

4. XenServer仮想マシンを再起動します。

XenServer Toolsのインストール

1. ローカルへのインストール特権を持つドメイン管理者またはドメインユーザーとして、マスターターゲットデ
バイスにログオンします。

2. windows‑pvdrivers‑xensetup.exeを実行します。このファイルは、XenServer製品インストール CDま
たは製品ダウンロードサイトから入手できます。Citrix XenServerWindows Toolsのセットアップの警
告ダイアログボックスが開きます。

3.［Yes］をクリックしてインストールを続行します。
4. 画面の指示に従ってデフォルト設定を選択します。［インストール先の選択］ダイアログボックスで［インス
トール］をクリックします。

5. Windowsプラグアンドプレイのダイアログボックスが開いたら、ドライバーを自動的に検索するオプション
を選択します。

6. 未署名のドライバーのインストールを確認するダイアログボックスが開いたら、［Yes］をクリックします。
7. 再起動を確認するダイアログボックスが開いたら、マスターターゲットデバイスを再起動します。
8. Citrix Provisioningが XenServerの NICおよび物理システムの NICと問題なく結合したか確認します。

Provisioning Servicesサーバーのマスターターゲットデバイスのイメージ作成

Citrix Provisioningのイメージ作成ウィザードか XenConvertを使用して、XenServer仮想ディスクイメージを
作成します。vDiskイメージを作成するときは、ターゲットデバイスの設定を最適化することを選択する必要があり
ます。そうしなければ、仮想マシンの起動に失敗します。

XenServer仮想イメージが正常に作成されたら、物理マシンと標準イメージモードの仮想マシンの両方を再起動し
ます。

Citrix Provisioningイメージ作成ウィザードの使用について詳しくは、「イメージ作成ウィザードによる新しい
vDiskの作成」を参照してください。XenConvertを使用した XenServer vDiskイメージの作成について詳しくは、
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Citrix Provisioningまたは XenServer製品ダウンロードサイトの XenConvert製品ドキュメントを参照してくだ
さい。

ブレードサーバーから起動する共通イメージの作成

さまざまな機種のブレードサーバーから起動する共通イメージを共通ハードドライブを使って作成するには、次の手
順に従います：

1. コンソールを使って vDiskファイルを作成します。

2. ブレードサーバーにログオンし、次のシステムを作成します：

a. 新しいマシン上にオペレーティングシステムをインストールします。

b. HP System Packをインストールします。このプロセスではすべてのドライバーがインストールされます。

c. すべての必要なWindows更新プログラムをインストールします。

d. Citrix Provisioningのターゲットデバイスソフトウェアをインストールします。

3. 新しいシステムのハードディスクドライブから PXEが起動したら、システムが vDiskを認識できるか確認し
ます。vDiskはパーティションとして”マイコンピューター”から表示されます。

4. RAIDシステムの HDDまたは HDDをほかのシステム（通常はより古いシステム）に物理的に移動します。

5. 新しいシステムのハードディスクドライブから起動します。

6. Windowsがドライバーをインストールした後、画面に表示に従って再起動します。

7. NICドライバーが正常にインストールされているか確認します。

8. 2つ目のシステム上のハードディスクドライブから PXEで起動します。

9. Citrix Provisioningのイメージ作成ウィザードか XenConvertを使用して、vDiskイメージを作成します。

10. イメージ作成が完了したら、システムをシャットダウンします。

11. 両方のシステムを vDiskから起動するように設定します。

12. Citrix Provisioningコンソールで、ローカルハードディスクドライブ上の標準のキャッシュに vDiskモード
を変更します。

複数の種類の物理デバイスで使用する共通イメージの作成

共通 NICを使用する方法では複数の異なるマザーボード、ネットワークカード、ビデオカード、およびそのほかのハ
ードウェアデバイスを、単一の vDiskで同時にサポートすることができます。その結果、単一の vDiskを異なるター
ゲットデバイスで使用できるため、管理者が保守する数を大幅に減らすことができます。ここで説明する情報を使用
して、物理デバイスの共通イメージを作成します。
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前提条件

• 共通イメージを使用するすべてのターゲットデバイスの HAL（Hardware Abstraction Layer）が一致して
いること、つまり論理プロセッサ数が同じであることを確認します。

ヒント：

単一プロセッサでハイパースレッディングが可能なシステムは、ハイパースレッディングを BIOSで有
効にすると、2つの論理プロセッサを持つとみなされます。

• BIOS構造は起動処理中にオペレーティングシステムに提示されますが、標準イメージを共有するすべてのタ
ーゲットデバイスで同じ形式である必要があります。BIOS構造にはマザーボードに接続されるすべてのコン
ポーネントの一覧が含まれます。これにより、適切なドライバーがロードされます。この構成により、コンポ
ーネントが正常に動作します。

• 3ComManaged PC Boot Agent（MBA）または PXE準拠の NICを使用できるようにします。このカード
は、共通イメージの作成処理中に各ターゲットデバイスに挿入する共有 NICです。

• すべての最新のデバイスドライバーを各ターゲットデバイスにインストールします。

• 共通イメージを構成した後でデバイスが応答しない場合は、デバイスドライバーが不足しています。たとえば、
共通イメージを割り当てたターゲットデバイスの USBマウスとキーボードが応答しない場合は、ターゲット
デバイスのチップセットに対応するドライバーがインストールされていません。デバイスマネージャーを開い
て、黄色い感嘆符がどのデバイスにも、特に USBルートハブとコントローラーに表示されていないことを確
認します。

• 最新のマザーボードチップセットを搭載しているターゲットデバイスを特定します。共通イメージの作成処理
中に、このターゲットデバイスを最初のターゲットデバイスとして使用します。最新の Intelチップセットド
ライバーには、以前のチップセット用のドライバがすべて含まれています。共通イメージを作成するときに、
多くのドライバーをインストールする必要はありません。

• 最初のターゲットデバイスを除き、共通イメージを使用するすべてのターゲットデバイスで、内臓NICを無効
にします。最初のターゲットデバイスの内臓NICは有効なままにしておきます。NICを無効にしておけば、共
通イメージの作成処理中にどの NICを使うかで混乱せずにすみます。

• Citrix Provisioningコンポーネントをインストールします。

共通イメージの作成

共通イメージを構築するには、以下を実行する必要があります。

• マスターターゲットデバイスの構成
• 特定のデータファイルのエクスポート
• マスターターゲットデバイスの起動
• 共通イメージへの他のターゲットデバイスの追加
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重要：

共通イメージを作成する時は、追加される情報を格納できる十分な領域を持つ vDiskを作成します。

マスターターゲットデバイスの構成

1. 共通 NICをマスターターゲットデバイスに挿入します。
2. マスターターゲットデバイスにターゲットデバイスソフトウェアをインストールします。インストール中に、
共通 NICと内蔵 NICの両方を選択します。

3. vDiskを作成し、マウントし、フォーマットし、マウントを解除します。共通イメージの作成処理により追加
される情報を格納できる、十分な領域を持つ vDiskを作成します。

4. ターゲットデバイスでイメージ作成ウィザードを実行して、vDiskを構成します。
5. 手順 3.で作成した元の vDiskのコピーを作成して、Provisioningサーバーの vDiskディレクトリに保存す
ることを Citrixではお勧めします。

6. 最初のターゲットデバイスの C:\Program Files\Citrix\Provisioning Servicesから、CIM.exeをUSBフ
ラッシュドライブなどのリムーバブルストレージデバイスにコピーします。このユーティリティを使用して、
異なるターゲットデバイスを共通イメージに含めます。

7. マスターターゲットデバイスをシャットダウンして、共通 NICを取り外します。

特定のデータファイルのエクスポート

1. 共通イメージに追加するターゲットデバイスに共通 NICを挿入し、ローカルハードドライブからターゲット
デバイスを起動します。

注：

ターゲットデバイスにはWindowsオペレーティングシステムをインストールしておく必要があります
が、ターゲットデバイスソフトウェアをインストールしておく必要はありません。

2. リムーバブルストレージデバイスからターゲットデバイスに CIM.exeをコピーします。

3. コマンドプロンプトで CIM.exeのあるディレクトリに移動します。次のコマンドを実行して、ターゲットデ
バイスから情報を取得し.datファイルに保存します：

CIM.exe e targetdeviceName.dat

ここで、targetdeviceNameは共通イメージを使用する最初のターゲットデバイスを特定する名前です。た
とえば TargetDevice1.datとします。

手順 3.で作成した.datファイルを、リムーバブルストレージデバイスにコピーします。

4. ターゲットデバイスをシャットダウンして、共通 NICを取り外します。

注：

異なるハードウェア構成のほかのターゲットデバイスを共通イメージに追加するには、デバイスごとにこの手
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順を繰り返します。各.datファイルには一意の名前を付けます。

マスターターゲットデバイスの起動

1. 共通 NICをマスターターゲットデバイスに再度挿入します。「マスターターゲットデバイスの構成」の手順で
NICを取り外したスロットにNICを挿入します。マスターターゲットデバイスを起動する前に、BIOSのセッ
トアップ画面を開いて共通 NICが起動処理で使用されることを確認します。

2. 共通 NICを使用して、プライベートイメージモードの vDiskからマスターターゲットデバイスを起動します。

3. CIM.exeと最初のターゲットデバイスの.datファイルを、リムーバブルストレージデバイスからマスター
ターゲットデバイスにコピーします。

4. コマンドプロンプトで CIM.exeと.datファイルのあるディレクトリに移動します。

5. 次のコマンドを実行して、.datファイルの情報を共通イメージにマージします。

CIM.exe m targetdeviceName.dat

6. マスターターゲットデバイスをシャットダウンします。

共通イメージへのほかのターゲットデバイスの追加

1. 共通イメージに含める追加のターゲットデバイスに共通 NICを挿入します。「特定のデータファイルのエクス
ポート」の手順で NICを取り外したスロットに NICを挿入します。

2. 共通 NICを使用して、プライベートイメージモードの vDiskからターゲットデバイスを起動します。

3. Windowsにより、ターゲットデバイス上のすべてのデバイスドライバーが検出および構成されるのを待機し
ます。新しいハードウェアの検出ウィザードが開き、新しいハードウェアのインストールを求められた場合は、
ウィザードをキャンセルして手順 4に進みます。

注：

Windowsがターゲットデバイスの内蔵 NIC用ドライバーをインストールできず、手動でのインストー
ルができない場合があります。共通NICとターゲットデバイスの内蔵NICはお互いに似ています。その
ためドライバーのインストールプログラムが両方のNICのドライバーを更新しようとします。たとえば、
共通 NICが Intel Pro 100/sでターゲットデバイスの内蔵 NICが Intel Pro 100+の場合にこの問題が
発生します。この競合を解決するには、コントロールパネルの［システムのプロパティ］を開き、［ハー
ドウェア］タブで［デバイスマネージャー］をクリックします。［デバイスマネージャー］ウィンドウで
内蔵 NICを右クリックして［ドライバーソフトウェアの更新］を選択し、ドライバーソフトウェアの更
新ウィザードを開始します。一覧または特定の場所からインストールすることを選択し、NICのドライ
バーファイルの場所を指定します。

4.［ネットワーク接続］を開きます。メニューから内蔵 NICを右クリックし、［プロパティ］を選択します内蔵
NICのアイコンには赤い X印が付いています。

5.［この接続は次の項目を使用します］で［Network Stack］を選択して［OK］をクリックします。
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6. コマンドプロンプトで次のコマンドを実行します。

C:\Program Files\Citrix\Provisioning Server\regmodify.exe

注：

手順 4～6を実行したらターゲットデバイスを再起動し、Windowsにより、残りのデバイスが検出およ
び構成されるのを待機します。新しいハードウェアの検出ウィザードが開き、新しいハードウェアのイ
ンストールを求められた場合は、ウィザードを実行してハードウェアをインストールします。

7. 元の vDiskを使用して、共通イメージに含める追加のターゲットデバイスのそれぞれについて手順 1～6を繰
り返します。

8. 共通イメージにターゲットデバイスを追加したら、コンソールを開きます。コンソールで共通イメージ vDisk
のディスクアクセスモードを標準イメージモードに設定し、デバイスを起動します。

Device Guardによる展開

Device Guardとは、企業に関連するハードウェアとソフトウェアのセキュリティ機能を組み合わせたものです。信
頼できるアプリケーションのみを使用するようにシステムを構成できるため、高いセキュリティ環境を提供します。
Device Guardの展開について詳しくは、Microsoftサイトを参照してください。

以下は、Device Guardを使用する場合の考慮事項です。

• Device Guardは仮想マシンごとのプロパティです。この機能は、仮想マシンの作成後、その仮想マシンが存
在する Hyper‑Vホストで構成します。

• イメージの作成前に、マスターイメージで Device Guardを有効にします。有効にした後は、vDiskイメージ
を作成できます。

また、次の点についても考慮してください：

• Device Guardを構成する方法については、Microsoftドキュメントサイトを参照してください。
• 入れ子構造の仮想化を構成する方法について、Microsoftドキュメントサイトを参照してください。
• vDiskの作成後、Citrix Virtual Apps and Desktopsセットアップウィザードを使用して仮想マシンをプロ
ビジョニングします。

• 仮想マシンのプロビジョニング後、各仮想マシンがプロビジョニングされた Hyper‑Vホストで入れ子構造の
仮想化を手動で有効にします。

ヒント：

Citrix Provisioningは、Windows 10またはWindows 2016が実行中のデバイス上で、Hyper‑V 2016を
使用した Device Guard機能をサポートします。

vDiskでの Active Directory管理の構成

October 4, 2021
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Citrix Provisioningと Active Directoryを統合すると、管理者は次のことができるようになります。

• Active Directoryの組織単位（OU）を選択して、Citrix Provisioningからターゲットデバイスのコンピュ
ーターアカウントを作成する。

• オブジェクト制御の委任やグループポリシーなどの Active Directoryの管理機能を利用する。
• Citrix Provisioningサーバーを、ターゲットデバイスのコンピューターアカウントパスワードを自動的に管
理するように構成する。

ファームに Active Directoryを統合する前に、次の前提条件が満たされていることを確認します。

• vDiskを作成する前にマスターターゲットデバイスをドメインに追加する。
• デバイスオプティマイザーの実行時に、［コンピューターアカウントパスワードの変更を無効にする］チェッ
クボックスをオンにしている。

これらの条件が満たされていることを確認してから、新しいターゲットデバイスを追加して vDiskを割り当てること
ができます。その後、各ターゲットデバイスにマシンアカウントを作成します。

ヒント：

パラメーターを指定せずに PowerShellコマンドAdd-PvsDeviceToDomainを実行すると、すべてのサ
イト内のすべてのターゲットが Active Directory内のコンピューターのコンテナに追加されます。

ドメインパスワードの管理

ターゲットデバイスがプライベートイメージモードの vDisk にアクセスする場合、ドメインパスワードの管理
に特別な要件はありません。ただし、ターゲットデバイスが標準イメージモードの vDisk にアクセスする場合、
Provisioningサーバーによってターゲットデバイスの名前が割り当てられます。ターゲットデバイスがドメインの
メンバーである場合、サーバーによって割り当てられる名前とパスワードが、ドメイン内の対応するコンピューター
アカウントの情報と一致する必要があります。一致しない場合、ターゲットデバイスはドメインにログオンできませ
ん。このため、vDiskを共有するターゲットデバイスについては Provisioningサーバーでドメインパスワードを管
理する必要があります。

ドメインパスワードの管理を有効にするには、Active Directory（または NT 4.0のドメイン）により制御されるコ
ンピューターアカウントパスワードの自動的な再ネゴシエーションを無効にする必要があります。このプロセスは、
ドメイン単位またはターゲットデバイス単位でセキュリティポリシーの［コンピューターアカウントパスワード：定
期的な変更を無効にする］を有効にすることによって行います。Provisioningサーバーは、独自のパスワードの自
動再ネゴシエーション機能を介して同等の機能を提供します。

vDiskから起動されたターゲットデバイスは、Active Directoryのパスワード再ネゴシエーションが不要になりま
した。ドメイン単位でパスワードの定期的な変更が無効になるようにポリシーを構成すると、ローカルハードドライ
ブから起動するドメインメンバーにもこのポリシーが適用されます。パスワードの定期的な変更を無効にするポリシ
ーが環境に望ましくない場合は、ローカルレベルでマシンアカウントのパスワード変更を無効にします。コンピュー
ターアカウントパスワードの変更を無効にするには、vDiskイメージを作成するときに［最適化］オプションを選択
します。この設定は共有 vDiskイメージから起動するすべてのターゲットデバイスに適用されます。
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注：

Citrix Provisioningサーバーは、Active Directoryのスキーマを変更したり拡張したりすることはありませ
ん。Provisioningサーバーの機能は、Active Directoryにコンピューターアカウントを作成し、そのアカウ
ントを変更し、パスワードをリセットすることです。

ドメインパスワードの管理を有効にすると、次のことが行われます。

• ターゲットデバイスに一意のパスワードを設定します。
• 個々のドメインコンピューターアカウントにパスワードを格納します。
• ターゲットデバイスがドメインにログオンする前に、ターゲットデバイスでパスワードをリセットするために
必要な情報を付与します。
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パスワード管理のプロセス

パスワード管理が有効な場合、ドメインパスワードの検証プロセスには次の処理が含まれます。

• データベースにターゲットデバイスのコンピューターアカウントを作成し、そのアカウントにパスワードを割
り当てます。

• Stream Serviceによりアカウント名をターゲットデバイスに提供します。
• ドメインコントローラーでターゲットデバイスにより提供されるパスワードを検証します。
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ドメイン管理の有効化

ドメインにログオンする各ターゲットデバイスには、ドメインコントローラー上にコンピューターアカウントが必要
です。このコンピューターアカウントには、Windowsデスクトップオペレーティングシステムにより保守される、
ユーザーに対して透過的なパスワードがあります。アカウントパスワードはドメインコントローラーとターゲットデ
バイスの両方に格納されます。ターゲットデバイスとドメインコントローラーのパスワードが一致しない場合は、ユ
ーザーはターゲットデバイスからドメインにログオンできません。

ドメイン管理は次のタスクを行うことによって有効にします。

• コンピューターアカウントのパスワード管理の有効化
• 自動パスワード管理の有効化

コンピューターアカウントのパスワード管理の有効化

コンピューターアカウントのパスワード管理を有効にするには、次の手順に従います。

1. Citrix Provisioningコンソールで vDiskを右クリックして、［ファイルプロパティ］を選択します。
2.［オプション］タブの［Active Directoryコンピューターアカウントのパスワード管理］チェックボックス
をオンにします。

3.［OK］をクリックし、［vDiskファイルプロパティ］ダイアログボックスを閉じて Stream Serviceを再起動
します。

自動パスワード管理の有効化

複数のターゲットデバイスが Active Directoryドメインに属していて vDiskを共有している場合は、次のタスクを
追加して実行する必要があります。

自動パスワード管理を有効にするには次のタスクを実行します。

1. コンソールで Provisioningサーバーを右クリックし、［プロパティ］を選択します。
2.［オプション］タブの［パスワードの自動サポートを有効にする］チェックボックスをオンにします。
3. パスワードを変更する間隔を日数で設定します。
4.［OK］をクリックして［サーバープロパティ］ダイアログボックスを閉じます。
5. Stream Serviceを再起動します。

ドメインコンピューターアカウントの管理

ここでドキュメント化されたタスクは、製品の機能を最大限に活用するため、Active Directoryではなく Citrix
Provisioningサーバーを使用して実行する必要があります。

クロスフォレスト運用のサポート

クロスフォレスト運用をサポートするには
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• DNSが正しくセットアップされていることを確認しますフォレストの信頼のために DNSを準備する方法に
ついては、Microsoft社のWebサイトを参照してください。

• 両方のフォレストのフォレスト機能レベルが同じWindows Serverのバージョンであることを確認してくだ
さい。

• フォレストの信頼を作成します。外部フォレストからドメインにアカウントを作成するには、外部フォレスト
から Citrix Provisioningのあるフォレストへの入力方向の信頼を作成します。

親子関係のドメインの運用

一般的なクロスドメイン構成では、1 つまたは複数の子ドメインのユーザーとともに、親ドメインに Citrix
Provisioningサーバーを含めます。このユーザーは、自身のドメイン内で Citrix Provisioningの管理と Active
Directoryアカウントの管理を行うことができます。

この構成を実装するには

1. 子ドメインにセキュリティグループを作成します。子ドメインはユニバーサル、グローバル、またはローカル
ドメイングループにすることができます。子ドメインのユーザーをこのグループのメンバーにします。

2. 親ドメイン内の Provisioning サーバーコンソールで、子ドメインのセキュリティグループを Citrix
Provisioning管理者に設定します。

3. 子ドメインのユーザーに Active Directory特権がない場合は、Microsoft管理コンソールスナップインの
［Active Directoryユーザーとコンピューター］の委任ウィザードを使用します。この方法により、指定した
OUに対してユーザーのコンピューターアカウント権限を割り当て、作成、および削除します。

4. 子ドメインに Citrix Provisioningコンソールをインストールします。構成は不要です。子ドメインのユーザ
ーとして Provisioningサーバーにログオンします。

クロスフォレスト構成

この構成はクロスドメイン構成に似ています。ただし、この構成では、Citrix Provisioningコンソール、ユーザー、
および管理者グループが別のフォレスト内のドメインにあります。手順は親子関係のドメインの場合と同じですが、
最初にフォレストの信頼を確立する必要がある点が異なります。

注：

Microsoftは、デフォルトのコンピューターコンテナに権限を委任しないことを推奨しています。アカウント
は OUに作成してください。

別のドメインのユーザーに対する Provisioningコンソールへのアクセス権の付与

管理者の役割のグループは、ネイティブドメイン内のグループと、ネイティブドメインと双方向の信頼関係にあるド
メインに限定されます。アクセス権の付与では、次のように考慮します：

• Domain1は、Provisioningサーバーとサービスアカウントが含まれるドメインを表します。
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• Domain2は、Domain1と双方向の信頼関係にあるドメインを表します。これには、Provisioningコンソ
ールへのアクセス権が付与されたユーザーアカウントが含まれます。

Provisioningコンソールへのアクセス権を別のドメインのユーザーに付与するには：

1. Domain2でドメインローカルグループを作成し、このグループにユーザーアカウントを追加します。
2. 既存の管理者アカウントを使用して Provisioningコンソールにログインします。
3.［ファームプロパティ］をクリックします。［グループ］タブを選択します。
4.［ドメイン］ドロップダウンメニューで、Domain2を選択します。
5.「*」をそのまま使用して Domain2に関連付けられているすべてのグループを表示するか、追加するグループ
の名前を入力してグループをフィルタリングします。［検索］をクリックします。

6. 関連するチェックボックスをクリックして、グループを選択します。［追加］をクリックします。

ドメインへのターゲットデバイスの追加
注：

vDiskイメージ用のコンピューター名は、環境内で決して再使用しないでください。

1. コンソールウィンドウで 1つまたは複数のターゲットデバイスを右クリックします。または、デバイスコレク
ションを右クリックして、このコレクション内のすべてのターゲットデバイスを 1つのドメインに追加できま
す。［Active Directory］、［コンピューターアカウントの作成］の順に選択します。［Active Directoryの
管理］ダイアログボックスが開きます。

2.［ドメイン］ボックスの一覧から、ターゲットデバイスを追加するドメインを選択します。または、［ドメイン
コントローラー］ボックスに、ターゲットデバイスを追加するドメインコントローラーの名前を入力します。
このボックスを空白のままにすると、最初に見つかったドメインコントローラーが使用されます。

3.［組織単位］ボックスの一覧で、ターゲットデバイスを追加する組織単位を選択または入力します。構文は
「親/子」であり、単位はコンマで区切ります。ネストする場合は、親を先に指定します。

4.［デバイスの追加］をクリックして、選択したターゲットデバイスをドメインおよびドメインコントローラーに
追加します。各ターゲットデバイスが正常に追加されたかどうかを示す状態メッセージが表示されます。［閉
じる］をクリックしてダイアログボックスを閉じます。

ドメインからのターゲットデバイスの削除

1. コンソールウィンドウで 1つまたは複数のターゲットデバイスを右クリックします。または、デバイスコレ
クションを右クリックして、このコレクション内のすべてのターゲットデバイスを 1つのドメインに追加
します。［Active Directoryの管理］、［コンピューターアカウントの削除］の順に選択します。［Active
Directoryの管理］ダイアログボックスが開きます。

2.［ターゲットデバイス］ボックスでドメインから削除するターゲットデバイスを強調表示して、［デバイスの削
除］をクリックします。［閉じる］をクリックしてダイアログボックスを閉じます。

コンピューターアカウントのリセット
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注：

Active Directoryマシンアカウントは、ターゲットデバイスが非アクティブの場合にのみリセットできます。

Active Directoryドメインのターゲットデバイスのコンピューターアカウントをリセットするには

1. コンソールウィンドウで 1つまたは複数のターゲットデバイスを右クリックします。または、デバイスコレク
ションを右クリックして、このコレクション内のすべてのターゲットデバイスを 1つのドメインに追加しま
す。次に、［Active Directoryの管理］、［コンピューターアカウントの削除］の順に選択します。［Active
Directoryの管理］ダイアログボックスが開きます。

2.［ターゲットデバイス］ボックスでリセットするターゲットデバイスを強調表示して、［デバイスのリセット］
をクリックします。

注：

このターゲットデバイスは、最初のターゲットデバイスを準備するときにドメインに追加します。

3.［閉じる］をクリックしてダイアログボックスを閉じます。

4. Windows Active Directoryのパスワードの自動的な再ネゴシエーションを無効にします。ドメインコント
ローラーでパスワードの自動的な再ネゴシエーションを無効にするには、グループポリシー［ドメインメンバ
ー：コンピューターアカウントパスワード：定期的な変更を無効にする］を有効にします。

注：

このセキュリティポリシー変更を行うには、Active Directoryでコンピューターアカウントを追加およ
び変更できる、十分な特権を持っている必要があります。コンピューターアカウントパスワードの変更
は、ドメインまたはローカルコンピューターの単位で無効にできます。ドメイン単位でコンピューター
アカウントパスワードの変更を無効にすると、ドメインのすべてのメンバーにこの変更が適用されます。
ローカルコンピューターの単位で（プライベートイメージモードの vDiskに接続しているターゲットデ
バイス上のローカルセキュリティポリシーを変更することによって）コンピューターアカウントパスワ
ードの変更を無効にすると、その vDiskを使用しているターゲットデバイスにのみこの変更が適用され
ます。

5. 各ターゲットデバイスを起動します。

Active Directoryによるライセンス認証

Active Directoryによるライセンス認証を使用して個々の vDiskに対するMicrosoftボリュームライセンスを構成
する方法が、更新されました。この機能により、ボリュームライセンスを使用しない vDiskを指定できます。
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注：

vDiskにMicrosoftボリュームライセンスを使用する場合、キー管理サービス（KMS）、マルチライセンス認
証キー（MAK）、および Active Directoryによるライセンス認証（ADBA）は併用できないことに注意してく
ださい。

Active Directoryによるライセンス認証を改善するには、次の手順に従います：

1.［vDiskプロパティ］画面で、vDiskのMicrosoftライセンスプロパティを［なし］に設定します。
2. ターゲットデバイスで、Microsoftのイメージにslmgr-dlvを、Microsoft Officeのイメージにcscript

ospp.vbs/dstatusを使用します。

ヒント：

ADBAがアクティブになっているデバイスに対して CMIDエントリが重複していることを示すエラーが VAMT
に表示されるという、既知の問題が存在します。この問題は、ADBAが CMIDを利用していないにもかかわらず
発生します。ADBAは、KMSに似ていますが、CMIDは使用しません。Microsoftは、CMID情報をコンパイ
ルするときに KMSデータを再利用します。次の画像は、ADBAに対する VAMTツールの画面です。［Volume
Activation by Type］画面に、デバイスの CMIDエントリが重複している競合が表示されます。
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ターゲットデバイスへの vDiskの割り当て

October 12, 2021

vDiskを単一のターゲットデバイスに、またはターゲットデバイスコレクション内のすべてのデバイスに割り当てま
す。ターゲットデバイスに複数の vDiskが割り当てられている場合は、起動時にディスクの一覧が表示されます。こ
れにより、適切な vDiskを選択して起動できます。

複数の vDiskのバージョンが存在する場合は、実稼働環境のターゲットデバイスで使用されるバージョンは、最上位
の実稼働バージョンかオーバーライドバージョンです。詳しくは、「vDiskバージョンへのアクセス」を参照してくだ
さい。保守またはテストデバイスには、実稼働ではないバージョンのラベルが適切に付与されます。

Citrix Virtual Apps and Desktopsセットアップウィザードで Personal vDiskを割り当てたターゲットデバイス
には、ドラッグで vDiskを割り当てることはできません。Personal vDiskを使用するターゲットデバイスが含まれ
るコレクションに vDiskをドラッグアンドドロップすると、メッセージダイアログボックスが開きます。このダイア
ログボックスで、現在 Personal vDiskが割り当てられていないターゲットデバイスに vDiskが割り当てられるこ
とを了解すると、続行することができます。また、Personal vDiskを使用するターゲットデバイスに、Personal
vDiskを使用しないターゲットデバイスのプロパティをコピーして貼り付けることはできません。Personal vDisk
を使用するターゲットデバイスに vDiskを再割り当てする場合は、「Personal vDiskを使用するターゲットデバイ
スの構成」を参照してください。

ターゲットデバイスへ vDiskを割り当てると

vDiskは次の方法で単一のターゲットデバイスに割り当てられます。
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• ドラッグ
•［ターゲットデバイスプロパティ］ダイアログボックス

コレクション内の 1つまたはすべてのターゲットデバイスにドラッグで vDiskを割り当てるには：

1. Citrix Provisioningコンソールツリーで、任意のサイト内の vDiskプールを展開します。またはストアを展
開すると、割り当てられた vDiskがウィンドウの右ペインに表示されます。

2. vDiskをクリックし、ターゲットデバイスまたはコレクションへドラッグします。

単一のターゲットデバイスに［ターゲットデバイスプロパティ］ダイアログボックスで 1つまたは複数の vDiskを
割り当てるには：

1. Citrix Provisioningコンソールツリーで［デバイスコレクション］フォルダーを開き、このターゲットデバ
イスが属するコレクションフォルダーをクリックします。ターゲットデバイスが詳細ペインに表示されます。

2. ターゲットデバイスを右クリックして［プロパティ］を選択します。［ターゲットデバイスプロパティ］ダイ
アログボックスが開きます。

3.［全般］タブの［起動元］ボックスの一覧から、このターゲットデバイスで使用する起動方法を選択します。
4.［vDisk］タブの［このデバイスの vDisk］ボックスの横にある［追加］をクリックします。［vDiskの割り当
て］ダイアログボックスが開きます。

5. 対象のターゲットデバイスに割り当てることができる vDiskを見つけるには、任意のストアまたはサーバーを
選択します。ストアまたはサーバーは［フィルター］オプションから探せます。またはデフォルト設定を選択
して、すべてのストアとすべてのサーバーを対象にすることもできます。

6.［割り当てる vDiskの選択］ボックスで割り当てる vDiskを強調表示してから、［OK］をクリックします。さ
らに［OK］をクリックして［ターゲットデバイスプロパティ］ダイアログボックスを閉じます。

起動デバイスマネージャーの使用方法

October 5, 2021

起動デバイスマネージャーは、ターゲットデバイスに IPおよび起動の情報（起動デバイス）を提供するオプショ
ンの方法です。これは、従来の DHCP、PXE、および TFTPを使用する方法の代替です。ターゲットデバイスは起
動時に起動デバイスから起動情報を直接取得します。ターゲットデバイスはこの情報を使用して、適切な Citrix
Provisioningサーバーを検索および通信して、そのサーバーから起動することができます。ユーザー認証の後、サ
ーバーからターゲットデバイスに vDiskイメージが提供されます。

ヒント：

［ISO起動］を使用してターゲットデバイスを起動すると、問題が発生します。詳しくは、「Citrix Knowledge
Center」を参照してください。

以下の起動デバイスがサポートされます。

• USB
• CD‑ROM（ISO）
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• ハードディスクのパーティション

無線 NICはサポートされません。

警告：

起動デバイスとして 1つのハードドライブ全体を選択すると、既存のディスクパーティションが消去され単一
のアクティブなパーティションが再作成されます。対象のパーティションは起動デバイスとして予約され、オ
ペレーティングシステムまたはデータのために使用されません。

起動デバイスとしてハードディスクパーティションを選択すると、選択したディスクパーティションのデータ
が削除されアクティブなパーティションに設定されます。このアクティブなパーティションが起動デバイスに
なります。

起動デバイスの構成

起動デバイスは、起動デバイスマネージャーを使用して構成します。このウィザードのようなアプリケーションを使
用すると、起動デバイスをすばやくプログラムできます。

起動デバイスをインストールした後で、次の手順に従います。以下に注意してください：

• vDiskは、BDM.exeを実行する前に事前準備としてフォーマットしておく必要があります。
• ターゲットデバイスのハードディスクドライブを起動デバイスとして使用する場合は、サーバー上の製品のイ
ンストールディレクトリからターゲットデバイス上の製品のインストールディレクトリに、BDM.exeをコピ
ーします。

• Citrix Provisioningコンソールでのターゲットデバイス設定では vDiskから起動するように設定されていま
すが、実際のデバイスではハードディスクから起動するように設定されています。

1. Citrix Provisioningのインストールディレクトリから、BDM.exeを実行します。［起動デバイスの管理］ウ
ィンドウが開き、［ログオンサーバーの選択］ページが表示されます。

2.［サーバー参照］で Provisioning Servicesサーバー情報を取得する方法を選択します。
• DNSを使用してサーバーを検索する：このオプションをクリックし、［DHCPを使用してデバイスの IP
アドレスを取得する］をクリックする場合は、DHCPサーバーが DNSサーバーを指定するように構成
する必要があります。
注：起動デバイスはホスト名、およびオプションで DHCPオプション 15（ドメイン名）を完全修飾ド
メイン名として使用し、DNSサーバーと通信して IPアドレスを解決します。
高可用性機能を使用する場合は、最大で 4台の Provisioning Servicesサーバーを同じホスト名で
DNSサーバーに指定します。

• 起動元の Provisioning Servicesサーバーの静的 IPアドレスを使用します。このオプションを選択す
る場合は、［追加］をクリックして Provisioning Servicesサーバーの情報を入力します。
– IPアドレス
– ポート（デフォルトは 6910です）

高可用性機能を実装する場合は、最大で 4台の Citrix Provisioningサーバーを入力します。高可用性
を使用していない場合は、1台だけ入力してください。［上に移動］または［下に移動］をクリックして、
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Provisioningサーバーの優先順位を並べ替えます。ターゲットデバイスは一覧の最初の Provisioning
サーバーから順に、そのサーバーからの起動を試行します。

3.［次へ］をクリックします。［オプションの設定］ページが開きます。
4. 次のローカル起動オプションを構成してから、［次へ］をクリックします。

• 詳細モード。起動と診断の詳しい情報の表示を有効または無効にします。詳細モードは、デバッグの問
題に役立ちます。

• インタラプトセーフモード：デバッグの問題に対して有効または無効にします。このモードは、タイミ
ングまたは起動動作に問題があるドライバーに必要なことがあります。

• 拡張メモリのサポート。オペレーティングシステムの設定と一致するように、アドレス拡張を有効また
は無効にします。このオプションは、デフォルトで有効になっています。ターゲットデバイスが起動の
早い段階で停止または不安定になる場合にのみ、このオプションを無効にしてください。

• ネットワーク復元方法。ターゲットデバイスが Provisioning Servicesサーバーとの接続を失ったと
きに、この方法を使ってネットワーク接続を復元するか、ハードドライブから再起動します。また、接
続を待機する期間を秒単位で指定します。

• ログオンポーリングタイムアウト：通常、ポーリングタイムアウトと一般的なタイムアウトには 1秒を
指定するところから始めます。暗号に 3DESを使用する場合はログオンポーリングタイムアウトの値を
増やしてください。さらにタイマーを増やす場合は、ワークロードに基づいて行います。ネットワーク
に 3DESを使用する 100台のターゲットデバイスがある場合、適切な設定は 3秒です。

• ログオン一般タイムアウト：ネットワークに 3DESを使用する 100台のターゲットデバイスがある場
合、一般的なタイムアウトに適切な設定は 10秒です。

5.［起動デバイスの作成］ページで、ターゲットデバイスの IPアドレスを構成します。［DNSを使用してサーバ
ーを検索する］を選択し、DHCPサービスでオプション 6（DNSサーバー）を提供しない場合は、次の必須情
報を入力します：

• プライマリ DNSサーバーのアドレス
• セカンダリ DNSサーバーのアドレス
• ドメイン名

6.［起動デバイス］を構成します。
• アクティブな起動パーティションを追加します。起動パーティションを追加するにはこのオプションを
使用します。注：デバイスのハードドライブから起動する場合は、起動パーティションが必要です（た
とえば、小さなパーティションまたはパーティションオフセットを持つXENPVDISK起動デバイスを選
択するときなど）。

• デバイスの一覧から起動デバイスを選択します。
パーティションオフセットのサイズが設定されている場合は、作成先のサイズを確認するメッセージが
表示されます。大文字と小文字を区別して Yesと入力して続行します。

7. 当てはまる場合は、［メディアプロパティ］を構成します。
8.［作成］をクリックします。起動デバイスが作成されたことを示すメッセージが表示されます。ISO形式を選択
する場合は、CD書き込みソフトウェアを使用して ISOイメージを書き込みます。

9.［終了］をクリックしてユーティリティを閉じます。
10. ターゲットデバイスを起動して BIOS設定画面を開きます。起動デバイスを起動順序の一覧の最上位に移動し
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ます。変更を保存してターゲットデバイスを起動します。

起動デバイスをプログラムした後は、コンソールの［ターゲットデバイスプロパティ］ダイアログボックスでターゲ
ットデバイスの起動順序を構成します。ターゲットデバイスが Provisioningサーバーに接続した後は、これらの起
動動作が使用されます。コンソールで、複数の vDiskイメージを 1つのターゲットデバイスに割り当てることができ
ます。この vDiskを起動する方法は、選択した起動動作によって変わります。

起動デバイス（USBまたは ISOイメージ）に BIOSを構成するとき、NICの PXEオプションは必ず有効にします。
起動前処理中に NICのオプション ROMをメモリ上に常駐させるには、PXE起動オプションが必須です。これによ
り、起動デバイスでUNDIを使用してNICを正しく初期化できるようになります。そうしなければ、起動デバイスに
より「APIが見つかりません」というメッセージが表示されます。

デバイスのエクスポートウィザード

October 12, 2021

このリリースのCitrix Provisioningには、プロビジョニングコンソールに新しいウィザードが含まれています。デバ
イスのエクスポートウィザードは、既存のプロビジョニングされたデバイスを Citrix Virtual Apps and Desktops
Delivery Controllerにエクスポートします。このウィザードは、Citrix StudioのMachine Creation Wizardの
既存のインポート機能を強化します。

注：

Citrix Studioからデバイスをインポートする代わりに、Citrix Cloud Delivery Controller用のリモート
PowerShell SDKを使用してデバイスをDelivery Controllerにエクスポートします。展開環境がオンプレミ
スの場合、Citrix Virtual Apps andDesktops Delivery Controller SDKを使用します。デバイスのエクスポ
ートウィザードは、Citrix Provisioningファーム内の既存のデバイスを Citrix Virtual Apps and Desktops
Delivery Controllerに追加する場合に推奨される方法です。

要件

Citrix Cloud環境でのデバイスのエクスポートウィザードには次の要素が必要です：

• Citrix Cloudの Citrix Virtual Apps and Desktops Desktop Delivery Controller。Desktop Delivery
Controllerには、Citrix Provisioningデバイスがカタログに追加された独自のデータベースがあります。

• Citrix Cloud Connectorはオンプレミスにあります。Citrix Cloudのセットアップに使用されるこのコネ
クタは、Citrix Cloudとオンプレミスのリソースの場所を中継します。このコネクタは、Citrix Cloudと通
信するために Citrix Virtual Apps and Desktops Remote PowerShell SDKによって使用されます。

• Citrix Provisioningコンソールバージョン 1906。この更新済みのコンソールは、Citrix Virtual Apps and
Desktops Remote PowerShell SDKを使用して、既存の Citrix Provisioningデバイスを Citrix Virtual
Apps and Desktops DDCに追加します。
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• Citrix Provisioningサーバーバージョン 1906。このサーバーはオンプレミスのハイパーバイザーおよびデ
ータベースと通信し、MAPIへの SOAP呼び出しを行います。

オンプレミス環境でのデバイスのエクスポートウィザードには次の要素が必要です：

• Citrix Provisioningコンソール。このコンソールは、Citrix Virtual Apps and Desktops Delivery Con‑
trollerを使用して、既存の Citrix Provisioningデバイスを Citrix Virtual Apps and Desktops Delivery
Controllerカタログに追加します。

• Citrix Provisioningサーバーバージョン 1906。このサーバーはオンプレミスのハイパーバイザーおよびデ
ータベースと通信し、MAPIへの SOAP呼び出しを行います。

• オンプレミスでセットアップしている場合は、Citrix Virtual Apps and Desktops Delivery Controller。

重要な注意事項

デバイスのエクスポートウィザードを使用するときは、次の点を考慮してください：

• デバイスのエクスポートウィザードの概要ページには、Citrix Virtual Apps and Desktops Delivery
Controllerにエクスポートされているデバイスの数が表示されます。このページには、デバイスのエクスポ
ートに失敗した場合でもこの情報が表示されます。概要ページには、作成されたデバイスレコード数と失敗し
たレコード数が表示されます。障害のあるデバイスの名前は CDFトレースに記載されています。以前に失敗
したデバイスをエクスポートするには、デバイスのエクスポートウィザードを再実行してください。同じコレ
クションを選択してください。それらを既存の Citrix Virtual Apps and Desktopsカタログに追加するか、
カタログを作成して追加します。
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• ウィザードを 1回実行する間に、Citrix Cloudの顧客 1人にのみデバイスをエクスポートできます。Citrix
Cloudユーザーに管理対象のクラウドユーザーが複数存在し、ウィザードプロセスの実行中に変更が発生し
た場合は、ウィザードを閉じて再度起動します。このプロセスを使用して Citrix Cloudの顧客を変更します。

• デバイスのエクスポートウィザードで物理デバイスのマシンカタログを作成すると、次の例外が表示され
ます：「オブジェクト参照がオブジェクトインスタンスに設定されていません。」この問題を解決するには、
Studioのマシン作成ウィザードを使用して物理デバイスを Citrix Virtual Apps and Desktopsマシンカタ
ログにインポートします。Citrix Cloudで Citrix Virtual Apps and Desktopsサービスを使用している場
合、マシンカタログは初期ゾーンに表示されます。Studioでマシンカタログのゾーンを手動で修正します。こ
の構成により、デバイスを追加するときに「PVSサーバーに接続できません」というエラーが回避されます。
マシンカタログを正しいゾーンに手動で移動するには：
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1. Studioにログインします。

2. ゾーンノードで、マシンカタログを手動で目的のゾーンにドラッグします。

Nutanixの制限

Nutanixの仮想マシンのMACアドレスは取得できないため、プロビジョニングされた既存の Nutanixデバイスを
Citrix Cloudにエクスポートすることはできません。この制限は、Citrix StudioのMachine CreationWizardの
動作と似ています。Nutanixデバイスを Citrix Cloud Delivery Controllerに追加するには、Citrix Provisioning
コンソールの Citrix Virtual Apps and Desktopインストールウィザードを使用してデバイスを作成します。

アーキテクチャ

次の図は、デバイスのエクスポートウィザードの新機能の一部として Citrix Cloudアーキテクチャを構成する要素
を示しています。

注：

オンプレミスの構成は変更されません。デバイスのエクスポートウィザードは、オンプレミスの Citrix Virtual
Apps and Desktops Delivery Controllerとともに機能します。
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このウィザードを使用して、以下の作業を行います：

• Citrix Provisioning コンソールで実行され、既存のプロビジョニングされたデバイスを Citrix Cloud
Delivery Controllerに追加します。

• SOAPおよびMAPI呼び出しを使用して Citrix Provisioningサーバーと対話し、既存のプロビジョニング済
みデバイスに関する情報を取得します。

• Citrix Virtual Apps and Desktops Remote PowerShell SDK と対話して Citrix Cloud Delivery Con‑
trollerと通信し、プロビジョニングされたデバイスをマシンカタログに追加します。

デバイスのエクスポートウィザードの使用

このセクションの情報を使用して、デバイスのエクスポートウィザード機能に必要な要素をインストールしてくださ
い。

重要：

展開環境がオンプレミスの場合、Citrix Virtual Apps and Desktops Delivery Controllerには変更は加え
られていません。それ以上のインストールや設定の変更は必要ありません。Citrix Provisioningコンソールの

© 1999–2021 Citrix Systems, Inc. All rights reserved. 234



Citrix Provisioning 2106

インストーラー（バージョン 1906）には、デバイスのエクスポートウィザードを使用するために必要なすべて
のコンポーネントが含まれています。

Citrix Cloud環境の場合：

1. Citrix Cloud Connectorをインストールします。
2. Citrix Provisioningをバージョン 1906以上にアップグレードします。
3. Citrix Provisioning コンソールから Citrix Virtual Apps and Desktops Delivery Controller SDK を
アンインストールします。次の各スナップインをアンインストールして、この作業を実行します：Citrix
BrokerPowerShellスナップイン、CitrixConfigurationLoggingServicePowerShellスナップイン、Citrix
ConfigurationServicePowerShellスナップイン、CitrixDelegatedAdministrationServicePowerShell
スナップイン、Citrix Host Service PowerShellスナップイン。

4. Citrix Virtual Apps and Desktops Remote PowerShell SDKをダウンロードして Citrix Provisioning
コンソールにインストールします。

重要：

コマンドラインから Citrix Virtual Apps and Desktops Remote PowerShell SDKをインストールして、引
数PVS=YESを指定します。

Citrix Cloudでのプロビジョニングについては、「Citrix Cloudで管理される Citrix Provisioning」を参照してく
ださい。Citrix Cloud環境に関連するインストールについて詳しくは、Using PVS with the Citrix Cloud Apps
and Desktop Service（英語）を参照してください。

デバイスのエクスポートウィザードを起動するには：

1. Citrix Provisioningコンソールで、［サイト］ノードをクリックします。

2. 設定するサイトを右クリックして、さらに右クリックしてコンテキストメニューを表示します。

3. コンテキストメニューで、［デバイスのエクスポートウィザード］をクリックします。
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［デバイスのエクスポートウィザード］画面が表示されます。

4.［次へ］をクリックしてウィザードを開始します。
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5. Citrix Virtual Apps and Desktops Delivery Controllerのアドレスを入力します。Citrix Cloudを実装す
る場合は、Citrix Cloud Connectorの IPアドレスを入力します。［次へ］をクリックします。
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Delivery Controllerのアドレスを指定すると、Citrix Cloudのログイン画面が表示されます。この画面は
Citrix Cloudを実装する場合のみ表示されます。

6. Citrix Cloudの資格情報を入力してください。［サインイン］をクリックします。
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7. Citrix Cloudにサインインしたら、適切な顧客を選択します：
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8.［デバイスの種類］をクリックしてエクスポートします。［次へ］を選択します。［仮想デバイス］を選択す
ると、電源管理された Citrix Virtual Apps and Desktopsカタログが作成されます。Citrix Virtual Apps
and Desktopsカタログ内の物理デバイスは管理対象外です。［仮想デバイス］を選択すると、ウィザードで
ホストリソース画面が表示されます。この画面ではホストまたはハイパーバイザーをクリックできます。物理
デバイスの場合、ウィザードでは Active Directoryとコレクションの選択画面はスキップされます。
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9. ホストリソースをクリックします。［次へ］を選択します。

© 1999–2021 Citrix Systems, Inc. All rights reserved. 241



Citrix Provisioning 2106

10. ホストリソースを選択するときは、ユーザー名とパスワードを関連付ける必要があります。［OK］を選択しま
す。

11. エクスポートする Active Directoryドメインとコレクションをクリックします。［次へ］を選択します。
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12. リストを使用して VDA のバージョンを選択します。デバイスは、マシンカタログを参照して Delivery
Controllerに登録する必要があります。［次へ］を選択します。

ヒント：

表示されているすべてのデバイスは、単一の Citrix Virtual Apps and Desktopsカタログにエクスポ
ートされます。このリストでデバイスを選択することはできません。
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13. マシンカタログの設定をクリックします。カタログを作成している場合は、名前を指定し、必要に応じて説明
を含めます。［次へ］を選択します。
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14. オペレーティングシステムをクリックします。［次へ］を選択します。
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15. 仮想デスクトップのユーザーエクスペリエンスを設定します。［次へ］を選択します。
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16.［概要］画面の［完了］を選択して、ウィザードプロセスを完了します。
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ウィザードが終了したら、マシンカタログ画面を使用して Citrix Virtual Apps and Desktopsカタログを表
示します。カタログが関連マシンで作成されたことを確認してください。
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ストリーム配信仮想マシンセットアップウィザードの使用

October 4, 2021

Citrix Provisioningストリーム配信仮想マシンセットアップウィザードで、ストリーム配信する仮想ディスクを複
数のクローン仮想マシン（VM）に展開します。

このウィザードを使用して、次の作業を行います。

• 既存のテンプレートから、サポート対象の次のホストハイパーバイザー上に仮想マシンを作成する。
– XenServer
– Hyper‑V（SCVMMを使用）
– ESX（vCenterを使用）

• コレクションに Citrix Provisioningターゲットデバイスを作成する。
• 標準イメージモードの仮想ディスクイメージを仮想マシンに割り当てる。

ウィザードを実行する前に、次の前提条件が満たされていることを確認してください。

• 構成済みのテンプレートを持つハイパーバイザーホストが存在する。

• Citrix Provisioningサイトにデバイスコレクションが存在する。

• 仮想マシンテンプレートに関連付けられた、標準イメージモードの仮想ディスクが存在する。

• テンプレートにする仮想マシンの要件は次のとおりです。

– 起動順序：ネットワーク/PXEが一覧の最初にある（物理マシンの場合と同様です）。
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– ハードディスク：ローカル書き込みキャッシュを使用する場合は、キャッシュの作成に十分な容量の、
NTFS形式のディスクがある。そうでない場合は、ハードディスクは不要です。

– ネットワーク：静的な MACアドレスが割り当てられている。XenServerを使用する場合は、00‑00‑
00‑00‑00‑00のアドレスは使用できません。

• Citrix Provisioningコンソールのユーザーアカウントが、Provisioningサイト管理者またはそれより上位
のグループに追加されている。

• コンソールでアカウントを作成するときは、Active Directoryのアカウントを作成する権限が必要です。既
存のアカウントを使用するには、Active Directoryアカウントが既知の組織単位に存在し、選択できること
を確認してください。

• Active Directoryの.CSVファイルをインポートする場合は、次の形式を使用します：<name>,<type>,<
description> CSVファイルには列ヘッダーが必要です。例：

Name,Type,Description,

PVSPC01,Computer,,

説明がない場合にも、3つの値を示すために末尾のコンマが必要です。これは、組織単位の内容をエクスポー
トするときにMMCの［Active Directoryユーザーとコンピューター］で使用される形式と同じです。

• vCenterサーバーで代替ポートを使用する場合は、Citrix Provisioningから vCenterサーバーに接続する
ために、次のとおりレジストリを変更する必要があります：

– 新しいキーHKLM\Software\Citrix\CitrixProvisioning\PlatformEsxを作成します

– ServerConnectionStringという名前のPlatformEsxキーに文字列を作成して、http://{
0 } :PORT\##/sdkに設定します

注：

ポート 300 を使用する場合は、ServerConnectionString の値をhttp://{ 0 } :300/
sdkにします。

このウィザードでは、仮想マシンを作成し、それらの仮想マシンに Citrix Provisioningターゲットデバイスを関連
付け、共有仮想ディスクを割り当てます。

ウィザードは Citrix Provisioningコンソールから直接実行します。

1. コンソールツリーでサイトを右クリックして、［ストリーム配信仮想マシンセットアップウィザード］を選択
します。［ストリーム配信仮想マシンセットアップウィザードへようこそ］画面が開きます。

2.［次へ］をクリックしてセットアップを開始します。

3. 接続するハイパーバイザーの種類を選択し、接続に必要な資格情報を入力します。

4.［次へ］をクリックして接続を確認します。
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注：

再利用のため、Provisioningコンソールのこのインスタンスを実行するローカルコンピューターのレ
ジストリに、直近で使用したハイパーバイザーとユーザー名がキャッシュされます。

XenServer 5.5 Update 2ハイパーバイザーは、Version 5.6.1のストリーム配信仮想マシンセットア
ップウィザードでサポートされません。System Center Virtual Machine Manager（SCVMM）サー
バーには、PowerShell 2.0をインストールする必要があります。

5. オプションです。［ハイパーバイザークラスター］ページで、仮想マシンをホストするハイパーバイザーホスト
またはクラスターを選択して、［次へ］をクリックします。

6. 指定したホストから仮想マシンテンプレートを選択して、［次へ］をクリックします。

7.［コレクションと vDisk］ページで、仮想マシンを追加するコレクションを選択します。

8. そのコレクション内で仮想マシンを割り当てる単一の標準モードの仮想ディスクを選択して、［次へ］を選択
します。

9. 作成する仮想マシンの数、新しい仮想マシンのそれぞれが使用する vCPUの数、およびメモリのサイズを設定
します。

10. 次の方法の横にあるラジオボタンのうちいずれかを選択し、［次へ］をクリックします：

• アカウントの作成
• 既存のアカウントをインポートする

注：

Active Directory管理者は、Active Directoryアカウントの作成に必要な権限を Citrix Provisioning
コンソールのユーザーに委任する必要があります。

現在のユーザーのドメインと組織単位は、デフォルトでこの権限に設定されます。

作成される新しいコンピューター名が、Active Directory、仮想マシン、またはターゲットデバイスに
存在しないかどうかが検証されます。

11.［新しいアカウントを作成する］を選択する場合：

•［次へ］をクリックします。［Active Directoryのアカウントと場所］ページが開きます。
•［ドメイン］メニューから適切なドメインを選択し、そのドメインに対して表示される組織単位から 1つ
選択します。

•［アカウント名前付けスキーム］メニューに、少なくとも 1つの番号記号（#）を含む有効な名前付けス
キームを、15文字以内で入力します。また、指定した名前付けスキーム内の番号記号を動的に置き換え
る数字または文字を選択します。この数字または文字は、仮想マシンが作成されるたびに 1つずつ増加
します。

［既存のアカウントをインポートする］を選択する場合：

•［次へ］をクリックします。［Active Directoryのアカウントと場所］ページが開きます。
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•［参照］をクリックしてアカウント名をインポートする Active Directoryの組織単位を参照するか、［イ
ンポート］をクリックして CSVファイルからアカウント名をインポートします。

注：

［必要］ボックスには、前のページで指定した、作成する仮想マシンの数が表示されます。［追加済み］ボ
ックスには、一覧に追加された検証済みのエントリ数が表示されます。

12. すべての構成設定を見直して［次へ］をクリックし、構成の確認を終了します。

注：

［キャンセル］をクリックすると、追加の仮想マシンの構成がキャンセルされ、正常に構成されたマシン
の数が進行状況バーの下に表示されます。ウィザードが失敗したり操作途中でキャンセルされたりして
も、処理済みの構成は保持されます。既存の処理分を手動で削除します。次の項目を削除してください：

• 選択したコレクションに作成した Citrix Provisioningターゲットデバイス
• 選択したホストハイパーバイザーに作成した仮想マシン
• 作成された Active Directoryコンピューターアカウント

重要：

セットアップウィザードでストレージデバイスに割り当てる名前を指定する場合、コンマは使用しないでくだ
さい。ストレージデバイスに割り当てられた名前は、Citrix Virtual Apps and Desktopsで保存されコンマで
区切られます。たとえば、Storage 1, Storage 2, Storage 3のようになります。「Storage1,East」のよ
うにストレージ名にコンマが含まれると、Citrix Provisioningは誤って 2つの別々のストレージデバイスで
あると認識します。

ヒント：

ターゲットデバイスをサイト間で移動すると、後からそれらが削除される原因になる可能性があります。この
リスクは、ターゲットデバイスがストリーム配信仮想マシンセットアップウィザードを使用して作成された場
合に増加します。Citrixではターゲットデバイスをサイト間で移動しないようにすることをお勧めします。

Citrix Virtual Apps and Desktopsセットアップウィザードを使用して仮想デスク
トップを仮想マシンに展開する

October 12, 2021

Citrix Virtual Desktopsセットアップウィザードを利用すると、仮想デスクトップを仮想マシン（VM）や Personal
vDiskを使用するデバイスに展開するのが簡単になります。

重要：

通信を容易にするために、Citrix Provisioningサーバーがストレージデバイスに直接アクセスできるようにす
る必要があります。HDDのBDM（Boot DeviceManager）でプロビジョニングできるように、Provisioning
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ユーザーには、ストレージデバイスの読み取りおよび書き込みアクセス権限が必要です。

このウィザードを使用して、以下の作業を行います：

• 既存のマシンテンプレートを使用して、Citrix Virtual Apps and Desktops環境の以下のハイパーバイザー
上に仮想マシンを作成する：

– Citrix Hypervisor（旧称 XenServer）
– ESX（vCenterを使用）
– SCVMM（Microsoft System Center Virtual Machine Manager）を使用したHyper‑V SCVMMサ
ーバーにプロビジョニングする場合、第 1世代仮想マシン用に最初の従来型NICおよび 2番目のシンセ
ティック NICのネットワーク構成がウィザードにより変更されます）詳しくは、「SCVMM」を参照し
てください。

– Nutanix Acropolis（スナップショット使用）。詳しくは、「Nutanix Acropolisの要件」を参照してく
ださい。

• Citrix Virtual Apps and Desktopsカタログ名に一致する新規または既存の Provisioningデバイスコレク
ションで、Citrix Provisioningターゲットデバイスを作成する。

• デバイスコレクション内の仮想マシンに標準イメージの仮想ディスクを割り当てる。
• 選択した Active Directory OUにターゲットを追加する。
• 仮想デスクトップを Citrix Virtual Apps and Desktopsカタログに追加する。

重要な注意事項

以下は、Citrix Virtual Apps and Desktopsセットアップウィザードを使用する場合の考慮事項です：

• Citrix Virtual Desktops セットアップウィザードでプロビジョニングされた第 2 世代仮想マシンの場
合、BDM パーティションはドライブ文字付きの FAT 形式でフォーマットされます。その結果、Citrix
ProvisioningプライベートイメージのWindowsによって新しいパーティションが認識されます。たとえ
ば、書き込みキャッシュディスクと BDMパーティションを使用する RDS Provisioningイメージでは、プラ
イベートイメージモードで 2つのパーティションが表示されます。

• Linuxストリーミング機能を使用する場合は、Citrix Virtual Apps and Desktopsセットアップウィザード
に追加された新しい手順を確認してください。Linuxターゲットが SOAPサーバーから仮想ディスクのイメ
ージを作成できるようにするには、SOAP SSL証明書を追加します。詳しくは、「インストール」を参照して
ください。

• Citrix Provisioningインストールウィザードで Citrix Hypervisorホストに仮想マシン（VM）を作成して 1
つの vCPUを指定した場合、VMは 1つの vCPUで作成されます。ただし、このトポロジは 1ソケットあた
り 2コアです。この方法で VMを作成すると VMを起動できなくなり、XenCenterで次のエラーメッセージ
が表示されます：「The value 'VCPU\\_max must be a multiple of this fieldの値が
フィールドplatforms:cores-per-socketに対して無効です。」結果として、トポロジと vCPU構成
が適合しないため、XenCenterは VMを起動できません。

• Citrix Virtual Apps and Desktops セットアップウィザードはターゲットを作成し、ターゲットを起動
してキャッシュドライブをフォーマットします。このプロセスは迅速に行われます。VDA は正しくシ
ャットダウンされない状態になることがあります。このプロセスが発生するのは、Citrix Provisioning
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Device Service がキャッシュドライブのフォーマットを完了してからターゲットをシャットダウンして
いる間に、VDA が初期化を行っているためです。この問題を解決するには、仮想ディスクのレジストリ
キー HKEY_LOCAL_MACHINE\SOFTWARE\Citrix\CitrixProvisioningに「RebootDelaySec」という
DWORDを作成し、10進数値を使用して任意のシャットダウン遅延時間を秒単位で設定します。

• Citrix Virtual Apps and Desktopsセットアップウィザードを使用するとき、7_20の VDAレベルがあって
もデフォルトの VDAレベルは 7_9になります。この動作は StudioのMachine Creationウィザードと同じ
です。また、Citrix Virtual Apps and Desktopsセットアップウィザードの VDAレベル 7_20は、Studio
バージョン 1811の VDAレベルと同じです。

Citrix Studioツールについて

Citrix Studioを使用してプロビジョニングされたカタログを作成する場合は、次のことを考慮してください：

• Citrix Virtual Apps and Desktopsセットアップウィザードは、ターゲット VMをプロビジョニングし、そ
れらをブローカーカタログに追加します。

• デバイスのエクスポートウィザードは、既存のプロビジョニングされたターゲット VMをブローカーカタログ
に追加します。

どちらのウィザードでも、Citrix Virtual Apps and Desktopsに対して認証が実行されます。ホスト接続が取得さ
れるため、ブローカーがプロビジョニングされたターゲット VMの電源管理に使用する接続を選択することができま
す。

ヒント：

使用できるのは、ホスト接続ではなく、ホスティングユニットのみです。ホスティングユニットは、ホスト接続
が作成されるときに Studioツールを指定した場合にのみ作成されます。

ESXのアクセス許可

ESX 5.5では、最低でも以下の権限が必要です。

• データストア権限
– 領域の割り当て
– データストアの参照
– 低レベルのファイル操作

• ネットワーク権限
– ネットワークの割り当て

• リソース権限
– 仮想マシンのリソースプールへの割り当て

• システム権限 ‑ vCenterで役割（ロール）を作成すると、以下の 3つの権限が自動的に追加されます。
– 匿名
– 読み取り
– 表示
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• タスク権限
– タスクの作成

• 仮想マシン構成権限
– 既存ディスクの追加
– 新規ディスクの追加
– 詳細設定
– CPUカウントの変更
– リソースの変更
– メモリ
– デバイス設定の変更
– ディスクの削除
– 設定

• 仮想マシン/相互作用
– パワーオフ
– パワーオン
– リセット
– 一時停止

• 仮想マシン/インベントリ
– 新規作成
– 既存のものから作成
– 削除
– 登録

• 仮想マシン/プロビジョニング
– 仮想マシンのクローン作成
– テンプレートのクローン作成
– ディスクアクセスの許可
– 仮想マシンのダウンロードの許可
– 仮想マシンファイルのアップロードの許可
– テンプレートのデプロイ

• グローバル
– カスタム属性の管理
– カスタム属性の設定

注：

これよりも古いバージョンの ESXでも、Provisioning Services 7.xをサポートするためには同じ権限が必要
になります。
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書き込みキャッシュについての考慮事項

Citrix Virtual Apps and Desktopsセットアップウィザードでは、テンプレートに接続されているすべてのハード
ディスクが破棄されます。このプロセスによりプロビジョニングにかかる時間を最小限に抑えます。

仮想ディスクが標準イメージモードであり、サーバー上でのキャッシュが設定されている場合、ウィザードにより
ディスクレスの仮想マシンがプロビジョニングされます。また、サーバー上でのキャッシュが設定されている場合、
Citrix Provisioningでは、プロビジョニングされた仮想マシンが自動的には起動されません。

vDiskが標準イメージモードであり、サーバー上でのキャッシュが設定されている場合は、ウィザードにより書き込
みキャッシュドライブ（デフォルトではサイズは 6GB、タイプは dynamic）を備えた仮想マシンがプロビジョニン
グされます。書き込みキャッシュドライブをフォーマットするために、これらの仮想マシンはサーバー上でキャッシ
ュのある標準イメージモードで自動的に起動します。フォーマットが完了すると、仮想マシンは自動的にシャットダ
ウンし、Citrix Virtual Apps and Desktopsで必要に応じて仮想マシンを起動できる状態になります。

書き込みキャッシュがハイパーバイザーのローカルストレージに格納される場合、Citrix Virtual Apps and
Desktopsセットアップウィザードを介した展開の構成はハイパーバイザーによって異なります。

ESXおよび Hyper‑Vでは、ハイパーバイザーのローカルストレージを使用している場合は Citrix Virtual Apps
and Desktopsセットアップウィザード仮想マシンをプロビジョニングできません。

重要：

ストレージデバイスに割り当てる名前を指定する場合、コンマは使用しないでください。ストレージデバイス
に割り当てられた名前は、Citrix Virtual Apps and Desktopsで保存されコンマで区切られます。たとえば、
Storage 1, Storage 2, Storage 3のようになります。「Storage1,East」のようにストレージ名にコンマ
が含まれると、Citrix Provisioningはこのフォーマットを誤って 2つの別々のストレージデバイスであると
認識します。

仮想ディスクの種類

Citrix Virtual Apps and Desktopsセットアップウィザードを介してプロビジョニングされた仮想マシンには、プ
ロビジョニングのローカル書き込みキャッシュで使用するための新しいディスクが作成され、アタッチされます。作
成される仮想ディスクのデフォルトの種類は次のとおりです。

• Citrix Hypervisors：使用されるストレージリポジトリに応じて、fixedまたは dynamic
• SCVMM 2012 SP1：dynamic
• SCVMM 2012：fixed
• ESX：thin‑provisioned

SCVMMおよび ESXの場合、Citrix Provisioningで作成される書き込みキャッシュディスクのデフォルトの種類を
レジストリキーで上書きできます。このレジストリキーは Citrix Hypervisorsには適用されません。強制的に fixed
（ESXでは eager‑zeroed thick）が使用されるようにするには、以下の設定を行います。

[HKEY_CURRENT_USER\Software\Citrix\ProvisioningServices\VdiWizard]

"OVERRIDE_VM_WRITE_CACHE_DISK_TO_FIXED"="true"
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このキーを「false」に設定すると、設定が dynamicに上書きされます。デフォルトの動作に戻すには、キーを削
除します。

ウィザードの実行

Citrix Provisioningコンソールから直接、またはリモートコンソールからウィザードを実行します。

Citrix Virtual Apps and Desktopsセットアップウィザードを使用して連続して 2回接続することはできません。
ウィザードが Citrix Cloud Delivery Controllerに接続しようとする場合、接続が成功かまたは失敗かにかかわら
ず、コンソールを終了して閉じる必要があります。

重要：

ISO BDM起動を使用している場合は、テンプレートにそのテンプレートと接続された BDM ISOがあることを
確認してください。Citrix Virtual Apps and Desktopsセットアップウィザードの仮想マシンの起動モード
のページで、PXE起動オプションを構成します。

1. コンソールツリーでサイトを右クリックして、［Citrix Virtual Desktopsセットアップウィザード］を
選択します。Citrix Virtual Desktopsセットアップウィザードが開きます。注： Citrix Virtual Apps and
Desktopセットアップウィザードは、Provisioningコンソールでは Citrix Virtual Desktopsセットアップ
ウィザードとして表示されます。

2.［次へ］をクリックしてセットアップを開始します。

3. Citrix Virtual Apps and Desktops のホストのページで、接続および構成を行う Citrix Virtual Apps
and Desktops ホストアドレスの場所を入力します。前回指定した Citrix Virtual Apps and Desktops
Controllerがローカルマシンのレジストリにキャッシュされ、次回のウィザード実行時に表示されます。

4. Citrix Virtual Apps and Desktopsホストを選択します。クラスターを選択すると、クラスターを構成す
る各ホスト上に仮想マシンが均等に配分されます。

注：

XenServer 5.5 Update 2の仮想化設定は表示されません。これらの設定は、Citrix Virtual Apps and
Desktopsで［手動で仮想マシンを作成する］オプションを使用して、ホスト接続として追加されます。
このため、ネットワークやストレージの場所を指定できず、Citrix Virtual Apps and Desktopsセッ
トアップウィザードには表示されません。

5. ホストの資格情報、ユーザー名、パスワードを指定します。

6. テンプレートの一覧で、選択したホストで使用するテンプレートを選択します。以前のバージョンの VDAを
使用する場合、またはWindows Vistaを使用して作成されたテンプレートを使用する場合は、チェックボッ
クスをオンにします。有効なテンプレートには動的なMACアドレスまたは値を伴う静的なアドレスが必要で
す（00:00:00:00:00:00は有効なMACアドレスではありません）。

7. 複数のネットワークを使用できる仮想化設定では、ネットワークを選択するためのページが開きます。

8. 仮想マシンのコレクションに割り当てる単一の標準イメージモード仮想ディスクを選択します。
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9. カタログを作成するか、前リリースの既存のカタログを使用します（VDA 5.6をインストールしたWindows
Vista、またはWindows 7）。使用できるオプションは、選択したカタログオプションによって異なります。

• カタログを作成する場合は、カタログの名前および説明を入力します。以下の種類のマシンを選択でき
ます。
– Windowsクライアントオペレーティングシステム：ユーザーにパーソナルデスクトップやデスク
トップオペレーティングシステムのアプリケーションを配信する場合に適しています。ユーザーに
よる変更内容を Personal vDisk上に保存するオプションを選択できます。

– Windowsサーバーオペレーティングシステム：標準化したマシンやアプリケーションを使用する
大規模展開環境で、サーバー上でホストされる共有デスクトップを配信する場合に適しています。

– vGPUはデスクトップオペレーティングシステムでのみサポートされます。
• メニューから既存のカタログを選択した場合は、そのカタログの説明、マシンや割り当ての種類、およ
びユーザーデータが表示されます。

10. 仮想マシンの基本設定を選択します。設定内容は、マシンオペレーティングシステムの種類、およびユーザー
による変更内容をセッション終了時に破棄するかによって異なります。

a) ユーザーにランダムに割り当てられ、Personal vDiskを使用しないWindowsクライアントまたは
Windowsサーバーマシンでは、以下の設定を行います：

• 作成する仮想マシンの数（デフォルトは 1）。
• vCPUの数（デフォルトはテンプレートでの設定値）。
• 動的メモリが構成されたテンプレートでは、最小メモリおよび最大メモリの 2つの追加設定が必
要。

• ローカル書き込みキャッシュディスク（デフォルトは 6GB）。
• 起動モード。PXE起動（PXE Serviceの実行が必須）。BDMディスク（起動デバイスマネージャ
ーファイル用のパーティションが作成される）。

b) ユーザーにランダムまたは静的に割り当てられるWindowsクライアントマシンで、上記の項目に加え
て以下の設定を行います：

• Personal vDiskのサイズ（デフォルトは 10GB）。Personal vDiskからターゲットデバイスを起
動すると、仮想ディスクのオペレーティングシステムのパーティション（デフォルトでは C:\）に、
Personal vDiskに割り当てられた領域のサイズが表示されます。Personal vDiskの実際のサイ
ズは表示されません。

• Personal vDiskのドライブ文字（デフォルトは P）。ターゲットデバイス上で Personal vDiskに
割り当てられるドライブ文字です。指定可能な文字の範囲はE: to U:、およびW: to Z:です。

11. Active Directoryコンピューターアカウントの追加方法を選択します。

• アカウントの作成
• 既存のアカウントをインポートする

表示されるページは、選択する Active Directoryコンピューターアカウントの追加方法によって異なります。

12. アカウントを作成する：Active Directoryアカウントの作成または変更に必要な権限を Provisioningコン
ソールユーザーに委任して、コンピューターアカウントのパスワードを管理できるようにする必要があります。
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•［ドメイン］メニューボックスから適切なドメインを選択し、そのドメインに対して表示される組織単位
から 1つ選択します。現在のユーザーのドメインと組織単位（OU）は、デフォルトでこの権限に設定さ
れます。

•［アカウント名前付けスキーム］メニューテキストボックスにマシンの名前付けオプションを入力しま
す。少なくとも 1つ番号記号（#）を含む有効な名前付けスキームを、15文字以内で入力します。また、
指定した名前付けスキーム内の番号記号を動的に置き換える数字または文字を選択します。この数字ま
たは文字は、仮想マシンが作成されるたびに 1つずつ増加します。

13. 既存のアカウントをインポートするには：

•［参照］をクリックしてインポートする適切なOUを参照するか、［インポート］をクリックして、次の形
式の既存の.csvファイルをインポートします：

Name,Type,Description,

PVSPC01,Computer,,

［必要］ボックスには、前のページで指定した仮想マシンの数が表示され、［追加済み］ボックスには、
一覧内のエントリ数が表示されます。次のいずれかの場所に存在するマシンアカウント名をインポ
ートする場合、それらは数としてカウントされず、リストには表示されません。Citrix Virtual Apps
and Desktops（マシン）、Citrix Provisioning（デバイス）、ハイパーバイザー（仮想マシン）Active
Directoryの構成に多数のオブジェクトまたはコンテナが含まれている場合、または多数のマシンアカ
ウントをインポートする場合は、インポートに時間がかかることがあります。インポートでは対象の各
アカウントが Citrix Provisioning、Citrix Virtual Apps and Desktops、および宛先のハイパーバイ
ザーに存在しないことの検証が必要になります。この場合、インポート処理が完了するまで砂時計のア
イコンで示されます。

14. すべての構成内容を確認します。その後で、すべてのホストに対して以下の構成処理が順番に行われます。

• Citrix Virtual Apps and Desktopsカタログが作成されます（該当する場合）。
• マシンテンプレートを使用してホストのハイパーバイザー上に仮想マシンが作成されます。
• 指定した場合は、BDMパーティションが作成されます。
• カタログの種類が［ストリーム配信（Personal vDiskあり）］である場合は、Personal vDiskが作成
され、仮想マシンに割り当てられます。

• 指定したサイズの書き込みキャッシュディスクが作成されます。
• Citrix Provisioningターゲットデバイスが作成され、選択した仮想ディスクがそれらのデバイスに割
り当てられます。

• 選択した Provisioningコレクションにターゲットデバイスが追加されます。
• 仮想マシンが Citrix Virtual Apps and Desktopsカタログに追加されます。
• 作成された書き込みキャッシュディスクをフォーマットするために各仮想マシンが起動されます。

構成処理を途中でキャンセルした場合は、以下の項目を手作業で削除する必要があります。

• Citrix Virtual Apps and Desktopsマシン（割り当てたカタログから）
• 作成された Active Directoryコンピューターアカウント
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• 新しく作成された Citrix Virtual Apps and Desktopsカタログ
• 選択したデバイスコレクションに作成した Citrix Provisioningターゲットデバイス
• 選択したホストハイパーバイザーに作成された仮想マシン

vDiskを更新して、Personal vDiskを使用するターゲットデバイスに再割り当てすることができます。ただし、基
本ディスクのオペレーティングシステムは同一である必要があり、マシン SIDが設定されている必要があります。仮
想ディスクを更新して再割り当てするには、ターゲットデバイスに現在割り当てられている基本仮想ディスクイメー
ジをコピーします。新しい Citrix Provisioningソフトウェアおよびドライバーが含まれるように、イメージを更新
します。更新された仮想ディスクをターゲットデバイスに再割り当てします。仮想ディスクを再割り当てするには、
コンソールで vDiskプロパティの［vDiskの割り当て］ダイアログボックスを使用します。

Nutanix Acropolisの要件

Nutanix Acropolisで Citrix Provisioningを使用するには、以下が必要です：

• Citrix Provisioningにインストールされた Nutanix Acropolisハイパーバイザープラグイン。このプラグ
インはNutanixサポートサイトからダウンロードしてください。インストール情報については、Nutanixド
キュメントサイトを参照してください。

• Acropolisハイパーバイザー（AHV）に接続された Citrix Virtual Apps and Desktopsホスト。
• Nutanix Acropolisプラットフォームバージョン 5.1.1以降。

ヒント：

コンテナを選択するには、AHV固有プロビジョニングが必要です。

Nutanix Acropolisハイパーバイザーを使用する時の重要な注意事項

Nutanixを使用する場合、以下を考慮してください。

• プロビジョニングされた仮想マシン（VM）の NICを削除してから再追加しないでください。
• Linux VMおよび Boot Device Manager（BDM）パーティションはサポートされていません。
• Citrix Virtual Apps and Desktopsセットアップウィザードのみがサポートされ、ストリーム配信 VMウィ
ザードはサポートされません。

• Acropolisハイパーバイザーは、VMのテンプレートではなくスナップショットを使用します。
• Nutanix Acropolis Hypervisorは、プロビジョニングでハードディスクを削除しないため、スナップショ
ットにハードディスクを接続しないでください。

• BDM ISOから起動するマシンを展開すると、ISOがスナップショットにマウントされます。プロビジョニン
グされた VMは、PXEブートを使用するように設定されています。セットアップウィザードで PXEが選択さ
れていても、展開された VMではテンプレートスナップショットが適用されます。これらの VMは、テンプ
レートスナップショットに BDM ISOとデフォルトの起動順序が含まれている限り、追加の手順なしで BDM
ISOから起動します。

• PXEブートの場合、コマンドラインオプションを使用して、VMの起動順序でイメージ作成前にネットワーク
を設定する必要があります。
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• 仮想ホスト接続ウィザードを使用して Nutanix AHVホストを手動で追加する場合、Nutanix AHVホステ
ィングユニットと効果的に通信するための十分な情報がありません。この情報は、Citrix Virtual Apps and
Desktopsの DDC（Desktop Delivery Controller）によって提供され、仮想ホスト接続ウィザードとは共
有されません。そのため、この情報は資格情報の確認には使用されません。したがって、仮想ホスト接続ウィ
ザードの［接続の確認］は、Nutanix AHVのホストでは無効になっています。

注：

Nutanix Acropolisハイパーバイザーについては、Nutanix社のドキュメントポータルを参照してください。

Nutanix AHVホスト用のUEFIゲスト VMの実装

Citrix Provisioningでは、Nutanix AHVホスト用の UEFIゲスト VMを実装できます。次の前提条件があります：

• Citrix Virtual Apps and Desktops DDCおよび、Nutanixプラグインがインストールされていること。
• Nutanixプラグインが、Provisioningサーバーおよび Provisioningコンソールにインストールされている
こと。
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注：

オペレーティングシステムをインストールする前に、VMを UEFIに設定します。

Nutanix AHV用の UEFIゲスト VMを実装するには：

1. マスター VMを作成します。

2. SSHを Nutanix Acropolisに追加し、次のコマンドを実行します：acli vm.update <VM_NAME>
uefi_boot=True

3. Windowsと仮想 ISOをマウントし、オペレーティングシステムをインストールします。

4. すべてのWindowsアップデートをオペレーティングシステムにインストールします。

5. オペレーティングと Active Directoryを結合します。

6. ターゲットデバイスに Citrix Provisioningをインストールします。

7. Citrix Provisioningイメージ作成ウィザードを実行して、ターゲットデバイスレコードや仮想ディスクなど
の要素を作成します。最後に［いいえ］を選択して、ターゲットデバイスを再起動ではなくシャットダウンし
ます。

8. ISO起動から起動するように VMを設定し、VMを PXE起動します。次のいずれかの起動オプションを選択し
ます。

• ISO起動 ‑ Provisioningコンソールから作成された BDM ISOをマウントします。SSHを Nutanix
Acropolisに追加し、次のコマンドを実行します：acli vm.update_boot_device VM NAME
disk_addr=CDROM BUS例：acli vm.update_boot_device testVM disk_addr=

ide.0このコマンド文字列の例では、CDROMはバス IDE 0であると想定しています。

• ネットワークブート ‑ SSH を Nutanix Acropolis に追加し、次のコマンドを実行します：
acli vm.update_boot_device <VM_NAME> mac_addr=<mac_addr>、acli vm.
update_boot_device testVM mac_addr=52:54:00:2c:ff:03。

9. VMを起動してWindowsにログインし、イメージ作成ウィザードの第 2段階であるイメージ作成を開始しま
す。

10. VMを作成します。マスター VMの場合と同様に、手順 2と 7を繰り返します。

11. Provisioningコンソールで、VMのMACアドレスを使用してスナップショット VMの VMレコードを作成
します。手順 7で作成した仮想ディスクをこのデバイスレコードに割り当てます。

12. VMを起動します。VDAをインストールします。再起動を求めるメッセージが表示されたら、再起動します。
インストールが終了したら、シャットダウンします。

13. この VMのスナップショットを作成します。

14. Provisioningコンソールで、仮想ディスクを［標準イメージモード］に設定します。キャッシュモードが
［デバイスハードディスクにキャッシュする］または［ハードディスクへのオーバーフローありでデバイス
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RAMにキャッシュする］になっている場合、ウィザードで、キャッシュディスクの作成を求めるプロンプト
が表示されます。

15. Citrix Virtual Apps and Desktopsセットアップウィザードを使用して、作成した仮想ディスクを使用する
UEFIプロビジョニングターゲットデバイスをプロビジョニングします。

SCVMMの要件

vGPU対応の VMを Hyper‑V上でプロビジョニングすることはできません。

不透明ネットワークでの VDAのプロビジョニング

不透明ネットワークで VDAをプロビジョニングするには、Citrix Virtual Apps and Desktopsセットアップウィザ
ードを使用します。

ホスティングユニットを作成し、Citrix Studioを使用して不透明ネットワークを関連付けます。詳しくは、「接続お
よびリソース」を参照してください。

Citrix Studioを使用した不透明ネットワークの選択

Citrix Studioで、［接続およびリソースの追加］ページにアクセスします。［ネットワーク］セクションで、不透明ネ
ットワークを表すリソースを選択し、［次へ］をクリックします：
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ヒント：

不透明ネットワークでホスティングユニットを作成したら、Provisioningコンソールの Citrix Virtual Apps
and Desktopsウィザードでそのホストユニットを使用します。

特定のリソースプールに対する VDAのプロビジョニング

Citrix Provisioning 1912では、オンプレミス ESXハイパーバイザー内の特定のリソースプールでの VDAのプロ
ビジョニングがサポートされています。Citrix Provisioningコンソールの Citrix Virtual Apps and Desktopsセ
ットアップウィザードを使用して、この VDAをプロビジョニングできます。

注：

Provisioningコンソールでセットアップウィザードを使用する前に、Citrix Studioを使用してリソースプー
ルを含むホスティングユニットを作成します。

• プロビジョニングされたターゲットデバイスインストーラーは、WMIプロバイダーおよびパフォーマンスカ
ウンタープロバイダーを登録します。プロビジョニングされたターゲットデバイスで追加のインストールオプ
ションの構成は必要ありません。

• 現在のCVhdMpパフォーマンスカウンタープロバイダーは、ハードディスクオーバーフローありデバイス
RAMにキャッシュを使用したターゲットデバイスの VHDXのみをサポートします。
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リソースプールを構成します。Citrix Studioで、接続およびリソースの追加ウィザードを起動します。［接
続およびリソースの追加］ページで、［ストレージの管理］を選択します。［クラスターの選択］フィールド
で、［参照］をクリックします：

適切なクラスターを選択し、［次へ］をクリックします。Compute-ResourcePoolで、Compute-
ResourcePoolまたはいずれかの子リソースプールオプションを選択します。
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Provisioningコンソールで Citrix Virtual Apps and Desktopsセットアップウィザードを使用し、リソースプー
ルを含むホスティングユニットを選択します。［次へ］をクリックします：
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ヒント：

ルートクラスターレベルでプロビジョニングを実行するには、［リソースプール情報を無視し、クラスターレベ
ルで仮想マシンを作成する］チェックボックスをオンにします。

クラスターおよびリソースプール情報が、Citrix Virtual Appsおよびセットアップウィザードの概要ページに表示
されます：
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PowerShellを使用したリソースプールレベルでの VDAのプロビジョニング

Citrix Provisioning 1912 に は、Citrix.ProvisioningServices PowerShell コ マ ン ド レ ッ ト
でStartPvsProvisionXdMachinesに追加された新しいスイッチパラメーターUseResourcePoolが含ま
れます。

リソースプールレベルでマシンをプロビジョニングするには、-UseResourcePoolスイッチパラメーターを含
むStart-ProvisionXdMachinesを使用します。

例：

1 Start-PvsProvisionXdMachines -DdcAddress <ddcAddress> -BootType <
bootType> -CatalogName <catalogName> -CatalogDescription <
catalogDescription> -SessionSupport <sessionSupport> -AllocationType
<allocationType> -PersistUserChanges <persistUserChanges> -Scope <
scope> -VdaLevel <vdaLevel> -XenDesktopHostResource <hostname> -
HostResourcePassword <hostPassword> -TemplateName <templateName> -
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NetworkPath <networkPath> -StoreId <storeId> -SiteId <siteId> -
DiskLocatorId <diskLocatorId> -Domain <domain> -OrganizationalUnit <
organizationalUnit> -NamingScheme <namingScheme> -VmCount <vmCount>
-DeviceMemory <deviceMemory> -DeviceCpu <deviceCPU> -
DeviceWriteCacheSize <deviceWriteCacheSize> -NameSuffixType <
nameSuffixType> -VmPvdSize <vmPvdSize> -VmPvdDrive <vmPvdDrive> -
UseResourcePool

2 <!--NeedCopy-->

注：

パラメーター-UseResourcePoolが含まれていない場合、VDAはルートクラスターレベルでプロビジョニ
ングされます。

vGPUに対応した Citrix Virtual Apps and Desktopsマシンのプロビジョニング

October 5, 2021

要件

• NVIDIA GRID K1または K2カード。

ヒント

Citrix Hypervisor（旧 XenServer）/ESXハイパーバイザーがサポートする場合は、他のNVIDIAカードでも
正常に機能することがあります（NVIDIA Tesla M60など）。Citrix Hypervisorホストで使用する vGPUカ
ードは、Citrix Provisioningでは認識されません。Citrix Provisioningは、テンプレートの vGPU設定を使
用するのみで、これを Citrix Virtual Apps and Desktopsセットアップウィザードによってプロビジョニン
グされた仮想マシンに反映します。

• XenServerのホストが可能で NVIDIA GRIDカードが装着されたサーバー。
• サポートされるハイパーバイザー：Citrix XenServer 6.2以降、または vSphere 6.0以降。
• ハイパーバイザー用 NVIDIA GRID vGPUパッケージ。
• Windows 7 32ビットまたは 64ビット対応の NVIDIAドライバ。
• お使いの Citrix Virtual Apps and Desktopsリリースに対応する Citrix Provisioningリリース。このウィ
ザードは、対応する Citrix Virtual Apps and Desktopsコントローラーのみサポートします。

• Citrix Virtual Desktopsセットアップウィザードを使用してマシンをプロビジョニングするには、Citrix
Provisioning 7.7以降および XenDesktop 7.7以降を使用する必要があります。これより前の製品バージョ
ンをお使いの場合、マシンのプロビジョニングは、手作業または Citrix Provisioningのストリーム配信仮想
マシンセットアップウィザードを使用してのみ行うことができます。
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注：

仮想マシン（VM）カタログでは Citrix Virtual Apps and Desktopsによる電源管理がサポートされますが、
物理マシンカタログではサポートされません。

プロビジョニング手順

マスター仮想マシンの準備

1. vGPUが有効なマスター仮想マシンを準備します。
2. NVIDIAドライバーをインストールします。
3. マシンのオペレーティングシステムで、Active Directoryに参加します。
4. Citrix Provisioningのターゲットデバイスソフトウェアをインストールします。
5. Citrix Provisioningイメージ作成ウィザードを実行してマスター仮想ディスクイメージを作成します。Citrix

Virtual Apps and Desktopsセットアップウィザードを使用したマシンのプロビジョニングを予定している
場合は、vDiskイメージを作成するときにターゲットデバイスオプティマイザーを選択します。選択しないと、
仮想マシンが起動に失敗します。

テンプレート仮想マシンの準備

このセクションの情報を使用して、プロビジョニングされたターゲットのテンプレート仮想マシンを設定します。プ
ロビジョニングプロセスが成功したことを検証するには、Citrixではテンプレート仮想マシンを使用することをお勧
めします。この検証を行わずに誤って構成されたテンプレートを仮想マシンに適用すると、グローバルレベルで仮想
マシンが機能しない可能性があります。テンプレート仮想マシンを準備するときは、次の点を考慮してください：

• テンプレートは、接続された書き込みキャッシュを使用します。このキャッシュは約 8～16MBの小さなサイ
ズで、SANポリシー方式を回避する必要がある環境で使用できます。

• 書き込みキャッシュは、UseTemplateCacheメソッドを適用する環境でも使用できます。
• 接続されたディスクにより、プロビジョニングされたターゲットデバイスが記憶域コントローラーを確実に認
識できます

• 仮想マシンの起動は、テンプレートとして使用される仮想マシンが仮想ディスクで機能することを確認する検
証プロセスです。テンプレート仮想マシンが起動しない場合、追加の仮想マシンのプロビジョニングまで待つ
ことなく、障害が発生したことをすぐに認識できます。

テンプレート仮想マシンを準備するには：

1. マスター仮想マシンと同じプロパティを指定してテンプレート仮想マシンを作成します。書き込みキャッシュ
として使用するハードドライブをテンプレート仮想マシンに割り当てます。

2. テンプレート仮想マシンのMACアドレスを指定して、Citrix Provisioningデータベースでデバイスレコー
ドを作成します。

3. 仮想ディスクをテンプレート仮想マシンに割り当てて、仮想ディスクから起動するデバイスを設定します。
4. 仮想マシンを PXE起動します。
5. 書き込みキャッシュディスクをフォーマットします。
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Citrix Virtual Apps and Desktops Virtual Delivery Agent（VDA）のインストール

1. Citrix Provisioningコンソールを使用して、仮想ディスクのモードをプライベートイメージモードに設定し
ます。

2. Citrix Virtual Apps and Desktops Virtual Delivery Agent（VDA）をインストールします。このとき、
Citrix Virtual Apps and Desktopsサーバーを参照するように指定します。
注：または、仮想ディスクイメージを作成する前に VDAとターゲットデバイスソフトウェアの両方をインス
トールすることもできます。どちらのインストール方法でも、フォーマット済みの書き込みキャッシュハード
ドライブを持つ新しいテンプレート仮想マシンが必要です。

3. 仮想マシンを再起動してからシャットダウンします。
4. 仮想マシンをテンプレートに変換します。

Citrix Virtual Apps and Desktopsの作成

1. Citrix Provisioningコンソールを使用して、仮想ディスクのモードを標準イメージモードに設定します。
2. 使用する書き込みキャッシュ方法を選択します。
3. 以下のいずれかの方法でプロビジョニングします。

• Citrix Provisioningの Citrix Virtual Apps and Desktopsセットアップウィザードを起動して仮想
マシンをプロビジョニングします。この方法は、Citrix Provisioning 7.7以降、および XenDesktop
7.7以降を使用している場合にのみ利用できます。

• Citrix Provisioningのストリーム配信仮想マシンセットアップウィザードを実行して仮想マシンをプ
ロビジョニングします。

• デバイスのMACアドレスを使用してターゲットデバイスレコードを作成して仮想マシンを作成し、仮
想ディスクを仮想マシンに割り当ててからそのターゲットデバイスを Active Directoryに追加します。

Citrix Virtual Apps and Desktopsのマシンカタログの作成

マシンカタログの種類として物理サーバーまたは仮想/ブレードサーバーを選択するときに、長所や要件の違いについ
て考慮することが重要です。たとえば、仮想マシンのマシンカタログでは Citrix Virtual Apps and Desktopsによ
る電源管理がサポートされ、物理マシンのマシンカタログではサポートされません。

仮想およびブレードサーバーマシンカタログ

Citrix Virtual Apps andDesktopsでは、ホストレコードとして vGPU仮想マシンをホストするCitrixHypervisor
またはリソースプールを指定する必要があります。ご使用のハイパーバイザーでの仮想マシン名、CitrixProvisioning
デバイスコレクションでのデバイスレコード名、および Active Directoryレコードがすべて一致している必要があ
ります。

仮想カタログとブレードサーバーカタログを構成するには：

1. Citrix Virtual Apps and Desktopsのマシンカタログセットアップウィザードの実行［オペレーティングシ
ステム］ページで、［WindowsデスクトップOS］を選択します。
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2.［マシン管理］ページで、マシンの種類として［電源管理されているマシン］を選択します。
3.［マシンの展開方法］には［Citrix Provisioning］を選択します。電源管理は Citrix Virtual Apps and

Desktopsです。
4.［ユーザーエクスペリエンス］には、［ユーザーがログオンするたびに異なるデスクトップにランダムに接続す
る］を選択します。

5. デバイスコレクションの Citrix Provisioningサーバーの IPアドレスを入力します。
6. 表示される構造から、すべての vGPUデバイスを含んでいる Citrix Provisioningデバイスコレクションを
選択して、［次へ］をクリックします。デバイスレコードは、専用のデバイスコレクションに格納されています。

7. 表示される構造から、すべての vGPUデバイスを含んでいる Citrix Provisioningデバイスコレクションを
選択して、［次へ］をクリックします。デバイスレコードは、専用のデバイスコレクションに格納されています。

8. マシンカタログ名および説明を入力して、［完了］をクリックします。

物理マシンカタログ

デバイス名が Citrix Provisioningデバイスコレクションおよび Active Directoryに存在する必要があります。

注：

Citrix Virtual Apps and Desktopsホストレコードは必要ありません。また、仮想マシンレコード名は検証さ
れません。

1. Citrix Virtual Apps and Desktopsのマシンカタログセットアップウィザードを起動して、［オペレーティ
ングシステム］ページで［WindowsデスクトップOS］を選択します。［マシン管理］ページで、マシンの種
類として［電源管理されていないマシン（物理マシンなど）］を選択します。

2.［マシン管理］ページで、マシンの種類として［電源管理されていないマシン（物理マシンなど）］を選択します。
3.［マシンの展開方法］には［Citrix Provisioning］を選択します。電源管理機能は Citrix Virtual Apps and

Desktopsでは提供されていません。
4.［ユーザーエクスペリエンス］には、［ユーザーがログオンするたびに異なるデスクトップにランダムに接続す
る］を選択します。

5. デバイスコレクションの Provisioningサーバーの IPアドレスを入力します。
6. すべてのデバイスの Active Directoryレコードが格納されているドメインと VDAのバージョンレベルを指
定して、［接続］をクリックします。

7. 表示される構造から、すべての vGPUデバイスを含んでいる Citrix Provisioningデバイスコレクションを
選択して、［次へ］をクリックします。デバイスレコードは、専用のデバイスコレクションに格納されています。

8. マシンカタログ名および説明を入力して、［完了］をクリックします。

デリバリーグループの作成とマシンカタログとの関連付け

デリバリーグループの作成について詳しくは、Citrix Virtual Apps and Desktopsのドキュメントを参照してくだ
さい。
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Citrix Provisioningおよび Citrix Virtual Apps and Desktopsクラウドに関する考慮事項

クラウド DDCでマシンカタログを作成し、Citrix Provisioningでカタログを Provisioningコレクションに追加
して、これらのマシンを展開します。Citrix Provisioningをクラウド DDCで使用する場合、Provisioningコレク
ションのすべてのマシンが Active Directoryアカウントに割り当てられている必要があります。

Citrix Provisioningアクセラレータ

October 4, 2021

Citrix Provisioningアクセラレータは、プロビジョニングプロキシが XenServerホスト上の Dom0（XenServer
コントロールドメイン）に配置されるようにします。ここでは、プロビジョニング仮想ディスクのストリーミングは、
仮想マシンに転送される前にプロキシでキャッシュされます。キャッシュを使用すると、同じホスト上の今後の VM
起動（またはその他の I/O要求）はネットワーク上のサーバーからではなくプロキシからストリーミングされます。
このモデルでは、XenServerホストでより多くのローカルリソースが消費されますが、ネットワーク経由のサーバ
ーからのストリーミングはリソースを節約し、効果的にパフォーマンスを向上させます。

この機能を使用すると、次のような利点があります：

• Citrix Provisioningと XenServerを組み合わせて使用すると一意の値が提供されるため、機能面での改善
が見られます。

• Citrix Provisioningは、XenServerでのローカル、NASおよび SAN接続ストレージをサポートします。
• 環境で、ネットワークトラフィックが削減されます。
• Citrix Provisioningサーバーの停止に対しても耐性があり、環境におけるフォールトトレランスが向上しま
す。

重要：

この機能は、プロキシの機能がインストールされた XenServer 7.1以降でのみサポートされます。UIの変更
は、この種類のハイパーバイザーを使用しているときのみ発生します。この機能を使用する場合は、XenServer
ホストでオプションパッケージをインストールする必要があります。インストーラーには、その他の依存関係
はありません。

仮想マシンでこの機能を無効にする場合、XenServerコンソールを使用しないでください。この方法で無効にする
と、Provisioningは構成の変更を認識できず、仮想マシンでアクセラレータ機能が有効になっていると見なします。
単一のデバイスに対してこの機能を無効にしたい場合は、以下を参照してください：

• 個々のデバイスに対する Citrix Provisioningアクセラレータの有効化または無効化
• ホスト上のすべてのデバイスに対する Citrix Provisioning Acceleratorの有効化または無効化

Citrix Provisioningアクセラレータを使用する

プロキシ機能は、プロキシの機能がインストールされた XenServerでのみサポートされます。UIの変更は、この種
類のハイパーバイザーを使用しているときのみ発生します。XenServerホストでオプションパッケージをインスト
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ールする必要があります。インストーラーには、その他の依存関係はありません。

この機能を使用する前に、XenServer管理者は、XenServerコンソールを使用して Citrix Provisioningサイトオ
ブジェクトを作成する必要があります。この作業を行うことで、I/O要求を代理で実行するときに使用するストレー
ジ（つまり、ストレージリポジトリ）を適切に構成できます。この作業は、XenServerで実行する必要があります。

プロキシ機能を XenServerで使用する場合は、以下について考慮してください。

• Citrix Provisioningコンソールが仮想マシンで代理での処理を行う前に、XenServer Citrix Provisioning
サイトオブジェクトがストレージリポジトリ（SR）で作成され、構成されている必要があります。

• CitrixProvisioningはProvisioning/XenServerプロキシインターフェイスに公開される前に、XenServer
APIを呼び出してプロキシ機能が有効になっているかを確認します。

• Citrix Provisioningが、Citrix Virtual Apps and Desktopsセットアップウィザードおよびストリーム配
信仮想マシンセットアップウィザードを使用して、デバイスで XenServerプロキシを構成します。

• Citrix Provisioningターゲットはプロキシのステータスを認識します。機能がインストールされた後に追加
の構成タスクは必要ありません。

• XenServerの再インストール後も、アクセラレータキャッシュは Citrix Provisioningデータベースに設定
されたままになります。Citrix Provisioningはキャッシュがまだ存在するという想定で動作するため、これ
が原因で仮想マシンセットアップウィザードでエラーが発生します。この問題を解決するには、Provisioning
コンソールを使用して XenServerホストを削除してから追加します。これにより、Citrix Provisioningが
保存されたキャッシュ構成をクリアできるようになります。保存されたキャッシュ構成のクリア後に、管理者
は XenCenterでキャッシュ構成を作成することができます。

ヒント：

2つの Provisioningサーバーが同じ VHDに存在し、ファイルシステムのタイムスタンプが異なっている環境
では、データは 2度キャッシュされます。このため、Citrixでは VHDではなく VHDXを使用することをお勧
めします。

Citrix Provisioningアクセラレータを構成する

Citrix Virtual Apps and Desktopsセットアップウィザードおよびストリーム配信仮想マシンセットアップウィザ
ードを使用して、この機能にアクセスします。この 2つのウィザードは似たようなウィザードで、多くの画面を共有
していますが、次の相違点があります。

• Citrix Virtual Apps and Desktopsインストールウィザードは、ハイパーバイザーで実行される仮想マシ
ンの構成に使用します。たとえば、Citrix Virtual Apps and Desktopsを使用して制御される XenServer、
ESX、または HyperV/SCVMMです。

• ストリーム配信仮想マシンセットアップウィザードは XenServerホストで仮想マシンを作成するために使用
されます。Citrix Virtual Apps and Desktopsには使用されません。

注：

この機能は、この機能がインストールされている XenServerでのみサポートされます。このセクションでキャ
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プチャされた UI変更は、この種類のハイパーバイザーを使用する場合のみ適用されます。

ヒント：

プロキシキャッシュ構成が Provisioningサーバーに関連付けられている場合、このアクセラレータ機能が有
効になっているホストで XenServerを再インストールすると、Citrix Provisioningと XenServerの同期が
失われます。XenServerの再インストールで以前構成されたプロキシキャッシュ構成がワイプされると、この
問題が発生します。

この場合、Citrix Provisioningはプロキシキャッシュ構成がまだ存在するという想定で動作するため、ストリ
ーム配信仮想マシンセットアップウィザードを使用しても失敗します。このような処理になるのは、（プロキシ
構成に関連付けられた）付与されている UUIDが無効であることを示しています。そのため、このキャッシュ
構成に割り当てられた、以前に構成されたすべての仮想マシンをホストともに削除する必要があります。Citrix
Provisioningを再構成して、キャッシュを設定しなおしてください。

Citrix Provisioningアクセラレータを構成するには、Provisioningコンソールから、Citrix Virtual Apps and
Desktopsセットアップウィザードまたはストリーム配信仮想マシンセットアップウィザードのいずれかを選択しま
す：

1. サイトに移動します。
2. サイトを選択して右クリックし、コンテキストメニューを表示します：

1. アクセラレータ機能の使用方法に応じて、適切なウィザードを選択します。

ウィザードで Citrix Provisioning Acceleratorを構成する

この機能を使用するには、まず使用方法を決めます。考慮する内容

• Citrix Virtual Apps and Desktopsで制御されているハイパーバイザーで実行する仮想マシンを構成するに
は、Citrix Virtual Apps and Desktopsセットアップウィザードを使用します。
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• Citrix Virtual Apps and Desktopsを使用しない XenServerホストで仮想マシンを作成するには、ストリ
ーム配信仮想マシンセットアップウィザードを使用します。

ストリーム配信仮想マシンセットアップウィザードでプロキシアクセラレータを構成する

ストリーム配信仮想マシンセットアップウィザードが変更され、本機能を有効にする新しいチェックボックスが追加
されました。ウィザードの呼び出し後、［すべての仮想マシンの PVSアクセラレータを有効にします］を選択します：

ヒント：

［すべての仮想マシンの PVSアクセラレータを有効にします］を選択すると、ウィザードを使用して作成された
すべての仮想マシンが、プロキシ機能を使用するよう構成されます。
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この機能を有効にした場合、［次へ］をクリックすると次の画面が表示されます（該当のホストに対して初めて PVS
アクセラレータを有効にした場合）：

ヒント：

このウィザードで、アクセラレータ機能を適用する XenServer Citrix Provisioningサイトを選択できます。
XenServer画面のメニューに、XenServer上の Citrix Provisioningサイトの全オブジェクトの一覧が表示
されます。これらは設定されているがまだプロビジョニングサイトに関連付けられていないオブジェクトです。

メニューで、アクセラレータ機能に関連付ける Provisioningサイトを選択します。選択後、ウィザードを実行する
ために選択したサイトが Citrix Provisioningサイトに割り当てられるようになります。

注：

次回、このウィザードが同じ XenServerを使用した同じ Citrix Provisioningサイトで実行される場合、この
ページは表示されません。

ウィザードを使用してこの機能を設定すると、現在の状態を示す［概要］画面が表示されます。この画面から、機能
が有効になっているかどうか、および関連付けられている現在のキャッシュ構成を確認します。
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［完了］をクリックして設定を適用します：

個々のデバイスに対する Citrix Provisioningアクセラレータの有効化または無効化

いずれかのウィザードを使用してデバイスを作成し、ウィザードでその XenServerホストに対してアクセラレータ
を構成した場合、［ターゲットデバイスプロパティ］画面で個々のデバイスに対してこの機能を有効または無効にでき
ます。

個々のデバイスに対してアクセラレータ機能を有効または無効にするには：

1.［ターゲットデバイスプロパティ］画面を開きます。

2.［全般］タブで［PVSアクセラレータで構成されている］を選択（または選択解除）します。
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3.［OK］をクリックして変更を適用します。

ホスト上のすべてのデバイスに対する Citrix Provisioningアクセラレータの無効化

ホストに対してアクセラレータ機能が有効になっている場合に、それを無効にするには、指定したホスト上のすべて
のデバイスについて［仮想ホスト接続プロパティ］画面を使用します。

重要：

［仮想ホスト接続プロパティ］画面から、指定したホストに対して PVSアクセラレータを有効にすることはでき
ません。この機能を有効にするには、新しいデバイスを作成するときにいずれかのウィザード（Citrix Virtual
Apps and Desktopsセットアップウィザードまたはストリーム配信仮想マシンセットアップウィザード）で
有効にします。

指定したホスト上のすべてのデバイスに対してアクセラレータ機能を無効にするには：

1.［仮想ホスト接続プロパティ］画面を開きます。
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2.［全般］タブで［PVSアクセラレータが有効］を選択（または選択解除）します。

3. 確認のメッセージが表示されたら、次の操作を確定します：
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4. 操作を確認したら、［OK］をクリックして変更を適用します。

Unified Extensible Firmware Interface（UEFI）起動前環境

October 5, 2021

Citrix Virtual Apps and Desktopsは、Hyper‑V（第 2世代）および ESX VM上でUnified Extensible Firmware
Interface（UEFI）ハードウェアテクノロジをサポートします。これらの要素は、それぞれ SCVMMおよび vCenter
で管理され、Citrix Provisioningを使用してストリーム配信されます。この機能により、次のことが可能になりま
す：

• Gbネットワークスピードを使用した、起動時間におけるサーバーオペレーティングシステムの配信による起
動時間の短縮

• 仮想化環境での TBディスクのサポート

UEFIは BIOSを完全に置き換え、新しいブートストラップが必要となります。32ビットシステム向けおよび 64ビ
ットシステム向けの、2つのブートストラップを利用できます。別のブートストラップを導入すると、ブートストラ
ップの公開方法に応じて、ネットワークトポロジが複雑になります。

UEFIを構成するときは、次のことを考慮してください：
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• UEFI VMに使用されるオペレーティングシステムディスクには、GUIDパーティションテーブル（GPT）が必
要です。

• UEFIを使用するオペレーティングシステムをインストールすると、Windowsにより自動的に GPT用に構成
されます。

UEFIでのセキュアブート

Citrix Provisioningは、次のプラットフォームの UEFIでセキュアブートをサポートします：

• UEFIファームウェアとセキュアブートオプションがある物理マシン。
•［セキュアブート］設定で Microsoft UEFI CAテンプレートを使用する Hyper‑V 2016以降の仮想マシン。
Hyper‑V 2012 R2はサポートされていません。

• Hyper‑V 2016以降のバージョン。
• ESXはバージョン 6.5以降を使用する必要があります。
• Citrix 8.1 Hypervisor では、ゲスト UEFI ブートとセキュアブートがサポートされています。詳しくは、
Citrix Hypervisorのドキュメントを参照してください。

ヒント：

セキュアブートは、UEFIをサポートする物理マシンでサポートされています。

ネットワークトポロジ

PXEプロトコルは複数のアーキテクチャをサポートするため、PXEサーバーを使用すると、トポロジが非常に簡素に
なります。Citrix Provisioning PXEサーバーは DHCPに埋め込まれたアーキテクチャフラグを認識し、適切なブー
トストラップを見つけて返します。そのため、従来の BIOSコンピューターと UEFIコンピューターが同じネットワ
ークセグメントに配置される可能性があります。

DHCPオプション 67が選択された場合、2つのトポロジオプションがあります。

• 単一セグメント上で、DHCP予約機能を使用して、各ターゲットデバイスに対してブートストラップファイル
名（オプション 67）を指定します。これは小規模の環境では実行できますが、エンタープライズ環境では増加
に処理が追いつかなくなります。

• 環境を複数のセグメントに分割して、従来のデバイスを UEFIデバイスから分離します。各セグメントに対し
て、DHCPスコープを適切なオプション 67セットで構成します。

ブートストラップの構成

UEFIブートストラップには、埋め込み型の構成を使用することができません。そのため、UEFIブートストラップの
構成には DHCPオプションが使用されます。
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DHCPオプション 11 – RLPサーバー

オプション 11では、複数の IPv4アドレスを指定できます。このオプションを使って、Provisioningサーバーでス
トリーム用 NICのアドレスを指定します。5つ以上のアドレスを指定できます。UEFIブートストラップによってす
べてのアドレスが読み込まれ、次にラウンドロビンを使用して、接続するアドレスが 1つ選択されます。

注：

オプション 17がオプション 11より優先されます。

DHCPオプション 17 –ルートパス

ルートパスオプションは通常、iSCSIと一緒に使用され、開始するサーバーおよび仮想ディスクを指定します。Citrix
Provisioningでは、次の形式を使用してサーバーアドレスが指定されます。

1 pvs:[IPv4]<:17:6910>
2
3 pvs – Required identifier
4
5 IPv4 – Address of a streaming NIC on the Provisioning Services server
6
7 17 – Protocol identifier for UDP (required if a logon port is

specified)
8
9 port – Logon port (not required if the default port of 6910 is used)

10 <!--NeedCopy-->

例：

1 pvs:[server.corp.com]:17:6910
2
3 pvs:[server.corp.com]
4
5 pvs:[192.168.1.1]
6
7 pvs:[192.168.1.1]:17:6910
8 <!--NeedCopy-->

ターゲットデバイスとブートストラップの関連付け

BOOTPTABファイルを使って、ターゲットデバイスを特定のブートストラップに関連付けます。従来の環境とUEFI
環境が混在する状態に対応するために、BOOTPTABファイルの形式には次のようなしくみが用いられています。

• arタグによって、ターゲットデバイスのブート環境のアーキテクチャが指定されます。MACアドレスが同じ
でアーキテクチャが異なる複数のエントリを作成できます。このタグはハードウェアを従来の BIOSブートと
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UEFIブートの両方に対応させるのに役立ちます。
• ワイルドカードはサポートされません。指定されたMACアドレスのエントリが BOOTPTABファイルに見つ
からない場合は、デフォルト値が使用されます。

次の表に、BOOTPTAB用のアーキテクチャを示します。

値 アーキテクチャ ブートストラップファイル名

0 x86 BIOS ardbp32.bin

6 x86 UEFI pvsnbpia32.efi

7 x64 UEFI pvsnbpx64.efi

9 EBC（VMware ESX用） pvsnbpx64.efi

アーキテクチャをすべて示す一覧は、IETFから入手できます。

BOOTPTABファイルの形式は次のとおりです。

<hostname>:ha=<mac_address>:ar=<architecture>:bf=<bootstrap_name>

例：

host001:ha=001122334455:ar=0:bf=ardbp32.bin

host002:ha=554433221100:ar=7:bf=pvsnbpx64.efi

アーキテクチャフラグがない場合、0がデフォルト値になります。

Citrix Cloudによる Citrix Provisioningの管理

October 12, 2021

Citrix Provisioningは、Citrix Cloudとの統合を可能にするコネクタをサポートしています。統合することで、プ
ロビジョニングされた VDA（Virtual Delivery Agent）を Citrix Virtual Apps and Desktopsサービスで使用で
きるようになります。このコネクタによってオンプレミス環境と同じ機能が使えるようになります。

重要な注意事項：

• Citrix Cloudライセンスを使用するように Citrix Provisioningコンソールを構成します（または関連する
PowerShellコマンドを使用します）。

• Citrix Provisioningバージョンが Citrix Cloudライセンスのスキーマをサポートしていないことを示すエ
ラーメッセージが表示されることがあります。たとえば、Provisioning Servicesバージョン 7.15を使用し
ていて、Citrix Cloud Connectorを使用しようとすると、エラーメッセージが表示されます。
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No device license is currently available for this computer<!--NeedCopy-->

オンプレミスの Citrixライセンスサーバーで、Enterpriseまたは Platinumバージョンの Citrix Provisioningラ
イセンスを使用していることを確認します。

必要なもの

Citrix Provisioningを Citrix Cloudで使用するには、次の要素が必要です：

• Citrix Cloudの Citrix Virtual Apps andDesktops Delivery Controller：Citrix Virtual Apps and
Desktopsは、Citrix Provisioningオンプレミスコマンドレットのサブセットを組み込んだバージョンであ
るCitrix Provisioning PowerShell用スナップイン（Citrix.PVS.snapin）を作成します。このバージョンは
Citrix Cloud専用に作られており、Citrix Cloud Connectorを介してオンプレミスの Citrix Provisioning
と通信します。

• オンプレミスに配置されている Citrix Cloud Connector： Cloud Connectorは、Azure Provisioning
Service エンドポイントを公開するリレーとして機能し、Citrix Virtual Apps and Desktops Delivery
Controllerとの通信を可能にします。また、Cloud Connectorには、Provisioningサーバーと通信するた
めに Azure Service BusをリスニングするWCF（Windows Communication Foundation）エンドポイ
ントが組み込まれています。

• オンプレミスに配置された Provisioning サーバー（バージョン 7.18 以降である必要があります）：
Provisioningサーバーは、MAPIへの SOAP呼び出しを確立するときに Cloud Connectorと通信します。

• Citrix Virtual Apps andDesktops Remote PowerShell SDK：Provisioningコンソールのインスト
ール時には、Citrix Virtual Apps and Desktops SDKもインストールされます。Citrix Virtual Apps and
Desktops SDKを Citrix Virtual Apps and Desktops Remote PowerShell SDKに置き換えます。この
SDKは、VDAレコードをCitrix CloudのDelivery Controllerにプッシュするために、Citrix Virtual Apps
and Desktopsセットアップウィザードによって使用されます。

• ライセンスサーバーはオンプレミスである必要がある： Citrix Provisioningによる展開の場合は、Citrixラ
イセンスサーバーはオンプレミス環境にある必要があります。

Citrix Cloud機能を使用する場合、以下の点を考慮してください。

• リモートの PowerShell SDK を Provisioning サーバーにインストールするには、サーバーから 5 つの
Citrix Virtual Apps and Desktopsスナップインをアンインストールしたあとで SDK（RemotePoshSDK）
をインストールします。

• Citrix Provisioningコンソールをリモート PowerShell SDKとともにインストールし、プロビジョニング
に使用すると、オンプレミスの Citrix Virtual Apps and Desktopsで機能しなくなります。

• Citrix Virtual Apps and Desktopsセットアップウィザードで、コントローラーアドレスの入力を求められ
た場合、Citrix Cloud Connectorの IPアドレスを入力します。

• Citrix Provisioningサーバーが Citrix Cloudに接続されると、サーバーは新しいターゲットデバイスを作
成できなくなります。電源操作および vDisk管理タスクはそのまま続行されます。
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依存関係

Citrix Provisioningおよび Citrix Cloudの使用時は、次の依存関係が存在します：

• Citrix Studio
• Remote Broker Provider（XaXdCloudProxy）使用の Citrix Cloud Connector
• Citrix Virtual Apps and Desktops Remote PowerShell SDK

オンプレミス展開対 Citrix Cloud展開

Citrix Provisioningを使用する従来の Citrix Virtual Apps and Desktops環境では、Citrix Virtual Apps and
Desktops環境と Citrix Provisioning環境の 2つの異なる要素を管理する必要があります。この環境を図で示すと
次のようになります。VDAコンポーネントを加えるとより複雑な図になるため、ここでは省略しています：

オンプレミスの Citrix Provisioning環境では、Citrix Virtual Apps and Desktopsは拡張されています：
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Citrix Virtual Apps and Desktops環境を拡張することで、管理された Citrix Provisioning環境の利点はそのま
まに、環境を運用し管理する必要がなくなります。

Citrix Provisioningによって、Citrix Cloudにある Citrix Virtual Apps and Desktops Delivery Controllerの
マシンカタログに、プロビジョニングの管理対象 VDAが追加されます。このプロセスで、Provisioningコンソール
の Citrix Virtual Apps and Desktopsセットアップウィザードを使用して新しいデバイスを追加します。

Citrix Provisioningコンソールの Citrix Virtual Apps and Desktopsセットアップウィザード

Citrix Virtual Apps and Desktops セットアップウィザードでは、Citrix Provisioning デバイスとコレクシ
ョンを作成し、これらの要素を含むマシンカタログを作成できます。Citrix Virtual Apps and Desktops SDK
を Citrix Virtual Apps and Desktops Remote PowerShell SDKに置き換える必要があります。この Remote
PowerShell SDKは、Delivery Controllerとの通信を担当します。

Citrix Cloudの Citrix Virtual Apps and Desktopsと Citrix Provisioning環境の接続

既存の Citrix Provisioning環境を Citrix Cloudに接続するには：
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1. Cloud Connectorを管理対象コンポーネント（リソースの場所など）に追加します。

2. Citrix Provisioningをアップグレードし、最新のバージョンを使用する必要があります。ダウンロードペー
ジを参照してください。

3. Citrix Provisioningコンソールで Citrix Virtual Apps and Desktops SDKを Citrix Virtual Apps and
Desktops Remote PowerShell SDKに置き換えます。

この SDKをインストールする場合、この機能がインストールされている Provisioningコンソールは、ロ
ーカルの Citrix Virtual Apps and Desktops環境とは通信しないという点に注意してください。この機能
は Provisioningサーバーにも適用されます。通信は Citrix Cloudとの間でだけ行われます。Citrix Cloud
の Delivery Controller で管理されているデバイスによって仮想ディスクイメージと VDA が更新され、
Delivery Controllerを使用して Citrix Virtual Apps and Desktopsに登録されます。

重要：

Citrix Virtual Apps and Desktopsサービス環境ではオンプレミスの Citrixライセンスサーバーが必要です。
詳しくは、ライセンスに関するページを参照してください。

Citrix Cloud Connectorの追加

Citrix Provisioning環境をサービスに接続するには、Cloud Connectorを管理対象コンポーネント（リソースの
場所など）に追加する必要があります。このコネクタを管理対象コンポーネントに追加する場合は、次の点を考慮し
てください：

• Cloud Connectorは、ドメインに参加しているWindows 2012 R2マシンとWindows Server 2016にイ
ンストールされます。

• サービスは Cloud Connectorに直接接続しません。

Cloud Connectorを追加する手順については、「Citrix Cloud Connector」を参照してください。

Citrix Provisioningのアップグレード

Citrix Cloudと Citrix Provisioningを組み合わせて使用するには、Citrix Virtual Apps and Desktopsと統合さ
れたバージョンを使用する必要があります。最適なパフォーマンスを得るには、Citrix Provisioningバージョン
7.18以降の使用をお勧めします。適切なバージョンについては、Citrix Virtual Apps and Desktopsサービスダウ
ンロードページを参照してください。

Citrix Virtual Apps and Desktops Remote PowerShell SDKの使用

Provisioningコンソールのコンポーネントには Citrix Virtual Apps and Desktops SDKが含まれています。この
SDKを Citrix Virtual Apps and Desktops Remote PowerShell SDKに置き換える必要があります。
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新しい SDKを使用するには

1. 次のスナップインを削除して、Provisioningコンソールから Citrix Virtual Apps and Desktops SDKをア
ンインストールします：

• Citrix Broker PowerShellスナップイン
• Citrix Configuration Logging Service PowerShellスナップイン
• Citrix Configuration Service PowerShellスナップイン
• Citrix Delegated Administration Service PowerShellスナップイン
• Citrix Host Service PowerShellスナップイン

2. ダウンロードページから Remote PowerShell SDKをダウンロードします。PowerShell 3.0が必要です。

3. 次のコードを実行するコマンドを使用して、SDKをインストールします：CitrixPoshSdk.exe PVS=
YES詳しくは、「SDKおよび API」を参照してください。

重要：

ダウンロードした SDKをコマンドラインからインストールし、引数“PVS=YES”を含めます。
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新しい SDKインストールを確認するには

1. PowerShellを開きます。
2. 次のコマンドレットを実行します：Add-PsSnapin Citrix*。
3. 次のコマンドレットを実行します：Get-BrokerServiceStatus。
4. Citrix Cloudにサインインします。

ヒント：

Get-BrokerServiceStatusコマンドレットは、Delivery ControllerがOKであることを示します。

ファイアウォールについての考慮事項

通常、ファイアウォール構成には、アップデートなしか、最小限のアップデートが必要です。以下に注意してくださ
い：
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• Provisioningコンソールでは、外部向けの SDKトラフィックに HTTPS（ポート 443）が使用されます。
• Cloud Connectorマシンでは、すべてのトラフィックは HTTPS（ポート 443）経由でクラウドに送信され
ます。これにより、コネクタおよびコンソールが NATおよび HTTPプロキシの内側に存在できるようになり
ます。

• Cloud Connectorに追加された新しい Citrix Provisioningプロキシは、wsHttpメッセージセキュリティ
を使用して、HTTP（ポート 80）通信を Provisioningサーバーに転送します。

注：

Personal vDisk機能はサポートされていません。

Cloud Connector の接続要件について詳しくは、「Cloud Connector の一般的なサービス接続要件」および
「Cloud Connectorのプロキシとファイアウォールの構成」を参照してください。

VDAの管理

Citrix Provisioning管理対象 VDAをマシンカタログに追加するには

• Provisioningコンソールで Citrix Virtual Apps and Desktopsセットアップウィザードを使用するか、ま
たは、

• Citrix Studioのマシンカタログセットアップウィザードを使用する

Citrix Virtual Apps and Desktopsセットアップウィザードを使用した VDAの追加

Citrix Virtual Apps and Desktopsセットアップウィザードでは、Citrix Provisioningデバイスとコレクション
を作成し、これらの要素を含むマシンカタログを作成します。ウィザードでは Citrix Virtual Apps and Desktops
Controllerのアドレスを求めるプロンプトが表示されます。

1. Cloud Connectorマシンのいずれかのアドレス（Controllerアドレスではない）を指定します。
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2. Cloud Connectorのアドレスを入力したら、［次へ］をクリックします。

Citrix Cloud認証画面が表示され、サインイン資格情報の入力を求められます。Citrix Virtual Apps and
Desktops Remote PowerShell SDKによって生成されるこのプロンプトは、Provisioningコンソールに
よって呼び出されます。
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ヒント：

SDKは Citrix Cloud資格情報を使用することで、Citrix Virtual Apps and Desktopsとの通信が保護された
状態でマシンカタログを設定できます。Citrix Virtual Apps and Desktopsセットアップウィザードの後の
手順に変更はありません。唯一の違いは、ウィザードで Remote PowerShell SDK内のコマンドレットが最
初に起動されたときに表示される、Citrix Cloudサインイン資格情報を求めるプロンプトです。

Citrix Provisioning Cloud Connectorのトラブルシューティング

Citrix Virtual Apps and Desktopsセットアップウィザードを使用した Delivery Controller接続に関連する問題
をトラブルシューティングするには、このセクションの情報を使用します。

接続を確認するには

1. Remote PowerShell SDKがインストールされ、正しく構成されていることを確認します。次のコマンドを実
行することで、Remote PowerShell SDKがインストールされていることを確認します：CitrixPoshSdk
.exe PVS=YES

2. Citrix Provisioningサーバーおよびコンソールから 5つの Citrix Virtual Apps and Desktopsスナップイ
ンをアンインストールします。
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3. Cloud Connectorが Citrix Provisioningシステム、特にサーバーとコンソールと通信できることを確認し
ます。また、IPと FQDN、およびハイパーバイザーを使用して、Active Directoryコントローラーなどの他
のリソースとの通信を確認します。

4. Citrix Provisioningアカウントがローカルの Citrix Provisioning OS管理者グループのメンバーでもある
ことを確認します。

ヒント：

リモートのPowerShell SDKをProvisioningサーバーにインストールするには、5つのCitrix Virtual Apps
and Desktopsスナップインをアンインストールし、リモートの PowerShell SDKをインストールする必要
があります。

Provisioningサーバーと Delivery Controllerとの接続の問題

Delivery Controllerと Provisioningサーバーとの接続の問題をトラブルシューティングするには、このセクショ
ンの情報を使用します。

接続を確認するには：

1. リソースの場所にある Cloud Connectorが正常にインストールされていることを確認します。

2. Cloud Connectorが Provisioningコンソールシステムと同じ VLANまたは VNETにあることを確認しま
す。

3. Citrix Studioで、［ゾーン］画面に Cloud Connectorが正しく表示されていることを確認します。

4. 少なくとも 1つの Cloud Connectorが［接続済み］になっていることを確認します。

a.https://citrix.cloud.comにサインインします。
b.［リソースの場所］>［自分のリソースの場所］>［Cloud Connector］の順に選択し、少なくとも 1つの
Cloud Connectorのステータスが緑色になっていることを確認します。

5. Citrix Remote Broker Providerが Cloud Connectorで稼働していることを確認します。Citrix Remote
Broker Provider Serviceが実行されているかどうかを確認するには、Cloud Connectorを参照してくだ
さい。
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カタログ作成プロセスでの複数のゾーンのサポート

October 12, 2021

Citrix Provisioningでは、Citrix Virtual Apps and Desktopsインストールウィザードおよびデバイスのエクス
ポートウィザードで複数のゾーンがサポートされます。バージョン 1909より前のリリースでは、これらのウィザー
ドはカタログを作成し、デフォルトでプライマリゾーンに配置していました。これは Citrix Cloudおよびオンプレ
ミス Virtual Apps and Desktop DDCの両方で見られた動作でした。

カタログの場所を修正して適切なセカンダリゾーンに割り当てるには、Citrix Provisioningコンソールマシンから
Citrix Broker PowerShellコマンドレットを手動で発行します：

Set-BrokerCatalog-Name <CatalogName> -ZoneUid <GuidOfSecondaryZone>

次の図は、発行されたSet-BrokerCatalog PowerShellコマンドレットと-ZoneUidパラメーターです：
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カタログの場所を修正して適切なセカンダリゾーンに割り当てるには、Citrix Provisioningコンソールマシンから
Citrix Broker PowerShellコマンドレットを手動で発行します：

次の図は、Citrix Virtual Apps and Desktopsウィザードと Citrix Provisioningデバイスのエクスポートウィザ
ード両方の一部として構成できるカタログの基本設定です。両方のウィザードはゾーンの選択を求める代わりに、上
記のセットアップ画面で選択したホスティングユニットまたはホスティング接続のゾーンにカタログを自動的に作成
します。

© 1999–2021 Citrix Systems, Inc. All rights reserved. 296



Citrix Provisioning 2106

管理

October 12, 2021

このセクションの情報を使用して、Citrix Provisioningを管理します：

• ファーム ‑ Citrix Provisioningのインフラストラクチャの最上位を表します。
• サイト ‑ Citrix Provisioningサーバー、デバイスコレクション、ローカルの共有ストレージの論理的なグル
ープを記述し管理することができます。

• サーバー ‑ vDiskからターゲットデバイスに必要に応じてソフトウェアをストリーム配信するために使用しま
す。

• ストア ‑仮想ディスクのフォルダーの物理的な場所の論理名を表します。
• デバイスコレクション ‑ターゲットデバイスの論理的なグループを作成し管理できます。
• ターゲットデバイス ‑デスクトップ、サーバー、またはネットワーク上の仮想ディスクからソフトウェアを取
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得するその他のコンポーネントを表します。
• vDisk ‑ Provisioning Servicesサーバーによってターゲットデバイスにストリーミングされます。
• ビュー ‑ターゲットデバイスのグループを管理するために使用します。

ファーム

October 12, 2021

ファームは Citrix Provisioningのインフラストラクチャの最上位を表します。ファームで Provisioningのコンポ
ーネントの論理的なグループをサイトに記述し、定義し、管理することができます。

単一のファーム内のすべてのサイトで、Microsoft SQL Serverデータベースを共有します。ファームには Citrixラ
イセンスサーバー、ローカルまたはネットワーク上の共有ストレージ、およびターゲットデバイスのコレクションも
含まれます。

ファームは構成ウィザードを実行するときに初期構成されます。ウィザードで、ファームの名前、ストア、およびデ
バイスコレクションを入力します。Citrix Provisioningコンソールを初めて開くとき、それらのオブジェクトがツ
リーに表示されます。

ウィザードでは、ファームの追加情報を入力するように求められます。追加情報とは、ライセンスサーバーの名前、
ユーザーアカウント情報、ブートストラップファイルをターゲットデバイスに提供するサーバーなどです。いつでも、
ウィザードに戻って設定を変更したり、［ファームプロパティ］ダイアログボックスを使用してファームの構成を変
更したりすることができます。

ファーム管理者は権限を持つファーム内のすべてのオブジェクトを表示し管理できます。ファーム管理者のみが、フ
ァームレベルのすべてのタスクを実行できます。

ファームへの接続

1. ナビゲーションツリーを右クリックし、［ファームへの接続］を選択します。
2.［サーバー情報］フィールドに、ファーム上のストリーム配信サーバーの名前または IPアドレスと、サーバー
アクセスのために構成されているポートを入力します。

3. 次の方法のどちらかを使用してログオンします。
• 現在のログオンで使用しているWindowsの資格情報を使用します。その後、オプションでアプリケー
ションの起動または再接続時の自動ログオン機能を有効にします。

• 異なるWindows認証情報を使用します。使用する際は、その認証情報に関連付けられているユーザー
名、パスワード、およびドメインを入力します。オプションで［パスワードの保存］やアプリケーショ
ンの起動または再接続時の自動ログオン機能を有効にします。

4.［接続］をクリックします。コンソールツリーにファームアイコンが表示されます。
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接続の管理

［接続の管理］ダイアログボックスで、ファームへの接続を管理できます。ダイアログボックスを開くには、ツリーで
Citrix Provisioningコンソールアイコンを右クリックして［接続の管理］を選択します。

サイト

October 12, 2021

サイトで Citrix Provisioningサーバー、デバイスコレクション、ローカルの共有ストレージの論理的なグループを
管理できます。サイト管理者は、同じファーム内のデバイス管理者またはデバイスオペレーターが実行できるどのタ
スクも実行できます。

サイト管理者は次のタスクも実行できます。

ファームレベルのタスク：

• 次の記事で説明している、サイトプロパティの管理：ストアの管理

サイトレベルでは次のタスクがあります。

• デバイス管理者とデバイスオペレーターの役割の定義
• Provisioningサーバーの管理
• 接続の管理
• 次の記事で説明している、ファームでのサイトの作成：Provisioningサーバー上のデバイスの再配分
• ターゲットデバイスのコレクションへのインポート
• 監査情報へのアクセス

サイトを作成するには：

1. 新しいサイトを追加するファームの［サイト］フォルダーを右クリックします。［サイトプロパティ］ダイアロ
グボックスが開きます。

2.［全般］タブにサイトの名前と説明を入力します。
3.［セキュリティ］タブで［追加］をクリックして、このサイトのサイト管理者権限を持つセキュリティグループ
を追加します。［セキュリティグループの追加］ダイアログボックスが開きます。

4. 各グループのチェックボックスをオンにして［OK］をクリックします。オプションで、一覧内のすべてのグ
ループを選択するには、［ドメイン\グループ名］列のチェックボックスをオンにします。

5. 自動追加機能を使用して新しいターゲットデバイスを追加する場合は、ターゲットデバイスを追加するコレク
ションを［オプション］タブで選択します。この機能はファームプロパティで最初に有効にしておく必要があ
ります。

既存のサイトのプロパティを変更するには、Citrix Provisioningコンソールでサイトを右クリックして［プロパテ
ィ］を選択します。［サイトプロパティ］ダイアログボックスで変更を加えます。このダイアログボックスのタブを使
用してサイトを構成します。サイト管理者も、管理者権限を持つサイトのプロパティを変更できます。
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［サイトプロパティ］ダイアログボックスには次のタブがあります。

［全般］タブ：

• 名前：サイトの名前を入力します。
• 説明：任意です。サイトの説明を入力します。

［セキュリティ］タブ：

• 追加：［追加］をクリックすると［セキュリティグループの追加］ダイアログボックスが開きます。サイト管理
者の特権を適用するグループのチェックボックスをオンにします。一覧表示されたすべてのグループを追加す
るには、［ドメイン\グループ名］列のチェックボックスをオンにします。

• 削除：サイト管理者の特権を削除するグループを選択して［削除］をクリックします。一覧表示されたすべて
のグループを削除するには、［ドメイン\グループ名］列のチェックボックスをオンにします。

［MAK］タブ：

• マルチライセンス認証キーで認証するデバイスに使用する管理者資格情報を入力します：MAKを使用するタ
ーゲットデバイスをアクティブにするには、MAK管理者の資格情報を入力する必要があります。このユーザ
ーは、MAKが有効な vDiskを使用するすべてのターゲットデバイスおよびターゲットデバイスにストリーム
配信するすべての Provisioningサーバーに対して管理者権限を持っている必要があります。次の情報を入力
したら、［OK］をクリックします。

– ユーザー
– パスワード

注：
資格情報を入力せずに［MAKライセンス認証の管理］ダイアログボックスでライセンス認証を試
行すると、エラーメッセージが表示されます。資格情報を入力できるように［MAK］タブが開き
ます。資格情報を入力して［OK］をクリックすると、［MAKライセンス認証の管理］ダイアログ
ボックスが再度開きます。

［オプション］タブ：

• 自動追加：新しいターゲットデバイスのコレクションをメニューから選択します。この機能はファームプロパ
ティで最初に有効にしておく必要があります。［vDiskのインベントリをスキャンする間隔（秒）］オプション
で指定した新しいデバイス対して、Citrix Provisioningでスキャンする間隔を秒単位で設定します。デフォ
ルト値は 60秒です。

［vDisk更新］タブ：

• このサイトで vDiskの自動更新を有効にする： vDiskの自動更新を有効にするにはこのチェックボックスを
オンにして、このサイトの更新を実行するサーバーを選択します。

サーバー

October 12, 2021
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Citrix Provisioningサーバーは、Stream Serviceがインストールされているサーバーです。Provisioningサー
バーを使用して、ターゲットデバイスにソフトウェアを必要に応じてストリーム配信します。一部の実装方法では、
これらのディスクはプロビジョニングサーバー上に直接存在し、他の環境では、プロビジョニングサーバーは共有ス
トレージデバイスから仮想ディスクを取得します。

Provisioningサーバーは Citrix Provisioningデータベースから構成情報を読み取ったり書き込んだりもします。
構成オプションを使用して、ターゲットデバイス接続の高可用性および負荷分散を保証します。

初めて Provisioningサーバーとソフトウェアコンポーネントを構成するときは、構成ウィザードを実行します。構
成ウィザードを Provisioningサーバー上で後日再実行して、ネットワーク構成設定を変更できます。

サーバーコンポーネントは、インストール後に Citrix Provisioningコンソールを使用して管理されます。

ヒント：

Provisioningサーバーを構成する場合は、適切なファイアウォールで隔離されるようにします。これによっ
て、環境ですべてのサーバーに堅牢なセキュリティ境界が提供されます。この隔離を SQLサーバーとディスク
ストレージに拡張することで、セキュリティ境界外のネットワークアクセスが制限されます。この設定により、
認証が不十分なデータフローや暗号化されていないデータフローが表示されなくなります。

最低限、認証されていない社内のサーバー通信チャネル内で相互に通信するサーバーインスタンスのみを隔離
します。このためには、ハードウェアファイアウォールを構成し、パケットが境界外から境界内のサーバーにル
ーティングされないようにします。このファイアウォール保護パラダイムを、適切な SQL Serverおよびディ
スクストレージのリンクが構成されていない SQL Serverおよびディスクストレージコンポーネントに拡張し
ます。この拡張によって、認証されていないユーザーがこれらの追加のコンポーネントを攻撃対象にできない
ようにします。

コンソールでの Provisioningサーバーの管理

Provisioningサーバーは、Stream Serviceがインストールされているサーバーです。Provisioningサーバーを
使用して、ターゲットデバイスにソフトウェアを必要に応じてストリーム配信します。実装方法によっては、vDisk
を Provisioningサーバー上に直接配置します。より大規模な実装では、サーバーはネットワーク上の共有ストレー
ジデバイスから仮想ディスクを取得します。

Citrix Provisioningコンソールを使用して、構成や既存の Provisioningサーバーのプロパティを編集するなどの、
Provisioningサーバーの管理タスクを実行します。

サーバーはファーム内のサイトのメンバーとしてコンソールのメインウィンドウに表示されます。特定のサイトに属
するサーバーを管理するには、適切な管理者の役割が必要です。これらの役割には、このサイトのサイト管理者また
はファーム管理者が含まれます。

注：

コンソール内の Provisioningサーバーアイコンは、サーバーの状態を示します。

コンソールで操作を実行することで、Provisioningサーバーを管理します。選択した Provisioningサーバーに実
行できる操作を表示するには、次のオプションのいずれかを選択します。
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• メニューバーの［操作］メニューを選択する。
• コンソール内で Provisioningサーバーを右クリックする。
•［表示］メニューで［操作］ペインを有効にする。

注：

選択した Provisioningサーバーに適用不可の操作は選択できません。タスクの詳細については、「管理タスク」
を参照してください。

Citrix Provisioningサーバーへの接続の表示

Provisioningサーバーへのすべてのターゲットデバイス接続を表示し管理するには：

1. コンソール内で Provisioningサーバーを強調表示し、［操作］メニュー、右クリックすると表示されるポップ
アップメニュー、または［操作］ペインの［接続しているデバイスの表示］を選択します。［接続済みのター
ゲットデバイス］ダイアログボックスが開きます。

2. 表内で 1つ以上のターゲットデバイスを選択し、次の接続タスクを実行します。

オプション 説明

シャットダウン ダイアログボックス内で強調表示されているターゲッ
トデバイスをシャットダウンします。

再起動 ダイアログボックス内で強調表示されているターゲッ
トデバイスを再起動します。

メッセージ ［デバイスへのメッセージ送信］ダイアログボックスを
開いてメッセージを入力し、ダイアログボックス内で
強調表示されているターゲットデバイスに送信します。

注：［シャットダウン］または［再起動］を選択するとダイアログボックスが開き、影響を受けるデバイスに表示する
メッセージを入力できます。待機時間を設定することで、シャットダウンまたは再起動の実行を遅らせることができ
ます。

ターゲットデバイスが正常にシャットダウンまたは再起動されたことを示す確認メッセージが表示されたにもかかわ
らず、コンソールウィンドウ内のアイコンが変化しない場合は、［更新］を選択します。

Provisioningサーバー上でのターゲットデバイスの負荷分散

高可用性ネットワーク構成においてサーバーとターゲットデバイスのパフォーマンスを最適化するには、各仮想ディ
スクで負荷分散を有効にします。

1. コンソールで vDiskを右クリックして、［負荷分散］を選択します。［vDisk負荷分散］ダイアログボックス
が開きます。詳しくは、「サーバー」を参照してください。
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2. 仮想ディスクの負荷分散を有効にした後で、負荷分散アルゴリズムについて次のようにカスタマイズすること
ができます：

• サブネットアフィニティ –この仮想ディスクをターゲットデバイスに提供するために使用する、サーバ
ーと NICの組み合わせを割り当てる場合は、次のサブネット設定から選択します：
– なし –サブネットを無視します。最も負荷の低いサーバーを使用します。［なし］がデフォルトの
設定です。

– ベストエフォート –同じサブネット内で最も負荷の低いサーバーと NICの組み合わせを使用しま
す。サブネット内に使用できるサーバーと NICの組み合わせがない場合は、サブネットの外部で
最も負荷の低いサーバーを選択します。選択したサブネット内で複数のサーバーを使用できる場合
は、それらのサーバー間で負荷分散を実行します。

– 固定 –同じサブネット内で最も負荷の低いサーバーと NICの組み合わせを使用します。サブネッ
ト内のサーバーで負荷分散を実行します。同じサブネット内にサーバーと NICの組み合わせがな
い場合は、この仮想ディスクが割り当てられているターゲットデバイスを起動しません。

• 再配分を有効にするおよびトリガー率 –指定したトリガー率を超えた場合に、各サーバー上のターゲッ
トデバイスの数を再配分します。有効な場合は、Citrix Provisioningにより、約 10分間隔で各サーバ
ーのトリガー率がチェックされます。たとえば、仮想ディスクのトリガー率が 25%に設定されている
場合、この仮想ディスクを提供できるほかのサーバーと比べてこのサーバーの負荷が 25%高負荷にな
ると、10分以内に再配分が実行されます。

注：

負荷分散アルゴリズムで負荷を決定するときは、各サーバーの
［サーバープロパティ］ダイアログボックスの性能等級設定が考慮されます。

以下の状況では負荷分散が失敗します：

• 特定の 1台のサーバーを使用しているターゲットデバイスが 5台未満のとき。
• すべての適格サーバーを使用しているターゲットデバイス数の平均が 5台未満のとき。
• 任意のサーバーから起動中のターゲットデバイスの数が、そのサーバーに接続しているデバイス数合計の
20%を超えるとき。この設定により、ブートストーム時の負荷移動によるスラッシングを防ぎます。

負荷分散はターゲットデバイスが起動するときにも考慮されます。Citrix Provisioningにより、仮想ディスクを提
供する適格サーバーとして、最も負荷の低い Provisioningサーバーが決定されます。追加の適格サーバーがオンラ
インになるたびに、自動的に再配分が実行されます。

高可用性ネットワーク構成において負荷分散を実装するには

• 各 Provisioning Servicesサーバーについて、［サーバープロパティ］ダイアログボックスの［全般］タブで
性能等級を割り当てます。

• 各仮想ディスクについて、［vDisk負荷分散］ダイアログボックスで負荷分散方法を選択し、追加の負荷分散
アルゴリズム設定を定義します。詳しくは、「サーバー」を参照してください。
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注：

高可用性モードの仮想ディスクを使用しないターゲットデバイスは、別のサーバーに移されません。仮想ディ
スクが誤って高可用性を有効にするように設定されていても、そうしたターゲットデバイスは有効な高可用性
設定を使用しません。その仮想ディスクを使用する Provisioningサーバー、ストア、ターゲットデバイスは停
止する可能性があります。

Provisioningサーバー接続を手作業で再配分するには

1. Citrix Provisioningコンソールで接続を再配分する Provisioningサーバーを右クリックし、［デバイスの再
配分］を選択します。［デバイスの再配分］ダイアログボックスが開きます。

2.［再配分］をクリックします。再配分の結果を示すメッセージが［状態］列に表示されます。
3.［閉じる］をクリックしてダイアログボックスを閉じます。

Provisioningサーバー仮想ディスクアクセスの更新確認

Provisioningサーバーがアクセスする vDiskの更新を確認するには：

1. 詳細ペインの Provisioningサーバーを右クリックして［更新の確認］を選択します。
2.［自動］を選択します。
3. 確認ダイアログボックスで［OK］をクリックします。仮想ディスクが自動的に更新されるか、更新がスケジ
ュールされます。

ストレージデバイスドライブ使用時の書き込みキャッシュの無効化によるパフォーマンスの向上

IDEや SATAなどのストレージデバイスドライブに Provisioningサーバーから書き込む場合は、パフォーマンスを
向上させるために書き込みキャッシュを無効にします。

vDiskを格納するストレージデバイスのためにWindowsでサーバーハードドライブの書き込みキャッシュを無効に
するには、次の手順に従います。

1. Provisioningサーバーでコントロールパネルを開きます。［管理ツール］>［コンピューターの管理］の順に
選択します。

2. ツリーで［ディスクの管理］ノードをダブルクリックします。
3. Windows書き込みキャッシュを無効にするストレージデバイスを右クリックします。
4.［プロパティ］を選択して［ハードウェア］タブをクリックします。
5.［プロパティ］をクリックします。
6.［ポリシー］タブをクリックします。
7.［ディスクの書き込みキャッシュを有効にする］チェックボックスをオフにします。
8.［OK］をクリックしてから、［OK］をもう一度クリックします。
9.［コンピューターの管理］ウィンドウおよび［管理ツール］ウィンドウを閉じます。
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10. コンソールで Provisioningサーバーを右クリックし、［サービスの再起動］を選択します。または、構成ウィ
ザードを再実行したり、Windowsのコントロールパネルで［管理ツール］、［サービス］の順に選択したりし
て、サービスを再起動することもできます［サービス］ウィンドウでは Stream Serviceを右クリックして
［開始］を選択します。

ストアにアクセスする Provisioningサーバーの指定

各ストアにアクセスできる Provisioningサーバーを選択します：

1. Citrix Provisioningコンソールでストアを右クリックして［プロパティ］を選択します。［ストアプロパテ
ィ］ダイアログボックスが開きます。

2.［サーバー］タブで、Provisioningサーバーがこのストアにアクセスするサイトを選択します。
3. このストアで vDiskを提供できる Provisioningサーバーのチェックボックスをオンにして［OK］をクリッ
クします。

ストア

October 4, 2021

ストアは、仮想ディスクフォルダーの物理的な場所の論理名です。このフォルダーは、ローカルサーバーまたは共有
ストレージデバイスに配置できます。Citrix Provisioningコンソールで仮想ディスクファイルを作成するとき、フ
ァイルはストアに割り当てられます。仮想ディスクをターゲットデバイスに配信するため、サイト内で 1つ以上の
Citrix Provisioningサーバーにストアへのアクセス許可を与えます。
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Provisioningサーバーが、データベースでストア名と仮想ディスクのある物理的な場所を確認し、ターゲットデバ
イスに配信します。

1つの仮想ディスクストレージの場所への物理パスを複数に分離すると、ファームの可用性を高く構成する場合は特
に、ファーム構成の柔軟性を高めることができます。可用性の高い実装では、サイト内のアクティブな Provisioning
サーバーが停止したときに、ストアへのアクセス権を持ち仮想ディスクを提供する許可を持つほかの Provisioning
サーバーから、ターゲットデバイスがその仮想ディスクを取得できます。

必要な場合は、第 1の共有ストレージへの接続が失われた場合に備えて、第 2の共有ストレージで仮想ディスクのコ
ピーを保守することができます。この場合、すべての Provisioningサーバーで同じパスを使用してストアにアクセ
スできるのであれば、デフォルトパスはストアプロパティで設定されます。特定のサーバーでそのパスを使用できな
い場合、その特定のサーバーのストアプロパティで上書きパスを指定できます。デフォルトパスがそのサーバーに対
して有効でない場合は、上書きパスを使用します。パスが使用できないのは、接続できないのではなく、パスが無効
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であるためです。Provisioningサーバーで、データベースに上書きパスが存在しない場合は、デフォルトパスが常
に使用されます。

ストアを管理するための権限

ストアは、ファーム管理者がファームレベルで定義し管理します。ストアにアクセスできるか、またはストアが表示
されるかどうかは、ユーザーの管理者権限によって決まります。

• ファーム管理者は、ファーム内のすべてのストアへのフルアクセスが許可されています。
• サイト管理者は、サイトに属するストアにのみアクセスできます。
• デバイス管理者およびデバイスオペレーターは読み取り専用のアクセス権を持ちます。ストアがファームレベ
ルに存在しているか、ストアが別のサイトに属している場合は、サイト管理者でも読み取り専用のアクセス権
を持つ可能性があります。

ストアの作成

1. Citrix Provisioningコンソールツリーで［ストア］を右クリックし、［ストアの作成］を選択します。［スト
アプロパティ］ダイアログボックスが開きます。

2.［全般］タブにストアの名前と説明を入力します。ストア名は、このストアの場所の論理的な名前です。

3. オプションで、ストアの保有サイトとして動作するサイトを選択します。そうでなければ、ファーム管理者の
みがストアを管理できるようにデフォルトの［］を受け入れます。なし >

4.［サーバー］タブで一覧からサイトを選択します。そのサイトのすべての Provisioningサーバーが表示されま
す。

5. サイトへのアクセスを許可する各サーバーの横にあるチェックボックスをオンにします。特定のサイトでのみ
ストアを使用する場合は、そのサイト内のサーバーのみが有効な選択肢になります。また、選択したサーバー
に対してデフォルトパスが有効でない場合は、そのサーバーの［サーバープロパティ］ダイアログボックスの
［ストア］タブで上書きパスを定義する必要があります。必要に応じて各サイトでこの手順を繰り返しますサイ
ト管理者がこの手順を実行する場合は、管理対象のサイトのみが表示されます。

6.［パス］タブにストアのデフォルトパスを入力、または参照して選択します。このパスは、仮想ディスクフォル
ダーの物理的な場所を表します。オプションで、［参照］をクリックして［新しいフォルダーの作成］をクリッ
クすることで、新しいフォルダーを作成できます。ユーザーがサイト管理者の場合は、一覧で選択できるのは
管理対象のサイトのみです。

7. 選択したストアの書き込みキャッシュのパスがパス一覧に表示されます。オプションで、［参照］をクリックし
て［新しいフォルダーの作成］をクリックすることで、ストアの新しいキャッシュフォルダーを作成できま
す。［追加］をクリックすることで、書き込みキャッシュパスを追加してストアで使用できます。書き込みキャ
ッシュのパスを複数入力すると、物理的に異なるドライブに仮想ディスクの負荷を分散できます。ターゲット
デバイスが初めて接続するとき、Stream Serviceにより一覧から選択されます。高可用性機能を使用する場
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合、サーバーのストアプロパティにおけるどの書き込みキャッシュの上書きパスの順序も一致している必要が
あります。指定された書き込みキャッシュのパスの順序は同一である必要があります。

書き込みキャッシュパスを選択せずに［OK］をクリックすると、デフォルトの書き込みキャッシュパスの作
成を促すメッセージが表示されます。このメッセージに対して［OK］をクリックすると、デフォルトの書き
込みキャッシュパス（C:\pvsstore\WriteCache）が作成されます。

8. ストアで使用するストアとパスを構成し、［検証］をクリックすると、［ストアパスの検証］ダイアログボック
スが開きパス設定が検証されます。

9.［状態］列のパス検証結果を確認します。［閉じる］をクリックしてこのダイアログボックスを閉じると［スト
アプロパティ］ダイアログボックスに戻り、必要な変更を加えます。

10.［OK］をクリックしてプロパティの設定を保存します。

［ストアプロパティ］ダイアログボックス

ストアは構成ウィザードの実行時または［ストアプロパティ］ダイアログボックスで作成できます。［ストアプロパテ
ィ］ダイアログボックスでは次のことができます：

• ストアに名前と説明を付ける。
• ストアを保有するサイト、つまり割り当てられている管理者がストアを操作できるサイトを選択する。
• ストアにデフォルトパス（仮想ディスクへの物理パス）を提供する。
• このストアの書き込みキャッシュのデフォルトパスを定義する。
• このストアを提供できるサーバーを選択する。

ストアを作成すると、Citrix Provisioningデータベースにストア情報が保存されます。各サイトには 1つの仮想
ディスクプールがあります。これはそのサイトで仮想ディスクを提供する Citrix Provisioningサーバーに必要な
vDisk情報の集合です。［vDiskプロパティ］ダイアログボックスを使用するか、ストアをスキャンしてデータベー
スにまだ追加されていない新しい vDiskを検索することによって、仮想ディスク情報を仮想ディスクプールに追加で
きます。

［ストアプロパティ］ダイアログボックスには次のタブがあります：

全般：

• 名前：
– ストアの論理名を表示または入力します。たとえば、Provisioning‑1とします。
– ストアの説明を表示または入力します。

• 説明：このストアの説明を表示または入力します。
• このストアを保有するサイト：任意です。ストアの保有サイトとして動作するサイトを表示またはスクロール
して選択します。この機能により、ストアを管理するための特別なアクセス許可を、ファーム管理者が 1つの
サイトの管理者に与えることができます。この権限は、通常ファーム管理者のものです。

パス：
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• デフォルトのストアパス：ストアが表す仮想ディスクフォルダーの物理パスを表示、入力、または参照します。
デフォルトのパスは、上書きストアパスが設定されていないすべての Provisioningサーバーで使用されます。

注：

［サーバープロパティ］ダイアログボックスで優先ストアパスを設定する場合は、新しいバージョンの仮
想ディスクを作成する前に設定しておく必要があります。このパス情報は.vhdxヘッダー情報に格納さ
れ参照されるため、バージョン付けの後にパスを変更すると予期しない結果になる可能性があります。

• デフォルトの書き込みキャッシュパス：ストアのデフォルトの書き込みキャッシュパスを表示、追加、編集、
削除、または移動します。書き込みキャッシュのパスを複数入力すると、物理的に異なるドライブに仮想ディ
スクの負荷を分散できます。ターゲットデバイスが初めて接続するとき、Stream Serviceにより一覧から選
択されます。サーバーのストアプロパティのどの書き込みキャッシュの優先パスの順序も、ここに指定する書
き込みキャッシュのパスの順序と一致している必要があります。

• 検証：［ストアパスの検証］ダイアログボックスで選択したストアパスを検証します。検証結果は［状態］列に
表示されます。

サーバー：

• サイト：ストアにアクセスする Provisioningサーバーが存在するサイトを表示またはスクロールして選択し
ます。複数のサイトが同じストアにアクセスする可能性があります。

• このストアを提供するサーバー：選択したサイト内のすべての Provisioningサーバーが一覧に表示されます。
サイトへのアクセスを許可するすべてのサーバーのチェックボックスをオンにします。特定のサイトでのみス
トアを使用する場合は、そのサイト内のサーバーのみが有効な選択肢になります。選択した Provisioningサ
ーバーに対してデフォルトパスが有効でない場合は、［サーバープロパティ］ダイアログボックスの［ストア］
タブで上書きパスを定義する必要があります。

• 検証：［ストアパスの検証］ダイアログボックスで選択したストアパスを検証します。検証結果は［状態］列に
表示されます。

デバイスコレクション

October 4, 2021

デバイスコレクションを使用して、ターゲットデバイスの論理的なグループを作成し管理できます。デバイスコレク
ションを作成するとデバイスではなくコレクションの単位で操作を実行できるので、デバイス管理を簡素化できます。

注：

1つのターゲットデバイスは 1つのデバイスコレクションにのみ属すことができます。

デバイスコレクションでは、物理的な場所、サブネットの範囲、またはターゲットの論理的なグループを表すことが
できます。特定の仮想ディスクイメージを使用するターゲットデバイスのみでコレクションを構成したり、保守、テ
スト、および実稼働デバイスを含むコレクションを構成したりということが考えられます。また、特定の仮想ディス
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クに対して、実稼働デバイス、テストマシン、および保守マシンごとに、3つのデバイスコレクションを作成すると
いうことも考えられます。ここまでの例では、1つのコレクション内のデバイスに同じディスクが割り当てられてい
ます。

サイトのニーズに応じて、テストデバイスや保守デバイスを 1つのデバイスコレクションに統合できます。その後、
コレクション単位ではなくデバイス単位で仮想ディスクの割り当てを管理します。たとえば、「開発」という名前のデ
バイスコレクションを作成して、それぞれに異なる特定の仮想ディスクを割り当てた 5つのターゲットデバイスを追
加します。

ファーム管理者は、デバイスコレクションや、サイトに対してセキュリティ権限を持つサイト管理者を作成および管
理します。また、コレクションも、そのコレクションに対するセキュリティ権限を持つデバイス管理者によって作成
および管理されます。

Citrix Provisioningコンソールツリーでデバイスコレクションフォルダーを展開すると、デバイスコレクションの
メンバーを表示できます。デバイスコレクションのプロパティを表示または編集するには、コンソールで既存のデバ
イスコレクションを右クリックして、［プロパティ］を選択します。［デバイスコレクションプロパティ］ダイアログ
ボックスが開きます。このダイアログボックスを使用して、そのコレクションを表示または変更します。
ヒント：

コレクション内のすべてのターゲットデバイスの再起動など、デバイスコレクションのメンバーに対して操作
を実行できます。

ターゲットデバイスのコレクションへのインポート

ターゲットデバイスのインポートウィザードを使用して、ファイルからターゲットデバイス情報をインポートできま
す。ターゲットデバイスの情報を.csvfileとして保存した後、それをデバイスコレクションにインポートします。

注：

.csvテキストファイルは、.txtファイル、NotePad.exe、または Excelで作成できます。このファイルは 1
行に 1つのターゲットデバイスを含み、形式は次のようになります：

DeviceName,MAC-Address,SiteName,CollectionName,Description,Type

各項目の意味は次のとおりです：

DeviceName = Name of new target device MAC-Address = MAC address of new
device; such as 001122334455, 00-11-22-33-44-55, or 00:11:22:33:44:55
Type = 0 for production, 1 for test, or 2 for maintenance

ウィザードは、ファーム、サイト、およびデバイスコレクションを右クリックすると表示されるメニューからアクセ
スできます。サイトまたはコレクションからアクセスする場合は、インポートファイルの中でサイト名およびコレク
ション名が一致するターゲットデバイスのみがインポート一覧に表示されます。

ウィザードには、ファイルに含まれる情報を使用して、存在しないサイトまたはコレクションを自動的に作成するオ
プションもあります。さらに、コレクションにデバイステンプレートが存在する場合はテンプレートを適用するオプ
ションもあります。
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インポート操作の監査記録と共にログファイルが生成されます。Windows Server 2008 R2の場合、このファイル
は以下の場所にあります：

C:\\Documents and Settings\\All Users\\Application Data\\Citrix\\Provisioning
Services\\log

その他のすべてのWindowsサーバーオペレーティングシステムでは、C:\ProgramDataにログファイルが生成
されます。

ターゲットデバイスをコレクションにインポートするには

1. コンソールでデバイスコレクションを右クリックし、［ターゲットデバイス］>［インポート］の順に選択しま
す。ターゲットデバイスのインポートウィザードが開きます。

2. インポートするファイルを入力または参照します。このファイルからターゲットデバイス情報が読み込まれ、
ウィザードに表示されます。この情報には、ターゲットデバイス名、MACアドレス、およびオプションで説明
が含まれる可能性があります。

3. インポートするターゲットデバイスを強調表示します。インポートするデバイスにコレクションのデバイステ
ンプレートを適用する場合は、［インポートするデバイスにコレクションのデバイステンプレートを適用する］
チェックボックスをオンにします。

4.［インポート］をクリックして、ターゲットデバイス情報を含む.csvテキストファイルを選択したコレクショ
ンにインポートします。［状態］列にインポートが成功したかどうかが示されます。

Citrix Provisioningコンソールでのコレクションの更新

コレクションに変更を加えた後でそれらの変更がコンソールに反映されるように、コレクションを更新します。最新
の情報に更新するには、ツリー内でコレクションを右クリックして［最新の情報に更新］を選択します。

コレクション内のターゲットデバイスを起動するには

コレクション内のターゲットデバイスを起動するには

1. コンソールでコレクションを右クリックして、［ターゲットデバイス］、［起動］の順に選択します。［設定］メ
ニューの一覧で［デバイスの起動］が選択された［ターゲットデバイス制御］ダイアログボックスが開きま
す。［デバイス］ボックスの一覧にターゲットデバイスが表示されます。

2.［デバイスの起動］をクリックしてターゲットデバイスを起動します。［状態］列に「起動信号」と表示され、タ
ーゲットデバイスが起動信号を正常に受信すると表示が「成功」に変わります。

コレクション内のターゲットデバイスを再起動するには

コレクション内のターゲットデバイスを再起動するには
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1. コンソールツリーでコレクションを右クリックして、［ターゲットデバイス］>［再起動］の順に選択しま
す。［ターゲットデバイスの制御］ダイアログボックスが開き、［設定］メニューで選択した［デバイスの再起
動］メニューオプションが表示されます。［デバイス］ボックスの一覧にターゲットデバイスが表示されます。

2.［待機秒数］ボックスに、ターゲットデバイスを再起動する前に待機する秒数を入力します。
3.［メッセージ］ボックスに、ターゲットデバイスに表示するメッセージを入力します。
4.［デバイスの再起動］をクリックしてターゲットデバイスを再起動します。［状態］列に「再起動信号」と表示さ
れ、ターゲットデバイスが起動信号を正常に受信すると表示が「成功」に変わります。

コレクション内のターゲットデバイスのシャットダウン

コレクション内のターゲットデバイスをシャットダウンするには

1. コンソールツリーでコレクションを右クリックして、［ターゲットデバイス］>［シャットダウン］の順に選択
します。［ターゲットデバイスの制御］ダイアログボックスが開き、［設定］メニューで選択した［デバイスの
シャットダウン］メニューオプションが表示されます。［デバイス］ボックスの一覧にターゲットデバイスが表
示されます。

2.［待機秒数］ボックスに、ターゲットデバイスをシャットダウンする前に待機する秒数を入力します。［メッセ
ージ］ボックスに、ターゲットデバイスに表示するメッセージを入力します。

3.［デバイスのシャットダウン］をクリックしてターゲットデバイスをシャットダウンします。ターゲットデバイ
スがシャットダウンするまで［状態］列に「シャットダウン信号」と表示されます。ターゲットデバイスが正
常にシャットダウンすると「成功」に表示が変わります。

コレクション内のターゲットデバイスへのメッセージ送信

コレクション内のターゲットデバイスにメッセージを送信するには：

1. コンソールツリーでコレクションを右クリックして、［ターゲットデバイス］>［メッセージ］の順に選択しま
す。［ターゲットデバイスの制御］ダイアログボックスが開き、［設定］メニューで選択した［デバイスへのメ
ッセージ送信］メニューオプションが表示されます。［デバイス］ボックスの一覧にターゲットデバイスが表示
されます。

2.［メッセージ］ボックスに、ターゲットデバイスに表示するメッセージを入力します。
3.［メッセージの送信］をクリックします。［状態］列に「メッセージ信号」と表示され、ターゲットデバイスがメ
ッセージを正常に受信すると「成功」に表示が変わります。

サイト内のコレクション間でのターゲットデバイスの移動

ターゲットデバイスは同じサイト内のコレクション間で移動できます。

コレクション間でターゲットデバイスを移動するには

1. コンソールでコレクションを展開し、ターゲットデバイスを右クリックして［移動］を選択します。

© 1999–2021 Citrix Systems, Inc. All rights reserved. 312



Citrix Provisioning 2106

2. メニューからターゲットデバイスの移動先のコレクションを選択して［OK］をクリックし、ダイアログボッ
クスを閉じます。

ターゲットデバイス

October 12, 2021

ネットワーク上の仮想ディスクから起動しソフトウェアを取得する、デスクトップコンピューターやサーバーのよう
なデバイスをターゲットデバイスと呼びます。仮想ディスクイメージの作成に使用するデバイスはマスターターゲッ
トデバイスとみなされます。

ターゲットデバイスのライフサイクルは次のとおりです。

• 準備
– 仮想ディスクイメージの作成に使用するマスターターゲットデバイス
– 仮想ディスクイメージから起動するターゲットデバイス

• ファーム内のコレクションへのターゲットデバイスの追加
– コンソールから
– 自動追加を使用して
– インポート

• ターゲットデバイスの種類の割り当て
• ファームでのターゲットデバイスの保守

ターゲットデバイスの作成後は、そのデバイスをネットワークから起動するよう構成する必要があります。デバイス
はネットワークから起動できるように構成する必要があります。また、仮想ディスクはデバイスに割り当てる必要が
あり、割り当て済みの仮想ディスクから起動するためにそのデバイスに必要な情報を提供するようブートストラップ
ファイルを構成する必要があります。

ファーム内のターゲットデバイスにはいくつかの種類があります。たとえば、仮想ディスクイメージの作成に使用す
るデバイスはマスターターゲットデバイスとみなされます。ほかのすべてのデバイスは、特定の種類のデバイスとし
て構成します。デバイスの種類により、デバイスの現在の目的と、仮想ディスクの特定のバージョン（実稼働、テス
ト、保守）にデバイスがアクセスできるかどうかが決定されます。

デバイスの種類は［ターゲットデバイスプロパティ］ダイアログボックスの［全般］タブで選択します。オプション
は次のとおりです：

• 実稼働：現在実稼働モード（デフォルト）の割り当て済み仮想ディスクをこのターゲットデバイスでストリー
ム配信できるようにするには、このオプションを選択します。

• 保守：保守デバイスとしてこのターゲットデバイスを使用するには、このオプションを選択します。保守デバ
イスのみが保守モードの仮想ディスクバージョンにアクセスおよび変更できます。保守モードで vDiskバージ
ョンを最初に起動する保守デバイスのみが、そのバージョンにアクセスできます。

• テスト：現在テストモードの差分ディスクバージョンにアクセスしてテストするためにこのターゲットデバイ
スを使用するには、このオプションを選択します。
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ターゲットデバイスをファームに追加すると、デバイスコレクションのメンバーになります。デバイスコレクション
を使用すれば、そのコレクション内のすべてのターゲットデバイスをまとめて管理できます。1つのターゲットデバ
イスは 1つのデバイスコレクションにのみ属すことができます。ただし、任意の数のビューにターゲットデバイスを
含めることができます。ターゲットデバイスをデバイスコレクションから削除すると、関連付けられているすべての
ビューから自動的に削除されます。

ターゲットデバイスをコレクションに追加すると、そのデバイスのプロパティが Citrix Provisioningデータベース
に格納されます。［ターゲットデバイスプロパティ］ダイアログボックスには、デバイス名、説明、起動方法、および
仮想ディスクの割り当てが含まれます（詳しくは、「ターゲットデバイスのプロパティ」を参照してください）。

ターゲットデバイスは、コンソールおよび仮想ディスクステータストレイユーティリティで管理し監視できます。

Citrix Provisioningコンソールで操作を実行できる対象は次のとおりです：

• 個別のターゲットデバイス
• コレクション内のすべてのターゲットデバイス
• ビュー内のすべてのターゲットデバイス

ターゲットデバイスプロパティ

ターゲットデバイスを構成する場合は、次の点を考慮してください：

• 次のデバイスプロパティのいずれかを変更したときにターゲットデバイスがアクティブであった場合は、再起
動が必要です：起動元、MAC、ポート、このデバイスの vDisk。

• プロビジョニングされたターゲットデバイスの仮想ディスクでは、BitLockerの暗号化はサポートされていま
せん。

次の表は、ターゲットデバイスに関連するプロパティを示しています。

［全般］タブ
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フィールド 説明

名前 ターゲットデバイスの名前またはターゲットデバイス
を使用するユーザーの名前です。最長で 15バイトの
名前を付けることができます。ただし、ターゲットデ
バイスの名前はイメージを作成するコンピューターと
同じ名前にはできません。注：ターゲットデバイスが
ドメインのメンバーである場合、Windowsドメイン
での名前と同じものを使用します。イメージを作成す
るマシンの名前と同じである場合を除いては、同じ名
前を使用してください。仮想ディスクからターゲット
デバイスが起動するとき、ここで入力した名前がター
ゲットデバイスのコンピューター名になります。

説明 このターゲットデバイスに関連付ける説明です。

種類 このターゲットデバイスのアクセスの種類をメニュー
から選択します。ドロップダウンリストには次のオプ
ションがあります：保守 ‑仮想ディスクの新しい保守
バージョンに更新を適用する保守デバイスとしてこの
ターゲットデバイスを使用するには、このオプション
を選択します。保守デバイスには保守バージョンへの
排他的な読み取り/書き込みアクセス権限があります。
テスト ‑テストモードのバージョンにアクセスするた
めにこのターゲットデバイスを使用するには、このオ
プションを選択します。標準イメージモードの仮想デ
ィスクバージョンの品質保証テストを円滑に実行する
ため、テストデバイスには仮想ディスクテストバージ
ョンへの共有の読み取り専用アクセス権があります。
このタスクは、バージョンを実稼働マシンにリリース
する前に実行します。実稼働 ‑ターゲットデバイスで
現在実稼働モードの割り当て済み仮想ディスクをスト
リーム配信できるようにするには、このオプションを
選択します。実稼働デバイスには仮想ディスクの実稼
働バージョンへの、共有の読み取り専用アクセス権限
があります。実稼働デバイスから保守バージョンまた
はテストバージョンにはアクセスできません。これに
より、テストされていない更新が誤って実稼働マシン
に展開されるのを防ぎます。注：新しいデバイスのデ
フォルトの種類は保守です。既存のデバイスのデフォ
ルトの種類は保守です。
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フィールド 説明

起動元 このターゲットデバイスで使用する起動方法です。仮
想ディスク、ハードディスク、またはフロッピーディ
スクから起動できます。

MAC ターゲットデバイスに搭載されているネットワークイ
ンターフェイスカードのMAC（Media Access
Control：メディアアクセス制御）アドレスを入力し
ます。

ポート UDPポート値が表示されます。ほとんどの場合、この
値を変更する必要はありません。ただし、ターゲット
デバイスソフトウェアでほかの IP/UDPソフトウェア
との競合が発生する場合、つまり両方のソフトウェア
で同じポートを共有している場合は、この値を変更す
る必要があります。

クラス ディスクイメージを自動更新する場合、新しい vDisk
を適切なターゲットデバイスに配信するために、クラ
スを使用して新しい vDiskと配信先を一致させます。

このデバイスを無効にする ターゲットデバイスの起動を防ぐにはこのチェックボ
ックスをオンにします。有効かどうかにかかわらず、
自動追加機能を使用して追加される新しいターゲット
デバイスのレコードがデータベースに作成されます。

仮想ディスクのタブ
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フィールド 説明

このデバイスの vDisk このターゲットデバイスに割り当てられている仮想デ
ィスクの一覧と次のオプションが表示されま
す：［vDiskの割り当て］ダイアログボックスを開くに
は［追加］をクリックします。表示された vDiskをフ
ィルターするには、特定のストア名と Provisioning
サーバーを選択、または［すべてのストア］と［すべ
てのサーバー］を選択します。このプロセスにより、
このターゲットデバイスに利用できるすべての vDisk
が一覧表示されます。割り当てる vDiskを強調表示し
て［OK］をクリックします。このデバイスから vDisk
を削除するには［削除］をクリックします。［ターゲッ
トデバイス/vDiskのプリンター］ダイアログボック
スを開くには［プリンター］をクリックします。この
ダイアログボックスでは、このターゲットデバイスの
デフォルトのプリンターを選択し、任意のネットワー
クプリンターおよびローカルプリンターを有効または
無効にできます。

［パーソナリティ］タブ
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フィールド 説明

オプション 2次的な起動オプションを提供します：起動デバイス
としてローカルハードドライブを含めます。起動オプ
ションとして 1つまたは複数のカスタムブートストラ
ップを含めます。カスタムブートストラップを有効に
する場合は、［追加］をクリックしてブートストラップ
ファイル名とオプションのメニューテキストを入力
し、［OK］をクリックします。複数の仮想ディスクを
割り当てたり 2次的な起動オプションを有効にしたり
すると、ターゲットデバイスの起動時にディスクメニ
ューが表示されます。ターゲットデバイスに表示する
メニューオプション名を入力します。使用する起動オ
プションをターゲットデバイスで選択できます。既存
のカスタムブートストラップのファイル名またはメニ
ューテキストを編集するには［編集］をクリックしま
す。カスタムブートストラップを削除するには［削除］
をクリックします。

名前および文字列 追加できる名前の数に制限はありません。ただし、［名
前］ボックスに入力できるのは最大 250文字、［文字
列］ボックスに入力できるのは最大 1000文字で
す。［名前］ボックスには任意の名前を入力できますが、
同じターゲットデバイスに重複するフィールド名を定
義することはできません。フィールド名は大文字と小
文字が区別されません。つまり、「FIELDNAME」と
「fieldname」は同じ名前として扱われます。フィール
ド名の前後に入力された空白文字は自動的に削除され
ます。パーソナリティ名の冒頭に $を使用することは
できません。この記号は $DiskNameや
$WriteCacheTypeなどの予約された値に使用されま
す。

［認証］タブ

このタブに入力するパスワード情報は、ターゲットデバイスに初めてログオンするときにのみ入力します。Windows
アカウントのログオンには影響がありません。
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フィールド 説明

認証 ユーザー名とパスワードで認証する場合は、アカウン
トのユーザー名を入力します。ユーザーの命名方法に
ついては組織の規則に従います。注：ユーザー名は 2
文字以上 40文字以下にする必要があります。ユーザ
ー名は大文字と小文字が区別されません。認証方法：
なし、ユーザー名とパスワード、外部検証（ユーザー
提供の方法）

ユーザー名 アカウントが存在する場合は、ユーザー名を変更でき
ません。

パスワード ユーザー名とパスワードで認証する場合：［変更］ボタ
ンをクリックして［パスワードの変更］ダイアログボ
ックスを開きます。ユーザーアカウントのパスワード
を作成するには、古いパスワードを入力してから新し
いパスワードを入力します。新しいパスワードの確認
入力します。［OK］をクリックしてパスワードを変更
します。注：パスワードの指定方法については組織の
規則に従います。パスワードは 3文字以上 20文字以
下にする必要があります。パスワードは大文字と小文
字が区別されます。［新しいパスワード］ボックスに入
力した新しいパスワードを［パスワードの確認入力］
ボックスに再入力します。

［状態］タブ
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フィールド 説明

ターゲットデバイスの状態 ターゲットデバイスの状態について次の情報が表示さ
れます：状態 ‑このデバイスの現在の状態です（アク
ティブまたは非アクティブ）。IPアドレス ‑ IPアドレ
スまたは「不明」が表示されます。サーバー ‑このデバ
イスと通信している Provisioningサーバーです。再
試行 ‑このデバイスに接続するときに許可される再試
行回数です。vDisk ‑ vDisk名または「不明」が表示
されます。vDiskバージョン ‑この vDiskの現在アク
セスされているバージョンです。vDiskフルネーム ‑
現在アクセスされているバージョンのフルファイル名
です。vDiskアクセス ‑バージョンが実稼働、保守、
またはテストのどれであるかを示します。ライセンス
情報 ‑デバイスベンダーに応じて製品ライセンス情報
が表示されます（該当なし、Desktopライセンス、
Datacenterライセンス、Citrix Virtual Apps and
Desktopsライセンス）。

［ログ］タブ

フィールド 説明

ログレベル 次の中からログレベルを選択するか［オフ］を選択し
てログを無効にします。オフ：Provisioningサーバー
でログを無効にします。重大：システムが正常な状態
に回復できないエラーを引き起こした操作が記録され
ます。エラー：エラー条件を生成した操作が記録され
ます。警告：正常終了したが問題のあった操作が記録
されます。情報：デフォルトのログレベルです。操作
がどのように発生したかを大まかに説明するワークフ
ローが記録されます。デバッグ：特定の操作の詳細が
記録されます。デバッグは最高度のログレベルです。
ログレベルをデバッグに設定すると、ほかのすべての
レベルのログ情報もログファイルに記録されます。ト
レース：すべての有効な操作が記録されます。
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ターゲットデバイスのコレクションテンプレートとしての設定

ターゲットデバイスは、コレクションに追加する新しいターゲットデバイスのテンプレートに設定できます。新しい
ターゲットデバイスはターゲットデバイステンプレートのプロパティを継承します。そのため、新しいデバイスを短
時間でコレクションに追加できます。

ヒント

Citrix Virtual Apps and Desktopsインストールウィザードを実行すると、仮想ディスクを使用するターゲ
ットデバイスが作成されコレクションに追加されます。仮想ディスクを使用するターゲットデバイスがコレク
ションに追加されるときは、ターゲットデバイステンプレートが存在していても無視されます。

ターゲットデバイスをコレクションのデバイステンプレートに設定するには、コンソールでターゲットデバイスを右
クリックしてから［デバイスをテンプレートとして設定］を選択します。

以下は、テンプレートを使用する場合の考慮事項です。

• テンプレートとして機能するターゲットデバイスを無効にします。無効にすると、このテンプレートを使用す
るすべてのターゲットデバイスがデータベースに追加されますが、ターゲットデバイスの起動は許可されませ
ん。

• ターゲットデバイスを起動しようとすると、起動前に管理者に問い合わせる必要があることを示すメッセージ
が表示されます。

• デバイステンプレートのアイコンはスパナ付きで表示されます。新しいターゲットデバイスには自動生成の名
前が付けられ、ほかのすべてのプロパティはデフォルトのターゲットデバイステンプレートから引き継がれま
す。このとき、ユーザーが何らかの操作を行う必要はありません。

入れ子構造の仮想化で仮想マシンを作成する

仮想マシンに入れ子構造の仮想化パラダイムを作成することが必要になる場合があります。Device Guardを使用し
ている環境で Device Guardを実行している仮想マシンからテンプレートを作成する場合、この機能がその特定の仮
想マシン用に設定されていることを Citrix Provisioningが認識していないことを考慮します。この問題を解決する
には、PowerShellコマンドを使用して Hyper‑Vホストで Device Guardを手動で有効にします。Citrix Virtual
Apps and Desktopsセットアップウィザードを使用して仮想マシンを作成した後に、この操作を実行します。

Device Guardを使用して仮想マシンを構成するには：

1. Citrix Virtual Apps and Desktopsセットアップウィザードを使用して仮想マシンを作成します。

2. 仮想マシンの作成後、物理 Hyper‑Vホストで仮想マシンごとに次のコマンドを実行して、入れ子構造の仮想
化を有効にします：

Set-VMProcessor -VMName <Target VM's Name> -ExposeVirtualizationExtensions
$true

ヒント：

詳しくは、Microsoft社の入れ子構造の仮想化に関する情報を参照してください。
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ターゲットデバイスプロパティのコピーと貼り付け

あるターゲットデバイスのプロパティをコピーしてほかのターゲットデバイスに貼り付けるには

注：仮想ディスクを使用するターゲットデバイスは、仮想ディスクを使用するほかのターゲットデバイスから
のみプロパティを継承することができます。

1. Citrix Provisioningコンソールの詳細ペインでプロパティをコピーするターゲットデバイスを右クリックし
て、［デバイスプロパティのコピー］を選択します。［デバイスプロパティのコピー］ダイアログボックスが開
きます。

2. コピーするプロパティのチェックボックスをオンにして、［コピー］をクリックします。プロパティがクリップ
ボードにコピーされ、ダイアログボックスが閉じます。

3. コピーしたプロパティを継承させる 1つまたは複数のターゲットデバイスを右クリックし、［貼り付け］を選
択します。［デバイスプロパティの貼り付け］ダイアログボックスが開きます。

4.［閉じる］をクリックしてダイアログボックスを閉じます。

ターゲットデバイスの起動

1. コレクション内のすべてのターゲットデバイスを起動するには、コレクションを右クリックします。または、
コレクションツリー内で起動したいターゲットデバイスのみを強調表示してから［デバイスの起動］を選択し
ます。［設定］メニューの一覧で［デバイスの起動］が選択された［ターゲットデバイス制御］ダイアログボッ
クスが開きます。

2.［デバイスの起動］をクリックしてターゲットデバイスを起動します。［状態］列に「起動信号」と表示され、タ
ーゲットデバイスが起動信号を正常に受信すると表示が「成功」に変わります。

コンソールでのターゲットデバイスの状態の確認

ターゲットデバイスの状態には、ネットワーク上でデバイスがアクティブなのか非アクティブなのかが示されます。

ターゲットデバイスの状態を確認するには

1. コンソールでターゲットデバイスを右クリックして［プロパティ］を選択します。［デバイスプロパティ］タ
ブが開きます。

2.［状態］タブをクリックし、次の情報を確認します：
• 状態。アクティブまたは非アクティブ
• IPアドレス
• 現在の Provisioningサーバー
• 現在の仮想ディスクの名前
• Provisioningサーバーのバイト単位のキャッシュファイルサイズ
ターゲットデバイスがアクティブな場合は、コンソールウィンドウのターゲットデバイスアイコンに緑
色のチェックマークが付きます。ターゲットデバイスが非アクティブな場合は、緑色のチェックマーク
は付きません。
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ターゲットデバイスへのメッセージの送信

ターゲットデバイスにメッセージを送信するには

1. コレクション内のすべてのメンバーにメッセージを送信するには、コレクションを右クリックします。または、
メッセージを受信するコレクション内で該当のターゲットデバイスのみを強調表示してから、［送信］メッセ
ージメニューオプションを選択します。［ターゲットデバイスの制御］ダイアログボックスが開き、［設定］メ
ニューで選択した［デバイスへのメッセージ送信］メニューオプションが表示されます。［デバイス］ボックス
の一覧にターゲットデバイスが表示されます。

2.［メッセージ］ボックスに、ターゲットデバイスに表示するメッセージを入力します。

3.［メッセージの送信］をクリックします。［状態］列に「メッセージ信号」と表示され、ターゲットデバイスがメ
ッセージを正常に受信すると表示が「成功」に変わります。

ターゲットデバイスのシャットダウン

ターゲットデバイスをシャットダウンするには：

1. コレクション内のすべてのターゲットデバイスをシャットダウンするには、コレクションを右クリックします。
または、コレクション内でシャットダウンするターゲットデバイスのみを強調表示してから［デバイスのシャ
ットダウン］を選択します。［ターゲットデバイスの制御］ダイアログボックスが開き、［設定］メニューで選
択した［デバイスのシャットダウン］メニューオプションが表示されます。［デバイス］ボックスの一覧にター
ゲットデバイスが表示されます。

2.［待機秒数］ボックスに、ターゲットデバイスをシャットダウンする前に待機する秒数を入力します。
3.［メッセージ］ボックスに、ターゲットデバイスに表示するメッセージを入力します。
4.［デバイスのシャットダウン］をクリックしてターゲットデバイスをシャットダウンします。ターゲットデバイ
スがシャットダウンするまで［状態］列に「シャットダウン信号」と表示されます。ターゲットデバイスが正
常にシャットダウンすると「成功」に表示が変わります。

ターゲットデバイスの再起動

ターゲットデバイスを再起動するには

1. コンソールツリーのコレクションを右クリックするか、コレクション内の再起動させたいターゲットデバイス
を強調表示して、［デバイスの再起動］メニューオプションを選択します。［ターゲットデバイスの制御］ダイ
アログボックスが開き、［設定］メニューで選択した［デバイスの再起動］メニューオプションが表示されま
す。［デバイス］ボックスの一覧にターゲットデバイスが表示されます。

2.［待機秒数］ボックスに、ターゲットデバイスを再起動する前に待機する秒数を入力します。
3.［メッセージ］ボックスに、ターゲットデバイスに表示するメッセージを入力します。
4.［デバイスの再起動］をクリックしてターゲットデバイスを再起動します。［状態］列に「再起動信号」と表示さ
れ、ターゲットデバイスが起動信号を正常に受信すると表示が「成功」に変わります。
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コレクション間でのターゲットデバイスの移動

コンソールの詳細ペインにドラッグすることで、ターゲットデバイスをサイト内のコレクション間で移動できます。
移動元のコレクションから移動先のコレクションへデバイスをドラッグアンドドロップします。または、メニューオ
プションの［移動］を使用してターゲットデバイスを移動できます。

メニューオプションの［移動］を使用してターゲットデバイスを移動するには：

1. コンソールでコレクションを展開し、詳細ペインでターゲットデバイスを右クリックして［移動］を選択しま
す。

2. メニューからこのターゲットデバイスの移動先のコレクションを選択します。必要に応じて、そのコレクショ
ンのデバイステンプレートを移動するターゲットデバイスに適用します。テンプレートを適用するには、［タ
ーゲットデバイスにコレクションのデバイステンプレートのプロパティを適用する］チェックボックスをオン
にします。

3.［移動］をクリックします。
ヒント：

ターゲットデバイスをサイト間で移動すると、後からそれらが削除される原因になる可能性があります。この
リスクは、ターゲットデバイスがストリーム配信仮想マシンセットアップウィザードを使用して作成された場
合に増加します。インターフェイスを使用してサイトから別のサイトにターゲットデバイスを移動できますが、
Citrixではこの方法によるサイト間での移動ではは避けることをお勧めします。

ターゲットデバイスのパーソナリティの管理

通常、仮想ディスクを共有するすべてのターゲットデバイスを同じ構成にする必要があります。ターゲットデバイス
のパーソナリティ機能を使用すると、特定のターゲットデバイスのデータを定義し、起動時にターゲットデバイスで
そのデータを利用することができます。このデータは、さまざまな目的でカスタムアプリケーションやスクリプトで
使用されます。

たとえば、Provisioningサーバーを使用して 3つの教室のコンピューターをサポートするとします。そして、コン
ピューターのデフォルトプリンターを、同じ教室に設置されているプリンターにしたいとします。ターゲットデバイ
スのパーソナリティ機能を使用してデフォルトプリンターのフィールドを定義し、各ターゲットデバイスのプリンタ
ー名の値を入力することができます。フィールドと値は［ターゲットデバイスプロパティ］ダイアログボックスで定
義します。この情報はデータベースに格納されます。ターゲットデバイスが起動するとき、デバイス特有のプリンタ
ー情報がデータベースから取得され、仮想ディスク上の.INIファイルに書き込まれます。カスタムスクリプトやアプ
リケーションを内部で開発して、プリンター値を取得しレジストリに書き込むことができます。この方法では、ター
ゲットデバイスが起動するたびに、教室で通常使うプリンターを正しく使用するように設定されます。

各ターゲットデバイスに定義できるフィールドの数とデータ量は、ターゲットデバイスあたり 64KBまたは 65,536
バイトまでです。各フィールドの長さは最大 2,047バイトです。

ターゲットデバイスのパーソナリティタスク

• コンソールを使用した単一ターゲットデバイスのパーソナリティデータの定義
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• コンソールを使用した複数ターゲットデバイスのパーソナリティデータの定義
• ターゲットデバイスのパーソナリティデータの使用

コンソールを使用した単一ターゲットデバイスのパーソナリティデータの定義

単一のターゲットデバイスのパーソナリティを定義するには

1. コンソールでパーソナリティデータを定義するターゲットデバイスを右クリックし、［プロパティ］を選択し
ます。

2.［パーソナリティ］タブを選択します。
3.［追加］をクリックします。［パーソナリティ文字列の追加/編集］ダイアログボックスが開きます。
注：追加できるフィールド名とその文字列値の数に、定まった制限はありません。ただし、単一文字列、名前、
データの組み合わせに割り当てられるパーソナリティデータの合計は、約 2,047バイトです。また、名前、文
字列、および区切り文字の合計は、おおよそターゲットデバイスあたり 64KBまたは 65,536バイトまでです。
この制限は文字列を追加するときにチェックされます。上限を超えると警告メッセージが表示され、無効な構
成の作成を防ぎます。
ターゲットデバイスのパーソナリティデータは、ほかのすべてのプロパティと同様に扱われます。このデータ
は、新しいターゲットデバイスがデータベースに自動で追加されるときに継承されます。この継承は、［新しい
ターゲットデバイスをサイレントモードで追加する］または［新しいターゲットデバイスを BIOSプロンプト
で追加する］オプションを使用したときに発生します。

4. 名前と文字列値を入力します。
注：任意の名前を
［名前］ボックスに入力できます。ただし、同じターゲットデバイスに重複するフィールド名を定義することは
できません。フィールド名は大文字と小文字が区別されません。つまり、「FIELDNAME」と「fieldname」は
同じ名前として扱われます。フィールド名の前後に入力された空白文字は自動的に削除されます。パーソナリ
ティ名の冒頭に $を使用することはできません。この記号は $DiskNameや $WriteCacheTypeなどの予約
された値に使用されます。

5.［OK］をクリックします。

さらにフィールドと値を追加するには、手順 5と 6を必要なだけ繰り返します。データの追加が完了したら［OK］
をクリックして、［ターゲットデバイスプロパティ］ダイアログボックスを閉じます。

コンソールを使用した複数ターゲットデバイスのパーソナリティデータの定義

複数のターゲットデバイスのパーソナリティの定義

1. コンソールで、ほかのデバイスと共有したいパーソナリティ設定を持つターゲットデバイスを右クリック
し、［デバイスプロパティのコピー］を選択します。［デバイスプロパティのコピー］ダイアログボックスが開
きます。

2.［詳細］ペインでパーソナリティ設定を貼り付けるターゲットデバイスを右クリックして、［デバイスプロパテ
ィの貼り付け］を選択します。
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3. パーソナリティ文字列のオプションをクリックするか、ほかのプロパティをコピーします。［貼り付け］をクリ
ックします。

ターゲットデバイスのパーソナリティデータの使用

ターゲットデバイスでファイルシステムを使用できるようになると、パーソナリティデータがWindows標準の.INI
テキストファイルに書き込まれます。このファイルの名前は Personality.iniです。カスタムスクリプトやアプリケ
ーションからアクセスできるように、このファイルは仮想ディスクのファイルシステムのルートディレクトリに格納
されます。

ファイルの書式は次のとおりです。

1 `[StringData]
2 FieldName1=Field data for first field
3 FieldName2=Field data for second field`

このファイルは、任意のカスタムスクリプトまたはアプリケーションにアクセスでき、Windowsの標準的な.INI
APIによってクエリされます。また、バッチファイルからパーソナリティ設定に簡単にアクセスできるように、コマ
ンドラインアプリケーションのGetPersonality.exeが用意されています。

ターゲットデバイスの仮想ディスク名とモードは、GetPersonality.exeを使用して取得できます。Personality.ini
ファイルの [［StringData］]セクションには、次の予約値が含まれています：

1 $DiskName=<xx>
2 $WriteCacheType=<0 (Private image)
3 All other values are standard image; 1 (Server Disk), 2 (Server

Disk Encrypted), 3 (RAM), 4 (Hard Disk), 5 (Hard Disk Encrypted)
, 6 (RAM Disk), or 7 (Difference Disk). Min=0, Max=7, Default=0>

［xx］フィールドはディスク名です。仮想ディスク名は、$で始めることはできません。この記号は $DiskNameや
$WriteCacheTypeなどの予約された値に使用されます。$で始まる名前を入力すると、次のメッセージが表示され
ます。

A name cannot start with a $. This is used for reserve values like $DiskName
and $WriteCacheType. The $DiskName and $WriteCacheType values can be

retrieved on the target device using GetPersonality.exe.

GetPersonality.exe

コマンドラインユーティリティの GetPersonality.exeを使用すると、Windowsのバッチファイルからターゲッ
トデバイスのパーソナリティ設定にアクセスできます。このプログラムはユーザーの代わりに.INIファイルをクエリ
し、ユーザーが指定する場所にパーソナリティ文字列を書きだします。GetPersonality.exeでは次のコマンドライ
ンオプションがサポートされます。
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1 `GetPersonality FieldName /r=RegistryKeyPath <- Place field in
registry

2 GetPersonality FieldName /f=FileName <- Place field in file
3 GetPersonality FieldName /o <- Output field to STDOUT
4 GetPersonality /? or /help <- Display help`

例：

レジストリキー値の設定

次の例では、DefaultPrinterフィールドから［ターゲットデバイスのパーソナリティ］のデータ値を取得します。
ターゲットデバイスレジストリに書き込まれ、そのデバイスで通常使うプリンターが設定されます。

［ターゲットデバイス］に設定されているパーソナリティ文字列は次のとおりです：

1 `DefaultPrinter= \CHESBAY01\SAVIN 9935DPE/2035DPE PCL 5e,winspool,
Ne03:`

ターゲットデバイスで実行するバッチファイルに次の行を含めます。

1 `GetPersonality DefaultPrinter /r=HKEY_CURRENT_USER\Software\
Microsoft\Windows NT\CurrentVersion\Device`

注：

キー名は、ネットワークプリンターの UNC名（「\dc1\Main」など）にする必要があります。キーの値は
「winspool,Ne01:」のようになります。ここで「Ne01」はインストールされている各プリンターの固有の
番号です。

環境変数の設定

パーソナリティデータで環境変数を設定するには、2段階で処理を行います。

1. GetPersonality /fコマンドを使用して変数を一時ファイルに挿入します。

2. setコマンドを使用して変数を設定します。たとえば、ターゲットデバイスにパーソナリティ名として環境変
数 Pathを設定するため、Pathnameを次の文字列値で定義できます：

1 `%SystemRoot%;%SystemRoot%\System32\Wbem;C:\Program Files\
Microsoft Office\OFFICE11\;C:\Program Files\Microsoft SQL
Server\80\Tolls\Binn`

/fオプションを使用して、任意の名前の、ここではtemp.txtという一時ファイルを作成します。バッチフ
ァイルには次の行が含まれます：

1 `GetPersonality Pathname /f=temp.txt
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2 set /p Path= <temp.txt`

注：

/fオプションを使用して指定したファイル名が存在する場合は、GetPersonality でファイルに行が付
加されることはありません。その代わりに、ファイル内の既存の行が上書きされます。

デバイスの状態を停止に変更

まれに、停止しているターゲットデバイスがアクティブと表示されることがあります。この状況は、データベース内
で状態レコードが正しく更新されていないために発生します。データベース内でターゲットデバイスを停止状態にす
るには、次の手順に従います：

1. コンソールで、停止状態にするターゲットデバイスを右クリックして、［デバイスを停止状態にする］を選択し
ます。確認ダイアログボックスが開きます。

2.［OK］をクリックしてデバイスを停止状態にします。

Windowsパフォーマンスカウンターのサポート

Citrix Provisioningターゲットデバイスでは、各ストレージ階層で次のWindowsパフォーマンスカウンターを使
用できるようになりました：

• RAMキャッシュ
• VHDXファイル
• ネットワークストリーミング

これらのパフォーマンスカウンターを使用すると、ターゲットデバイスのストリーミング IOPS、帯域幅使用率、現
在の RAM使用率、VHDXファイルサイズを監視できます。
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Citrix Virtual Apps and Desktopsセットアップウィザードを使用する Boot Device
ManagementでのUEFIのサポート

UEFI BDMは、Citrix Virtual Apps and Desktopsセットアップウィザードと統合されています。これによってタ
ーゲット UEFIファームウェアに BDM起動オプションを設定できます。このサポートにより、Citrix Provisioning
では次からの起動がサポートされます：

• ISO
• USB
• 起動パーティション

以下に注意してください：

• BDMの UEFIサポートは、BDMパーティションを持つプロビジョニングされた仮想マシン（VM）でのみ使
用できます。

• この機能は、ユーザーが接続しているサーバーのブートストラップファイルにある Citrix Provisioningサー
バーの IPアドレスを使用します。

• BDMパーティションからの起動は単一段階の BDMです。

この BDMサポートにより、以下の新しいテンプレートが導入されます：
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• BIOS（第 1世代 VM）は BDMTeamplate.vhdを使用します。
• UEFI（第 2世代 VM）は BDMTemplate.vhdxを使用します。通常、UEFIと HDXの統合に使用されます。

この機能には、PXE、TFTP、または TSBは必要ありません。

ヒント：

UEFIブート中、Provisioningサーバーの情報は追加の構成情報なしで詳細モードで表示されます。

UEFIファームウェアのターゲットデバイスの設定

BDM起動パーティションを使用するには：

1.［Citrix Provisioningコンソール］ノードを選択して右クリックし、コンテキストメニューを表示します。
2. コンテキストメニューで［起動デバイスの作成］を選択します。

［起動デバイス管理］画面で、次の操作を行います：

1.［ターゲットデバイスはUEFIファームウェアです］を選択します。
2.［次へ］をクリックします。

Citrix Provisioningサーバーに接続することなくオプションにアクセスできます。BDM.exeによってスタートメ
ニューにショートカットが用意されます。詳しくは、「DHCPを使用したサーバー検索によるデバイス IPアドレスの
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取得」を参照してください。

ヒント：

利用可能なブートストラップのサーバー情報とオプションを使って BDMパーティションを更新できます。

DHCPを使用したサーバー参照による IPアドレスの取得

ログインサーバーを指定するときに、DNSを使用してサーバーを検索するか、静的 IPアドレスを指定してサーバー
を特定するかを選択できます。サーバーの参照方法が［DNSを使用してサーバーを見つける］に設定されている場
合、以下の UEFIオプションを追加で設定できます：

• UEFIネットワーク。このオプションは、起動NICインターフェイスのインデックス値の設定に使用されます。
デフォルトでは、この値は 0に設定されています。この値は最初の NICを表します。
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• 起動デバイス。［アクティブな起動パーティションを追加する］チェックボックスを選択し、ドロップダウンメ
ニューを使用して、次のデバイスオプションから選択します。

– Citrix ISOイメージレコーダー。これは UEFIネットワークのデフォルトの選択肢です。
– USB。USBドライブが Provisioningサーバーに接続されている場合は、このデバイスオプションを
使用します。

– HDD。起動デバイスが直接接続されているハードディスクの場合に使用されます。

BDM構成オプションを指定した後、［作成］をクリックします。

重要：

Provisioningサーバーに接続されている場合は、Citrixでは HDDを起動オプションとして使用しないことを
お勧めします。
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BDMパーティションの更新

BDMパーティションは、Citrix Virtual Apps and Desktopsセットアップウィザードを使用して次の 3つの方法
のいずれかで作成された場合にのみアップグレードできます。

• コレクションを使用。
• 強調表示されたデバイスのグループを指定。
• 単一のデバイスを使用。

注：

BDM起動パーティションを更新するときは、プロビジョニングされたデバイスを電源をオフにする必要があり
ます。

BDM起動パーティションのアップグレードには、PXE、TFTP、または TSBは必要ありません。単一段階のブートロ
ーダーとみなされます。起動時に、関連するすべての Provisioningサーバー情報を自動的に検出し、PXE、TFTP、
または TSBによって提供される外部サービスを必要としません。

BDMパーティションを使用する場合、次について考慮してください：

• この機能は、Wake on LAN、またはプロビジョニングされたクライアントでシャットダウンするなどの操作
と同様です。長時間実行されているプロセスはいつでも停止または終了することができます。終了またはプロ
セス停止すると、プロセスはバックグラウンドで続行されます。

• BDM起動パーティションは単一状態のパーティションとみなされるため、BDMの起動時間が従来の PXEベ
ースの起動時間と比較して速くなります。

BDMパーティションを更新するには：

1. Citrix Provisioningコンソールで、［デバイスコレクション］を展開します。
2. 適切な BDM更新を選択します。右クリックしてコンテキストメニューを表示します。
3. コンテキストメニューで［ターゲットデバイス］を選択し、次に［BDMパーティションの更新］を選択しま
す。
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［ターゲットデバイスの更新 BDM］画面で以下を行います：

1.［デバイスの更新］をクリックします。選択すると、Citrix Provisioningは BDM更新ですべてのターゲット
デバイスの更新を開始します。

2.［停止］をクリックすると、更新プロセスがすぐに停止されます。
3.［終了］をクリックすると［ターゲットデバイス更新 BDM］画面が閉じます。プロセスは引き続きバックグラ
ウンドで実行されます。
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vDisk

October 12, 2021

vDiskは vDiskのライフサイクルを通じて管理されます。完全なイメージライフサイクルでは、vDiskの作成から、
展開、それに続く更新、そして最後の撤去までが行われます。vDiskのライフサイクルには、次の 4つの段階があり
ます。

1. 作成中
2. 展開
3. のアップデート
4. 撤去

ターゲットデバイスをプロビジョニングするときは、以下に注意してください：

• 単一の vDiskで運用するには、すべてのターゲットデバイスに一定の類似性が必要です。これは、オペレーテ
ィングシステムの適切な動作に必要なドライバーが組み込まれていることを保証するためです。3つの主要コ
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ンポーネントは、マザーボード、ネットワークカード、およびビデオカードです。

• ターゲットデバイスソフトウェアをインストールする前に、OEMの NICチーミングソフトウェアをインスト
ールして構成します。

• そのデバイスで動作するオペレーティングシステムで、ターゲットデバイスを識別します。

• デュアルブートの vDiskイメージはサポートされません。

• プロビジョニングされたターゲットデバイスの vDiskでは、BitLockerの暗号化はサポートされていません。

詳しくは、「システム要件」を参照してください。

vDiskの作成

vDiskの作成には以下のタスクが含まれます：

• イメージ作成に向けたマスターターゲットデバイスの準備
• vDiskが存在する vDiskファイルの作成と構成
• マスターターゲットデバイスのイメージをそのファイルに作成します。

この手順で新しい基本 vDiskイメージを作成できます。この処理はイメージ作成ウィザードを使用して自動的に実行
することも、手動で実行することもできます。単一のターゲットプラットフォームまたは複数のターゲットで使用す
る共通イメージを作成することもできます。詳しくは、「vDiskの作成」を参照してください。

vDiskの展開

vDisk基本イメージを作成したら、デバイスに割り当てて展開します。1つのデバイスに複数の vDiskを割り当てる
ことができます。デバイスを開始すると、割り当てられた vDiskが起動します。起動モードには、プライベートイメ
ージモード（単一のデバイスがアクセスする、読み取り/書き込みが可能なモード）または標準イメージモード（複
数のデバイスがアクセスする、キャッシュオプションを伴うモード）の 2種類があります。詳細については、後述の
「vDiskを展開するときの前提条件」を参照してください。

vDiskの更新

イメージに最新のソフトウェアとパッチを含めるために、既存の vDiskを更新する必要がしばしば出てきます。手動
で更新することも、vDisk更新の管理機能を使用して更新処理を自動化することもできます。vDiskを更新するたび
に、新しいバージョンが作成されます。ターゲットデバイスの種類とバージョン分類に基づいて、異なるデバイスか
ら異なるバージョンにアクセスできます。保守デバイスには、最新の保守バージョンへの排他的な読み取り/書き込み
アクセス権限があります。テストデバイスには、テストバージョンとして分類されたバージョンへの共有の読み取り
専用アクセス権限があります。実稼働デバイスには、実稼働バージョンへの共有の読み取り専用アクセス権限があり
ます。バージョンは［vDiskバージョン］ダイアログボックスで作成し管理します。更新は、バージョンをマージし
た結果である可能性もあります。vDiskの更新について詳しくは、「vDiskの更新」を参照してください。

© 1999–2021 Citrix Systems, Inc. All rights reserved. 336

https://docs.citrix.com/ja-jp/provisioning/2106/system-requirements.html
https://docs.citrix.com/ja-jp/provisioning/2106/configure/configure-vdisks/vdisk-create.html
https://docs.citrix.com/ja-jp/provisioning/2106/manage/managing-vdisks/vdisks-update.html


Citrix Provisioning 2106

vDiskの撤去

vDiskを撤去するということは、削除することと同じです。差分および基本イメージファイル、プロパティファイル、
およびロックファイルを含む、VHDXチェーン全体が削除されます。詳しくは、「vDiskの撤去または削除」を参照し
てください。

注：

ディスクのライフサイクルを通じて実行するこれらの vDiskタスクのほかにも、実行できる vDiskの保守タス
クがあります。これには、vDiskのインポートまたはエクスポート、vDiskのバックアップ、複製、および負荷
分散などがあります。

vDiskを展開するときの前提条件

vDiskは展開する前に構成します。構成には次のタスクが含まれます。

• vDiskのアクセスモードの選択と、該当する場合はその vDiskの書き込みキャッシュモードの選択。「標準
vDiskイメージのキャッシュの書き込み先の選択」を参照してください。

• vDiskでのMicrosoftボリュームライセンスの構成。詳しくは、「vDiskでのMicrosoftボリュームライセン
スの構成」を参照してください。

• Active Directoryコンピューターアカウントのパスワード管理を有効にする（該当する場合）。
• プリンター管理を有効にします。詳しくは、「プリンターの管理」を参照してください。
• その他の設定：

– 割り当てられたターゲットデバイスへのこの vDiskのストリーム配信の有効化および無効化。詳しく
は、［vDiskプロパティ］ダイアログボックスを参照してください。

– vDisk識別情報の提供。詳しくは、［vDiskプロパティ］ダイアログボックスの識別情報を参照してく
ださい。

標準 vDiskイメージのキャッシュの書き込み先の選択

Citrix Provisioningではいくつかのキャッシュの書き込み先オプションがサポートされます。vDiskのキャッシュ
の書き込み先は［vDiskファイルプロパティ］ダイアログボックスの［全般］タブで選択します。

考慮事項および要件

• サーバー側で永続的書き込みキャッシュを使用する場合の影響に注意してください。永続キャッシュは、未承
認ユーザーがマシンにアクセスする場所でのみ使用します。マシンはユーザー間で共有されないようにしてく
ださい。

• Windowsデバイスのローカルのハードドライブにキャッシュするオプションを選択する場合は、そのハード
ドライブが NTFS形式でフォーマットされており、500MB以上の空き領域があることを確認してください。

• 標準イメージモードでターゲットデバイスの RAMにキャッシュするオプションを選択する場合、RAMの書き
込みキャッシュの最大サイズは BNIStackパラメーターのレジストリ値WcMaxRamCacheMB（DWORD）
により決定されます。このレジストリ値が存在しない場合は、デフォルト値は 3584MBです。
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• Citrix Provisioning 7.7でMicrosoft System Center Configuration Manager（ConfigMgr）クライア
ントを使用する場合のサポート状況は以下のとおりです：

ConfigMgrクライアン
ト

デバイスハードドライブ
にキャッシュする

ハードディスクのオーバ
ーフローありデバイス
RAMにキャッシュ

デバイス RAMにキャッ
シュする

ConfigMgr 2007 ‑すべ
て

未サポート 未サポート 未サポート

ConfigMgr 2012 サポート対象 サポート対象 未サポート

ConfigMgr 2012 SP1 サポート対象 サポート対象 未サポート

ConfigMgr 2012 R2 サポート対象 サポート対象 未サポート

ConfigMgrクライアン
ト

サーバーにキャッシュす
る

サーバーに永続的にキャ
ッシュする

デバイスハードドライブ
に永続的にキャッシュす
る

ConfigMgr 2007 ‑すべ
て

未サポート 未サポート 未サポート

ConfigMgr 2012 未サポート 未サポート 未サポート

ConfigMgr 2012 SP1 未サポート 未サポート 未サポート

ConfigMgr 2012 R2 未サポート 未サポート 未サポート

書き込みキャッシュの各オプションについては、以下のセクションを参照してください。

注：

Provisioning Servicesバージョン 7.12では、Linuxストリーミング機能が導入されました。この機能を使
用する場合、Linuxターゲットデバイスのキャッシュオプションは、Windowsデバイスのオプションと同一
であることに注意してください。Linuxストリーミング機能について詳しくは、インストールに関するセクシ
ョンを参照してください。

デバイスハードドライブにキャッシュする

書き込みキャッシュは NTFS形式のファイルとして、つまり、ターゲットデバイスのハードドライブ上に作成できま
す。このオプションではサーバーが解放されます。RAMの制限がないため、書き込み要求を処理しません。

この機能を有効にするためにハードドライブにソフトウェアを追加する必要はありません。

注：

vDiskがプライベートイメージモードでない場合、書き込みキャッシュファイルは一時ファイルです。
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重要：

vDiskの［キャッシュの種類］フィールドの［デバイスハードドライブにキャッシュする］は廃止され、今後の
リリースから削除されます。Citrixでは他の利用可能なキャッシュの種類を使用することをお勧めします。詳
しくは、「廃止」を参照してください。

デバイスハードドライブに永続的にキャッシュする（試験段階）

キャッシュが永続する以外は、［デバイスハードドライブにキャッシュする］オプションと同じです。この書き込み
キャッシュ方法は試験段階の機能であり、NT6.1以降でのみサポートされます。この方法を使用するには異なるブ
ートストラップも必要です。コンソールで正しいブートストラップをクリックするには、Provisioningサーバー
を右クリックして［ブートストラップの構成］を選択します。［全般］タブで［ブートストラップファイル］から
CTXBP.BINを選択します。vDisk全体を格納するローカルの（クライアント側の）ハードディスクドライブに十分
な空き領域を確保することを Citrixではお勧めします。

重要：

vDiskの［キャッシュの種類］フィールドの［デバイスハードディスクに永続的にキャッシュする］は廃止さ
れ、今後のリリースから削除されます。Citrixでは他の利用可能なキャッシュの種類を使用することをお勧め
します。詳しくは、「廃止」を参照してください。

デバイス RAMにキャッシュする

書き込みキャッシュはターゲットデバイスの RAM上の一時ファイルとして作成できます。このオプションではディ
スクアクセスの速度が最高になります。ディスクよりメモリにアクセスする速度の方が常に速いためです。

ハードディスクのオーバーフローありデバイス RAMにキャッシュ

書き込みキャッシュでは VHDX差分形式が使用されます：

• RAMがゼロのとき、ターゲットデバイスの書き込みキャッシュはローカルディスクにのみ書き込まれます。
• RAMがゼロではないとき、ターゲットデバイスの書き込みキャッシュはまず RAMに書き込まれます。RAM
がいっぱいのとき、より新しいデータを RAMに格納するため、最も長く使用されていないデータブロックが
ローカルの差分ディスクに書き込まれます。指定される RAMサイズは、ターゲットデバイスで消費される非
ページカーネルメモリです。

「デバイスハードドライブにキャッシュする」オプションと比較すると、VHDXブロックフォーマットはより早くファ
イルが拡張されます。ワークロードのストリーミング配信に対応するため、ローカルディスクの空き領域を再検討し
ます。要求度の高いワークロード条件でターゲットデバイスの信頼性を確保するため、Citrixではローカルディスク
の空き領域が vDiskのキャパシティサイズよりも大きくなるように構成することをお勧めします。

ローカルディスクの空き領域が不足すると、ターゲットデバイスの vDisk I/Oが一時停止状態になります。ローカル
ディスクで十分な空き領域が使用可能になるまで動作しなくなります。これにより、ワークロードの継続性が影響を
受けます。したがって、十分な空き領域をローカルディスクに割り当てることを Citrixではお勧めします。
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指定する RAMの量によりローカルディスクの空き領域要件が変わることはありません。より多くの RAMを割り当
てると一時的に vDisk I/Oが RAM内にキャッシュされ、その後ですべてのデータが VHDXファイルに書き込まれま
す。RAMの量を増やすことで VHDXの初期拡張率を抑えることができます。

サーバーにキャッシュする

書き込みキャッシュは Provisioningサーバー上の一時ファイルとして作成できます。Provisioningサーバーはす
べての書き込みを制御し、この処理によりディスクの入出力とネットワークトラフィックが増加する可能性がありま
す。

セキュリティを高めるため、Provisioningサーバーを構成して書き込みキャッシュファイルを暗号化できます。書
き込みキャッシュファイルは再起動と再起動の間にもハードドライブ上に存在するため、ハードドライブの盗難に備
えてデータを暗号化します。

サーバーに永続的にキャッシュする

このキャッシュオプションでは、再起動の間の変更を保存できます。このオプションを使用すると、前回のセッション
により生じた読み取り専用の vDiskイメージとの相違点を、ターゲットデバイスの再起動後に取得できます。vDisk
を［サーバーに永続的にキャッシュする］オプションに設定すると、その vDiskにアクセスするターゲットデバイス
ごとに、デバイス固有の書き込み可能なディスクファイルが自動的に作成されます。vDiskイメージに加えられるす
べての変更がそのファイルに書き込まれます。ファイルがシャットダウン時に自動的に削除されることはありません。

ファイルの名前にはターゲットデバイスのMACアドレスとディスク IDが含まれるため、ターゲットデバイスが一意
に特定されます。ターゲットデバイスを複数の vDiskに割り当て、デバイスに関連付けられるキャッシュファイルを
複数持たせることができます。

サーバーに永続的にキャッシュする vDiskを復元するには、変更する前に必ずすべての vDiskファイルおよび関連
付けられているユーザーキャッシュファイルをバックアップしてください。

このキャッシュオプションを使用すると、次のような利点があります。

• ターゲットデバイス特有の変更を vDiskイメージに保存できます。
• 標準イメージモードと同じ利点があります。

このキャッシュオプションを使用すると、次のような弱点があります。

• キャッシュファイルはそのファイルが有効な間のみ使用できます。vDiskにどのような変更を加えた場合も、
キャッシュファイルは無効になります。たとえば、vDiskがプライベートイメージモードに設定されると、関
連付けられているすべてのキャッシュファイルが無効になります。

注：

無効なキャッシュファイルは削除されません。これらのファイルは定期的に手動で削除してください。

キャッシュファイルは次のような変更により無効になります。

• 保守状態への vDiskの切り替え
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• プライベートイメージモードへの vDiskの切り替え
• Citrix Provisioningコンソールからのドライブマップ
• 書き込みキャッシュファイルの場所の変更
• 自動更新の使用

ヒント：

サーバー側で永続的書き込みキャッシュを使用する場合の影響に注意してください。永続キャッシュは、未承
認ユーザーがマシンにアクセスする場所でのみ使用します。マシンはユーザー間で共有されないようにしてく
ださい。

標準 vDiskイメージのキャッシュの書き込み先の選択

October 12, 2021

Citrix Provisioningではいくつかのキャッシュの書き込み先オプションがサポートされます。vDiskのキャッシュ
の書き込み先は［vDiskファイルプロパティ］ダイアログボックスの［全般］タブで選択します。

考慮事項および要件：

• サーバー側で永続的書き込みキャッシュを使用する場合の影響に注意してください。未承認ユーザーが権限な
しでマシンにアクセスする場所では、永続キャッシュのみを使用してください。マシンはユーザー間で共有さ
れないようにしてください。

• Windowsデバイスのローカルのハードドライブにキャッシュするオプションを選択する場合は、そのハード
ドライブが NTFS形式でフォーマットされており、500MB以上の空き領域があることを確認してください。

• 標準イメージモードで［デバイス RAMにキャッシュする］オプションを使用する場合、RAMの書き込みキ
ャッシュの最大サイズはレジストリ設定WcMaxRamCacheMBにより決定されます。このレジストリ設定は
BNIStackパラメーターに表示されます。この設定は、DWORDパラメーターです。このレジストリ値が存在し
ない場合は、デフォルト値は 3584MBです。

• Microsoft System Center Configuration Manager（ConfigMgr）クライアントのサポート状況は以下の
とおりです：

ConfigMgrクライアン
ト

デバイスハードドライブ
にキャッシュする

ハードディスクのオーバ
ーフローありデバイス
RAMにキャッシュ

デバイス RAMにキャッ
シュする

ConfigMgr 2007 ‑すべ
て

未サポート 未サポート 未サポート

ConfigMgr 2012 サポート対象 サポート対象 未サポート

ConfigMgr 2012 SP1 サポート対象 サポート対象 未サポート

ConfigMgr 2012 R2 サポート対象 サポート対象 未サポート
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ConfigMgrクライアン
ト

サーバーにキャッシュす
る

サーバーに永続的にキャ
ッシュする

デバイスハードドライブ
に永続的にキャッシュす
る

ConfigMgr 2007 ‑すべ
て

未サポート 未サポート 未サポート

ConfigMgr 2012 未サポート 未サポート 未サポート

ConfigMgr 2012 SP1 未サポート 未サポート 未サポート

ConfigMgr 2012 R2 未サポート 未サポート 未サポート

書き込みキャッシュの各オプションについては、以下のセクションを参照してください。

注：

Provisioning Servicesバージョン 7.12では、Linuxストリーミング機能が導入されました。この機能を使
用する場合、Linuxターゲットデバイスのキャッシュオプションは、Windowsデバイスのオプションと同一
であることに注意してください。Linuxストリーミング機能について詳しくは、「インストール」を参照してく
ださい。

デバイスハードドライブにキャッシュする

書き込みキャッシュはターゲットデバイスのハードドライブ上の NTFS形式のファイルとして作成できます。この書
き込みキャッシュオプションでは、Citrix Provisioningサーバーのリソースが解放されます。書き込み要求を処理
することがなく、RAMの制限がないためです。

この機能を有効にするためにハードドライブにソフトウェアを追加する必要はありません。

注：

vDiskがプライベートイメージモードでない場合、書き込みキャッシュファイルは一時ファイルです。

重要：
vDiskの［キャッシュの種類］フィールドの［デバイスハードドライブにキャッシュする］は廃止され、今後のリリ
ースから削除されます。Citrixでは他の利用可能なキャッシュの種類を使用することをお勧めします。詳しくは、「廃
止」を参照してください。

デバイスハードドライブに永続的にキャッシュする（試験段階）

キャッシュが永続する以外は、［デバイスハードドライブにキャッシュする］オプションと同じです。この書き込みキ
ャッシュ方法は試験段階の機能であり、NT6.1以降でのみサポートされます。この方法を使用するには異なるブート
ストラップも必要です。Citrix Provisioningコンソールで正しいブートストラップを選択するには、Provisioning
サーバーを右クリックして［ブートストラップの構成］を選択します。［全般］タブで［ブートストラップファイル］
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メニューから CTXBP.BINを選択します。vDisk全体を格納するローカルの（クライアント側の）ハードディスクド
ライブに十分な空き領域を確保することを Citrixではお勧めします。

重要

vDiskの［キャッシュの種類］フィールドの［デバイスハードディスクに永続的にキャッシュする］は廃止さ
れ、今後のリリースから削除されます。Citrixでは他の利用可能なキャッシュの種類を使用することをお勧め
します。詳しくは、「廃止」を参照してください。

デバイス RAMにキャッシュする

書き込みキャッシュはターゲットデバイスの RAM上の一時ファイルとして作成できます。この機能ではディスクア
クセスの速度が最高になります。ディスクよりメモリにアクセスする速度の方が常に速いためです。RAMの書き込み
キャッシュの最大サイズは、レジストリ設定WcMaxRamCacheMBにより決定されます。

ヒント

Windows 10のバージョン 1803では、［デバイス RAMにキャッシュする］の機能はサポートされていません。
ターゲットデバイスは、ブートストラップから予約されたメモリを使用できないとクラッシュします。［ハード
ディスクのオーバーフローありデバイス RAMにキャッシュ］を使用することを Citrixではお勧めします。こ
の問題は従来のブートストラップには当てはまりますが、UEFIブートストラップ構成には当てはまりません。

ハードディスクのオーバーフローありデバイス RAMにキャッシュ

この書き込みキャッシュの方法では、VHDX差分形式が使用されます。

• RAMがゼロのとき、ターゲットデバイスの書き込みキャッシュはローカルディスクにのみ書き込まれます。
• RAMがゼロではないとき、ターゲットデバイスの書き込みキャッシュはまず RAMに書き込まれます。RAM
がいっぱいのとき、より新しいデータを RAMに格納するため、最も長く使用されていないデータブロックが
ローカルの差分ディスクに書き込まれます。指定される RAMサイズは、ターゲットデバイスで消費される非
ページカーネルメモリです。

「デバイスハードドライブにキャッシュする」オプションと比較すると、VHDXブロックフォーマットはより早くファ
イルが拡張されます。ワークロードのストリーミング配信に対応するため、ローカルディスクの空き領域を再検討し
ます。要求度の高いワークロード条件でターゲットデバイスの信頼性を確保するため、Citrixではローカルディスク
の空き領域が vDiskのキャパシティサイズよりも大きくなるように構成することをお勧めします。

ローカルディスクの空き領域が不足すると、ターゲットデバイスの vDisk I/Oが一時停止状態になります。ローカル
ディスクで十分な空き領域が使用可能になるまで動作しなくなります。これにより、ワークロードの継続性が影響を
受けます。したがって、十分な空き領域をローカルディスクに割り当てることを Citrixではお勧めします。

指定する RAMの量によりローカルディスクの空き領域要件が変わることはありません。より多くの RAMを割り当
てると一時的に vDisk I/Oが RAM内にキャッシュされ、その後ですべてのデータが VHDXファイルに書き込まれま
す。RAMの量を増やすことで VHDXの初期拡張率を抑えることができます。
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ヒント

［ハードディスクのオーバーフローありデバイス RAM にキャッシュ］を構成する場合、レジストリ設
定WcMaxRamCacheMBは無効です。Provisioningの管理コンソールでこの書き込みキャッシュを使用する
場合は、割り当て最大サイズで指定された値を使用します。

サーバーにキャッシュする

書き込みキャッシュは Provisioningサーバー上の一時ファイルとして作成できます。Provisioningサーバーはす
べての書き込みを制御し、この処理によりディスクの入出力とネットワークトラフィックが増加する可能性がありま
す。

セキュリティを高めるため、Provisioningサーバーを構成して書き込みキャッシュファイルを暗号化できます。書
き込みキャッシュファイルは再起動と再起動の間にもハードドライブ上に存在するため、ハードドライブの盗難に備
えてデータを暗号化します。

サーバーに永続的にキャッシュする

このキャッシュオプションでは、再起動の間の変更を保存できます。このオプションを使用すると、前回のセッション
により生じた読み取り専用の vDiskイメージとの相違点を、ターゲットデバイスの再起動後に取得できます。vDisk
を［サーバーに永続的にキャッシュする］オプションに設定すると、その vDiskにアクセスするターゲットデバイス
ごとに、デバイス固有の書き込み可能なディスクファイルが自動的に作成されます。vDiskイメージに加えられるす
べての変更がそのファイルに書き込まれます。ファイルがシャットダウン時に自動的に削除されることはありません。

ファイルの名前にはターゲットデバイスのMACアドレスとディスク IDが含まれるため、ターゲットデバイスが一意
に特定されます。ターゲットデバイスを複数の vDiskに割り当て、デバイスに関連付けられるキャッシュファイルを
複数持たせることができます。

サーバーに永続的にキャッシュして vDiskを復元するには、必ずすべての vDiskファイルおよび関連付けられてい
るユーザーキャッシュファイルをバックアップしてください。

このキャッシュオプションを使用すると、次のような利点があります。

• ターゲットデバイス特有の変更を vDiskイメージに保存できます。
• 標準イメージモードと同じ利点があります。

このキャッシュオプションを使用すると、次のような弱点があります。

• キャッシュファイルはそのファイルが有効な間のみ使用できます。vDiskにどのような変更を加えた場合も、
キャッシュファイルは無効になります。たとえば、vDiskがプライベートイメージモードに設定されると、関
連付けられているすべてのキャッシュファイルが無効になります。

注：

無効なキャッシュファイルは削除されません。これらのファイルは定期的に手動で削除してください。

キャッシュファイルは次のような変更により無効になります。
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• 保守状態への vDiskの切り替え
• プライベートイメージモードへの vDiskの切り替え
• コンソールからのドライブマップ
• 書き込みキャッシュファイルの場所の変更
• 自動更新の使用

ヒント：

サーバー側で永続的書き込みキャッシュを使用する場合の影響に注意してください。この機能を管理する場合、
永続キャッシュは、未承認ユーザーが権限なしでマシンにアクセスする場所でのみ使用します。マシンはユー
ザー間で共有されないようにしてください。

複製 vDiskのストレージのサポート

October 4, 2021

Citrix Provisioning では、同一サイト内のローカル（つまりプロビジョニング済みのサーバー上のlocal/
attachedストレージ）のストア上の vDiskの複製がサポートされます。

複製に関する注意事項は次のとおりです。

• すべての Citrix Provisioningサーバーはファーム内のほかのすべてのサーバーとネットワークで接続してい
る必要があります。

• 複製が Citrix Provisioningで機能しすべての要件を満たすように、適切に構成する必要があります。

• 複製ファイルには次のようなものがあります：*.vhdx、*.avhdx、*.pvp。既存の vDiskをインポート
する場合は、*.xmlマニフェストファイルも複製できます。*.lokファイルは複製されません。

• 複製処理中にサーバーをシャットダウンする必要はありません。

• ストアパスを各 Provisioningサーバーに設定する必要があります。

注：

サーバーの［プロパティ］ダイアログボックスで優先ストアパスを設定する場合は、新しいバージョン
の vDiskを作成する前に設定しておく必要があります。このパス情報は.vhdxヘッダー情報に格納さ
れ参照されるため、バージョン付けの後にパスを変更すると予期しない結果になる可能性があります。

• 必要なストレージが利用可能な状態で、読み取り/書き込みアクセスができる必要があります。

注：

Citrix Provisioningでは DFS複製を使用できますが、DFS名前空間をストアパスとして使用することはでき
ません。

次の図は、ローカルストレージのすべてのサーバーでバージョンを使用できない複製シナリオを示しています。
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vDiskの特定のバージョンまたはすべてのバージョンについて、複製状態を表示することができます。

vDiskの特定のバージョンのトラブルシューティングと複製状態の表示

Citrix Provisioningでは、複製した vDiskをファーム内の Provisioningサーバーで使用できるかどうかをユーザ
ーが表示できます。

1. Citrix Provisioningコンソールで vDiskを右クリックして、［バージョン］を選択します。［vDiskバージョ
ン］ダイアログボックスが開きます。

2. ダイアログボックス内でバージョンを強調表示して、［複製］をクリックします。［vDiskの複製状態］ダイア
ログボックスが開き、vDiskのこのバージョンを提供できる各サーバーで、複製したバージョンを使用できる
かどうかが表示されます。

• バージョンの状態が保守（レンチ）、テスト（虫眼鏡）、または保留（時計）の場合は、その状態が最初の
行に表示されます。

• 青のチェックマークは、このバージョンにサーバーがアクセスできることを示します。
• オレンジ色の警告は、この vDiskのバージョンに現在アクセスできないサーバーがあることを示しま
す。見つからなかったり問題があったりするバージョンには、［バージョン］列の下にオレンジ色の警告
が表示されます。

vDiskのすべてのバージョンのトラブルシューティングと複製状態の表示

1. コンソールで vDiskを右クリックして、［複製状態］を選択します。［vDiskの複製状態］ダイアログボックス
が開きます。
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2.［サーバー］列には、この vDiskを提供できるすべてのサーバーと、そのサーバーの全般的な複製状態が一覧
表示されます。［バージョン］列には、vDiskの各バージョンとその個別の複製状態が一覧表示されます。

• バージョンの状態が保守（レンチ）、テスト（虫眼鏡）、または保留（時計）の場合は、その状態が最初の
行に表示されます。

• 青のチェックマークは、このバージョンにサーバーがアクセスできることを示します。
• オレンジ色の警告は、この vDiskのバージョンに現在アクセスできないサーバーがあることを示しま
す。見つからなかったり問題があったりするバージョンには、［バージョン］列の下にオレンジ色の警告
が表示されます。

vDiskのエクスポートとインポート

October 4, 2021

Citrix Provisioningは、バージョン付きまたはバージョンなしの vDiskの両方を、既存のストアから別のファーム
のストアへとエクスポートおよびインポートします。

ヒント：

Citrix Provisioningを使用せずにエクスポートした VHDをインポートする場合は、最初にサードパーティ製
のツールを使用して差分ディスクを基本ディスクにマージします。マージした後、新しい VHD基本ディスクを
インポートします。

vDiskのエクスポート

vDiskをエクスポートするには

1. Citrix Provisioningコンソールで vDiskを右クリックして、［エクスポート］を選択します。［エクスポート］
ダイアログボックスが開きます。

2. メニューからエクスポートするバージョンを選択してから、［OK］をクリックします。ストアにマニフェスト
ファイルが作成されます。

ヒント：

エクスポートする予定の vDiskを削除する場合は、最初に vDiskをエクスポートすることを Citrixではお勧
めします。エクスポート後、元の場所から削除する前に、結果の XMLファイルを新しい場所にコピーします。

vDiskのインポート

vDiskまたは差分 VHDファイルの vDiskチェーンは、次の場合にストアへインポートできます。

• インポートされた VHDはストアに存在せず、VHDの最高バージョン番号と関連付けられたマニフェストファ
イルの両方が一致します。
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• VHDチェーンには基本イメージが含まれ、その基本イメージのバージョン番号はマニフェストファイルの基
本イメージのバージョンと一致します。

注：

単一の vDiskをインポートする場合、マニフェストファイルは必要ありませんが、バージョン付きの複数の
vDiskをインポートする場合、マニフェストファイルが必要です。

• VHDがストアに存在するが、インポートする vDiskの関連マニフェストファイル内のバージョン番号が、既
存の VHDのバージョン番号より大きい。

重要：

他のストアに同じ名前の既存の vDiskがあり、1つまたは複数のストアが Provisioningサーバーを設定して
いないか、サーバーに到達できない場合、インポートは失敗します。[他のストア名]を処理できるサーバーがな
いことを示すメッセージが表示されます。この問題は、インポートされた vDiskが他のストアにある同じ名前
の vDiskと同じ場所に保存されていないことをインポートプロセスがチェックするために発生します。

既存の vDiskをサイトに追加またはインポートするには

1. vDiskおよび関連付けられているプロパティファイルを共有ストレージにコピーします。
2. コンソールで［ストア］または［vDiskプール］を右クリックして、［既存の vDiskの追加またはインポー
ト］を選択します。［既存の vDiskの追加またはインポート］ダイアログボックスが開きます。

3.［検索するストア］メニューから vDiskを検索するストアを選択します。
4.［検索に使用するサーバー］メニューから vDiskの検索に使用するサーバーを選択して、［検索］をクリックし
ます。ストア内のすべての vDiskが［選択した vDiskの vDiskプールへの追加］ボックスに表示されます。

5. vDiskプールに追加する vDiskのチェックボックスをオンにします。
6. オプションで、［これらの vDiskの負荷分散を有効にする］チェックボックスをオンにして、選択した vDisk
をターゲットデバイスに提供する Provisioningサーバーでの負荷分散を有効にします。

7.［追加］をクリックして、vDiskを vDiskプールに追加します。

vDiskバージョンの追加

vDiskバージョンをサイトに追加するには

1. vDiskおよび関連付けられているプロパティファイルを共有ストレージにコピーします。
2. コンソールで［ストア］または［vDiskプール］を右クリックして、［vDiskバージョンの追加］を選択しま
す。［vDiskバージョンの追加］ダイアログボックスが開きます。

3.［検索するストア］メニューから vDiskを検索するストアを選択します。
4.［検索に使用するサーバー］メニューから vDiskの検索に使用するサーバーを選択して、［検索］をクリックし
ます。ストア内のすべての vDiskが［選択した新しい vDiskバージョンの追加］ボックスに表示されます。

5. vDiskプールに追加する vDiskバージョンのチェックボックスをオンにします。
6.［追加］をクリックして、vDiskを vDiskプールに追加します。
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vDiskのロック解除

October 4, 2021

単一の vDiskイメージファイルに複数のターゲットデバイスと Citrix Provisioningサーバーがアクセスすることが
あるので、アクセスを制御してイメージの破損を防ぐ必要があります。誤ってプライベートイメージを複数のターゲ
ットデバイスに割り当て、それらのターゲットデバイスを起動しようとすると、イメージが破損します。したがって、
イメージは指定された構成にふさわしくロックされます。ロックされた vDiskのアイコンには小さな錠前が表示され
ます。

一定の状況ではこれらのロックが正常に解除されません。ターゲットデバイスが vDiskから起動され、その起動に失
敗した場合、vDiskイメージのロックは正常に解除されません。同じターゲットデバイスが再起動する場合は同じロ
ックが使用され、問題は生じません。ただし、ターゲットデバイスで障害が発生すると、その vDiskは Provisioning
サーバーにマウントできなくなります。障害が発生したターゲットデバイスによってロックされているため、サーバ
ーは vDiskのマウントに失敗します。管理者はこれらのロックを解除できます。

注：

ロックを解除する前に、vDiskが使用されていないことを確認してください。使用中の vDiskのロックを解除
すると、イメージが破損する可能性があります。

vDiskのロックを解除するには

1. Citrix Provisioningコンソールでロックを解除する vDiskを右クリックし、［ロックの管理］を選択しま
す。［vDiskのロックの管理］ダイアログボックスが開きます。

2. vDiskをロックしているターゲットデバイスがある場合は、そのターゲットデバイスの名前がダイアログボッ
クスの一覧に表示されます。一覧から 1つまたは複数のターゲットデバイスを選択して［ロックの削除］をク
リックします。［すべて選択］をクリックして、選択した vDiskに対するすべてのターゲットデバイスのロッ
クを削除することもできます。

3.［閉じる］をクリックしてダイアログボックスを閉じます。

vDiskプロパティのコピーと貼り付け

October 4, 2021

［コピー］オプションと［貼り付け］オプションを使用して、vDiskのプロパティをネットワーク内の 1つまたは複数
の vDiskにコピーします。
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vDiskプロパティを 1つまたは複数の vDiskにコピーするには

1. Citrix Provisioningコンソールで、ほかの vDiskと共有するプロパティ設定を持つ vDiskを右クリック
し、［vDiskプロパティのコピー］を選択します。［vDiskプロパティのコピー］ダイアログボックスが開きま
す。

2. ほかの vDiskにコピーするプロパティのチェックボックスをオンにして、［コピー］をクリックします。
3. 詳細ペインでプロパティ設定を貼り付ける vDiskを強調表示し、右クリックして［貼り付け］を選択します。

既存の vDiskの vDiskプールまたはストアへの追加

October 4, 2021

vDiskがストア内に存在し、サイトのターゲットデバイスで使用されている場合は、vDiskをサイトの vDiskプール
に追加できます。Citrix Provisioningコンソールで、メニューのオプションを右クリックして［既存の vDiskの追
加］を選択してください。このオプションは［vDiskプール］フォルダーとストアのフォルダーで選択できます。

既存の vDiskをサイトに追加するには

1. 次のことを検証します。
• ストアのある共有フォルダーにほかのサーバーからアクセスできる。
• 新しいサーバーがそのストアに関連付けられている。

2. コンソールツリーで vDisk を追加するサイトの vDisk プールを右クリックします。代わりに、それらの
vDiskが存在するストアを右クリックしてもかまいません。［既存の vDiskの追加］を選択します。［既存の
vDiskの追加］ダイアログボックスが開きます。

3. サイトの vDiskからこのダイアログボックスを開いた場合は、検索するサイトをボックスの一覧から選択しま
す。ストアからこのダイアログボックスを開いた場合は、vDiskを追加するサイトをメニューを使って選択し
ます。

4. 検索を実行する Citrix Provisioningサーバーを［検索に使用するサーバー］メニューから選択します。［検
索］をクリックします。データベースに存在しないすべての新しい vDiskが、テキストボックスに表示されま
す。

5. 追加する各 vDiskの横にあるチェックボックスをオンにします。または、［すべて選択］を選択してすべての
vDiskを一覧に追加してから、［追加］をクリックします。

vDiskのバックアップ

October 4, 2021

vDiskイメージファイルは、Citrix Provisioningサーバーでは通常のファイルと同様に扱われますが、ターゲット
デバイスではハードドライブとして扱われます。vDiskイメージファイルのバックアップ手順は、サーバー上のほか
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のファイルをバックアップする手順と同じです。破損した vDiskイメージファイルを復元するには、破損したファイ
ルを以前の機能するバージョンと置き換えます。

注：

使用中またはロック中の vDiskをバックアップしないでください。Citrixではこのようなディスクのバックア
ップは、Provisioningサーバーの通常の定期バックアップに組み込むことをお勧めします。

vDiskの使用状況の表示

October 4, 2021

特定の vDiskに接続しているターゲットデバイスを表示するには

1. Citrix Provisioningコンソールで vDiskを右クリックして、［使用状況の表示］を選択します。［vDiskの使
用状況の表示］ダイアログボックスが開きます。

2. 一覧で 1つまたは複数のターゲットデバイスを選択し、次のターゲットデバイス接続タスクを実行します。
• シャットダウン ‑ターゲットデバイスをシャットダウンします。
• 再起動 ‑ターゲットデバイスを再起動します。
• メッセージの送信 –［メッセージの編集］ダイアログボックスが開き、ターゲットデバイスに対してメ
ッセージを入力して送信できます。

単一の Citrix Provisioningサーバーにより運用されているすべてのターゲットデバイスを表示するに
は

1. コンソールで Citrix Provisioningサーバーを右クリックし、［接続しているデバイスの表示］を選択しま
す。［接続済みのターゲットデバイス］ダイアログボックスが開きます。

2. 一覧で 1つまたは複数のターゲットデバイスを選択し、次のターゲットデバイス接続タスクを実行します。
• シャットダウン ‑ターゲットデバイスをシャットダウンします。
• 再起動 ‑ターゲットデバイスを再起動します。
• メッセージの送信 –［メッセージの編集］ダイアログボックスが開き、ターゲットデバイスに対してメ
ッセージを入力して送信できます。

差分ディスク上のキャッシュの削除

October 4, 2021
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［選択したデバイスからのキャッシュの削除］メニューオプションを実行すると、差分ディスク上のキャッシュを手動
で削除できます。このオプションは、vDiskのキャッシュモードが［サーバーに永続的にキャッシュする］である場
合にのみ使用できます。

注：

差分ディスク上の書き込みキャッシュは、ファイルが無効になっても自動的に削除されません。Citrixでは［無
効］とマークされたファイルは手動で削除することをお勧めします。

差分ディスク上のキャッシュを削除するには

1. Citrix Provisioningコンソールで、削除する差分ディスクファイルに関連付けられている vDiskを右クリッ
クします。［選択したデバイスからのキャッシュの削除］を選択します。

［デバイスキャッシュの削除］ダイアログボックスが開きます。

2. キャッシュを削除する各ターゲットデバイスのチェックボックスをオンにするか、この vDiskに関連付けられ
ているすべてのキャッシュファイルを削除するために［すべて選択］をクリックします。

3.［削除］をクリックしてサーバーからキャッシュファイルを削除します。

ターゲットデバイスへの vDiskとバージョンの割り当て

October 12, 2021
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vDiskのバージョンは、ターゲットデバイスに割り当てたり、割り当てを解除したりすることができます。

vDiskのバージョンへのアクセス

1つの vDiskに対して多くの差分ディスクバージョンが存在する可能性があります。特定のバージョンへデバイスか
らアクセスできるかどうかやそのバージョンを更新できるかどうかは、バージョンのアクセスモード設定とデバイス
の種類により異なります。次のセクションでは、バージョンのさまざまなアクセスモードとデバイスの種類、そして
これらの相互関係について説明します。

バージョンのアクセスモードは［vDiskバージョン］ダイアログボックスで管理します。新しいバージョンの vDisk
は、保守、テスト、実稼働の順に昇格されます。次のアクセスモードがあります。

• 保守 –読み取り/書き込み可能な新しい差分ディスクバージョンで、更新のためにこのバージョンを起動する
ことを選択した最初の保守デバイスでのみ使用できます。

• テスト –テストに使用する読み取り専用バージョンで、テストデバイスまたは保守デバイスでのみ使用できま
す。

• 保留 ‑読み取り専用バージョンで、実稼働デバイスではまだ使用できません。このフィールドは、リリース予
定日時に達していないか、バージョンがまだサイト内のすべてのサーバーでは利用できないことを示していま
す。［実稼働デバイスの起動］オプションが［最新リリース］に設定されている場合、デフォルトが変更されま
す。リリース日時になりすべてのサーバーがこのバージョンにアクセスできるようになった後で、［アクセス］
が［デフォルト］に変更されます。アクセス表示が空白の場合、このバージョンは実稼働用にリリースされた
と見なされます。ただし、これは実稼働デバイスの起動元のバージョンとして現在選択されているバージョン
ではありません。

• デフォルト –すべての種類のデバイスで起動できる、読み取り専用バージョンです。［実稼働デバイスで起動
するバージョン］が［最新リリース］に設定されている場合は、最新リリースの実稼働バージョンに緑のチェ
ックマークが表示されます。ステータスはデフォルトに設定されています。

• オーバーライド –すべての種類のデバイスで起動できる、読み取り専用バージョンです。［実稼働デバイスで
起動するバージョン］メニューで特定のバージョンを選択すると、そのバージョンに緑のチェックマークが表
示され、［アクセス］が［オーバーライド］に変更されます。

• 最新リリース –すべてのデバイスで起動できる、読み取り専用バージョンです。［実稼働デバイスで起動するバ
ージョン］メニューで特定のバージョンを選択すると、そのバージョンに緑のチェックマークが表示され、［ア
クセス］が［オーバーライド］に変更されます。

• マージ中 –この新しいバージョンへのマージを実行中です。このバージョンは、マージが完了するまですべて
の種類のデバイスで使用できません。マージが完了した後の新しいバージョンの状態は、［マージ後に新しい
バージョンに設定するアクセス］メニューで選択されているアクセスモードによって異なります。モードは実
稼働、保守、またはテストです。これは［ファームプロパティ］ダイアログボックスの［vDiskバージョン］
タブで設定できます。
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デバイスの種類

デバイスの種類は、管理対象の vDiskと一緒に自動的に作成される更新デバイス以外は、［ターゲットデバイスプロ
パティ］の［全般］タブで選択します。

次のデバイスの種類があります。

• 保守デバイス

保守デバイスは vDiskの使用できるどのバージョンにもアクセスできます。保守デバイスは、主に vDiskを
手動で更新します。手動でディスクを更新するには、vDiskの［バージョン］ダイアログボックスから新し
いバージョンを要求します。このプロセスによって差分ディスクが作成され、その新しく作成されたバージョ
ンが保守アクセスモードに設定されます。保守モードの間は、vDiskのこのバージョンは単一の保守デバイ
ス（このバージョンにアクセスする最初の保守デバイス）でのみアクセスできます。このデバイスを使用して
vDiskを起動し、適用される更新を新しい差分ディスクバージョンに記録します。更新が完了したら、保守バ
ージョンをテストモードまたは実稼働モードに直接昇格できます。

注：

保守モードでは、既存のバージョンを新しいバージョンまたは新しい基本ディスクイメージにマージす
ることによって、新しいバージョンを作成することもできます。

• テストデバイス

テストモードの間は、vDiskのこのバージョンを割り当てられているテストまたは保守デバイスにストリーム
配信することのみが可能です。このモードでストリーミングすると、新しいバージョンを実稼働環境にリリー
スする前にテストすることができます。これにより、実稼働デバイスで中断することなく、引き続き以前のバ
ージョンをストリーム配信できます。問題が見つかったら、このバージョンを保守モードに戻すことができま
す。

Personal vDiskを使用するデバイスをテストしている場合、割り当てられた Personal vDiskテストデバイ
スを使って vDiskの更新をテストします。

• 実稼働デバイス

新しいバージョンをテストした後でそのバージョンを実稼働モードに昇格し、割り当てられている実稼働、テ
スト、および保守デバイスで使用できるようにすることができます。問題が見つかったら、このバージョンを
テストモードまたは保守モードに戻すことができます。このプロセスは、このバージョンにアクセスする起動
済みデバイスがシャットダウンされた後にのみ発生します。

デバイスに vDiskが割り当てられている場合は、更新されたディスクをテストした後で、そのデバイスを
vDiskの実稼働デバイスに変更できます。この構成により、実稼働環境内での互換性を引き続きテストできま
す。

– 更新デバイス

管理対象 vDiskセットアップウィザードを実行すると、自動的に作成される更新デバイスが、管理対象 vDisk
を更新するのに使用されます。管理対象の各 vDiskに存在する更新済みのデバイスはそれぞれ 1つのみで
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あり、そのディスクと更新されたデバイスには同じ名前が付けられます。管理対象の vDiskについて詳しく
は、「vDisk更新の管理」を参照してください。

ターゲットデバイスからの vDiskの割り当て解除

ターゲットデバイスから vDiskの割り当てを解除するには：

1. Citrix Provisioningコンソールで vDiskを右クリックして、［選択したデバイスからの割り当て解除］また
は［すべてのサイトデバイスからの割り当て解除］を選択します。

2. 選択したデバイスから割り当てを解除する場合は、［デバイスからの割り当て解除］ダイアログボックスでこ
の vDiskの割り当てを解除するデバイスを選択して、［割り当て解除］をクリックします。すべてのサイトデ
バイスから割り当てを解除する場合は、確認ダイアログボックスで［はい］をクリックします。

3. ターゲットデバイスの割り当てが解除されたら、開いているダイアログボックスを閉じます。

注：

［すべてのサイトデバイスからの割り当て解除］で割り当てを解除できるのは、Personal vDisk以外の vDisk
です。Personal vDiskを削除すると、その vDiskの更新デバイスも削除されます。

［vDiskバージョン］ダイアログボックス

vDiskのバージョン管理は［vDiskバージョン］ダイアログボックスで行います。このダイアログボックスを開くに
は、コンソールで vDiskを右クリックして、［バージョン…］を選択します。以下は、［vDiskバージョン］ダイアロ
グボックスの概要を示しています：

• 実稼働デバイスで起動するバージョン

メニューボックスから、実稼働環境のターゲットデバイスで起動するバージョンを選択します。デフォルトは
最新バージョンです。

• バージョン

この列にはバージョンと各バージョンの状態が一覧表示されます：

– レンチのアイコンは、このバージョンのアクセスモードが保守モードに設定されていることを示します。
起動できる保守デバイスは 1つだけです。

– 虫眼鏡のアイコンは、このバージョンのアクセスモードがテストに設定されていることを示します。テ
ストデバイスだけが起動できます。

– 時計のアイコンは、このバージョンのアクセスモードが保留に設定されていることを示します。保留の
バージョンは実稼働に昇格されていますが、まだリリース日時に達していません。

– 緑のチェックマークは、このバージョンが［実稼働デバイスで起動するバージョン］メニューで選択さ
れている設定に基づく、現在の実稼働バージョンであることを示します。すべての種類のデバイスで実
稼働バージョンの vDiskを起動できます。

– 赤い Xマークは、このバージョンが廃止され、現在このバージョンを起動しているデバイスが存在せず、
より新しいマージされた基本バージョンが作成されたため、削除できることを示します。
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• 作成日時

このバージョンが作成された日時です。日付の形式は
YYYY‑MM‑DDで、時刻の形式は
HH:MMです。

• リリース日時

このバージョンが実稼働環境にリリースされる予定の日時です。日付の形式は
YYYY‑MM‑DDで、時刻の形式は
HH:MMです。

• デバイス

特定のバージョンでセッションをストリーム配信しているターゲットデバイスの数です。

• アクセス

特定のバージョンに対するターゲットデバイスのアクセス性を示します。

保守 ‑読み取り/書き込み可能なバージョンで、このバージョンを起動することを選択した最初の保守デバイス
で使用できます。

テスト ‑テストに使用する読み取り専用バージョンで、テストデバイスまたは保守デバイスでのみ使用できま
す。

保留 ‑スケジュールされたリリース日時になっていないため、まだ使用できない読み取り専用バージョンです。

デフォルト ‑すべてのデバイスで起動できる、読み取り専用バージョンです。［実稼働デバイスで起動するバー
ジョン］が［最新リリース］に設定されている場合は、最新リリースの実稼働バージョンに緑のチェックマー
クが表示されます。［アクセス］は［デフォルト］に設定されています。

オーバーライド ‑すべてのデバイスで起動できる、読み取り専用バージョンです。［実稼働デバイスで起動する
バージョン］メニューの一覧で特定のバージョンを選択すると、［アクセス］が［オーバーライド］に変更され
ます。

マージ中 –この新しいバージョンへのマージを実行中です。このバージョンは、マージが完了するまで使用で
きません。マージが完了した後の新しいバージョンの状態は、［マージ後に新しいバージョンに設定するアク
セス］メニューで選択されているアクセスモード（実稼働、保守、またはテスト）によって異なります。これ
は［ファームプロパティ］ダイアログボックスの［vDiskバージョン］タブで設定できます。マージ中のバー
ジョンにはレンチのアイコンが表示されます。

空白 ‑このバージョンが実稼働環境にリリース済みであることを示します。

• 種類

vDiskの作成方法を示します。次のオプションがあります。

– 手動 ‑保守モードを使用して作成されています。

– 自動 ‑自動更新を使用して自動的に作成されています。
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– 更新のマージ ‑部分マージ操作により作成されています。

– 基本のマージ ‑基本マージ操作により作成されています（親バージョンは不要です）。

– 基本 ‑元の基本イメージです。

• 変更後

保守バージョンを作成します。

• 昇格

このバージョンを［テスト］または［実稼働］に昇格するダイアログボックスが開きます。［実稼働］を選択し
た場合は、リリース日時を設定するか、デフォルト設定（今すぐにリリース）を受け入れます。

• 取り消し

テストバージョンの取り消し：保守バージョンが存在しない場合は、最新のテストバージョンが保守バージョ
ンに設定されます。

実稼働バージョンの取り消し：取り消しの前に、起動済みのすべてのデバイスがシャットダウンされます。［取
り消し］をクリックすると、取り消し後のアクセスを［テスト］または［保守］から選択するダイアログボッ
クスが開きます。

• 削除

［削除］をクリックすると、削除を確認するダイアログボックスが開きます。選択したバージョンを削除するに
は［OK］をクリックします。最新バージョンまたは古いバージョンが現在ターゲットデバイスで起動されて
いない場合にのみ、［削除］を使用できます。

• 複製

バージョンを選択して［複製］をクリックすると、［vDiskの複製状態］ダイアログボックスが開きます。こ
のダイアログボックスには、このバージョンの各サーバーへの複製状態が表示されます。

– サーバー名に青いチェックボックスが表示される場合は、このバージョンがそのサーバーに複製された
ことを示します。

– サーバー名にオレンジ色の三角が表示される場合は、このバージョンがまだ複製されていないか、問題
があることを示します。三角にカーソルを合わせると、関連するエラーメッセージが表示されます。

各サーバーでの vDiskのすべてのバージョンの複製状態を表示するには、コンソールで vDiskを右クリック
して［複製状態］を選択します。

• プロパティ

［プロパティ］をクリックすると、［vDiskバージョンプロパティ］ダイアログボックスが開きます。このダイ
アログボックスには、このバージョンに関連する説明を入力することができます。このバージョンが将来実稼
働環境にリリースされる予定である場合、つまりこのバージョンを起動したデバイスがない場合は、使用可能
にする日時も表示されます。

• テキスト

現在選択しているバージョンの説明が表示されます。
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vDiskの更新

October 12, 2021

イメージに最新のソフトウェアとパッチを含めるために、既存の vDisk を更新する必要がしばしば出てきます。
vDiskが更新されるたびに、その vDiskの新しいバージョンが作成されます。このファイルは拡張子.vhdxが付い
た Hyper‑V仮想ハードドライブとみなされます。この新しいバージョンは、基本の vDiskイメージを更新せずに変
更をキャプチャするために使用されます。

vDiskの更新には次の作業が伴います。

• 自動または手動で vDiskのバージョンを作成する。
• 新しく作成したバージョンをデバイス（保守デバイスまたは更新デバイス）から起動し、vDiskへの変更を保
存し、デバイスをシャットダウンする。

• 新しいバージョンを実稼働段階に昇格させる。

次の図は、vDisk更新の一般的な昇格処理を示しています。

© 1999–2021 Citrix Systems, Inc. All rights reserved. 358



Citrix Provisioning 2106

更新したバージョンを使用できるかどうかは、そのバージョンの現在のプロモーション状況（保守、テスト、実稼働）
によって異なります。また、保守デバイス、更新デバイス、テストデバイス、または実稼働デバイスなど、アクセスし
ようとするデバイスの種類によっても異なります。

更新シナリオ

vDiskの更新でサポートされるシナリオは、次のとおりです。

• 手動更新 ‑ vDiskのバージョンを作成して、保守デバイスでそのバージョンへの更新をキャプチャすることに
より、vDiskを手動で更新できます。［vDiskバージョン］ダイアログボックスで、［新規作成］をクリックし
て手動アップデートを開始します。［vDiskバージョン］ダイアログボックスの［アクセス］列に、新しく作
成したバージョンが保守中であることが表示されます。保守モード中にこのバージョンを更新できるのは、単
一の保守デバイスです。複数の保守デバイスを 1つの vDiskに割り当てられます。ただし、vDiskの保守バー
ジョンを起動しアクセスできるのは、いつでも 1つのデバイスのみです。保守中は、その保守デバイスが排他
的な読み取り/書き込みアクセス権限を持ちます。

• 自動更新 –自動更新を作成すると、管理時間や物理的資源を節約できます。vDisk更新の管理機能を使用して、
更新をオンデマンドにまたはスケジュールに基づいて実行し、更新します。自動的に更新する場合は、［vDisk
バージョン］ダイアログボックスの［アクセス］列に、新しく作成したバージョンが保守中であることが表示
されます。この割り当てられたデバイスは、保守モード中に更新されます（vDiskごとに更新デバイスが 1つ
のみ存在します）。

注：

vDisk更新の管理機能は標準イメージモードの vDiskのみを対象としています。プライベートイメージ
モードの vDiskは、標準的なソフトウェア配信ツールで更新できます。更新管理のために vDiskをプラ
イベートイメージモードで登録したり、既に登録されている vDiskのモードを切り替えたりすると、エ
ラーが発生します。

• マージ – VHDX差分ディスクファイルをマージすると、選択するマージオプションによっては、ディスク領域
を節約してパフォーマンスを向上することができます。マージ更新は、［vDiskバージョン］ダイアログボッ
クスで［マージ］をクリックして手動で開始されるほか、vDiskバージョンの最大数に達すると自動で開始さ
れます。

差分ディスクの VHDXチェーン

バージョン管理によって、vDiskの更新と管理のタスクがシンプルになり、より柔軟かつ信頼できる方法で vDiskを
管理することができます。

vDiskは、VHDXベースのイメージファイル、関連するサイドカーファイル、さらに当てはまる場合は、参照される
VHDX差分ディスクのチェーンから構成されます。差分ディスクは基本ディスクイメージに対する変更を記録するた
めに作成され、元の基本ディスクは変更されずに残ります。基本ディスクに関連付けられた差分ディスクは、それぞ
れが異なるバージョンに相当します。
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次のセクションでは、使用されるファイル命名規則と、基本ディスクおよびその基本ディスクを参照するすべてのバ
ージョンの関係を説明します。

VHDXチェーン
注：

vDiskバージョンは［vDiskバージョン］ダイアログボックスで共通の vDiskのバージョン管理タスクを実行
することによって作成し管理します。

vDiskを保守モードにするたびに、新しいバージョンの VHDX差分ディスクが作成されます。ファイル名はファイル
名に含まれる数が 1つ増えます。以下の表は、これらのチェーンシーケンスを示しています：

VHDXファイル名 プロパティファイル名 ロックファイル名

基本イメージ win7dev.vhdx win7dev.pvp win7dev.lok

バージョン 1 win7dev.1.avhdx win7dev.1.pvp win7dev.1.lok

バージョン 2 win7dev.2.avhdx win7dev.2.pvp win7dev.2.lok

バージョン 3 win7dev.3.avhdx win7dev.3.pvp win7dev.3.lok

バージョン 4 win7dev.4.vhdx win7dev.4.pvp win7dev.4.lok

バージョン N win7dev.N.vhdx win7dev.N.pvp win7dev.N.lok

バージョン 4およびバージョン Nの場合、マージされたベース VHDXおよび AVHDXファイルは結合され、VHDX
拡張を使用します。

vDiskイメージの手動更新

［vDiskバージョン］ダイアログボックスを使用して、vDiskの基本イメージのバージョンを作成します。

注：

更新処理を自動化するには、vDisk更新の管理を構成します。「
vDisk更新の自動化」を参照してください。

この手順を実行するには次の条件を満たす必要があります：

• 更新する vDiskに保守デバイスが割り当てられている。
• この vDiskのどのバージョンも保守中ではない。

バージョンを作成する

1. Citrix Provisioningコンソールで、デバイスコレクションまたは vDiskプール内のバージョンを管理する
vDiskを右クリックして［バージョン］を選択します。［vDiskバージョン］ダイアログボックスが開きます。
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注：

vDiskがプライベートイメージモードでないことを確認します。

2.［New］をクリックします。新しいバージョンがダイアログボックスに表示されます。［アクセス］が［保守］
に、更新方法の［種類］が［手動］に設定されます。

3. vDiskを保守デバイスから起動し、アプリケーションのインストールまたは削除、パッチの追加などの必要な
更新を完了して、保守デバイスをシャットダウンします。必要に応じて、正しく変更されたかテストします。

注：

テストデバイスまたは保守デバイスを起動するときは、ブートメニューを使用して、起動する vDiskま
たはその vDiskのバージョンを選択します。

4. vDiskを選択し、右クリックします。開かれたコンテキストメニューで［昇格…］を選択します。バージョン
の昇格について詳しくは、「更新したバージョンの昇格」を参照してください。

5. この保守バージョンをテストまたは直接実稼働に昇格します。実稼働を選択する場合は、このバージョンを実
稼働環境で今すぐ使用できるようにするか、または使用できるようにする日時を指定します。

6.［OK］をクリックしてこのバージョンを昇格させ、保守を終了します。

VHDX差分ディスクのマージ

VHDX差分ディスクファイルをマージすると、選択するマージ方法によっては、ディスク領域を節約してパフォーマ
ンスを向上させることができます。vDiskが 5バージョンにわたる場合、Citrixでは新規の基本イメージまたは統合
差分ディスクにマージすることをお勧めします。

マージ方法は次のとおりです。

• 新しい基本イメージへのマージ
• 統合差分ディスクへのマージ

注：

保守バージョンが定義されていない場合、またはプライベートイメージモードの場合にのみ、vDiskのマージ
が発生します。vDiskのマージはチェーンの最上位から基本ディスクイメージに向かって開始されます。vDisk
のマージを開始するディスクは指定できません。

新しい基本イメージへのマージ

新しい基本イメージへの完全マージにより、差分ディスクチェーンと基本イメージのディスクが新しい単一の基本デ
ィスクに結合されます。この新しいディスクはチェーン内の次のバージョンであり、ファイル拡張子はVHDXです。こ
の方法では、ベースイメージへの最速のディスクアクセスが可能になります。ディスク領域よりパフォーマンスが重
要である場合は、Citrixではこのプロセスをお勧めします。マージを実行するたびに新しい基本ディスクが作成され
ることに留意してください。
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ヒント：

VHDXファイル形式を使用している vDiskで基本のマージ操作を実行すると、マージ済みの基本 VHDXファイ
ルは元の基本 VHDXファイルよりも小さくなります。この現象は、特定の vDiskバージョンでファイルが削除
された場合に発生します。これらのファイルは、マージ済みの基本 VHDXでは使用できなくなりました。詳し
くは、Citrix Knowledge Centerを参照してください。

統合差分ディスクへのマージ

部分マージにより、基本ディスクの直前までの VHDX差分ディスクチェーンが結合されます。新しい差分ディスクの
親ディスクは同じ基本イメージです。それには拡張子avhdxが付与されます。この方法では完全マージより消費する
ディスク領域が少なく、マージ処理にかかる時間も短くなります。

［ファームプロパティ］ダイアログボックスの vDiskの［バージョン］タブで、差分ディスクを自動的に統合します。
vDiskの最大数を選択し、この数に達すると、マージが自動的に実行されます。その vDiskを使用できるかどうかは
タブで選択されているモード（実稼働、保守、またはテスト）によって異なります。

注：

ストレージやリモート通信に使用できる帯域幅が限られている場合は、Citrixでは統合差分ディスクへのマー
ジをお勧めします。これらのシナリオは、大きいイメージをコピーするには非実用的です。

差分ディスクのマージ

1. Citrix Provisioningコンソールで vDiskを右クリックして、［バージョン］を選択します。［vDiskバージョ
ン］ダイアログボックスが開きます。

2.［マージ］をクリックします。［マージ］ダイアログボックスが開きます。
3.［更新のマージ］または［基本のマージ］を選択します。

• すべての差分ディスクを、基本ディスクイメージではなく単一の差分ディスクにマージするには、［更新
のマージ］オプションを選択します。

• すべての差分ディスクを基本ディスクイメージにマージするには、［基本のマージ］オプションを選択し
ます。

4. マージの完了後にこのバージョンに設定するアクセスモード（実稼働、保守、またはテスト）を選択します。
アクセスモードが選択されていない場合、vDiskモードはデフォルトで自動範囲になります。これは、vDisk
の［バージョン］タブの［ファームプロパティ］で指定します。

5.［OK］をクリックしてマージ処理を開始します。

マージ処理が完了するまでの時間は、選択したマージ方法とマージする差分ディスク数によって異なります。マージ
が正常終了すると、［vDiskバージョン］ダイアログボックスに新しいバージョンが表示されます。［種類］列に、完
全マージを選択した場合は［基本のマージ］、部分マージを選択した場合は［マージ］が表示されます。
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更新したバージョンの昇格

vDiskの更新したバージョンは、実稼働に昇格するまで実稼働デバイスで使用できません。更新の昇格には次の段階
があります。

• 保守
• テスト
• 実稼働

新しいバージョンを作成するたびに、アクセス設定は自動的に保守に設定されます。これにより、保守デバイスで更
新を適用することができます。更新が完了すると、このバージョンは保守からテスト（読み取り専用）に昇格できま
す。これにより、すべてのターゲットデバイスで使用するために、テストデバイスによるテスト、または実稼働へ直
接プロモーションが可能になります。

手動で更新を完了した後は、［vDiskバージョン］ダイアログボックスの［昇格］ボタンを使用して、新しいバージ
ョンをテストまたは実稼働に昇格できます。実稼働を選択した場合は、リリース日時を設定するか、デフォルト設定
「今すぐ」を受け入れます。

自動で更新を完了した後は、更新後の設定に従って新しいバージョンが昇格されます。自動更新が完了したら、vDisk
バージョンダイアログボックスの［昇格］ボタンを使用してバージョンを昇格します。

新しいバージョンに問題がある場合は、アクティブなセッションが存在しなければテストから保守に戻ります。実稼
働からテストまたは保守に戻すこともできます。起動したデバイスをシャットダウンしてから、別のバージョンに戻
してください。

新しいバージョンを実稼働に昇格した後で実稼働デバイスからアクセスできるようにするには、次の条件を満たす必
要があります。

• アクセス設定がデフォルトまたはオーバーライドである。
• 更新のリリースがスケジュールされている場合は、リリース日時になっている。
• 更新したバージョンがサイト内のすべてのサーバーで使用できる。
•［vDiskバージョン］ダイアログボックスの［実稼働デバイスで起動するバージョン］が［最新リリース］に
設定されている。

注：

このバージョンは、［アクセス］フィールドが空白の場合は、実稼働環境にリリースされていますが、デバイス
が起動するバージョンではないとみなされます。

ターゲットデバイス上の vDiskの更新

ここでは、手動で再構成することなく複数のターゲットデバイス上で vDiskを変更する方法について説明します。処
理に関する一般的な情報を提供し、その後で段階的な設定方法について説明します。
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vDiskのクラスと種類のプロパティの設定

自動更新を実行するには、ターゲットデバイスと vDiskのクラスが一致している必要があります。ターゲットデバイ
ス内の古い vDiskを新しい vDiskに置き換えるため、両方の vDiskの vDiskクラスと種類が一致している必要があ
ります。複数の重複した vDiskインスタンスが実装内に存在する可能性があり、1つまたは複数のターゲットデバイ
スに割り当てることができます。たとえば、Citrix Provisioningサーバーの場合、「最も負荷の低い」や「最初に利
用できる」といった起動動作です。新しい vDiskで置き換えられた古い vDiskをさらに分類します。

ヒント：

同じ種類プロパティを持つ複数の vDiskを、同じ Provisioningサーバーから同じターゲットデバイスに割り
当てないでください。このプロセスは、ディスクイメージの自動更新機能を使用する環境に適用されます。

vDisk更新のスケジュール

［vDisk更新の適用］を使用して更新をスケジュールします。これらの更新は、サーバーによって検出されたときに適
用されます。もしくは、vDiskの［自動更新］タブの［次の vDisk更新をスケジュールする］を選択することもで
きます。［次の vDisk更新をスケジュールする］をクリックした場合、現在の日付またはそれ以降の日付を指定する
必要があります。指定しなければ、vDiskの更新ができません。

タイマー設定された vDiskの更新

vDiskを更新するためのタイマーを設定できます。たとえばアクティブなデバイスが少ないときなど、指定した時間
に一致するクラスがあるすべてのデバイスに vDiskが割り当てられます。

タイマーを設定するには、各サイトのサーバーの 1つにWindowsタイマーを作成します。このプロセスにより、
PowerShellのMcli-Run ApplyAutoUpdateコマンド、またはMcli Run ApplyAutoUpdateコマンド
が呼び出されます。このコマンドによりサイトがスキャンされ、対象となるすべての vDiskが更新されます。タイマ
ーは毎日実行されます。これらのアップデートは、新しいディスクバージョンを追加するたびに自動的に行われます。

置換 vDiskの自動追加

サイトに置換 vDiskを自動的に追加するには、置き換える vDiskのストアディレクトリに置きます。更新処理が実
行されたら、サイトで定義されていない vDiskに対してサイトの各ストアがスキャンされます。以下の場合、vDisk
は自動的にサイトに追加され、一致するクラスを持つターゲットデバイスに割り当てられます：

• ストアディレクトリ内の既存の vDiskと同じクラスおよびタイプが見つかった場合。
• vDiskがメジャーまたはマイナーとしてラベル付けされ、ビルド番号が既存の vDiskよりも大きい場合。

置換 vDiskには、最後にマージされたベース以降のすべてのバージョン、あるいはマージされたベースがない場合は
そのベースを含める必要があります。含まれているバージョンのすべての VHDX、AVHDX、および PVPファイルは
ストアディレクトリ内に置かれる必要があります。
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置換 vDiskに複数のバージョンがある場合、マニフェスト（XML）ファイルを vDiskに含める必要があります。マニ
フェストファイルを作成するには、vDiskのエクスポートを実行します。配信するファイルの数を減らすには、vDisk
のエクスポートを実行する前に［vDiskバージョン］ダイアログボックスで古いバージョンを削除します。

vDiskを自動的に更新する

1. 元になる vDiskで［自動更新］タブを選択して、次の vDiskのプロパティを設定します：

a. 自動更新を有効にします。

b. ApplyAutoUpdateを実行して、アップデートをすぐに適用するか、あるいはあらかじめ予定しておい
た日にアップデートするかを決定します。

c. vDiskのクラスと種類を入力します。

d. vDiskのメジャー、マイナー、およびビルド番号を入力します。

注：

［シリアル番号］フィールドには、vDiskの作成時にランダムなグローバル一意識別子（GUID）が設定
されます。これは単なる情報で、自分で変更できます。自動更新の処理には使用されません。

2. 更新された vDiskを使用するターゲットデバイスの場合は、［全般］タブを選択します。［ターゲットデバイス
プロパティ］でクラスを元の vDiskの値と同じに設定します。

3. 置換 vDiskが元の vDiskと同じストアにあるか確認してください。

4. 置換ディスクで［自動更新］タブを選択して、次の vDiskのプロパティを設定します：

a. この vDiskをほかの vDiskと置き換える場合は、自動更新を有効にするだけです。

b. 自動更新が有効な場合は、更新がすぐに適用されるかどうかを決定します。もしくは、ApplyAutoUpdate
を実行して、更新を確認するタイミングを指定できます。

c. 元の vDiskに入力したのと同じクラスと種類を入力します。

d. 元の vDiskよりも新しいメジャー、マイナー、およびビルド番号を入力します。

5. 他のファームサイトで vDiskの更新が必要な場合は、交換用の vDiskを提供します。手順 4の説明に従いま
す。この更新された vDiskは、他のファームサイトの元の vDiskと同じストアに必要です。この記事の前の
部分にある「置換 vDiskの自動追加」を参照してください。

6. 更新チェックを構成します。更新された vDiskには、次のいずれかの方法で適格となる上位メジャー、マイナ
ー、およびビルド番号が含まれます：

• vDiskプールを右クリックし［自動更新の確認］を選択して、確認ダイアログボックスで［OK］をク
リックします。

または

• この記事の前の部分で説明したようにタイマーを設定します。
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vDisk更新の自動化

vDisk更新の管理機能は標準イメージモードの vDiskのみを対象としています。プライベートイメージモードの
vDiskは、標準的なソフトウェア配信ツールで更新できます。vDisk更新の管理機能の対象としてプライベートイメ
ージモードの vDiskを登録しようとしたり、登録済みの vDiskのモードを切り替えようとしたりすると、エラーが
発生します。vDisk更新の管理機能をコンソールで使用して、仮想マシンを使用した vDisk更新の自動化を構成し
ます。vDiskの自動更新はスケジュールに基づいて、または任意のタイミングで実行できます。任意の場合は、管理
者がコンソールから更新を直接実行します。この機能により、WSUSおよび SCCMの ESD（Electronic Software
Delivery：電子ソフトウェア配信）サーバーで検出および配信される更新がサポートされます。

コンソールでサイトノードを展開すると、［vDisk更新の管理］ノードが表示されます。［vDisk更新の管理］ノード
を展開すると、次の管理対象コンポーネントが表示されます。

• ホスト
• vDisk
• タスク

サイトで vDisk更新の管理を構成するには、次のタスクを実行します：

1. 更新を処理するサイト内の Provisioningサーバーを指定します。「vDiskの自動更新の有効化」を参照して
ください。

2. 仮想ホスト接続に vDiskの自動更新を構成します。「仮想ホスト接続での vDiskの自動更新の構成」を参照して
ください。注：サポートされるハイパーバイザーの種類は、Citrix Hypervisor、MicrosoftSCVMM/Hyper‑V、
および VMware vSphere/ESXです。

3. vDiskの更新に使用する ESD仮想マシンを作成して構成します。「ESD更新仮想マシンの作成と構成」を参照
してください。

4. vDiskに自動更新を構成します。「管理対象 vDiskセットアップウィザード」を参照してください。
5. 更新タスクを作成して管理します。「タスクの作成と管理」を参照してください。注： vDisk更新の管理タス
クを構成するユーザーには、Active Directoryアカウントを作成、変更、および削除する権限が必要です。

6. コンソールでタスクオブジェクトを右クリックし、［今すぐに更新］を選択して更新タスクを実行します。更
新仮想マシンが起動し、必要に応じて更新プログラムがインストールされた後に再起動します。更新タスクが
正常終了すると、仮想マシンは自動的にシャットダウンします。更新状態を確認するには、コンソールで **
［vDisk更新の管理］>［vDisk］>［］>［完了した更新の状態］**の順に選択します。イベントビューアーま
たはWSUSでも状態を確認できます。

vDisk更新の管理を使用するようにサイトを構成した後は、管理対象の vDiskを次の方法で更新されます：

• スケジュール ‑更新タスクに定義したスケジュールに基づいて、Image Update Serviceにより自動的に
vDiskが更新されます。

• ユーザー起動 ‑コンソールの［今すぐに更新］から管理対象の vDiskを選択します。このオプションを使用す
るには、手動で起動してから、アップデートが完了した後にアップデートデバイスを停止する必要があります。

vDiskの更新を自動化する場合は、次の点を考慮してください：

• vDiskの更新処理は、自動的に（スケジュールに基づいて）、または管理者が管理対象の vDiskを右クリック
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して［今すぐに更新］を選択すると開始します。
• Citrix Provisioningによりバージョン（VHDX）が作成され、保守モード（読み取り/書き込み可能）に設定
されます。

• 仮想マシンが割り当てられた vDiskを起動します。スケジュールされた更新が構成されると、vDisk更新の管
理機能により自動的に起動されます。ユーザー起動の更新では、管理者は更新プログラムを呼び出します。

• VHDXファイルの新しいバージョンにすべての更新が適用され、記録されます。
• vDiskを更新した後は、仮想マシンは自動的にシャットダウンされます。
• vDiskを保守からテストまたは実稼働に昇格させます。新しい vDiskバージョンの可用性は、タスク更新ウィ
ザードの実行時に選択されたアクセスモードによって異なります。または、［更新タスクプロパティ］の［完
了］タブでモードが選択されている場合（保守、テスト、または実稼働）。このバージョンを実稼働環境で使用
できるようにした後は、ターゲットデバイスが次にその vDiskを起動したときに、このバージョンにアクセス
できるようになります。

vDiskの自動更新の有効化

vDiskの自動更新を有効にするには：

1. コンソールでサイトを右クリックして、［プロパティ］を選択します。［サイトプロパティ］ダイアログボック
スが開きます。

2.［vDisk更新］タブで［このサイトで vDiskの自動更新を有効にする］チェックボックスをオンにします。
3. このサイトで vDisk更新を実行するためのサーバーを選択して、［OK］をクリックします。

これで、このサイトで管理対象の vDiskが自動的に更新されるようになります。次に、仮想ホスト接続を構成して自
動更新が実行されるようにします。「仮想ホスト接続での vDiskの自動更新の構成」を参照してください。

仮想ホスト接続での vDiskの自動更新の構成

vDisk更新の管理機能を使用する場合、Citrix Provisioningと通信する専用のハイパーバイザーサーバーを仮想
ホスト接続から選択します。仮想ホスト接続ウィザードを実行して、指定されたハイパーバイザーを作成します。
vCenterサーバーで代替ポートを使用する場合は、Citrix Provisioningから vCenterサーバーに接続するために、
次のとおりレジストリを変更する必要があります：

• HKEY_LOCAL_MACHINE\Software\Citrix\CitrixProvisioningの下に、新しいレジストリキーPlat‑
formEsxを作成します。

• PlatformEsxキーに新しい文字列値「ServerConnectionString」を作成して、値をhttp://{ 0 } :
PORT##/sdkに設定します。ポート 300を使用する場合は、ServerConnectionString=http://
{ 0 } :300/sdkに設定します。

仮想ホスト接続を構成するには

1. Citrix Provisioningコンソールで［vDisk更新の管理］ノードの下の［ホスト］を右クリックして、［ホス
トの追加…］を選択します。仮想ホスト接続ウィザードが開きます。

2.［次へ］をクリックして開始します。［ハイパーバイザー］ページが開きます。

© 1999–2021 Citrix Systems, Inc. All rights reserved. 367



Citrix Provisioning 2106

3. この接続に使用するハイパーバイザーの種類を次の中から選択して、［次へ］をクリックします。Citrix
XenServer Microsoft、SCVMM/Hyper‑V、または vSphere/ESXなどの選択肢があります。［名前/説明］
ページが開きます。

4. 仮想ホスト接続の名前およびオプションで説明を入力して、［次へ］をクリックします。
5. 接続するサーバーのホスト名または IPアドレスを入力します。ハイパーバイザーとして ESXを選択した場合
は、ホストに選択するときに使用するデータセンターを指定することもできます。注：入力済みのホスト名/IP
アドレスを削除した場合は、再入力できるようになるまで数分間かかる可能性があります。

6.［次へ］をクリックします。［資格情報］ページが開きます。
7. このホストへの接続に必要な適切な資格情報を入力して、［次へ］をクリックします。次の情報を指定します：
ユーザー名 ‑仮想ホスト接続サーバーにアクセスするための適切なアクセス許可を持つアカウントの名前です。
パスワード ‑このアカウント名と共に使用するパスワードです。パスワードは 532文字以下で指定する必要が
あります。［確認］ページが開きます。

8. 設定が正確であることを確認して［完了］をクリックします。仮想ホスト接続のプロパティは、［仮想ホスト
接続プロパティ］ダイアログボックスで表示したり変更したりできます。

［全般］タブ

フィールド 説明

種類 仮想ホスト接続ウィザードの実行時に選択した仮想ホ
スト接続の種類です。このフィールドは変更できませ
ん。

名前 Citrix Provisioningでこの仮想ホスト接続を参照す
るときに使用する名前です。

説明 この仮想ホスト接続の簡単な説明です。
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フィールド 説明

ホスト Citrix Provisioningが使用する仮想ホスト接続サー
バーの IPアドレスまたはホスト名です。ESXサーバ
ーとの接続に別のポートを使用するには、サーバーア
ドレスのフィールドに完全な接続文字列を入力して正
しいポート番号を含めます。接続文字列の形式は、
http://server_name:port/sdkです。注：
vCenterサーバーで代替ポートを使用する場合は、
Citrix Provisioningから vCenterサーバーに接続す
るために、次のとおりレジストリを変更する必要があ
ります：新しいキーHKLM\Software\Citrix\
CitrixProvisioning\PlatformEsxを作成
します。または、PlatformEsxキーに新しい文字列
値「ServerConnectionString」を作成して、値
をhttp://{ 0 } :PORT##/sdkに設定します。
ポート 300を使用する場合は、
ServerConnectionString= http://{ 0
} :300/sdkに設定します。

データセンター オプションです。ハイパーバイザーとして ESXを選択
した場合は、ホストに選択するときに使用するデータ
センターを指定することもできます。

［資格情報］タブ

フィールド 説明

更新の制限 仮想ホストサーバーと通信するときに必要なアカウン
トユーザー名です。

パスワード ユーザー名に関連付けられているアカウントのパスワ
ードです。パスワードは 532文字以下で指定する必要
があります。

［接続の確認］ボタン このボタンをクリックして、入力したユーザー名とパ
スワードが有効であり、仮想ホスト接続サーバーと通
信できることを確認します。

［詳細］タブ
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フィールド 説明

更新の制限 同時に更新を処理できる仮想マシンの数を制御します。
この数を超える更新はキューに登録され、仮想マシン
で処理が完了するにつれて開始されます。

更新のタイムアウト イメージに更新を実行するときに許可される時間の上
限です。タイムアウト期間内に更新が完了しない場合
は、更新はキャンセルされます。

シャットダウンのタイムアウト 仮想マシンがシャットダウンするまで待機する時間の
上限です。タイムアウト期間内に仮想マシンがシャッ
トダウンしない場合は、サーバーにより強制的にシャ
ットダウンされます。

ポート IPポート番号を設定します。VMware vSphere/ESX
の場合はこのボックスに入力できません。

vDiskの撤去または削除

October 4, 2021

不要になった vDiskは、削除することで撤去できます。すべての VHDX差分ディスクファイル、プロパティファイ
ル、ロックファイル、および差分キャッシュも削除されます。

注：

現在ターゲットデバイスが割り当てられている vDiskは削除できません。vDiskを削除する前に、すべての
ターゲットデバイスの割り当てを解除します。ディスクを削除すると、割り当てられているデバイスに加えて
vDisk参照ファイルを削除していることを示す確認ダイアログが表示されます。

vDiskを削除するには

1. Citrix Provisioningコンソールツリーで［vDiskプール］を展開して、詳細ペインで削除する vDiskを強
調表示します。

2. vDiskを右クリックして［削除］を選択します。［vDiskの削除］ダイアログボックスが開きます。
3. vDiskをハードドライブから削除するには、vDiskをハードドライブから削除するオプションのチェックボッ
クスをオンにします。または、vDiskをストアとデータベースから削除するには、このチェックボックスをオ
フにします。ディスクイメージファイルをストアから削除する前にバックアップコピーを作成しておかなけれ
ば、ディスクイメージファイルは永久に削除されます。

4.［Yes］をクリックします。vDiskが削除されます。
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vDiskのトラブルシューティング

October 4, 2021

このページの情報は、vDiskの問題のトラブルシューティングに使用できます。

昇格後に vDiskが起動しない

特定の状況で、昇格後に vDiskが起動しなくなることがあります。

Provisioningサーバーから常時ログが有効になっている CDFトレースを取得します。この問題は失敗した起動メッ
セージとは関係なく、その前に発生したイベントに関連しているため、この手順は重要です。目的は、vDiskの作成
と昇格プロセスをキャプチャすることです。その後のターゲットデバイスによる起動の失敗をキャプチャすることで
はありません。

vDiskの昇格プロセス：

• キャッシュシークレットの削除および KMSライセンスのいずれか、または両方が有効な場合、Provisioning
サーバーは vDiskをローカルにマウントして操作を実行します。キャッシュシークレットの削除が有効な場
合、リモートレジストリは消去され、KMSが変更されます。vDiskのプロパティ画面で KMSとキャッシュシ
ークレットの削除を無効にして、vDiskの昇格エラーが表示されるかを検証してください。

• vDiskのファイル形式を確認します。VHDと 4kセクター対応のストレージには、既知の整合性の問題があり
ます。ディスクのマウントまたはマウント解除プロセス中、vDiskファイルが破損することがあります。この
プロセスは、KMSまたはキャッシュシークレットの削除プロセスの結果として発生します。多くの場合、マ
ウント/マウント解除を回避すると、vDiskの昇格後の起動に成功します。この問題を解決するには、VHDベ
ースの vDiskを VHDX vDisk形式に変換します。詳しくは、Support Knowledge Centerを参照してくだ
さい。

プリンター

October 4, 2021

Citrix Provisioningサーバーにはプリンター管理機能が搭載されており、仮想ディスクから起動するターゲットデ
バイスでアクセスするプリンターを管理することができます。プリンターは［ターゲットデバイスプロパティ］ダイ
アログボックスで管理します。

Active Directoryを使用してプリンターを管理する場合は、この機能を有効にしないでください。既存のプリンター
管理ツールを使用する場合は、プリンター設定が競合しないように、この機能を無効にします。

プリンターは、保守モードの間、またはディスクがプライベートイメージモードの場合に、差分ディスクの最上位バ
ージョンにのみ追加できます。デバイスを以前のバージョンから起動すると、プリンター構成が一致しません。

Citrix Provisioningコンソールウィンドウに表示されるプリンターには 2種類あります。
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• ネットワークプリンター
• ローカルプリンター

ターゲットデバイスからプリンターにアクセスできるようにするには、次のタスクをこの順序で完了する必要があり
ます。

• 仮想ディスクへのプリンターのインストール
• 仮想ディスク上のプリンターの有効化
• プリンター管理機能の有効化

仮想ディスクへのプリンターのインストール

仮想ディスクから起動するターゲットデバイスでプリンターを使用できるようにするには、そのディスクにプリンタ
ーをインストールする必要があります。プリンターは保守モードまたはプライベートイメージモードの、差分ディス
クの最上位バージョンにのみ追加できます。デバイスを以前のバージョンから起動すると、プリンター構成が一致し
ません。

仮想ディスクにプリンターをインストールするには

1. 仮想ディスクイメージのモードをプライベートイメージモードに変更します。
2. 仮想ディスクを使用するターゲットデバイスに必要なプリンターをインストールします。
3. 仮想ディスクを使用するターゲットデバイスを完全にシャットダウンします。
4. この仮想ディスクを複数のユーザーが共有する場合は、仮想ディスクイメージのモードを共有イメージモード
に戻します。

5. コンソールにプリンターが表示されるかどうか検証します：
a) ターゲットデバイスを右クリックし、［プロパティ］を選択します。
b)［vDisk］タブをクリックし、プリンターボタンをクリックします。その仮想ディスクに関連付けられて
いるプリンターが、使用できるプリンターの一覧に表示されます。

プリンターが正常にインストールされたら、この仮想ディスクにアクセスするターゲットデバイスに対してプリンタ
ーを有効にします。

仮想ディスクでのプリンターの有効化または無効化

プリンターは、デフォルトでは仮想ディスクで有効になっていません。［ターゲットデバイスプロパティ］ダイアログ
ボックスの［vDisk］タブからプリンターを有効または無効にします。［プリンター］ダイアログボックスで、有効ま
たは無効にするプリンターのチェックボックスをオンまたはオフにします。ターゲットデバイスに対してプリンター
を割り当てた後で、仮想ディスクでプリンター管理機能を有効にします。

プリンター管理機能を有効にするまでは、ターゲットデバイスにインストールされているすべてのプリンターをその
ターゲットデバイスで使用できます。プリンター管理機能を有効にすると、個々のターゲットデバイスのプリンター
を選択したり削除したりできます。
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注：

プリンター管理機能は、プリンターグループの管理に Active Directoryを使用しない環境にのみお勧めしま
す。

仮想ディスクイメージに含まれているプリンター情報は、ターゲットデバイスが起動した後でそのデバイスで使用で
きるようになります。仮想ディスクでプリンターとターゲットデバイスの割り当てが完了するまで、プリンター管理
は無効になります。個々のプリンターを無効にすると、ターゲットデバイスがそれらのプリンターにアクセスできな
くなります。

ヒント：

プリンターを無効にしても、仮想ディスクからプリンター情報は削除されません。ターゲットデバイスのプリ
ンター割り当ては、ターゲットデバイスが再起動するまで変更されません。

次のような場合にプリンター管理機能を無効にします：

• 有効なプリンターを各ターゲットデバイスにインストールする別のプリンターシステムを使用している。その
後のソフトウェアのインストールでプリンターが削除されるか、設定の競合が発生します。

• 仮想ディスクに含まれるプリンターに一部のユーザーがアクセスできない。
• 展開する前にシステムを構成しておく必要がある。プリンター管理機能を有効にするまでは、異なるターゲッ
トデバイスごとに必要に応じた変更を加えることができます。

仮想ディスクの［プリンター］フォルダーが展開されているとき、その仮想ディスクにインストールされているすべ
てのプリンターが［詳細］ペインに表示されます。

高可用性機能が有効な（同じ名前の複製がある）仮想ディスクの場合、プリンターに対する変更（ターゲットデバイ
スに対して有効かどうか）は自動的に複製の仮想ディスクに加えられます。

有効化の方法

コンソールを使用して、ターゲットデバイスが使用するプリンターを管理できます。ターゲットデバイスのプリンタ
ー割り当てを管理する方法はいくつかあります。次の方法を選択できます。

• プリンターの設定オプションを使用してプリンターを有効にします。この方法は、1つの仮想ディスクにアク
セスする複数のターゲットデバイスに対して、単一のプリンターを有効または無効にするために使用します。

•［プリンター］フォルダーを使用してプリンターを有効にします。この方法は、単一のターゲットデバイスのプ
リンター設定を選択するために使用します。プリンター設定には、有効、無効、デフォルトがあります。

• コピーアンドペーストを使用してプリンターを有効にします。この方法は、1つのターゲットデバイスのプリ
ンター設定を、［詳細］ペインで選択する 1つまたは複数のターゲットデバイスと共有するために使用します。
プリンター設定には、有効、無効、デフォルトがあります。

• 既存のターゲットデバイスをテンプレートとして使用したプリンターの有効化この方法は、ターゲットデバイ
スがネットワークに追加されたときにプリンター設定を自動的に設定するために使用します。
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注：

特定のターゲットデバイスのプリンター数を制限したり、デフォルトプリンターを変更したりできます。選択
した設定はターゲットデバイスのパーソナリティ情報に保存されます。このフィールドの上限に達した場合は、
設定の一部が保存されないためデータを減らすことを勧めるメッセージが表示されます。

仮想ディスクでのプリンターの有効化方法

このセクションの情報を使用して、仮想ディスクでプリンターを有効にします。

プリンターの設定オプションを使用してプリンターを有効にします

この方法は、単一のプリンターを複数のターゲットデバイスに割り当てるために使用します。プリンターとすべての
ターゲットデバイスの関係を管理するときに便利な方法です。

1. コンソールのサーバーで［プリンター］フォルダーをクリックします。そのグループに関連付けられているす
べてのプリンターが［詳細］ペインに表示されます。

2.［詳細］ペインでプリンターを右クリックして［クライアントプリンターの設定］を選択します。そのプリンタ
ーのプリンター設定ダイアログボックスが開きます。

3. 次のオプションのどちらかを使用して、1つまたは複数のターゲットデバイスに対してこのプリンターを有効
または無効にします。

•［有効化］列で、各ターゲットデバイスのチェックボックスをオンまたはオフにします。
• このプリンターを仮想ディスクに割り当てられているすべてのターゲットデバイスに対して有効または
無効にするには、［有効化］列の下のチェックボックスをオンまたはオフにします。

4. このプリンターをこの仮想ディスクにアクセスするターゲットデバイスのデフォルトプリンターとして選択す
るには、次の方法のいずれかを選択します：

• このプリンターをこの仮想ディスクに割り当てられているすべてのターゲットデバイスのデフォルトプ
リンターとして設定するには、［デフォルト］列で、［デフォルト］チェックボックスをオンにします。

• 1つまたは複数のターゲットデバイスを右クリックしてメニューを表示します。［デフォルト］、［非デフ
ォルト］、［すべてデフォルト］、または［すべて非デフォルト］のいずれかを選択します。

•［デフォルト］列で、このデバイスをデフォルトプリンターとして使用する各ターゲットデバイスのチェ
ックボックスをオンにします。1つしかプリンターがない場合は、そのプリンターが自動的にデフォル
トプリンターになります。

5.［OK］をクリックしてこのプリンターの設定を保存し、ダイアログボックスを閉じます。

プリンターフォルダーを使用したプリンターの有効化

この方法は、単一のターゲットデバイスのプリンター設定を選択するために使用します。プリンター設定には、有効、
無効、デフォルトがあります。

1. コンソールツリーで、ターゲットデバイスの仮想ディスクの［プリンター］フォルダーをクリックします。そ
のフォルダーに関連付けられているプリンターが［詳細］ペインに表示されます。デフォルトでは、プリンタ
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ーはターゲットデバイスに対して有効ではなく、一覧表示される最初のプリンターがデフォルトプリンターに
設定されます。

2. プリンターの横の［有効化］チェックボックスを選択または選択解除して、このターゲットデバイスに対して
各プリンターを有効または無効にします。次の補足的な選択方法のどちらかを選択することもできます。

［詳細］ペインで次のどちらかを行います：

• すべてのプリンターを有効または無効にするには、表見出し内の［有効化］チェックボックスをオンま
たはオフにします。

• プリンターを強調表示し、スペースキーを使用してプリンターを有効または無効にします。

ヒント：

単一のターゲットデバイスのプリンター設定を選択した後は、コピーアンドペースト機能を使用してこれらの
設定を複製できます。

コピーアンドペーストを使用したプリンターの有効化

この方法は、あるターゲットデバイス用に存在するプリンター設定を、同じ vDiskを使用するほかのターゲットデバ
イスに設定するために使用します。プリンター設定には、有効、無効、デフォルトがあります。この方法は、新しいタ
ーゲットデバイスを追加するときに役立ちます。

1. コンソールで、プリンター設定をコピーするターゲットデバイスを右クリックします。
2.［コピー］を選択します。［ターゲットデバイスプロパティのコピー］ダイアログボックスが開きます。
3.［オプション］の［プリンター］チェックボックスをオンにし、［OK］をクリックしてダイアログボックスを閉
じます。

4. ナビゲーションツリーでターゲットデバイスフォルダーを強調表示し、すべてのターゲットデバイスを［詳
細］ペインに表示します。

5. プリンター設定を貼り付けるターゲットデバイスを 1つまたは複数強調表示します。プリンター設定には、有
効、無効、デフォルトがあります。

6. 強調表示したターゲットデバイスを右クリックして［貼り付け］を選択します。

既存のターゲットデバイスをテンプレートとして使用したプリンターの有効化

この方法は、ネットワークに追加されるすべての新しいターゲットデバイスに、プリンター設定を自動的に共有させ
るために使用します。プリンター設定には、有効、無効、デフォルトがあります。

1. コンソールでテンプレートとして選択するターゲットデバイスを右クリックします。［ターゲットデバイスプ
ロパティ］ダイアログボックスが開きます。

2.［全般］タブの［デバイスをテンプレートとして設定］を選択します。
3.［OK］をクリックしてダイアログボックスを閉じます。
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プリンター管理機能の有効化

プリンターをターゲットデバイスに割り当てた後でプリンター管理機能を有効にすると、プリンターをターゲットデ
バイスから削除できるようになります。プリンター管理機能を有効にするまでは、ターゲットデバイスにインストー
ルされているすべてのプリンターをそのターゲットデバイスで使用できます。機能を有効にすると、ターゲットデバ
イスのプリンター設定の変更は、ターゲットデバイスが次回仮想ディスクから起動したときに反映されます。

重要：

プリンター管理機能は、Active Directoryを使用しない環境にのみお勧めします。

プリンター管理機能を無効にして、その後プリンターがインストールされている仮想ディスクからターゲットデバイ
スを起動すると、そのターゲットデバイスは仮想ディスク上のすべてのプリンターにアクセスできます。プリンター
管理機能を有効にして、その後同じ仮想ディスクからターゲットデバイスを起動すると、そのターゲットデバイスは
そのプリンターにのみアクセスできます。

選択した仮想ディスクでプリンターを有効または無効にするには

1. コンソールでサーバーノードを展開し、プリンターを有効または無効にする仮想ディスクを選択します。
2. 右クリックして［ファイルプロパティ］を選択し、［オプション］タブをクリックします。
3.［プリンター管理］チェックボックスをオンにして、設定を有効にします。またはチェックボックスをオフのま
まにして、プリンター設定を無効にします。

4.［プリンター管理］チェックボックスがオンの場合、［プリンター］フォルダーが強調表示されているときに
［プリンター管理］メニューオプションが表示されます。

5.［プリンター管理］チェックボックスがオフの場合、選択した仮想ディスク上にすべてのプリンターが存在しま
す。

次のどちらかの方法を使用して、右クリックメニューでプリンター管理機能を有効または無効にできます。

• プリンターフォルダー ‑ナビゲーションツリーでサーバーノードを展開し、プリンター管理を無効にする仮想
ディスクを展開します。その仮想ディスクの［プリンター］フォルダーを右クリックして［プリンター管理の
無効化］を選択します。

• 仮想ディスク ‑ナビゲーションツリーのサーバーでプリンター管理を無効にする仮想ディスクを右クリックし
て［プリンター管理の無効化］を選択します。

ビュー

October 12, 2021

Citrix Provisioningコンソールビューを使用すると、デバイスのグループをすばやく管理することができます。通
常ビューは、業務上の必要に応じて作成します。たとえば、ビューで建物などの物理的な場所やユーザーの種類を表
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すことができます。デバイスコレクションとは異なり、ターゲットデバイスを任意の数のビューのメンバーにするこ
とができます。

ファーム管理者は、コンソールツリーの［ファーム］>［ビュー］フォルダーで、ビューを作成して管理します。ファ
ームビューにはファーム内の任意のターゲットデバイスが含まれます。サイト管理者は、コンソールツリーの［ファ
ーム］、［サイト］、対象のサイト、［ビュー］フォルダーで、ビューを作成して管理することができます。サイトビュー
には対象のサイト内のターゲットデバイスのみを含めることができます。

プロパティの表示

既存のビューのプロパティを表示または編集するには、コンソールでビューを右クリックして、［プロパティ］を選択
します。［ビュープロパティ］ダイアログボックスが開きます。

次の表で、ビュープロパティについて説明します。

［全般］タブ

フィールド 説明

名前 ビューの名前です。

説明 このビューの目的です。
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［メンバー］タブ

フィールド 説明

このビューのメンバー このビューに属するターゲットデバイスが一覧表示さ
れます。

追加 ［ターゲットデバイスの選択］ダイアログボックスが開
きます。このダイアログボックスで、ビューに追加す
るターゲットデバイスを選択します。

削除 強調表示されたターゲットデバイスをビューから削除
します。

すべて削除 すべてのターゲットデバイスをビューから削除します。

Citrix Provisioningコンソールでのビューの管理

このセクションの情報を使用して、ビューを管理します。

ビューの作成

1. コンソールで新しいビューを追加する［ビュー］フォルダーを右クリックし、［ビューの作成］を選択しま
す。［ビュープロパティ］ダイアログボックスが開きます。

2.［全般］タブの［名前］テキストボックスにこの新しいビューの名前を入力します。必要に応じて説明を入力し
てから、［メンバー］タブをクリックします。

3.［追加］をクリックして、ビューに新しいターゲットデバイスメンバーを追加します。［ターゲットデバイスの
選択］ダイアログボックスが開きます。

4. メニューで、追加するターゲットデバイスのサイトとデバイスコレクションを選択します。そのデバイスコレ
クションのすべてのメンバーが、使用できるターゲットデバイスの一覧に表示されます。

5. コレクション内のターゲットデバイスを 1つまたは複数強調表示して［追加］をクリックし、新しいビューに
ターゲットデバイスを追加します。ほかのデバイスコレクションからさらにターゲットデバイスを追加するに
は、手順 4と 5を繰り返します。

6.［OK］をクリックしてダイアログボックスを閉じます。選択したターゲットデバイスがすべて［メンバー］タ
ブに表示されます。

デバイスプロパティの貼り付け

ビュー内のメンバーにデバイスプロパティをコピーして貼り付けるには：

1. コンソールの詳細ペインで、プロパティをコピーするターゲットデバイスを右クリックして、［デバイスプロ
パティのコピー］を選択します。［デバイスプロパティのコピー］ダイアログボックスが開きます。
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2. コピーするプロパティのチェックボックスをオンにして、［コピー］をクリックします。プロパティがクリップ
ボードにコピーされ、ダイアログボックスが閉じます。

3. コピーしたプロパティを継承するターゲットデバイスが含まれるビューを右クリックして、［デバイスプロパ
ティの貼り付け］を選択します。［デバイスプロパティの貼り付け］ダイアログボックスが開き、プロパティを
コピーしたターゲットデバイスの名前とプロパティが表示されます。

4.［貼り付け先］列で、プロパティを継承させるターゲットデバイスを強調表示し、［貼り付け］をクリックします。
5.［閉じる］をクリックします。

ビューの削除

ビューを廃止した場合は、そのビューを削除できます。ビューを削除しても、ターゲットデバイスがコレクションか
ら削除されるわけではありません。

1. コンソールツリーで、削除するビューを右クリックし、［削除］を選択します。確認のメッセージが表示されま
す。

2.［OK］をクリックしてビューを削除します。ビューがコンソールツリーに表示されなくなります。

ビューの更新

ビューに変更を加えたら、それらの変更がコンソールに反映されるように、ビューを更新します。最新の情報に更新
するには、ツリー内でビューを右クリックして［最新の情報に更新］を選択します。

ビュー内のデバイスの起動

1. コンソールツリーでビューを右クリックして、［デバイスの起動］を選択します。［設定］メニューの一覧で［デ
バイスの起動］が選択された［ターゲットデバイス制御］ダイアログボックスが開きます。デフォルトで、［デ
バイス］ボックス内のすべてのデバイスが操作の対象です。

2.［デバイスの起動］をクリックしてターゲットデバイスを起動します。ターゲットデバイスが起動するまで［状
態］列に「起動信号」と表示されます。ターゲットデバイスが正常に起動すると「成功」に表示が変わります。

ビュー内のデバイスの再起動

1. コンソールツリーでビューを右クリックして、［デバイスの再起動］を選択します。［ターゲットデバイスの制
御］ダイアログボックスが開き、［設定］メニューで選択した［デバイスの再起動］メニューオプションが表示
されます。デフォルトで、［デバイス］ボックス内のすべてのデバイスが操作の対象です。

2.［待機秒数］ボックスに、ターゲットデバイスを再起動する前に待機する秒数を入力します。
3.［メッセージ］ボックスに、ターゲットデバイスに表示するメッセージを入力します。
4.［デバイスの再起動］をクリックしてターゲットデバイスを再起動します。ターゲットデバイスが再起動するま
で［状態］列に「再起動信号」と表示されます。ターゲットデバイスが正常に再起動すると「成功」に表示が
変わります。
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ビュー内のデバイスをシャットダウン

1. コンソールツリーでビューを右クリックして、［デバイスのシャットダウン］を選択します。［ターゲットデバ
イスの制御］ダイアログボックスが開き、［設定］メニューで選択した［デバイスのシャットダウン］メニュー
オプションが表示されます。デフォルトで、［デバイス］ボックス内のすべてのデバイスが操作の対象です。

2.［待機秒数］ボックスに、ターゲットデバイスをシャットダウンする前に待機する秒数を入力します。
3.［メッセージ］ボックスに、ターゲットデバイスに表示するメッセージを入力します。
4.［デバイスのシャットダウン］をクリックしてターゲットデバイスをシャットダウンします。ターゲットデバイ
スがシャットダウンするまで［状態］列に「シャットダウン信号」と表示されます。ターゲットデバイスが正
常にシャットダウンすると「成功」に表示が変わります。

ビュー内のターゲットデバイスへのメッセージ送信

ビュー内のターゲットデバイスにメッセージを送信するには

1. コンソールツリーでビューを右クリックして、［メッセージの送信］を選択します。［ターゲットデバイスの制
御］ダイアログボックスが開き、［設定］メニューで選択した［デバイスへのメッセージ送信］メニューオプシ
ョンが表示されます。デフォルトで、［デバイス］ボックス内のすべてのデバイスが操作の対象です。

2.［メッセージ］ボックスに、ターゲットデバイスに表示するメッセージを入力します。
3.［メッセージの送信］をクリックします。ターゲットデバイスがメッセージを正常に受信するまで［状態］列に
「メッセージ信号」と表示されます。ターゲットデバイスがメッセージを正常に受信すると「成功」に表示が変
わります。

管理者の役割

October 4, 2021

ユーザーのグループに割り当てる管理者の役割では、Citrix Provisioningサーバーの実装においてオブジェクトを
表示し管理する能力を制御します。Citrix Provisioningでは、ネットワーク内に既に存在するグループ（Windows
または Active Directoryのグループ）を使用します。グループのすべてのメンバーが、ファーム内で同じ管理者権
限を所有します。複数のグループに属する管理者には複数の役割があります。

グループに割り当てられる管理者の役割は次のとおりです。

• ファーム管理者
• サイト管理者
• デバイス管理者
• デバイスオペレーター

Citrix Provisioningコンソールを使用してグループに管理者の役割を割り当てた後、特定の要件が必要になります。
そのグループのメンバーが別のファームに接続しようとすると、そのファーム内の Provisioningサーバーを指定す
るように要求するダイアログボックスが表示されます。現在のログオンに使用したWindowsの資格情報（デフォル
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ト設定）を使用するか、Active Directoryの資格情報を入力します。Citrix Provisioningでは、ドメインとワーク
グループの両方を同時に使用することはサポートされません。

グループに関連付けられた役割によって、このファーム内の管理者特権が決まります。グループにはファームごとに
異なる役割を割り当てられます。

ファーム管理者の管理

ファーム管理者はファーム内の全オブジェクトを表示および管理するほか、サイトの作成やファーム全体の役割の割
り当ての管理も行います。Citrix Provisioningコンソールで、管理者がファームレベルのタスクを実行します。

構成ウィザードを使用して初めてファームを構成するとき、ファームを作成する管理者にはファーム管理者の役
割が自動的に割り当てられます。ファームの構成中、管理者はファームでのユーザー認証にWindowsと Active
Directoryのどちらの資格情報を使用するかを選択します。構成ウィザードを実行した後で、コンソールでファーム
管理者の役割を追加のユーザーグループに割り当てられます。

追加のファーム管理者を割り当てるには

1. コンソールで管理者の役割を割り当てるファームを右クリックし、［プロパティ］を選択します。［ファームプ
ロパティ］ダイアログボックスが開きます。

2.［グループ］タブでこのファームの管理者の役割を割り当てるすべてのグループを強調表示して、［追加］をク
リックします。

3.［セキュリティ］タブでファーム管理者の役割を割り当てるすべてのグループを強調表示して、［追加］をクリ
ックします。

4.［OK］をクリックしてダイアログボックスを閉じます。
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注：

認証方法としてWindowsと Active Directoryのどちらの資格情報をこのファームで使用するかが表示され
ます。
管理者の役割のグループは、ネイティブドメイン内のグループと、ネイティブドメインと双方向の信頼関係に
あるドメインに限定されます。

サイト管理者の管理

サイト管理者はサイト内のすべてのオブジェクトに対する完全な管理アクセス権を持ちます。たとえば、サイト管理
者は Provisioningサーバー、サイトプロパティ、ターゲットデバイス、デバイスコレクション、仮想ディスクの割
当プールを管理します。

ファーム管理者が特定のストアの保有サイトとしてサイトを割り当てた場合は、サイト管理者はそのストアを管理す
ることもできます。ストアの管理には共有ストレージでの仮想ディスクの追加と削除や、ストアへの Provisioning
サーバーの割り当てなどがあります。サイト管理者はデバイス管理者とデバイスオペレーターのメンバーシップも管
理できます。

グループとそのメンバーにサイト管理者の役割を割り当てるには

1. コンソールで管理者の役割を割り当てるサイトを右クリックし、［プロパティ］を選択します。［サイトプロパ
ティ］ダイアログボックスが開きます。

2.［セキュリティ］タブをクリックして［追加］をクリックします。［セキュリティグループの追加］ダイアログ
ボックスが開きます。

3. メニューからサイト管理者の役割を割り当てるグループを選択して［OK］をクリックします。
4. オプションで、手順 2.と 3.を繰り返してサイト管理者の役割を割り当てます。
5.［OK］をクリックしてダイアログボックスを閉じます。
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デバイス管理者の管理

デバイス管理者は、権限を持つデバイスコレクションを管理します。管理タスクに含まれるのは、デバイスへの仮想
ディスクの割り当て、デバイスからの仮想ディスクの削除、デバイスプロパティの編集、および読み取り専用の仮想
ディスクプロパティの表示です。デバイスコレクションはデバイスの論理的なグループから構成されます。たとえば
デバイスコレクションで、ターゲットデバイスの物理的な場所、サブネットの範囲、または論理グループを表すこと
ができます。1つのターゲットデバイスは 1つのデバイスコレクションにのみ属すことができます。

グループとそのメンバーにデバイス管理者の役割を割り当てるには

1. コンソールツリーでデバイスコレクションの存在するサイトを展開し、［デバイスコレクション］フォルダー
を展開します。

2. デバイス管理者を追加するデバイスコレクションを右クリックし、［プロパティ］を選択します。［デバイスコ
レクションプロパティ］ダイアログボックスが開きます。

3.［セキュリティ］タブの［デバイス管理者のグループ］ボックスの一覧の［追加］をクリックします。［セキュ
リティグループの追加］ダイアログボックスが開きます。

4. グループにデバイス管理者の役割を割り当てるには、デバイス管理者権限が必要なシステムグループをそれぞ
れ選択して［OK］をクリックします。

5.［OK］をクリックしてダイアログボックスを閉じます。

デバイスオペレーターの管理

デバイスオペレーターは、管理対象のデバイスコレクションに対して次の管理タスクを実行できます。

• ターゲットデバイスの起動と再起動
• ターゲットデバイスのシャットダウン

グループにデバイスオペレーターの役割を割り当てるには

1. コンソールツリーでデバイスコレクションの存在するサイトを展開し、［デバイスコレクション］フォルダー
を展開します。

2. デバイスオペレーターを追加するデバイスコレクションを右クリックし、［プロパティ］を選択します。［デバ
イスコレクションプロパティ］ダイアログボックスが開きます。

3.［セキュリティ］タブの［デバイスオペレーターのグループ］ボックスの一覧の［追加］をクリックします。［セ
キュリティグループの追加］ダイアログボックスが開きます。

4. グループにデバイスオペレーターの役割を割り当てるには、デバイス管理者権限が必要なシステムグループを
それぞれ選択して［OK］をクリックします。

5.［OK］をクリックしてダイアログボックスを閉じます。
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検索アプローチの AD環境向け変更

複雑なネストされたグループや多くの信頼関係を持つドメインがある AD環境では、デフォルトの方法では、ユーザ
ーの期待する管理メンバーシップを見つけることができない場合があります。このような問題を解決するために、レ
ジストリ設定を使用し、検索方法を変更します：

1. レジストリ設定で、HKEY_LOCAL_MACHINE\SOFTWARE\Citrix\ProvisioningServicesを見
つけます。

2.「DomainSelectOption」という名前の DWORDを作成します。
3. DomainSelectOption DWORDで、目的の検索手法に次のいずれかの値（10進数形式）を設定します：

• 0 ‑デフォルトの検索。ユーザーのドメイン、次に管理グループドメインを検索します。
• 1 ‑ユーザーのドメイン内および管理グループドメイン内を検索してから、ユーザーのドメイン内の他の信頼
済みドメインを検索します。

• 2 ‑廃止されました。
• 3 ‑ユーザーのドメイン、次に管理グループドメインを検索します。発見されたグループは、親ドメイン上でさ
らに列挙されます。

• 4 ‑ユーザーのドメインおよび管理グループドメイン内を検索してから、ユーザーのドメイン内の他の信頼済
みドメインを検索します。発見されたグループは、親ドメイン上でさらに列挙されます。

• 5 ‑ユーザーのドメインおよび管理グループドメインのトークングループ内で、ユーザーのグループメンバー
シップを検索します。

• 6 ‑ユーザーのドメインおよび管理グループドメインのトークングループ内でユーザーのグループメンバーシ
ップを検索してから、ユーザーのドメイン内の他の信頼済みドメインを検索します。

• 7 ‑権限グループ内で、ユーザーのグループメンバーシップを直接検索します。
• 8 ‑ユーザーが属するグループとして、ユーザーのグループメンバーシップを直接検索します。

ホワイトリストによる検索について

このセクションの情報は、診断のためのみに使用します。ユーザーグループの特定のドメインを指定して検索するこ
とが必要な場合もあります。このタスクを実行するには、レジストリを更新し、ホワイトリストドメインの JSONフ
ァイルを提供します。デフォルトの検索オプションのみを使用してください。ブラックリストドメインを指定してい
る場合、この内容はホワイトリストドメインから除外されます。エンドリストが空の場合、検索は実行されません。

レジストリ内：

1. HKEY_LOCAL_MACHINE\SOFTWARE\Citrix\ProvisioningServicesを探します。
2. DWORDエントリWhitelistOnlyを作成します。値を 1に設定してホワイトリスト検索を有効にします。

高度な概念

October 4, 2021
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これらの記事では、Citrix Provisioningの製品ドキュメントの内容が詳しく解説されています。これらの記事の情
報に記載された専門的な技術を活用して、展開時間を短縮できます。その記事では、コンテンツを作成した 1人また
は複数の技術者に言及します。

SQL Server Always On複数サブネットフェールオーバーの有効化

October 12, 2021

Citrix Provisioningは、マルチサブネット環境での SQL Server Always Onフェールオーバーをサポートします。
Citrix Provisioningサーバーには、SQLサーバーのネイティブクライアントが必要です。この要件により、データ
ベースアクセスは ODBCポートを介して行われます。

MultiSubnetFailoverを有効化する場合、Provisioningサーバーが、フェールオーバークラスターインスタンス
を含む Always On可用性グループリスナーに接続していることを確認します。

ヒント：

SQL Server Native Clientは、Citrix Provisioningインストーラーの一部です。この機能を使用するのに追
加のインストール手順は不要です。

Citrix Provisioning構成ウィザードの［データベースサーバー］ページにある［SQLのMultiSubnetFailover
の有効化］フィールドを使用して Always Onフェールオーバーを有効化します。他の Citrix Virtual Apps and
Desktopsコンポーネントと設定が競合する可能性を回避するには、構成ウィザードのみを使用してこの機能を有効
にしてください。

注：

詳しくは、「SQL Server 2012、2014、2016および 2017の SQL Always On機能」を参照してください。

マルチサブネット環境で SQL Server AlwaysOnを有効化するには

1. Citrix Provisioning構成ウィザードを開始してから、［データベースサーバー］画面にアクセスします。
2.［データベースサーバー］画面で、次の操作をします：

•［サーバー名］フィールドで、Always On可用性グループのリスナーを指定します。
• インスタンス名を指定します。
• オプションで、TCPポート番号を指定します。

3.［SQL Server Always On用にMultiSubnetFailoverを有効化する］チェックボックスをオンにします。
4.［Next］をクリックして、構成ウィザードを続行します。
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SQLの基本的な可用性グループ

October 12, 2021

基本可用性グループは、単一のデータベースを含むフェールオーバー環境をサポートします。SQLの基本的な可用性
グループは、SQLのAlwaysOn高可用性グループと同じ方法で構成されますが、次の点が異なります：

• 2つのレプリカの制限（プライマリとセカンダリ）。
• セカンダリレプリカの読み取りアクセス権はありません。
• セカンダリレプリカのバックアップはありません。
• セカンダリレプリカの整合性チェックはありません。
• 1つの可用性データベースのサポート。
• 基本的な可用性グループを高度な可用性グループにアップグレードすることはできません。グループは、SQL
Server 2016 Enterprise Editionのみを実行するサーバーを含むグループにドロップして読み込む必要があ
ります。

• 基本的な可用性グループは、Standard Editionサーバーに対してのみサポートされています。
• 基本可用性グループを分散可用性グループに含めることはできません。

ヒント：

マルチサブネット環境の場合は、「SQLが常時オンのマルチサブネットフェールオーバーを有効にする」を参照
してください。
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同じホスト内のストレージの移行

October 4, 2021

Citrix Provisioningでは、Citrix Studioが VM内でオペレーティングシステムストレージを統合する方法を変更
することで、同じホスト内のストレージ移行が改善されます。この機能を使用するには、次の手順に従います：

1. Citrix Studioで、目的のターゲットデバイスのメンバーを含むデリバリーグループを、保守モードに設定し
ます。

2. プロビジョニングされたターゲットデバイスをすべてシャットダウンします。
3.［構成］>［ホスト］の順に移動して、変更するホストのリソースを選択します。画面の［操作］部分で、［スト
レージの編集］をクリックします。

4.［OSストレージ］、［一時ストレージ］、［Personal vDiskストレージ］にて、以前のストレージのチェックボ
ックスをオフにします。ストレージを変更すると、そのストレージのステータスが［一時停止］に変わりま
す。［削除…］をクリックして、ストレージを完全に削除します。使用する新しいストレージを選択します。

1. ハイパーバイザーに移動し、VMを新しいストレージに移行します。一部のハイパーバイザー（ESXおよび
VMM）には、VM用のメタデータがあります。それらも併せて移行します。

2. デリバリーグループのメンテナンスモードを無効にします。
3. プロビジョニングされたターゲットデバイスをすべて起動します。
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高可用性の実装の管理

October 12, 2021

可用性の高いネットワークを構築するには、重要なコンポーネントを特定し、それらのコンポーネントの冗長性を高
め、アクティブなコンポーネントが停止したときにセカンダリコンポーネントへの自動フェールオーバーが実行され
るようにすることが重要です。重要なコンポーネントには次のものがあります。

• データベース
• Provisioningサーバー
• vDiskおよびストレージ

Citrix Provisioningには、高度な可用性を持つ実装を構成するときに検討すべき次のようなオプションがあります。

• データベース
– オフラインデータベースのサポートにより、データベースへの接続が失われたときに、Citrix
Provisioningサーバーでデータベースのスナップショットを使用できます。

– データベースのミラーリング。
• Citrix Provisioningサーバー

– Provisioningサーバーのフェールオーバー。サーバーが使用不能になったときに、同じサイト内の別
のサーバーからアクティブなターゲットデバイスに仮想ディスクを提供できます。

– サーバーの管理。Provisioningサーバー間で負荷を分散して過負荷を防ぎ、サーバーの能力をより有
効かつ効率的に使用できます。

• vDiskおよびストレージ
– 高可用性共有ストレージの構成

オフラインデータベースのサポート

October 4, 2021

ファームでオフラインデータベースのサポートを有効にすると、サーバーの起動時にデータベースのスナップショッ
トが作成および初期化されます。このスナップショットは Stream Processにより継続的に更新されます。

データベースが使用不能になると、Stream Processはスナップショットを使用して Citrix Provisioningサーバー
の情報とそのサーバーで使用できるターゲットデバイスの情報を取得します。このプロセスにより、サーバーとター
ゲットデバイスの運用が維持されます。ただし、データベースがオフラインのときは、管理機能とコンソールが使用
できなくなります。
ヒント：

オフラインデータベースのサポートのスナップショットはメモリ内にあります。

データベース接続が使用できるようになると、スナップショットに加えられたサーバーまたはターゲットデバイスの
変更情報がデータベースへ同期されます。

© 1999–2021 Citrix Systems, Inc. All rights reserved. 388

https://docs.citrix.com/ja-jp/provisioning/2106/advanced-concepts/managing-high-availability/ha-offline-db-config.html
https://docs.citrix.com/ja-jp/provisioning/2106/advanced-concepts/managing-high-availability/ha-db-mirror.html
https://docs.citrix.com/ja-jp/provisioning/2106/advanced-concepts/managing-high-availability/ha-option-intro.html
https://docs.citrix.com/ja-jp/provisioning/2106/manage/managing-servers.html
https://docs.citrix.com/ja-jp/provisioning/2106/advanced-concepts/managing-high-availability/ha-shared-store-config.html


Citrix Provisioning 2106

注意事項

データベース接続が失われると、オフラインデータベースのサポートが有効でも、次の機能、オプション、およびプ
ロセスは使用できなくなります：

• ターゲットデバイスの自動追加
• 仮想ディスクの更新
• 仮想ディスクの作成
• Active Directoryパスワードの変更
• Stream Serviceの開始
• イメージ更新サービス
• 管理機能：PowerShell、MCLI、SOAP Server、およびコンソール

オフラインデータベースのサポートの有効化

1. Citrix Provisioningコンソールツリーでファームを右クリックして［プロパティ］を選択します。［ファーム
プロパティ］ダイアログボックスが開きます。

2.［オプション］タブで、［オフラインデータベースのサポート］チェックボックスをオンにします。
3. Stream Serviceを再起動します。
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データベースのミラーリング

October 4, 2021

Microsoft SQL Serverデータベースをミラーリングした環境でプライマリバージョンが使用できなくなった場合
は、Citrix Provisioningでミラー化バージョンがサポートされます。これにより、Citrix Provisioningの全体的な
可用性が高まります。

データベースのミラーリングは新しいファームにも既存のファームにも実装することができ、次のタスクを伴います。

• Microsoft SQL Serverで動作する Citrix Provisioningプライマリデータベースの作成（サーバーでインス
トールウィザードを実行すると作成されます）

注：

データベースのミラーリングを機能させるには、復旧モデルを［完全］に設定する必要があります。

• プライマリデータベースサーバーとインスタンスの特定（構成ウィザードを実行すると特定されます）

• Microsoft SQL Serverで動作する既存のフェールオーバーデータベースサーバーの特定（構成ウィザードを
実行すると特定されますが作成はされません）

• プライマリデータベースサーバーとフェールオーバーデータベースサーバー間のミラーリングの構成
（Microsoft SQL Serverのデータベースサーバーツールを使用して構成します）

Citrixでは、フェールオーバーサーバーを開始してから、ファームでデータベースのミラーリングを有効にすること
をお勧めします。詳しくは、「SQL ServerでのWindows Serverフェールオーバークラスタリング」を参照してく
ださい。

ヒント：

この記事の情報を参考に、構成ウィザードを使用してデータベースのミラーリングを構成してください。

構成ウィザードを実行して、新しいフェールオーバーサーバーを指定します。これにより、Citrix Provisioningフ
ァームにより新しい設定が正しく報告されます。ウィザードを再実行した後で、Stream Serviceなどの一部のサー
ビスが再起動されます。これにより、新しいフェールオーバーサーバーの設定が有効になります。

新しいファームの構成時のミラーリングの有効化

1. 新しいファームに含まれるサーバーで構成ウィザードを開始します。
2.［ファームの構成］ページで［ファームを作成する］をクリックしてから［次へ］をクリックします。
3. 入力するか［参照］をクリックして、プライマリデータベースサーバーとインスタンスの名前を特定します。
オプションで、このデータベースサーバーと通信する TCPポート番号を入力します。

4.［データベースのミラーフェールオーバーパートナーを指定する］チェックボックスをオンにします。
5. 入力するか［参照］をクリックして、フェールオーバーデータベースサーバーとインスタンスの名前を特定し
ます。オプションで、このサーバーとの通信に使用する TCPポート番号を入力します。
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6.［次へ］をクリックします。フェールオーバーデータベースがすでに構成および実行されている場合、Citrix
Provisioningはそのフェールオーバーデータベースに接続します。フェールオーバーデータベースが作成さ
れていない、または実行中でない場合は、接続できないことを示すエラーメッセージが表示されます。この場
合は、確認メッセージに対して［はい］をクリックして続行します（新しいファームを作成した後で、フェー
ルオーバーデータベースを作成して構成できます）。

7.［新規ファーム］ページでプライマリデータベースサーバー上の新しいデータベースの名前を入力し、そのほか
の必要な情報を入力します。

8.［次へ］をクリックします。
9. ウィザードの残りのページを完了します。

既存のファームでのミラーリングの有効化

既存のサーバーでミラーリングを有効にするには

1. プライマリデータベースサーバーおよびフェールオーバーデータベースサーバーが動作していることを確認し
ます。

2. Microsoft SQL Serverのツールを使用して、フェールオーバーデータベースサーバー上のデータベースに
Citrix Provisioningデータベースをミラーリングします。

3. 各サーバーで構成ウィザードを実行します。
4.［ファームの構成］ページで［ファームは構成済みです］または［既存のファームに参加］をクリックして、フ
ァームを特定します。

5.［データベースサーバー］ページでプライマリおよびフェールオーバーデータベースのサーバーとインスタンス
の名前を選択し、データベースミラーフェールオーバー機能を入港にします。

6. ウィザードの残りのページを完了します。

SQL Server 2012、2014、2016、2017、2019の SQL Always On機能

October 4, 2021

Citrix Provisioningでは、SQL Always On機能による高可用性と障害回復のソリューションがサポートされます。
以下に注意してください：

• SQL 2012のネイティブクライアントが必要です。このクライアントは、Citrix Provisioningサーバーのイ
ンストールにおけるオプションの前提条件です。

• Citrix Provisioningでは、リスナーの DNS名により Always On機能と通信を行います。
• 事前作成された高可用性グループにデータベースが属している必要があります。
• リスナーの DNS名および高可用性グループは、SQL Always Onの作成手順の一部として含まれています。
• SOAPまたは Stream Serviceのユーザーに、Always On構成に含まれる各 SQLサーバーに対する完全な
権限を手作業で構成する必要があります。
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• Citrix Provisioningは、SQL Always Onの背後で動作する個別の SQLサーバーやクラスターとは通信し
ません。

注：

サポートされるデータベースおよびクライアントについて詳しくは、Knowledge Centerの「Supported
Databases for XenApp and XenDesktop Components」を参照してください。

Provisioningサーバーのフェールオーバー

October 12, 2021

1つのサイト内の、ある仮想ディスクにアクセスできるすべての Citrix Provisioningサーバーで、そのディスクを
ターゲットデバイスに提供できます。共有ストレージでは、複数の Provisioningサーバーが同じ物理ファイルにア
クセスするため、ターゲットデバイスは代替サーバーに接続することができます。

このフェールオーバーにより、何らかの理由で接続が中断された場合、アクティブなサーバーへ接続することができ
ます。フェールオーバーが発生するとき、ターゲットデバイスでサービスの中断やデータの損失が起きることはあり
ません。

注意：

サーバーのフェールオーバーが発生した場合、複製された同一の仮想ディスクにアクセスできるサーバーのみ
が、仮想ディスクをターゲットデバイスに提供します。たとえば、仮想ディスクが 3台のサーバー間で複製さ
れ、そのうちの 1つが更新された場合、その仮想ディスクはほかの 2つと同一ではなくなります。サーバーフ
ェールオーバーが発生した場合は考慮されません。まったく同じ更新をほかの 2つの仮想ディスクに実行して
も、それぞれのタイムスタンプが異なるためそれらのディスクは同一ではなくなります。

Citrix Provisioningでは、ローカルストレージ上のプライベートイメージモードの仮想ディスクまたは現在保
守モードの vDiskの高可用性機能はサポートされません。

負荷分散が有効で、その仮想ディスクを提供しているサーバーが停止した場合、負荷はターゲットデバイスと残りの
サーバー間で自動的に分散されます。負荷分散が有効でない場合、単一のサーバーが割り当てられ、仮想ディスクが
ターゲットデバイスに提供されます。このような状況では、フェールオーバーは発生しません。

サーバー間のターゲットデバイスの負荷の自動分散について詳しくは、「
サーバーの管理」を参照してください。
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ターゲットデバイスがアクセスするサーバーは、必ずしも仮想ディスクにアクセスするサーバーになるとは限りませ
ん。いったん接続した後は、このターゲットデバイス用の仮想ディスクに複数のサーバーからアクセスできる場合、
最も負荷の低いサーバーが選択されます。

すべてのターゲットデバイスを強制的に別のサーバーに接続するには、そのサーバー上の Stream Serviceを停止し
ます。Stream Serviceのシャットダウン時に、各ターゲットデバイスにほかのサーバーへ再ログオンするように通
知されます。

ターゲットデバイスのフェールオーバーのテスト

デバイスが正常にフェールオーバーすることを保証するには

1. ターゲットデバイスで vDiskの状態アイコンをダブルクリックし、接続先の Citrix Provisioningサーバー
の IPアドレスを書きとめます。

2. Citrix Provisioningコンソールで接続先のサーバーを右クリックします。［StreamService］>［停止］の
順に選択します。

3.［仮想ディスクの状態］ダイアログボックスで、接続先のサーバーの IPアドレスが代替サーバーのアドレスに
変更したことを確認します。
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共有ストレージでの高可用性の構成

October 4, 2021

Citrix Provisioningサーバーは、共有ストレージの場所にアクセスするように構成され、さまざまな共有ストレー
ジ構成をサポートします。ネットワーク内のストレージの可用性を高めるための構成手順は、共有ストレージ構成に
より異なります。

警告：

Citrix Provisioningをインストールすると、次のレジストリキーが影響を受けます：
HKEY_LOCAL_MACHINE\System\CurrentControlSet\Services\MRXSmb\Parameters\
OplocksDisabled。このレジストリキーを変更すると、Windowsの便宜的ロックが無効になり、アクテ
ィブな Citrix Provisioningサーバーとの通信が失われたときに、最短時間でフェールオーバーが実行されま
す。この変更がなければ、フェールオーバーに最大で 1分かかる可能性があります。フェールオーバーが実行
されるまでは、停止したサーバーによって使用されていた仮想ディスクファイルへのアクセスがWindowsに
よって許可されません。Citrix ProvisioningサーバーでWindowsの便宜的ロックを無効にすることにより、
Stream Serviceから仮想ディスクファイルにすぐにアクセスすることができます。ただし、Windowsの便
宜的ロックによりサーバー全体のリモート仮想ディスクデータのキャッシュが少なくなります。

Windows共有ストレージの構成

Windows共有ストレージを使用する場合は、サービスアカウントの資格情報（ユーザーアカウント名とパスワー
ド）を各 Citrix Provisioningサーバーで構成済みのドメインアカウントのものにする必要があります。この方法は、
Stream Serviceと共有ストレージシステムにアクセスするために使用されます。

Stream Serviceアカウントのドメインコントローラーでの作成

Stream Serviceは特定のユーザーアカウントで実行されます。Stream Serviceがサーバー上に格納されている仮
想ディスクにアクセスする場合、サービスを実行するローカルユーザーにはフルコントロールの許可があります。た
だし、データベースまたは仮想ディスクがリモートストレージデバイスに配置されている場合、Provisioningサー
バーとストレージの両方にアクセス許可を持つドメインアカウントを、Stream Serviceを実行するユーザーとし
て使用する必要があります。リモートストレージに対して読み書きできるように、コントロールの許可を Stream
Service用アカウントに割り当てる必要があります。

管理者は Active Directory でサービスアカウントを作成し、高可用性システムを構成するすべての Citrix
Provisioningサーバー上の Stream Serviceに割り当てます。または、既存のドメインユーザーアカウントにネッ
トワーク共有へのコントロールの許可を与え、Stream Serviceに割り当てます。

サービスアカウントを作成するときは、次のことに注意してください。

• ドメインアカウントを作成するには、管理者または Administratorsグループのメンバーとしてログオンする
必要があります。
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•［ユーザーは次回ログオン時にパスワード変更が必要］チェックボックスをオフにします。

Stream Service用アカウントの手作業での割り当て

Provisioningサーバーで構成ウィザードを実行するとき、Stream Serviceで使用するアカウント名とパスワード
の入力を求められます。このアカウントには、ストアへアクセスするためのアクセス許可と、データベースアクセス
のための SQL Server上での許可が必要です。必要であれば、アカウントを手作業で割り当てることができます。

Stream Serviceにサービスアカウントを割り当てるには

1. Windowsの［コントロールパネル］を開きます。
2.［管理ツール］、［サービス］の順に選択します。
3.［サービス］ウィンドウ内の最初の Citrix Provisioning Stream Service名をダブルクリックします。
4.［ログオン］タブで［アカウント］をクリックして［参照］をクリックします。
5.［場所］をクリックしてドメインノードを選択し、［OK］をクリックします。
6. Stream Service用のユーザーアカウントの名前を入力して［名前の確認］をクリックします。
7.［OK］をクリックして［ユーザーの選択］ダイアログボックスを閉じます。
8.［ログオン］タブで Stream Service用アカウントのパスワードを入力して確認し、［OK］をクリックします。
9. Stream Serviceにサービスアカウントを割り当てたら、Stream Serviceを再起動します。

ストレージアクセスの構成

vDiskを含むストアは共有する必要があります。また、サービスアカウントは適切な許可で vDisk用のリモートスト
レージにアクセスできる必要があります。

仮想ディスクのストアフォルダーを共有してサービスアカウントにアクセス許可を付与するには：

1. エクスプローラーで、データベースと仮想ディスクフォルダーを含むフォルダーを右クリックします。データ
ベースと仮想ディスクファイルがデフォルトの C:\Program Files\Citrix\Provisioning Servicesフォルダ
ーに格納されている場合は、そのフォルダーを右クリックします。

2.［共有とセキュリティ］を選択します。
3.［このフォルダーを共有する］をクリックして、オプションで共有名とコメントを入力します。
4.［アクセス許可］をクリックします。
5.［グループ名またはユーザー名］ボックスの一覧にサービスアカウントの名前が表示されない場合は、［追加］
をクリックします。サービスアカウントのユーザー名を入力し、［名前の確認］をクリックして確認します。

6.［OK］をクリックします。
7. サービスアカウントのユーザー名を選択します。
8.［フルコントロール］チェックボックスをオンにします（［フルコントロール］チェックボックスおよびその他
すべてのチェックボックスがオンになります）。

9.［Apply］をクリックします。
10.［セキュリティ］タブを選択します。
11.［グループ名またはユーザー名］ボックスの一覧にサービスアカウントの名前が表示されない場合は、［追加］

をクリックします。サービスアカウントのユーザー名を入力し、［名前の確認］をクリックして確認します。
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12.［OK］をクリックします。
13. サービスアカウントのユーザー名を選択します。
14.［フルコントロール］チェックボックスをオンにして［適用］をクリックします。
15.［OK］をクリックします。

SAN構成

データベースと vDiskを SANに格納する場合は、Local Systemアカウントを Stream Serviceのアカウントに使
用します。Windowsネットワーク共有を使用する場合とは異なり、データへのアクセスを保証するために特別なサ
ービスアカウントを作成する必要はありません。

通常、SANの構成により、データベースと vDiskが Citrix Provisioningサーバー上に格納されているかのように
セットアップすることができます。

高可用性のためのブートストラップファイルの構成

October 12, 2021

Citrix Provisioningサーバーは、ターゲットデバイスが起動時に接続するサーバーの 1つとして選択できます。可
用性を高めるには、最大で 4つ、少なくとも 2つのログオンサーバーをブートストラップファイルに指定する必要が
あります。

ターゲットデバイスのブートストラップファイルには、ほかの構成情報と共に最大で 4つのログオン用サーバー
の IP アドレスが含まれます。ブートストラップファイルに含まれるサーバーは、ターゲットデバイスが Citrix
Provisioningファームにアクセスするために通信できるサーバーです。この通信先サーバーは、仮想ディスクを提
供できる別のサーバーにターゲットデバイスをリダイレクトできます。

注：

共有ストレージシステムにより、Citrix Provisioningサーバーの vDiskの可用性が保証されます。共有スト
レージの種類に応じて、vDiskでは UNC（Universal Naming Convention：汎用名前付け規則）または通
例の DOS命名規則が使用されます。

ブートストラップファイルへの Citrix Provisioningサーバーの追加

Stream Serviceとの通信に必要な情報をターゲットデバイスに提供するため、サーバーをブートストラップファイ
ルに追加します。

サーバーを設定するとき、ウィザードで TFTPサービス用のサーバーを選択できます。ファームごとに 1つの TFTP
サーバーがあります。ターゲットデバイスが複数のネットワークセグメント上にあり、各セグメントが独立サイトと
して構成されている場合、サイト（ネットワークセグメント）ごとに 1つの TFTPサーバーを使用します。
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Citrix Provisioningコンソールの［ブートストラップの構成］ダイアログボックスを使用して、Citrix Provisioning
サーバーもログオンサーバーとして構成できます。

どちらかの方法を選択してサーバーをブートファイルに追加します。

構成ウィザードを使用したログオンサーバーの追加

構成ウィザードを使用して、最初の Citrix Provisioningサーバーを TFTPサーバーおよびログオンサーバーとして
追加し構成するには：

1. 構成ウィザードを実行し、［TFTPオプションとブートストラップの場所］ページの［Provisioningサーバ
ーの TFTP Serviceを使用する］チェックボックスをオンにします。

2. ブートストラップファイルの場所を入力するか参照して、［次へ］をクリックします。デフォルトの場所は
C:\Documents and Settings\All Users\Application Data\Citrix\Provisioning Services\Tftpbootで
す。

注：

サーバーに以前のバージョンの Citrix Provisioning サーバーコンポーネントがインストールされ
ている場合、デフォルトの場所を C:Program Files\Citrix\Provisioning Server\TFTPBoot
ま た は C:\Documents and Settings\All Users\Application Data\Citrix\Provisioning
Server\TFTPbootからC:\DocumentsandSettings\AllUsers\ApplicationData\Citrix\Provisioning
Services\TFTPbootに変更します。デフォルト設定を変更しないと、ブートストラップファイルをコ
ンソールから構成できず、ターゲットデバイスが起動に失敗します。「Missing TFTP（TFTPが見つか
りません）」というメッセージが表示されます。

3. サーバー起動一覧ページで［追加］をクリックして、一覧にログオンサーバーを追加します。［上へ移動］また
は［下へ移動］をクリックして、サーバーの起動優先順位を変更します。

注：

高可用性の実装においては、起動サーバーとして少なくとも 2つサーバーを選択する必要があります。

4. 詳細な構成を設定するには、サーバーの IPアドレスを強調表示して［詳細］をクリックし、ブートストラッ
プファイルを構成します。フィールドの定義については、「
Provisioningサーバープロパティ」を参照してください。

5.［OK］をクリックした後、［次へ］をクリックします。

6. 構成設定を見直してから［完了］をクリックして、構成設定を確定しサーバー上のネットワークサービスを再
起動します。構成設定を保存するとき、その内容が［完了］ページに表示されます。

7. 構成ウィザードを終了するには［完了］をクリックします。

コンソールを使用したログオンサーバーの追加

2つ目以降の Citrix Provisioningサーバーをログオンサーバーとして追加し構成するには：
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1. コンソールでログオンサーバーとして使用するサーバーを右クリックして［ブートストラップの構成］を選択
します。［ブートストラップの構成］ダイアログボックスが開きます。

注：

［データベースから読み取る］をクリックすると、テーブルに既存のログオンサーバーが読み込まれます。
Stream Serviceが開始すると、サービスが動作するサーバーの IPアドレスのレコードがデータベース
に作成されます。データベースに作成される Stream Serviceのオプションレコードは 1つのみです。
サービスが複数の IPアドレスにバインドされている場合、複数のレコードがデータベースに作成されま
す。データベースの読み込み機能により、各 Citrix Provisioningサーバーに 1つの IPアドレスが選択
されます。この機能を使用して、データベースに構成済みの Stream Serviceの IPアドレス設定を、
ブートストラップファイルに入力することもできます。

2.［追加］をクリックします。ブートストラップファイルに新しいログオンサーバーが追加されます。［サーバー
アドレス］ダイアログボックスが開きます。

3. 適切なボックスにサーバーの IPアドレスとポート番号を入力します。

4. サブネットマスクとゲートウェイの設定について、DHCP/BOOTPから設定を取得するか使用する設定を入
力するかを選択して、［OK］をクリックします。使用できるログオンサーバーの一覧に Citrix Provisioning
サーバーの情報が表示されます。

5. 詳細なブートストラップ設定を構成するには、［オプション］タブの設定を次のオプションから選択します。

• ターゲットデバイスの起動処理を監視する場合は、［詳細モード］チェックボックスをオンにします（オ
プション）。［詳細モード］により、ターゲットデバイスにシステムメッセージが表示されるようになり
ます。

• ターゲットデバイスが起動処理中に停止する場合は、［インタラプトセーフモード］チェックボックスを
オンにします。

•［拡張メモリのサポート］チェックボックスをオンにします。PXEが有効になっていない古いバージョン
にはこのオプションを使用しないでください。

6.［ネットワーク復元方法］で次のどちらかをクリックします。

• ネットワーク接続を復元する：このオプションをクリックすると、ターゲットデバイスによるサーバー
への接続復元が無制限に試行されます。

注：

［ネットワーク接続を復元する］を選択すると、待機秒数の値は適用されないため、ボックスに入
力できなくなります。

• ハードドライブから再起動する：このオプションをクリックすると、定義した秒数の間に通信が再確立
されない場合、ターゲットデバイスによりハードウェアがリセットされ、強制的に再起動されます。再
起動の前に待機する秒数を決定します。ネットワーク接続を確立できないと想定し、PXEが失敗します。
そして、システムがローカルのハードドライブから再起動します。デフォルトの秒数は 50です。
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7.［タイムアウト］の［ログオンポーリングタイムアウト］に、Citrix Provisioningサーバーのポーリング間隔
をミリ秒単位で指定します。

8.［タイムアウト］の［ログオン一般タイムアウト］に、初回のログオンポーリングタイムアウトを除くすべての
ログオン関連パケットのタイムアウトをミリ秒単位で指定します。

9.［OK］をクリックして変更を保存します。

トラブルシューティング

October 12, 2021

このセクションの情報を使用して、Citrix Provisioningコンポーネントのトラブルシューティングを行います。

• ログ
• 監査
• API
• CISの問題の報告

ログ

October 12, 2021

Citrix Provisioningでは診断ツールを使用して、Provisioningファームのトラブルシューティングと管理を行い
ます。このツールを使用して問題を報告したり、SQL Server AOT（Always On Tracing：常時トレース）を使用し
たりすることができます。

問題の報告

Citrix Insight Services（CIS）の問題の報告を使用して、発生した問題をシトリックスサポートに直接報告しま
す。CISは、計測を行って利用統計情報を収集し、ビジネス上の識見を得るためのプラットフォームです。詳しく
は、「CISの問題の報告」を参照してください。

ヒント：

CISの詳細、最新情報、および機能について詳しくは、CIS Webサイトを参照してください。ログオンするに
は、Citrixアカウントの資格情報が必要です。

常時トレース

Citrix Provisioning AOTの機能を使用して、ディスクに直接 AOTログを保存できます。Citrix Provisioningサ
ーバー上で PowerShell（PoSH）を使用してこの機能を構成します。
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以下に注意してください：

• この機能はデフォルトで有効になっています。
• デフォルトのディスクサイズは 500 MBです。
• AOTログは C:\ProgramData\Citrix\Provisioning Services\Log\AOTに保存されます。
• この機能を変更または無効にするには、PoSHコマンドを使用します。
• この機能は CPUと IOPSを記録します。

ヒント：

AOTを有効にしたら、利用統計情報サービスを再起動する必要があります。

AOTログをディスクに保存する

Enable-CitrixTracePoSHテレメトリコマンドを使用して、Citrix Provisioningが特定のpersistDirectory
でディスク上にトレースファイルを保存できるようにします。格納されるトレースファイルの最大サイズ（バイト単
位）は、maxSizeBytesパラメーターを使用して構成します。sliceDurationSecondsパラメーターは、ス
ライストレースおよびブロックトレースの期間を秒単位で定義します。

このコマンドの構文は次のとおりです：

1 Enable-CitrixTrace -Listen
2
3 '{
4 "trace":
5
6 {
7 "enabled": true,
8
9 "persistDirectory":"C:\ProgramData\Citrix\Provisioning Services\Log

\AOT",
10
11 "maxSizeBytes": 524288000,
12
13 "sliceDurationSeconds": 300
14
15 }
16
17
18 }
19 '
20 <!--NeedCopy-->

例：

1 C:\PS>Enable-CitrixTrace -Listen ‘ {
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2 “ trace” :{
3 “ enabled” : true, “ persistDirectory” : “ C:\Users\Public” ,”

maxSizeBytes” : 1000000, “ sliceDurationSeconds” : 300 }
4 }
5 ’
6 <!--NeedCopy-->

監査

October 4, 2021

Citrix Provisioningには、プロビジョニングファーム内のコンポーネントに対する構成操作を記録する監査ツール
があります。監査ツールはこの情報を Provisioningデータベースに保存します。管理者はこのツールを使用して、
システムのパフォーマンスと動作に影響を与える最近の変更を、トラブルシューティングし監視することができます。

管理者の特権に応じて、閲覧できる監査情報と表示されるメニューオプションが変わります。たとえば、ファーム管
理者はファーム内のすべての監査情報を表示できます。この機能は、権限を持つデバイスコレクションの監査情報し
か表示できないデバイス管理者とは異なります。

注：

監査機能はデフォルトでオフになっています。Citrix Provisioningデータベースが使用できない場合、操作は
記録されません。

監査を有効にするには

1. Citrix Provisioningコンソールツリーでファームを右クリックして［ファームプロパティ］を選択します。
2.［オプション］タブの［監査］の［監査を有効にする］チェックボックスをオンにします。

Citrix Provisioningの実装内の監査される管理対象オブジェクトは次のとおりです：

• ファーム
• サイト
• Provisioningサーバー
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• コレクション
• デバイス
• ストア
• vDisk

記録されるタスクは次のとおりです：

• Citrix Provisioningコンソール
• MCLI
• SOAPサーバー
• PowerShell

監査情報へのアクセス

監査情報には Provisioningコンソールを使ってアクセスします。また、製品インストールソフトウェアに含まれて
いる次のプログラマユーティリティを使って監査情報にアクセスすることもできます：

• MCLIプログラマユーティリティ
• PowerShellプログラマユーティリティ
• SOAP Serverプログラマユーティリティ

ファーム管理者はコンソールツリー内の親ノードまたは子ノードを右クリックして、監査情報にアクセスできます。
ほかの管理者がアクセスできる監査情報は、割り当てられている役割によって変わります。

Citrix Provisioningコンソールから監査情報にアクセスするには

1. Citrix Provisioningコンソールで管理対象オブジェクトを右クリックし、［監査記録］を選択します。［監査
記録］ダイアログボックスが開くか、選択したオブジェクトについて表示できる監査情報がないことを示すメ
ッセージが表示されます。

2.［フィルター結果］の下で、たとえば、ユーザーをベースとした監査情報のフィルターを有効にするフィルター
オプションを選択します。

3.［検索］をクリックします。監査情報が監査テーブルに表示されます。監査テーブル内の行は、列見出しをクリ
ックすると昇順および降順に並べ替えることができます：

• 操作一覧の番号：選択したフィルター条件に基づいて操作が実行された順番です。
• 日時：［開始日］と［終了日］のフィルター条件を満たすすべての監査操作が一覧表示されます。
• 操作：実行された Citrix Provisioningの操作です。
• タイプ：実行された操作の種類です。これは、操作された管理対象オブジェクトの種類に基づきます。
• 名前：操作されたオブジェクトの種類のうちのオブジェクトの名前です。
• ユーザー：操作したユーザーの名前です。
• ドメイン：このユーザーが属すドメインです。
• パス：管理対象オブジェクトの親オブジェクトです。たとえば、デバイスには親としてサイトとコレク
ションがあります。
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4. 特定の操作についてさらに詳細を表示するには、検索結果のテーブル内で操作の行を強調表示して、次のオプ
ションボタンのいずれかをクリックします：

• セカンダリ：この操作が影響を与えるセカンダリオブジェクト。［セカンダリオブジェクト］ダイアログ
ボックスが開き、種類、名前、およびパスの情報が表示されます。このダイアログボックスでは、パラ
メーター、下位操作、および変更などのセカンダリオブジェクト操作を表示できます。

• パラメーター：操作を処理するために使用されたそのほかの情報。このオプションでは［パラメーター］
ダイアログボックスが開きます。これにはオブジェクトを表すパラメーター名と値が含まれます。

• 下位操作：この操作を完了するために実行された追加の操作。［下位操作］ダイアログボックスが開き、
操作、種類、名前、およびパスの情報が表示されます。

• 変更：ターゲットデバイスなどのオブジェクトに関連する、説明などの新しいまたは変更された値。［変
更］ダイアログボックスが開き、名前と変更後の情報が表示されます。

監査記録情報のアーカイブ

監査記録をアーカイブするまでの期間はファーム管理者が決定します。

監査記録のアーカイブを構成するには

1. コンソールツリーでファームを右クリックして、［監査記録のアーカイブ］を選択します。［監査記録のアーカ
イブ］ダイアログボックスが開きます。

2. 監査記録情報が保存されている場所（XMLファイル）を参照します。［監査記録のアーカイブ先ファイルの選
択］ダイアログボックスが開きます。

3. 場所を選択して、新しいファイル名を［ファイル名］ボックスに入力します。
4.［終了日］メニューでカレンダーを開き、監査記録情報をアーカイブする日付を選択します。デフォルトは現在
の日付です。

5. すべての監査情報を削除するには、［監査記録からアーカイブ済みの情報を削除する］チェックボックスをオ
ンにします。いったん削除された情報は、Citrix Provisioningから直接アクセスできなくなります。この情
報は、XMLファイルに存在します。

6.［OK］をクリックします。

API

October 4, 2021

Citrix Provisioning APIは、Citrix開発者向けドキュメントサイトで入手できます：

• 『SOAP Server Programmer’s Guide』
• 『PowerShell with Object Programmer’s Guide』
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アップグレード後の PowerShell SDKファイル

C:\Program Files\Citrix\PowerShell SDKにあるファイルは、アップグレード後に消失します。この
問題は、Citrix Provisioningで使用される CDFのバージョンが、Citrix Virtual Apps and Desktopsに関連付け
られた他のコンポーネントで使用されているバージョンと一致しないために発生します。その結果、新しい CDFファ
イルのバージョン番号が以前のバージョンよりも小さくなります。この問題は、CPVデバイスコレクションを Citrix
Virtual Apps and Desktopsマシンカタログにインポートする機能には影響しません。この問題を解決するには、
次の手順に従います。

1. Citrix Studioを終了します。
2. 新しい Citrix Virtual Apps and Desktopsの ISOをマウントします。
3. マウントされた ISOで、\x64\DesktopStudioに移動します。
4.［PVS PowerShell SDK x64］を右クリックして、コンテキストメニューを表示します。
5.［修復］を選択します。
6. 修復オプションを実行します。インストールにより、必要に応じて 2つの CDFファイルが追加されます。

Active Directoryグループの列挙方法

Citrix Provisioningコンソールには Citrix Virtual Apps and Desktopsのインストールウィザードがあり、Citrix
Provisioning、Citrix Virtual Apps and Desktops、およびWindows Active Directoryの間の統合タスクを提
供します。このウィザードでは、Citrix Provisioning、Citrix Virtual Apps and Desktops、Windows Active
Directoryで仮想マシンおよび必要なオブジェクトを作成します。

注：

この実装は、公開されている APIがなかったため、以前のリリースでは制限されていました。公開されている
APIがなければ、Citrix Provisioningユーザーが、各自の環境でさまざまな自動テストのパラダイムを実行す
ることはできません。

Citrix Virtual Apps and Desktopsとストリーム配信仮想マシンウィザードの機能は、PowerShell APIを使用し
て、Provisioningサーバー上のサービスによって公開されます。この APIは、PowerShellフロントエンドを提供
し、ストリーム配信仮想マシンセットアップウィザードおよび Citrix Virtual Apps and Desktopsセットアップウ
ィザードの機能を自動化できます。

ヒント：

Citrix Provisioning APIサービスは、Provisioningサーバー上で X.509証明書を設定する必要がある SSL
接続を使用します。

X.509証明書の構成

Citrix Provisioning APIサービスは、Provisioningサーバー上で X.509証明書を必要とする SSL接続を使用しま
す。この証明書の CA証明書は、サーバーおよびコンソールマシンの両方に存在する必要があります。

Citrix Provisioning APIの自己署名証明書を作成するには、以下の手順を実行します：
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1. Provisioningサーバーのオペレーティングシステムに対応したWindows SDKをダウンロードして、イン
ストールします。

2. コマンドプロンプトを開き、SDKの binフォルダーに移動します。デフォルトではC:\Program Files
(x86)\Windows Kits\SDK_Version\bin\x64>です。その後、次のコマンドを実行します。

3. ルート証明機関として機能する証明書を作成します：makecert -n "CN= PVSRoot CA"-r -sv
PVSRoot CA.pvk PVSRoot CA.cer。

4. サービス証明書を作成してインストールします：makecert -sk PVSAP I -iv PVSRoot CA.pvk
-n "CN= FQDN of the PVS Server"-ic PVSRoot CA.cer -sr localmachine -ss
my -sky exchange -pe。

5. サーバーとコンソールマシンのTrusted Root Certification Authoritiesの場所にルート
CA証明書をインストールします：cert mgr -add "PVSRoot CA.cer"-s -r localMachine
Root。

6. 構成ウィザードを実行します。［SOAP SSL構成］ページで、作成された証明書を選択します。

注：

PowerShell コ マ ン ド を 実 行 す る 場 合、PvsServerAddressに は PVS サ ー バ ー の FQDN を、
PvsServerPortには 54324（デフォルト）を使用します。

Citrix Provisioning API

Citrix Virtual Apps and Desktopsサービスで Provisioning APIを使用するには、Citrix Cloudに認証するため
の資格情報を提供する必要があります。

Citrix Virtual Apps and Desktopsサービスで Provisioning APIを使用する

Citrix Virtual Apps and Desktops サービスを使用する場合、各プロビジョニングサーバーで実行されている
Provisioning APIサービスは、Citrix Cloudに認証するための資格情報を必要とします。これらの資格情報を提
供すると、指定されたユーザー名で実行されているプロセスはすべて、セキュアクライアント資格情報を使用して
Citrix Cloudに認証します。

これらの資格情報を提供するには、次を実行します：

1. 管理者ユーザーとして Citrix Cloudポータルの IAMページにログインします。

2. Citrix Cloud IAMページからセキュアクライアントを作成します。このページから、顧客 IDも記録します。

3. セキュアクライアントを PVSサーバー上の CSVファイルにダウンロードします。

重要：
CSV ファイルにはシークレットが含まれ、セキュアクライアントを作成したユーザーとして Citrix
Cloudへの認証に使用できます。このファイルを保存して保護します。

4. Provisioning API呼び出しを実行する各サーバー上で：

a) Provisioning Servicesユーザー名を使用して PowerShellウィンドウを実行します。
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b) CSVファイルをダウンロードします。

c) 次のコマンドを実行します。

1 Set-XDCredentials -CustomerId "<customerIDFromPortal>" -
SecureClientFile "<CSVPath>" -ProfileType CloudAPI –
StoreAs "default"

2 <!--NeedCopy-->

d) ダウンロードした CSVファイルのコピーを削除してください。

Citrix Provisioning APIを使用する

最新の Citrix Provisioningサーバーをインストール後、以下の手順を実行します：

1. 構成ウィザードを実行します。
2. Provisioningサーバーの［サービス］ウィンドウを開き、管理者として実行するように Citrix Provisioning

APIがインストールおよび構成されていることを確認します。

ヒント：

Citrix Provisioning APIサービスは、Provisioningサーバー上で X.509証明書を設定する必要がある SSL
接続を使用します。

Provisioningサーバーで PowerShellウィンドウを開き、コマンドモジュールをインポートします：

1. Import-Module "C:\Program Files\Citrix\Provisioning Services\Citrix.
ProvisioningServices.dll"。

2. Get-Command-Module Citrix.ProvisioningServices。
3. CitrixProvisioningAPIサービスにpingを実行します：Get‑PvsApiServiceStatus ‑PvsServerAddress
PVSサーバーの FQDN ‑PvsServerPort PVS APIがリスンするように構成されているポート

ヒント：

Provisioningサーバーのポート番号は、SOAPサーバー通信に使用されるポート番号です。

次のいずれかのコマンドを使用して Citrix Provisioning APIにログインします：

ドメイン/ユーザー名/パスワードのパラメーターを使用する：

Get-PvsConnection -PvsServerAddress PVSサーバー FQDN -PvsServerPort PVS APIがリスン
するように構成されている SOAPポート +1 -Domain PVS管理ドメイン -Username PVS管理者のユーザー名
-Password PVS管理者のパスワード

Pass‑in PSCredentialオブジェクトを使用する：

Get-PvsConnection -PvsServerAddressPVSサーバーのアドレスPvsServerPort-Credentials
Get‑Credentialによって返された PSCredentialオブジェクト

次のコマンドレットは、Citrix Provisioning API実装に含まれています。
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• Get‑PvsApiServiceStatus。特定のアドレス/ポートでサービスが機能しているかを判断するためにサービ
スに pingを実行します。

• Get‑PvsConnection。Citrix Provisioning APIにログインします。
• Clear‑PvsConnection。Citrix Provisioning APIからログアウトします。禁止リストに認証トークンが追
加されます。

• Start‑PvsProvisionXdMachines。Citrix Virtual Apps and Desktopsセットアップウィザードの自動
化に使用します。

• Start‑PvsProvisionMachines。ストリーム配信仮想マシンセットアップウィザードの自動化に使用しま
す。

• Get‑PvsProvisioningStatus。前の 2つのコマンドのいずれかから戻された IDを使用して、現在のプロ
ビジョニングセッションの状態を取得します。

• Stop‑PvsProvisionMachines。前の 2つのコマンドのいずれかから戻された IDを確認して、現在のプロ
ビジョニングセッションをキャンセルします。

これらの PowerShellコマンドレットの例には、Get-Help CommandName – Examplesでアクセスできま
す：

ヒント：

残りの PowerShellコマンドレットは、すべてデータベースアクセスレイヤに含まれます。

Set -PvsConnection PowerShellコマンドを使用して APIに接続すると、
以下のような接続オブジェクトが返されます：

Citrix Provisioningでは、ユーザーのアクセス制御方法は、ユーザーの Active Directoryログイン資格情報と管理
グループの構成に基づきます。この方法の結果、ADグループの列挙は、構成ウィザードとコンソール操作に関連付
けられたイベントを繰り返しトリガーします。擬似ログインが発生する複雑な AD環境では、システムが低速になる
とともに応答が遅くなり、Citrix Provisioningコンソールへの接続タイムアウトが発生する可能性があります。こ
の機能によって、ADグループの列挙方法が向上し、このような問題が解決されています。

この機能が実装される前は、ADグループの列挙は、ドメイン内のユーザーのログインに関連付けられたメンバーシ
ップと、信頼済みドメイン全体をスキャンすると発生していました。この処理は、ユーザーのグループメンバーシッ
プがすべて決定されるまで継続されます。または、検索する追加のドメインがない場合に継続されます。識別された
グループは、データベースで定義された管理グループと比較され、ユーザーのアクセス権が判断されます。

この機能では、ADグループの列挙が強化され、ユーザーのログインメンバーシップの優先ドメインをインテリジェ
ントに検索できるようになりました。すべてのドメインでグループ全体を検索する方法とは異なります。ユーザーの
ログイン資格情報に関連付けられた管理グループ名を使用して、優先ドメイン一覧が提供されます。ユーザーのドメ
イン一覧が最初に検索され、続いて優先ドメイン一覧が検索されます。この検索中にファームの管理グループが検出
された場合、ユーザーには既に Citrix Provisioningファームに対する完全なアクセス権があるため、検索は停止し
ます。この検索パラダイムには、ドメインセキュリティ IDを使用してドメインに目的のグループが含まれているかど
うかを検証するメカニズムも含まれています。ユーザーのログインメンバーシップに対するドメインの検索アプロー
チが変更されたため、ほとんどの AD環境のニーズに対応し、構成ウィザードと Provisioningコンソール操作をよ
りすばやく実行できます。
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CISの問題の報告

October 4, 2021

Citrix Provisioning では、ソフトウェアの使用中に発生した問題をシトリックスサポートに直接報告すること
ができます。サポートチームは報告された情報をもとに、問題をトラブルシューティングおよび診断して Citrix
Provisioningを改善します。この機能は、カスタマーエクスペリエンス向上プログラム（CEIP）とともに、Citrix
が継続的に本ソフトウェアを改善するために使用されます。

注：

Citrix Provisioningの改善を手助けするプログラムへの参加は任意です。問題の報告と CEIPはデフォルトで
有効です。この文書の情報を、問題の報告を構成して使用するために役立ててください。

問題の報告のしくみ

問題の報告は、Citrix Provisioning内のイベントから得られる診断情報を共有することで機能します。特定の Citrix
Provisioningサーバーまたはサイトに対してのみ実行することができます。

• 複数の Provisioningサーバーがある環境では、それぞれ異なる SOAP Serviceユーザーが存在します。こ
のような環境では、SOAP Serviceユーザーは、診断バンドルを生成するときにネットワーク共有に対して読
み取り/書き込み権限を持っている必要があります。

• 特定の Provisioningサーバーの問題を報告する場合、そのサーバーだけが、イベントを記録する診断バンド
ルを生成します。

• サイトの問題を報告する場合、サイトの各 Provisioningサーバーが診断バンドルを生成します。
• 診断バンドルは、Citrixに直接アップロードすることも、共有ネットワークドライブに保存して、後で Citrix
に手動でアップロードすることもできます。

注：

診断バンドルは、Citrix CIS Webサイトに手動でアップロードされます。このサイトには、Citrixの資格情報
を使用してログインします。

NETWORK SERVICEユーザーアカウントを使用した問題の報告

NETWORK SERVICEユーザーの問題レポートを生成するようにシステムをセットアップできます。

NETWORK SERVICEユーザーが情報を収集してレジストリから読み取ることができるようにするには、最初に
NETWORK SERVICEを Provisioningサーバーのローカル管理者にします。次に、ユーザーにレポートが生成され
るネットワーク共有への読み取り/書き込み権限を付与します。

NETWORK SERVICEユーザーを Provisioningサーバーのローカル管理者にするには：

1. ローカル管理者として仮想マシンにログインします。
2.［スタート］メニューから、［管理ツール］>［コンピューターの管理］>［グループ］>［ユーザー］を選択します。
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3. ユーザーNETWORK SERVICEを追加します。［ユーザーの選択］ダイアログボックスから［場所］を選択し、
ユーザーをローカル仮想マシンに追加していることを確認します。

4. ユーザー NETWORK SERVICEを Administratorsグループに追加します。［スタート］メニューから、［管
理ツール］>［コンピューターの管理］>［グループ］>［Administrators］を選択します。［ユーザーの選択］
ダイアログボックスから［場所］を選択し、管理者をローカル仮想マシンに追加していることを確認します。

NETWORK SERVICEユーザーにネットワーク共有への読み取り/書き込み権限を提供するには：

1. ネットワーク共有フォルダーを右クリックして、［フォルダー］>［プロパティ］を選択します。［共有］タブ
で、［共有］にフォルダーを設定します。

2.［セキュリティ］タブで、NETWORK SERVICEユーザーに読み取り/書き込み権限があることを確認します。
3. Citrix Provisioning構成ウィザードで、Stream Serviceおよび SOAP Serviceのユーザーアカウントとし
て Network Serviceアカウントを選択しますこれにより、NETWORK SERVICEユーザーにアップロード
用のレポートファイルが生成されるProgramData\Citrix\Provisioning Servicesへの読み取
り/書き込みアクセス権限を付与します。

セキュリティで保護された通信でのトークンの使用

問題の報告を使用する場合、トークンが生成されて、診断バンドルをMy Citrixアカウントのログイン資格情報に関
連付けます。My Citrix資格情報に関連付けられたトークンは、その後の問題の報告のためにデータベースに格納さ
れます。このプロセスにより、ログイン資格情報を格納する必要はなくなります。

注：

問題の報告を初めて使用しようとしていて、ログイントークンをまだ構成していない場合、My Citrixログイン
資格情報の入力を求められます。ログイン資格情報を入力すると、データベースでトークンが生成されます。

問題の報告機能の構成

Citrix Provisioning構成ウィザード画面で次の操作を行います：

1. Citrixのユーザー名とパスワードを入力します。
2. パスワードを確認入力します。
3.［次へ］をクリックします。
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ヒント：

ログイン資格情報を認証するトークンをセキュリティ保護していない場合、［問題の報告の構成］画面に次のよ
うに表示されます。「問題の報告の提出に必要なトークンが空です。再構成してください。」トークンは、ここで
資格情報を入力するか、後で Citrix Provisioningコンソールを使用して生成できます。

指定したパスワードとユーザー名は保存されません。生成されたトークンは、診断バンドルをMy Citrixアカウント
に関連付けるために使用されます。

問題の報告

問題を報告するには、まず使用するオプションを指定する必要があります。Citrixのユーザー名を使用して診断情報
のバンドルをアップロードすることも、ZIPファイルにローカルに診断情報を生成することもできます。この問題レ
ポートに含まれるすべてのサーバーにアクセス可能な共有ネットワークドライブ上の空のフォルダーを選択してくだ
さい。

問題を報告するには

1. Citrix Provisioningコンソールで、［サイト］ノードを展開して、問題を報告するサーバーを表示します。

2. サーバーを選択して右クリックし、コンテキストメニューを表示します。

3.［問題を報告する］オプションをクリックします。
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4.［問題の報告］画面で、診断情報を生成する方法を選択します：

• 診断をアップロードします ‑生成されたトークンを使用して診断バンドル（問題に関連する多数のファ
イルを含む ZIPファイル）をアップロードします。

• 診断を生成します ‑選択したサーバーにアクセスできる共有ネットワークドライブ上の空のフォルダー
を選択します。

5.［次へ］をクリックします。
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注：

選択したサイトの各サーバーにより、それぞれの診断バンドルがアップロードまたは生成されます。

トークンは、自動アップロードにのみ必要です。ローカルにバンドルを生成する場合、トークンは不要
です。

6. 問題の報告方法を選択したら、問題の説明を助ける情報を指定できます。［問題の詳細を指定します］画面で、
次のいずれかを行います。

a. 問題を要約した簡単な説明を入力します。この必須フィールドに情報を入力すると、残りのフィールドが編
集可能になります。

b. オプションで、サポートケース番号を入力します。

c. 問題が発生した日付を選択します。

d. 問題が発生した、およその時刻を入力します。

e. 問題の特徴を示す説明を入力します。

7.［完了］をクリックします。
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ヒント：

診断レポートが完了すると、サーバー上にバンドルが作成され、アップロードされます。［サーバー］>
［プロパティ］>［問題の報告］の順に選択すると、直近の問題の報告のステータスを表示することができ
ます。

［完了］をクリックすると、問題の報告機能により、単一のサーバーか、サイト全体の各サーバーに関する問題点が報
告されます。各サーバーはバックグラウンドタスクとして問題の報告を生成し、CISサーバーにアップロードします。
または別の方法として、ファイルを共有ネットワークドライブに保存します。

［状況］フィールドには、報告メカニズムの状態に関する情報が表示されます。プロセスが開始されたら、［完了］ボタ
ンを使用してダイアログボックスを閉じ、プロセスがバックグラウンドで続くようにします：

ダイアログを閉じないことを選択した場合、プロセスはフォアグラウンドで続行されます。完了すると、［問題報告］
画面に「結果は各サーバーのプロパティをチェックしてください」というメッセージが表示されます。このメッセー
ジとともに、各サーバーは問題の報告の生成プロセスを完了して、結果を保存します。

![［問題の報告］画面の図](/en‑us/provisioning/1912‑ltsr/media/problem‑reporting‑status(2).png）

問題の報告が生成されたら、［プロパティ］画面で結果を参照することができます。レポートを表示するには、［サー
バー］>［プロパティ］を選択します。
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［問題の報告］タブには、次の情報が表示されます：

• 最新の問題の報告：このフィールドには、問題の報告の直近の試行の日付と時刻が表示されます。
• 概要：このフィールドには問題の説明が表示されます。これは、管理者が最初に報告を作成したときに指定さ
れた必須の概要フィールドから生成されます。

• ステータス：直近の報告のステータスが表示されます。以下の内容が示されます。
– 成功または失敗
– 報告がアップロードされたか、または共有ネットワークドライブに保存されたか。報告がドライブに保
存された場合、ファイルがある場所のフルパスが表示されます

仮想マシンを新しいホスティングリソースに移行する

October 4, 2021

Citrix Provisioningでプロビジョニングされた仮想マシンは、Citrix Virtual Apps and Desktopsとプロビジョ
ニングの電源機能を変更せずに移行できます。ホスティングリソースを廃止し仮想マシンを移行する場合、新しい仮
想マシンをプロビジョニングするのではなく、プロビジョニングされた仮想マシンを新しいホスティングリソースに
移行できます。

重要：
仮想マシンを移行すると、古いホストでプロビジョニングされたMCSカタログは機能しなくなります。

仮想マシンをシャットダウンします。次に、これらのプロセスを任意の順序で実行します：
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• ホスティングユニットを編集します。
• 新しいホスティングリソースを参照するようにホストリソースを変更します。
• プロビジョニングされた仮想マシンを古いホスティングリソースから新しいものに移行します。

これらのプロセスの実行が完了したら、仮想マシンをテストします。

ホスティングユニットを編集する

1. Provisioningコンソールで、ホストユニットを編集します。
2. ホストアドレスを新しいホストリソースのメイン IPアドレスに変更します。
3.［資格情報］タブで、ユーザー名とパスワードを新しいホスティングリソースで使用するものに変更します。
4.［OK］をクリックします。

ホスティングリソースを変更する

プロビジョニング仮想マシンを正常に移行するには、以下を実行します：

• ホスティングリソースを変更して、新しいホスティングリソースを参照するようにします。
• ストレージをストレージサーバーに変更します。
• 新しいネットワークを指定します。

1. Citrix Studioを開きます。
2. 接続を編集します。

a)［ホスト］タブで、ホスティングリソースのホスティング接続を選択し、［操作］>［接続の編集］を選択
します。

b)［接続のプロパティ］タブで、［設定の編集］を選択します
c)［設定の編集］画面で、アドレスを新しいホスティングリソースプールのメイン IPに変更します。
d)［資格情報］タブで、ユーザー名とパスワードを新しいホスティングリソースプールで使用するものに変
更します。

e)［OK］を選択します。
3. 以前に定義したストレージを、新しいホスティングリソース上の新しいストレージに変更します。

a) ホスティングリソースを選択し、［操作］>［ストレージの編集］を選択します。
b)［OSストレージ］タブで、ローカルストレージの場所のチェックをオフにして使用しないようにします。
c) 使用する新しいストレージサーバーを選択します。
d)［一時ストレージ］タブで、ローカルストレージの場所のチェックをオフにして、新しいストレージの場
所を選択します。

e)［OK］を選択します。
4. 既存のホスティング接続のネットワークインターフェイスを変更します。引き続き Citrix Cloud Connector
で、管理者権限を使用して PowerShellセッションを開きます。次のコマンドを実行します。
a) PowerShellモジュールをインポートします：

Add-PSSnapinCitrix*
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b) ホスト接続の詳細を取得します。返された PSChildNameとネットワークパス（NewNetworkPath）
の値をメモします：
dir XDHyp:\HostingUnits

c) PSChildNameを新しいホスティングリソースに設定します：
PSChildName = <NewHostingResource>

d) 新しいネットワークへのネットワークパスを設定します：
Set-Item -Path XDHyp:\HostingUnits\<PSChildName> -NetworkPath <
NewNetworkPath>

e) ネットワークインターフェイスを変更するコマンドを実行します：
Set-Item -Path "XDHyp:\HostingUnits\<NewHostingResource\" -NetworkPath
"XDHyp:\Connections\XS2\<New Network Path>

プロビジョニングされた仮想マシンを古いホスティングリソースから新しいものに移行する

1. Citrix Studioで、プロビジョニングされた仮想マシンを選択します。
2. コンテキストメニューから［VMの移動］を選択します。
3. ウィザードを使用して、次の値を入力します：

• Destination： <NewHostingResource>
• Target Server：不要
• Place all virtual disks on the same：新しいストレージの場所
• Target Network：<NewNetworkPath>
• Storage Network：新しいホスティングリソース上のストレージネットワーク

4.［完了］を選択します。

移行をテストする

移行が成功したことをテストするには：

• プロビジョニングコンソールから仮想マシンを起動します。
• Studioから仮想マシンを起動します。
• BDMアップデートを確認します。必要な操作：

1. ブートストラップに IPを記録します。無効な IPを使用して現在ログインしているプロビジョニングサ
ーバーのブートストラップを構成します。

2. ブートストラップオプションの詳細モードを有効にします。
3. HDD BDM起動のプロビジョニングされた仮想マシンを右クリックし、［ターゲット］>［BDMパーテ
ィションを更新しています］を選択します。

4. プロビジョニングされた仮想マシンをプロビジョニングコンソールから起動します。
5. 仮想マシンが無効な IPから起動しようとしていることを確認します。仮想マシンをシャットダウンしま
す。

6. ブートストラップを構成し、ブートストラップの IP を有効なものに修正します。または、［Read
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Servers from database］をクリックします。必要に応じて詳細モードを無効にします。以前のクラ
イアントで BDMアップデートを再度実行します。

7. 仮想マシンが起動できることを確認します。
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